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Warszawa, 20 pazdziernika 2017 r.

Uwagi Fundacji Panoptykon! w sprawie projektu ustawy o zmianie ustawy o
transporcie drogowym oraz ustawy o czasie pracy Kierowcow?

Przedstawiony przez Ministra Infrastruktury i Budownictwa projekt ustawy o zmianie ustawy o
transporcie drogowym oraz ustawy o czasie pracy kierowcow (dalej: projekt ustawy)
wprowadza regulacje dotyczace dziatalnosci gospodarczej polegajacej na posrednictwie przy
przewozie osob. Projekt przewiduje w szczeg6lnosci dodanie do art. 50 ustawy o transporcie
drogowym pkt. 5, na mocy ktérego Inspekcja Transportu Drogowego, w przypadku stwierdzenia
wykonywania po$rednictwa przy przewozie os6b bez wymaganej licencji, nabedzie uprawnienie
do wystepowania z wnioskiem do Prezesa Urzedu Komunikacji Elektronicznej o ,zablokowanie
przeznaczonych do wykonywania posrednictwa przy przewozie o0séb programéw
komputerowych, numeréw telefonéw, aplikacji mobilnych, platform teleinformatycznych albo
innych $rodkéw przekazu informac;ji”.

Nie kwestionujac zasadnosci wprowadzenia ustawowych regulacji dotyczacych posrednictwa
przy przewozie os6b, powazne watpliwosci z punktu widzenia Konstytucji RP oraz praw i
wolnosci obywatelskich budzi wyzej opisana sankcja za wykonywanie posrednictwa bez
licencji.

Wprowadzenie mechanizmu blokowania rodzi powazne ryzyko dla konstytucyjnie chronionej
wolnosci stowa, ktéra obejmuje nie tylko mozliwos¢ swobodnego otrzymywania i
przekazywania informacji, ale takze jej aktywne poszukiwanie i zdobywanie3 za pomoca
jakichkolwiek $§rodkéw. Wolnos¢ stowa dotyczy nie tylko powszechnie rozumianej mozliwosci
wyrazania swoich podgladéw, ale takze dostepu do wszelkiego rodzaju przekazéw informacji,
réwniez tych charakterystycznych dla Internetu, obejmujac tym samym takie formy wypowiedzi
jak strony internetowe czy aplikacje mobilne. Blokowanie tresci w Internecie uniemozliwia
uzytkownikom zapoznanie sie z nimi. Tym samym, blokowanie stanowi ograniczenie wolnoSci
wypowiedzi, rozumianej réwniez jako wolno$¢ dostepu do informacji, i w konsekwencji musi
spetnia¢ warunki wynikajace z Konstytucji i prawa miedzynarodowego.

Konstytucja RP wprowadza w art. 54 ust. 2 zakaz cenzury prewencyjnej, ktéra - zgodnie z
uchwala Trybunatu Konstytucyjnego z 2 marca 1994 r. - rozumiana jest jako ,przyznanie
organom panstwowym Kkompetencji do Kkontrolowania tresci wypowiedzi przed ich
przekazaniem do odbiorcy, a takze do uzalezniania przekazania wypowiedzi odbiorcom od
uprzedniej zgody organu panstwowego. Panstwo moze ustanawia¢ mechanizmy nastepczej
odpowiedzialno$ci za naduzycie wolno$ci stowa, natomiast ingerencja uprzednia moze by¢

1 Opinia przygotowana przez Karoline Iwanska.

2 Projekt z dnia 18 wrze$nia 2017 .

3 R. Wieruszewski (red), Miedzynarodowy Pakt Praw Obywatelskich (Osobistych) i Politycznych.
Komentarz, Warszawa 2012, s. 468.

Fundacja Panoptykon | ul Orzechowska 4 lok. 4 | 02-068 Warszawa
e: fundacja@panoptykon.org | t: +48 660 074 026 | w: panoptykon.org



dopuszczona tylko wyjatkowo, jako uboczny efekt innych, legitymowanych konstytucyjnie
dziatan panstwa”4.

Dopuszczalno$¢ wprowadzenia ograniczen dla wolno$ci stowa powinna by¢ takze oceniana
przez pryzmat art. 10 Europejskiej Konwencji o Ochronie Praw Cztowieka i Podstawowych
Wolnosci, ktérego ust. 2 okresla dopuszczalny zakres ograniczen. Orzecznictwo Europejskiego
Trybunatu Praw Czlowieka (dalej: ETPCz) wskazuje, Ze stosowanie $rodkéw prewencyjnych
polegajacych na blokowaniu tresci w Internecie jest dopuszczalne jedynie wyjatkowo, poniewaz
zagrozenia z nimi zwigzane s3 na tyle powazne, Ze dziatania wtadz krajowych wymagaja
szczegOlnie restrykcyjnej kontroli5, a blokada tresci musi by¢ stosowana z rozwagas. ETPCz
wprowadzit réwniez wymogi dla zgodnego z prawem mechanizmu blokowania, zgodnie z
ktérymi wszelkie ograniczenia wolno$ci stowa musza by¢ oparte na okreslonej podstawie
prawnej jasno regulujacej zakres tych ograniczen, jak i podlega¢ musza kontroli sadowej w celu
ochrony przed naduzyciami’. Réwniez Konstytucja RP wprowadza w art. 31 ust. 3 wymaég, aby
jakiekolwiek ograniczenia konstytucyjnych praw i wolnosci byty ustanawiane tylko wtedy, gdy
sg one konieczne w demokratycznym panstwie prawnym dla ochrony okreslonych wartosci.

Tym samym, zaréwno na gruncie Konstytucji, jak i Europejskiej Konwencji o Ochronie Praw
Cztowieka i Podstawowych Wolnosci istnieje mozliwo$¢ ograniczenia wolnosci stowa poprzez
blokowanie tresci w Internecie. Ograniczenia te muszg by¢ jednak stosowane absolutnie
wyjatkowo oraz musza by¢ konieczne dla osiagniecia celu, ktory uzasadnia ograniczenie
praw podstawowych.

W naszej ocenie, zaproponowane rozwigzanie jest niezgodne z opisanymi wyZej zasadami.
1. Zasadno$¢ proponowanego rozwigzania

Uzasadnienie projektu nie wskazuje w Zaden sposdb, dlaczego blokowanie przeznaczonych do
wykonywania posrednictwa przy przewozie os6b $rodkow przekazu informacji jest niezbedna
sankcjg za wykonywanie posrednictwa bez licencji. Ma to szczego6lne znaczenie w kontekscie
tego, ze nie jest to jedyna sankcja za wykonywanie tej dziatalnos$ci niezgodnie z prawem -
projekt ustawy przewiduje réwniez kary finansowe dla podmiotéw wykonujacych dziatalno$¢
w zakresie posrednictwa z naruszeniem przepiséw, w tym bez wymaganej licencji. Dodatkowa
ingerencja w gwarantowang Konstytucja wolno$¢ stowa rozumiang takze jako wolno$¢
poszukiwania informacji jest zupeilnie zbedna i tym samym nie spelnia wymogow dla
ograniczenia praw i wolnosci obywatelskich, zobowigzujacych ustawodawce do wykazania
koniecznosci i proporcjonalnosci ustanowionego ograniczenia dla wolnosci stowa. Jak bowiem
wynika z orzecznictwa ETPCz i Trybunatu Konstytucyjnego, wprowadzanie ograniczen praw
i wolnos$ci obywatelskich jest dopuszczalne jedynie w wyjatkowych przypadkach i musi zosta¢
kazdorazowo wyczerpujaco uzasadnione. Projektodawca nie przedstawia w uzasadnieniu
zadnych powodo6w, ktére wskazywatyby na konieczno$¢ zastosowania mechanizmu blokowania.

4 Uchwata Trybunatu Konstytucyjnego z dnia 2 marca 1994 r. dotyczaca ustalenia powszechnie
obowiazujacej wyktadni przepiséw art. 21 ust. 2 pkt 6 w zwigzku z art. 18 ust. 1 i 2 oraz art. 6 ust. 1, art.
14 ust. 11iart. 22 ustawy z dnia 29 grudnia 1992 r. o radiofonii i telewizji.

®> Wyrok Europejskiego Trybunatu Praw Cztowieka z dnia 26 listopada 1991 r. w sprawie Observer i
Guardian przeciwko Wielkiej Brytanii, skarga 13585/88113166/87.

6 Wyrok Europejskiego Trybunatu Praw Cztowieka z dnia 19 stycznia 2016 r. w sprawie Kalda przeciwko
Estonii, skarga 17429/10.

7 Wyrok Europejskiego Trybunatu Praw Cztowieka z dnia 18 grudnia 2012 r. w sprawie Yildirim przeciwko
Turcji, skarga 3111/10; Wyrok Europejskiego Trybunatu Praw Cztowieka z dnia 1 grudnia 2015 r. w
sprawie Cengiz i in. Przeciwko Turcji, skarga 48226/10 i 14027/11.
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W zwigzku z tym, samo wprowadzenie w tym przypadku mechanizmu blokowania nalezy uzna¢
za sprzeczne z Konstytucja i prawem miedzynarodowym.

2. Niejasna procedura blokowania

Nawet gdyby wprowadzenie mechanizmu blokowania zostato uznane za konieczne
i proporcjonalne (co wysoce watpliwe), zaproponowana procedura blokowania nie spetnia
wymogow, o ktérych mowa we wstepie, z uwagi na jej wyjatkowa niejasno$é. Proponowany
przepis nie okresla, jak z wnioskiem Inspekcji Transportu Drogowego postepowat bedzie Prezes
Urzedu Komunikacji Elektronicznej, a w szczegdlnosci, w jaki sposéb bedzie on mdgt
doprowadzi¢ do zablokowania danych aplikacji lub innych przekazéw informacji. Przepis nie
precyzuje, czy efektem jego zastosowania bedzie brak mozliwosci pobrania aplikacji ze sklepu
internetowego, a jesli tak, to jak zostanie to zrealizowane technicznie. Projekt nie wyjasnia,
wjaki sposéb blokowane mialyby by¢ aplikacje juz zainstalowane na urzadzeniach
uzytkownikéw. Nie jest rowniez jasne, jak przedstawia¢ sie bedg ewentualne obowigzki
podmiotéw $wiadczacych ustugi telekomunikacyjne. Z tych powodéw, jednoznaczna i peina
ocena zaproponowanych rozwigzan oraz ich wpltywu na prawa i wolnos$ci obywatelskie jest
niemozliwa.

3. Tryb blokowania i kontrola sadu

Z proponowanego brzmienia przepisu nie wynika réwniez, w jakim trybie prawnym miatoby
nastgpi¢ blokowanie, w szczeg6lnosci projektodawca nie precyzuje, czy blokowanie miatoby
nastgpi¢ kazdorazowo w drodze decyzji administracyjnej Prezesa Urzedu Komunikacji
Elektronicznej oraz pomija milczeniem zasady skladania odwotania przez podmioty, ktérych
aplikacje zablokowano. Brak regulacji w tym zakresie powoduje wyjatkowg niepewno$¢ prawng,
jak réwniez rodzi ryzyko arbitralnosci i blokowania aplikacji podmiotéw, ktére prowadza
dziatalno$¢ zgodnie z prawem. Z uwagi na gleboka ingerencje proponowanego rozwigzania w
gwarantowang Konstytucjg wolno$¢ stowa, o blokadzie aplikacji lub innego przekazu informacji
powinien kazdorazowo rozstrzyga¢ niezalezny sad.

4. Relacja proponowanych regulacji do prawa do prywatnosci

Powazne watpliwo$ci, zwtaszcza wobec braku poruszenia tej kwestii przez projektodawce tak w
treSci projektu ustawy, jak i w uzasadnieniu, budzi relacja proponowanego rozwigzania do
prawa do prywatnosci uzytkownikdw urzadzen konicowych. Projektodawca, nie precyzujac, jak
w praktyce bedzie dziatal mechanizm blokowania, nie wyjasnia réwniez, w jaki sposéb wptynie
on na przekazywanie podmiotom publicznym, np. Prezesowi Urzedu Komunikacji
Elektronicznej, danych osobowych uzytkownikéw, takich jak numery IP czy informacje o probie
potaczenia z dang aplikacja lub jej pobrania. Projekt nie okresla ponadto, czy uzytkownikowi
bedzie wyswietlany jaki$§ komunikat lub czy bedzie on przekierowywany na strony internetowe
podmiotow publicznych.

5. Tendencja do blokowania tresci w Internecie

W ostatnich miesigcach Fundacja Panoptykon obserwuje niepokojaca tendencje do
wprowadzania mechanizméw blokowania tresci w Internecie w kolejnych obszarach dziatania
panstwa. W pierwszej kolejnosci takie rozwigzanie wprowadzita przyjeta w czerwcu 2016 r.
ustawa o dziataniach antyterrorystycznych, ktéra przyznata Agencji Bezpieczenstwa
Wewnetrznego uprawnienie do blokowania stron internetowych. Z kolei na mocy ustawy o
grach hazardowych stworzono rejestr domen internetowych, ktére stuza do oferowania gier
hazardowych niezgodnie z ustawg i zobowigzano podmioty $wiadczace ustugi
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telekomunikacyjne do blokowania stron znajdujacych sie w tym rejestrze. Obecnie
w Ministerstwie Finanséw tocza sie z kolei prace nad projektem ustawy nowelizujacej ustawe
o nadzorze nad rynkiem finansowym, ktéra przyzna Komisji Nadzoru Finansowego kompetencje
do zamieszczania w rejestrze domen niedozwolonych stron internetowych podmiotéw
podejrzanych przez Komisje o dziatalno$¢ niezgodng z prawem i zobowiagze przedsiebiorcow
telekomunikacyjnych - wzorem ustawy hazardowej - do zablokowania stron wpisanych do
rejestru. Naszym zdaniem, rozwigzania te naruszajga chroniong Konstytucja wolno$¢ stowa. Nie
kwestionujgc zasadno$ci skutecznej walki z naruszeniami prawa, stoimy na stanowisku, ze
wykorzystywane narzedzia blokowania stron, aplikacji i innych przekazéw informac;ji
w Internecie, kreujgc pozornie proste rozwigzania dla trudnych probleméw, sg jednakze
nieproporcjonalne oraz stanowig powazne zagrozenie dla praw i wolno$ci obywatelskich.
Ponadto, taka tendencja legislacyjna otwiera droge do coraz dalej idacej ingerencji w wolnos¢
stowa w Internecie w odpowiedzi na potrzebe egzekwowania przepiséw dotyczacych kolejnych
obszar6w objetych regulacja panstwa. Upowszechnianie blokowania w dalszych, relatywnie
drobnych dziedzinach dziatania panstwa niweczy wymoég, zgodnie z ktérym wprowadzanie
ograniczen dla wolnosci stowa musi mie¢ charakter absolutnie wyjatkowy.

skksk

Majac na uwadze powyzsze, Fundacja Panoptykon uznaje, Ze wprowadzenie mechanizmu
blokowania przeznaczonych do wykonywania posrednictwa przy przewozie os6b programow
komputerowych, numeréw telefonédw, aplikacji mobilnych, platform teleinformatycznych albo
innych $rodkéw przekazu informacji stanowi realne ryzyko naruszenia podstawowych praw
i wolnosci obywatelskich. Uwazamy, ze niespelniajgce warunku koniecznosci blokowanie
przekazow informacji w Internecie jest sSrodkiem niedopuszczalnym w demokratycznym
panstwie prawa.



