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Szanowny Europosle/Europostanko,

W tym liscie chcemy podzieli¢ sie naszymi obawami dotyczgcymi rozporzgdzenia Unii
Europejskiej w sprawie zapobiegania rozpowszechniania tresci o charakterze terrorystycznym w
internecie. Wzywamy Postow Parlamentu Europejskiego, aby gtosowali przeciwko
przyjeciu wniosku.

My, nizej podpisane organizacje dziatajgce na rzecz praw cziowieka, stowarzyszenia
dziennikarzy i sledczych, od 2018 nieustannie ostrzegamy przed powaznymi zagrozeniami
podstawowych praw i wolnosci we wspomnianym wniosku legislacyjnym; zwtaszcza w
odniesieniu do wolnosci stowa i opinii, swobodnego dostepu do informacj, prawa do prywatnosci
i praworzadnosci.

Dzieki pracy zespotu negocjacyjnego Parlamentu Europejskiego, rozszerzonej debacie i
zaangazowaniu spoteczenstwa obywatelskiego, szereg problematycznych kwestii dotyczgcych
whniosku zostat poruszony podczas trojstronnych rozméw miedzy Parlamentem Europejskim, a
Rada Unii Europejskie;j.



Jednak mimo postanowien ostatnich negocjacji trojstronnych, ostateczny tekst rozporzadzenia
nadal proponuje niebezpieczne srodki, ktére ostatecznie ostabig ochrone praw podstawowych w
UE. Jesli wniosek zostanie przyjety w obecnej formie, moze réwniez powstaé¢ niebezpieczny
precedens co do metod i zakresu kontroli tresci online na catym Swiecie.

Proponowane rozporzgdzenie zostanie poddane pod ostateczne gtosowanie na posiedzeniu
plenarnym Parlamentu Europejskiego w kwietniu 2021 r. Wzywamy wszystkich Europostéw |
Europostanki do gtosowania przeciwko przyjeciu wniosku z nastepujgcych powodow:

1. Wniosek zacheca platformy online do stosowania narzedzi automatycznej
moderacji tresci, takich jak filtry przesytania

Whniosek narzuca na dostawcow krétki termin na usuniecie tresci uwazanych za terrorystyczne,
przez co platformy internetowe zachecone bedg do wdrozenia w tym celu automatycznych
narzedzi do moderowania tresci, takich jak filtry przesytania. Obecne praktyki kontroli tresci online
charakteryzujg sie zupetnym brakiem przejrzystosci i niedoktadnoscig wynikajagcg z
automatycznego systemu podejmowania decyzji. Zautomatyzowane narzedzia nie sg w stanie
efektywnie odrézniac celu publikowanych tresci. Dla automatycznych systemow moderacji nie ma
roznicy miedzy aktywizmem, przeciwstawianiem sie czy satyrg na temat terroryzmu, a tresciami
uznawanymi za wtasciwe akty terroryzmu lub go propagujgce. Dlatego dodatkowa automatyzacja
ostatecznie doprowadzi do usuniecia tresci legalnych, takich jak publikacje o celach
informacyjnych i tre$ci ujawniajgce dyskryminacje mniejszosci i grup spotecznych pozbawionych
swojej reprezentacji medialnej. Jak ujawnity archiwa syryjskie i jemenskie, platformy juz teraz
usuwajg ogromne ilosci tresci dokumentujgcych przemoc w strefach dziatan wojennych
przesytanych przez ocalatych, cywili lub dziennikarzy, co utrudnia egzekwowanie
odpowiedzialnosci. Proponowane rozporzgadzenie, w ktorym brakuje przemyslanych
zabezpieczenn zapobiegajgcych takim praktykom w przypadku uzywania narzedzi
automatycznych, moze tylko wzmocni¢ te tendencje. Filtry wysylania moga dodatkowo
niekorzystnie wptywa¢ na funkcjonowanie sieci internetowej, zwtaszcza w odniesieniu do jej
otwartej architektury i wspoétdziatajgcych segmentow konstrukcyjnych.

2. Wniosek zezwoli na dziatanie poza niezaleznym nadzorem sadowym

We wniosku wzywa sie panstwa czionkowskie do wyznaczenia, wedtug wlasnego uznania,
,wlasciwych organéw krajowych”, ktorym powierzy sie uprawnienia do wdrozenia srodkow
dziatania, w szczegolnosci wydawania nakazéw usuniecia tresci. Nawet jesli we wniosku
stwierdza sie, ze organy te muszg by¢ obiektywne, niedyskryminujgce i dziata¢ z poszanowaniem
prawa, to jednak uwazamy, ze tylko sgdy lub niezalezne organy administracyjne podlegajgce
kontroli sgdowej powinny mie¢ uprawnienia do wydawania nakazéw usuniecia tresci. Brak
nadzoru sgdowego stanowi powazne zagrozenie dla wolnosci stowa, zgromadzen, zrzeszania
sie, religii i dostepu do informacji. Podwaza réwniez postanowienia Karty praw podstawowych,
ktéra chroni wolnos¢ otrzymywania i rozpowszechniania informacji oraz stanowi, ze zgodne z
prawem wypowiedzi sg chronione i mogg byC¢ ograniczone tylko przez sad, po rozpatrzeniu
sprawy i ha uzasadniony prawnie wniosek.

3. Jurysdykcja wiadz panstw czionkowskich siggnie poza granice krajéw bez
wczesniejszej weryfikacji

Zgodnie z ustaleniami wynikajgcymi z dyskusji trojstronnych kazdy wyznaczony organ bedzie
miat prawo nakazac usuniecie tresci online przechowywanych w dowolnym miejscu w UE w ciggu
jednej godziny. Oznacza to, ze kazde panstwo cztonkowskie moze rozszerzy¢ swoja jurysdykcje



wykonawczg poza swoje terytorium bez uprzedniej kontroli sgdowej i bez rozwazenia praw
obywatelskich w danych krajach. W Swietle powaznych zagrozen dla praworzgdnosci,
istniejagcych w niektérych panstwach czionkowskich UE, wzajemne zaufanie, ktére stanowi
podstawe europejskiej wspotpracy sgdowej, moze zosta¢ powaznie nadszarpniete. Ponadto
proponowana w obecnej tresci wniosku procedura minimalnego powiadomienia i weryfikacji przez
panstwo poszkodowane nie zawiera wystarczajgcych zabezpieczen przed przekroczeniem
zasiegu i naduzyciem wiadzy, a takze nie pozwoli na rozwigzanie sporéw miedzy panstwami
cztonkowskimi na temat tego, co stanowi terroryzm, ironie, sztuke czy dziennikarski reportaz.

Wzywamy Parlament Europejski do odrzucenia wniosku, poniewaz stwarza on powazne
zagrozenia dla wolnosci wypowiedzi i opinii, wolnosci dostepu do informacji, prawa do
prywatnosci i praworzadnosci. Ponadto, propozycja ta moze stworzy¢ niebezpieczny
precedens dla wszelkich przysztych przepiséw UE regulujacych zasady funkcjonowania
tresci cyfrowych, znieksztatcajac sSrodki egzekwowania prawa pod pretekstem
ustabilizowania jednolitego rynku cyfrowego. Dlatego poddawane pod gtosowanie
rozporzadzenie w kwestii przeciwdziatania rozpowszechnianiu tresci terrorystycznych w

internecie w obecnej formie nie powinno zosta¢ przyjete w swietle obowigzujacego prawa
UE.
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