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PODZIEKOWANIA

Ksigzka ta bazuje w duzej mierze na dysertacji przygotowanej pod kierunkiem prof. dr hab.
Ewy Gruzy i obronionej 3 pazdziernika 2008 r. w Instytucie Prawa Karnego Wydzialu Prawa i
Administracji Uniwersytetu Warszawskiego, ale zostata uzupelniona dzigki cennym uwagom
recenzentow — prof. dr hab. Mariusza Kulickiego i prof. dr hab. Tadeusza Tomaszewskiego. W
ciggu ostatnich 18 miesigcy zostaty takze opublikowane wyniki nowych badan, zmienit sig¢
czgsciowo stan prawny. Staratem si¢ uwzgledni¢ te zmiany, jak i do$wiadczenia zwigzane z
poznawaniem kolejnych systemow monitoringu wizyjnego, kontaktami z praktykami oraz udziatem
w seminariach i konferencjach.

Doktorat, od ktorego wszystko si¢ zaczelo nie powstataby bez zyczliwosci, pomocy i
wsparcia ze strony wielu osob, ktorym chciatbym serdecznie podzickowaé. Przede wszystkim
moim Rodzicom, ktorzy wspierali mnie przez caty czas i dodawali otuchy.

Moja Promotor Pani Profesor dr hab. Ewa Gruza obdarzyla mnie duzym zaufaniem 1
wykazatla si¢ niestychang cierpliwo$cia omawiajac ze mng kolejne pomysly, czy zapoznajac si¢ z
kolejnymi wersjami pracy. Rowniez Profesor dr hab. Tadeusz Tomaszewski pomimo licznych
obowigzkow znajdowal czas, aby omoéwi¢ kwestie zwigzane z moja dysertacja. Konsultacje z dr
hab. Wojciechem Pawlikiem umozliwily mi spojrzenie na niektore plany badawcze z zupetnie innej
perspektywy. Prac¢ wzbogacily tez liczne uwagi dr Michata Fajsta i prof. dr hab. Piotra
Girdwoynia. Dzigkuje Kolegom i Kolezankom z Wydzialu Prawa i Administracji Uniwersytetu
Warszawskiego — dr Rafatlowi Morkowi, Pani Barbarze Grzywinskiej i catemu zespotowi Instytutu
Prawa Karnego.

W trakcie powstawania ksigzki miatem okazje spotyka¢ si¢, wymienia¢ doswiadczenia 1
konsultowa¢ z badaczami problematyki monitoringu wizyjnego z kilku krajow. Pos$rod nich
chcialbym szczegdlnie podziekowaé prof. Hansowi Jurgenowi Kernerowi z Uniwersytetu w
Tybindze, dr Marianne Wade z Max-Planck Institut we Fryburgu, dr Benjaminowi Gooldowi z
Uniwersytetu w Oxfordzie 1 dr Petowi Fuseyowi z East London University. Swoja wiedza dzielili
si¢ ze mng takze praktycy. W Warszawie byli to glownie pracownicy Laboratorium
Kryminalistycznego Komendy Stotecznej Policji. Bardzo dzigkuje zwtaszcza naczelnikowi podinsp.
dr Tomaszowi Bednarkowi, ktérego zyczliwo$¢ otwierala wiele drzwi. Swoja wiedza i
do$wiadczeniem dzielili si¢ ze mng eksperci z Pracowni Badan Zapiséw Wizualnych. Paulina
Mickiewicz i Stacy Gallant pozwolili wzbogaci¢ publikacje o praktyke kanadyjska.

Przeprowadzenie wlasnych badan byloby niemozliwe bez przychylnosci zarzadow
spotdzielni mieszkaniowych i wspdlnot oraz ich mieszkancow - wielka pomoc okazata m.in. Pani
Larysa ze Spotdzielni Mieszkaniowej ,,Starowka”. W drugim etapie badan nie poradzilbym sobie

bez pomocy Szymona Danitowicza, ktory przeprowadzit wigkszo$¢ ankiet, a Wawrzyniec




Putkiewicz pomoégt w statystycznej analizie wynikoéw. Bioragcy udzial w obu fazach badan
sedziowie i1 prokuratorzy zyczliwie odniesli si¢ do prosby o pomoc.

Porownanie rozwigzan prawnych bylo mozliwe m.in. dzigki thumaczeniom, ktorych
dokonali Ania Klimczak (je¢z. hiszpanski) i Szymon Chwalinski (jez. francuski). Dokumentacje
fotograficzng pomoégt mi skompletowa¢ Marcin Skrycki. Maciej Broniarz wielokrotnie ratowat
mnie z opresji technicznych.

Dzigkuj¢ moim Przyjaciotom, ktérzy mobilizowali mnie do ukonczenia pracy nad
doktoratem, a pdzniej ksigzkg: Mateuszowi Grucy, Kacprowi Gradoniowi, Arturowi
Wtodarczakowi. Przepraszam wszystkich, ktorzy nie zostali wymienieni z nazwiska, a przyczynili
si¢ do powstania tej ksigzki, m.in. dzigki swojej wyrozumiato$ci okazywanej mi przez ostatnie
miesiace.

Last but not least dzigkuje Asi.




WSTEP

Bohater filmu z 1998 roku ,,Wrog publiczny” (Enemy of the State)' w rezyserii Tony’ego
Scotta w niemitych dla siebie okolicznosciach dowiaduje si¢, ze jego zycie od pewnego momentu
jest non-stop obserwowane przez agentow Narodowej Agencji Bezpieczenstwa (National Security
Agency). Wykorzystuja oni do tego miedzy innymi systemy monitoringu wizyjnego instalowane na
ulicach amerykanskich miast, w placowkach handlowych czy stacjach benzynowych. Pozwalaja im
one, wraz z systemem satelitoéw, odnalezé go w kazdym miejscu Stanéw Zjednoczonych w
przeciggu zaledwie kilkudziesigciu sekund. Zrealizowana prawie dekade pdzniej (2007 rok) trzecia
cze$é tzw. trylogii Bourne’a, pt. Ultimatum Bourne’a (The Bourne Ultimatum)? pokazuje, jak CIA
moze ,namierzy¢” poszukiwang osob¢ na kazdym kontynencie wykorzystujac wszechobecne
kamery dziatajace zar6wno w systemach publicznych, jak i prywatnych. Oba filmy sg oczywiscie
produktem wyobrazni autoréw ksiazek, na ktorych opierali si¢ scenarzysci, maja jednak pewnag
warto$¢ jako swoiste zwierciadto przemian, ktére zachodza w ostatnich dziesigcioleciach. Wiele
rozwigzan technologicznych powstaje na potrzeby wojska i szeroko rozumianego sektora
bezpieczenstwa. Rozwijajaca si¢ technologia jest nastgpnie adaptowana w zyciu codziennym
znajdujac czasami nowe zastosowania. Czg$¢ rozwigzan shuzacych bezpieczenstwu publicznemu
jest wykorzystywana réwniez przez firmy komercyjne i osoby prywatne. Popyt na nowy produkt
powoduje wzrost jego produkcji i w rezultacie spadek cen, co z kolei zwigksza jego dostepnosé.
Niestychanie drogie wojskowe ,,superkomputery” sprzed kilkunastu lat wywotatyby swoimi
mozliwo$ciami obliczeniowymi us$miech na twarzy nastolatka grajacego w najnowsza gre
wymagajacg znacznie szybszego procesora i wielokrotnie wigkszej pamigci operacyjnej. Podobnie
jest z systemami telewizji przemystowej — ich cena spadta do poziomu, ktéry umozliwia ich zakup
takze przez wlasciciela matego sklepiku osiedlowego czy mtodych rodzicow chcacych ,,dogladac”
z pracy swoje kilkuletnie dziecko wraz jego nianig. Rezyserzy przywotywanych filméw mocno
naginaja mozliwos$ci techniczne systemow, jak np. przypisywana im zgola magiczna zdolno$¢ do
obracania zarejestrowanych obrazow tak, ze mozna obserwowaé czyja$ twarz, pomimo tego, ze
caty czas ,,obiekt” byl obrocony tylem. Nie przesadzajg jednak w kwestii pokazania skali zjawiska.
Najlepiej obrazuje to czgs¢ ,,Ultimatum Bourne’a” rozgrywajaca si¢ w okolicach londynskiej stacji
Waterloo. Liczba kamer pozwala tam faktycznie $ledzi¢ kazdy krok obserwowanej osoby. Nie
trzeba jednak nigdzie wyjezdza¢, zeby przekonaé si¢ o jego skali. Powszechno$¢ systemow
monitoringu mozna sprawdzi¢ na wlasng reke, uwaznie rozgladajac si¢ wokot podczas codziennej
aktywnosci takze w polskich miastach.

Oprécz wspomnianych dwoch filmow popkultura oswoita zjawisko wszechobecnos$ci kamer

Scott T. (rez.), Enemy of the State, Buena Vista (dystr.) 1998
Greengras P. (rez.), The Bourne Ultimatum, Universal Studios (dystr.) 2007




takze w swoich innych produktach. Staly si¢ osig filmow fabularnych (Red Roads), gléwnym
bohaterem teledyskow (Stars of CCTV*) czy elementem licznych gier komputerowych (m.in. Duke
Nukem I1, Hitman: Blood Money). Wszechobecno$¢ inwigilacji wizyjnej stanowil nawet przedmiot
zainteresowania scenarzystow animowanego serialu The Simpsons. Jego glowny bohater Homer
Simpson w jednym z odcinkéw zostat oskarzony o molestowanie opiekunki do dzieci i dopiero
nagranie wykonane przez sasiada-podgladacza oczyscito go z ciazacych zarzutow.’

Istnieje wigc pewne zjawisko — wzrost liczby kamer dzialajacych w systemach monitoringu
wizyjnego. Zjawisko, ktore mozna zaobserwowac¢ w réznych panstwach, rowniez w Polsce. Jego
uzasadnieniem jest potrzeba ,,walki z przestgpczoscig”, zapewnienie bezpieczenstwa ,,uczciwym
obywatelom”. Wszystko do siebie logicznie pasuje, rodzi¢ si¢ wigc moze pytanie, po co zajmowac
si¢ takimi ,,oczywisto$ciami”. Ot6z nie do konca oczywisty jest zwigzek pomiedzy przestepczoscia
(1 szerzej bezpieczenstwem) a systemami monitoringu wizyjnego. Nauka wymaga potwierdzenia
jakiego$ zwigzku nie tylko w oparciu o odczucia, czy wrazenia, ze ,,tak przeciez jest”. Tym wiekszy
obowiazek spoczywa na nauce finansowanej z budzetu pafstwa®, jezeli pewne nicopisane jeszcze
naukowo zjawisko — w tym wypadku monitoring wizyjny — pochtania znaczne $rodki finansowe z
budzetow publicznych, przede wszystkim samorzadoéw terytorialnych, ale rowniez budzetu
centralnego. Dziwi¢ moze, ze pomimo co najmniej kilkunastu lat, ktére minglty od poczatku
upowszechniania si¢ systemow monitoringu wizyjnego w Polsce nikt nie podjat si¢ zanalizowania
tego zagadnienia. Brak bylo badan dotyczacych zwigzku pomigdzy instalacja systemdéw tego typu a
zjawiskiem przestgpczosci. Zwigzek ten — pozytywny wpltyw na bezpieczenstwo — zostat przyjety
za pewnik, ktérego nikomu nie przyszilo do glowy kwestionowaé. To byl tak naprawde
najwazniejszy powod podjgcia tej tematyki przez autora — zdziwienie, ze nikt si¢ tym nie zajmowat
i ciekawo$¢ badawcza — co z tego wyniknie.

Celem publikacji jest przyblizenie problematyki monitoringu wizyjnego: jego mozliwosci
technicznych, historii rozwoju na $wiecie i w Polsce wraz ze spektakularnymi przyktadami
wykorzystania nagran. Odrgbny rozdziat poswigcono regulacjom prawnym wykorzystania tego
srodka — na tle rozwigzan przyjetych w wybranych krajach europejskich przedstawiono rozwigzania
polskie wraz z postulatami de lege ferenda. Zaprezentowano przeglad badan dotyczacych
skuteczno$ci monitoringu wizyjnego jako srodka prewencji kryminalnej prowadzonych na $wiecie
oraz wyniki wlasnych badan prowadzonych w Warszawie. Badania te byly konstruowane w sposéb

umozliwiajacy porownanie ich wynikéw z badaniami prowadzonymi zagranicg, jednak cze$¢ badan

Arnold A., (rez.), Red Road, Tartan Films (dystr.) 2006.
Hard Fi, Stars of CCTV, Warner Music (wytwornia), 2005.
Lynch J., (rez), The Simpsons. Homer Badman, Gracie Films (wytwornia) 1994,
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Praca doktorska, w trakcie ktorej byty prowadzone badania dotyczace systemdéw CCTV powstata w ramach
realizacji grantu promotorskiego Ministerstwa Nauki i Szkolnictwa Wyzszego (decyzja Nr 1457/H03/2006/31)




ma charakter catkowicie nowatorski, nie tylko w skali Polski — dotycza one wykorzystania nagran
przez organy $cigania i aparat wymiaru sprawiedliwosci. Tematyka ta byta dotad podejmowana w
ograniczonym zakresie, chociaz zdaniem autora stanowi logiczne uzupelnienie badan nad
skutecznoscig monitoringu. Wszystko to mialo za zadanie okresli¢ faktyczne a nie domniemane
mozliwosci jakie niesie ze sobg ta technologia — zar6wno jako narz¢dzie prewencji kryminalnej, jak
i zrodlo materiatu dowodowego. Zarysowane zostaly réwniez towarzyszace mu zagrozenia oraz

mozliwo$ci prawne ich ograniczenia.



Rozdzial 1. Prewencja kryminalna
1.1 Rys historyczny

Wisrod klasykow filozofii panstwa i prawa popularny byl poglad, ze powstanie panstwa jako
wspolnoty ludzi spowodowane bylo strachem przed utratg zycia, wolnosci, wlasnosci itd.,
panujacym w stanie natury.” Mozna wiec uznaé ten fakt za jeden z pierwszych sposobow
zapobiegania przez ludzi zjawiskom odczuwanym przez nich jako co najmniej niepozadane. Ich
zrodlem byly nie tylko sity przyrody, ale dziatalno$¢ innych ludzi podsumowana juz przez Plauta

stwierdzeniem, ze ,,cztowiek czlowiekowi wilkiem”

(o przestepstwie bedziemy mogli mowic
dopiero w przypadku istnienia juz jakiej$ organizacji spoleczno-politycznej). Przez tysiaclecia
istnienia réznych form panstwowosci zapobieganie przestepstwom polegato gltownie na ciaglej
rozbudowie wszelkiego rodzaju stuzb o charakterze policyjnym oraz na surowym karaniu wszelkich
wystepkow. Przyktadowo Constitutio Criminalis Carolina, kodeks karny z 1532 roku, sankcjonowat
az 8 rodzajow kary $mierci: spalenie, $cigcie, ¢wiartowanie, tamanie kotem, powieszenie, utopienie,
zagrzebanie zywcem i wbicie na pal, przy czym mozna byto jeszcze t¢ kare ,,uatrakcyjni¢”
wleczeniem konmi na miejsce kazni lub szarpaniem skazanego rozpalonymi kleszczami.? Scisle z
tym zwigzany byt tez rozwoj instytucji wigzienia, gdyz w pewnym momencie historii prawa uznano
wlasnie kar¢ pozbawienia wolnosci za dotkliwg, ale humanitarng sankcje. Jednak ponad 200 lat
temu wloski prawnik i ekonomista Cesare Beccaria w swoim traktacie ,,Dei delitti e delle pene”(,,O
przestgpstwach 1 karach” 1764, pierwsze polskie wydanie juz w 1772 roku) przedstawit
rewolucyjny poglad, ktory mozna uzna¢ za motto zwolennikéw prewencji kryminalne;j: ,,Lepiej jest

. , .. . |
zapobiega¢ przestgpstwom niz za nie kara¢” 0

Jest to tez chyba najczeSciej 1 najchetniej cytowany fragment jego dziet w pracach
naukowych poswigconych zapobieganiu przestepczosci.™ W czasach zaréwno go poprzedzajacych,
jak 1 po6zniejszych, problem zapobiegania przestgpczosci byt rozumiany na rdézne sposoby. Rowniez
dzisiaj nie ma zgody co do tego jakie dziatania nalezy podejmowaé aby ograniczy¢ zjawisko
przestgpczosci. Zdawac by sie moglo iz rozw0j cywilizacyjny oddala¢ nas bedzie od czaséw
surowych kar wiezienia polaczonych z cigzka praca fizyczng albo kar mutylacyjnych, ktérych
wielka r6znorodnos¢ 1 pomystowos¢ moze zdumiewaé. Wprawdzie trudno znalez¢ prawnika lub
polityka, ktory by publicznie glosit potrzebe kary zalewania gardta metalem (pochodzi ona z

katalogu kar Sobornoje Ulozenije z 1649 roku obowiazujacym przez prawie 200 lat),*? jednak kara

" Szyszkowska M., Zarys filozofii prawa, Biatystok 2000, str. 130-132

& http://pl.wikiquote.org/wiki/Cz%C5%82owiek_cz%C5%82owiekowi_wilkiem

°®  Sojka-Zielinska K., Historia Prawa, Warszawa 1998, str.187

0" Beccaria C., O przestepstwach i karach, Warszawa 1959, str. 203

1 Hanausek T., op.cit.; Heinz W., op.cit.; Kotakowska — Przetomiec H., Zapobieganie przestepczosci, ,
Warszawa 1984

2 Sojka-Zielinska K., op.cit., str. 81 i 187




$mierci wykonywana w ,,humanitarny” sposob jest postulatem, nie tylko populistycznych partii
politycznych na catym $wiecie. W niektorych pafstwach jest weigz orzekana i wykonywana."®
Zdarzaja si¢ rOwniez postulaty klasycznych kar mutylacyjnych, jak np. nie tylko chemicznego, ale
rowniez chirurgicznego kastrowania sprawcow gwattow i pedofilow, co nie zostato jak do tej pory
wprowadzone nawet do prawodawstwa Stanow Zjednoczonych.14 Oprocz tego w niektorych
panstwach obowiazujace prawo stanowi o szerokim katalogu czyndw, za ktére sankcjami sg kary
cielesne, jak np. w Islamskiej Republice Iranu, ktérego oparty na szariacie kodeks karny stanowi
m.in., ze relacje homoseksualne pomigdzy kobietami sg karane stoma batami.™ Wydaje sig, ze na
nic si¢ zdajag wyniki badan prowadzonych na calym $wiecie negujace zwigzek pomigdzy
wysokoscig grozacej kary, a popelnianymi przestepstwami. Przykladem moga by¢ szacunki
brytyjskiego Home Office, wedtug ktorych spadek liczby przestgpstw (ujetych w oficjalnych
statystykach) o jeden procent moglby zosta¢ osiagniety poprzez zwigkszenie liczby osadzonych o
25%.°

Prewencja w ramach prawa karnego oznacza przede wszystkim karanie. Rola kary jest
wprawdzie okre$lana przede wszystkim jako sprawiedliwa odptata za czyn, jednak w roznych
szkotach prawa karnego wymienia si¢ takze jej funkcje prewencyjng. Anzelm Feuerbach,
przedstawiciel tzw. szkoty klasycznej uwazat, ze juz samo istnienie kary w ustawie jako sankcji za
jakie$ przestepstwo odstrasza od popelnienia przestepstwa potencjalnych sprawcow (tzw. teoria
przymusu psychologicznego). Takze czg$§¢ wspotczesnych karnistow (m.in. W.Osiatynski) jest
zwolennikami podkres§lania funkcji prewencyjnej kary, przy czym rozrdzniana jest prewencja
generalna i prewencja indywidualna. Uczeni ci sadza, ze dzigki informacji o karze, przekazywane;j
zazwyczaj przez media, dokonuje si¢ swoiste ksztattowanie §wiadomosci prawnej spoteczenstwa i
zarazem propagowanie pewnych (ideologicznie stusznych) zachowan. Wiedza o tym, jaka kara
grozi nam za jaki$§ czyn zdefiniowany przez ustawodawce jako przestepstwo (kryminalizowany),
ma dziata¢ odstraszajaco. Oczywiscie zakladajac, Zze wigksza cze$¢ kazdego spoteczenstwa
generalnie zgadza si¢ z zakresem kryminalizowanych czynéw odstraszanie dotyczy¢ ma jedynie
waskiej grupy tzw. marginesu spolecznego. W przypadku ,uczciwych obywateli” kara ma
oddziatywaé gléwnie jako utwierdzanie prawidtowych postaw. To oddziatywanie na cate
spoteczenstwo, a zwlaszcza na potencjalnych przestepcoéw, okresla si¢ jako prewencje generalng

(ogblng). Z kolei prewencja indywidualna oznacza oddziatywanie kary na konkretnego sprawce.

Mitera M., Zubik M., Kara smierci w swietle doswiadczen wspélczesnych systeméw prawnych, \Warszawa 1998,
5.75-82

Morawska A., Strategie postgpowania ze sprawcami przestgpstw seksualnych wobec dzieci na przyktadzie
wybranych krajow, Dziecko krzywdzone, nr 7/2004, str. 9

art. 129 Kodeks Karny Iranu z 30 lipca 1991 r., za thumaczeniem na jgzyk angielski —
http://mehr.org/Islamic_Penal_Code_of_Iran.pdf

Wright M., Przywracajgc szacunek sprawiedliwosci, Warszawa 2005, str. 25
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Ma ona, oprocz karania, dziata¢ zapobiegawczo 1 edukacyjnie. Ideatem by byto, gdyby pod jej
wptywem przestgpca nigdy wiecej nie wrocit do dziatalnosci sprzecznej z prawem. Mozna to
osiggna¢ poprzez odstraszenie go od popelniania kolejnych przestepstw, uniemozliwienie ich
popehnienia lub jego wychowanie (resocjalizacje). O ile uniemozliwienie jest stosunkowo tatwe do
osiggniecia poprzez zastosowanie kar pozbawiajacych lub ograniczajagcych wolnos¢, to juz
odstraszenie lub resocjalizacja czgsto wydaja si¢ by¢ mato prawdopodobne. Dostrzegane jest to nie
tylko przez kryminologéw, ale takze przez przedstawicieli doktryny prawa karnego."’

Pewnym kuriozum mogg si¢ dzi§ wydawac postulaty tzw. szkoty antropologicznej, ktorej
tworcg byt wloski psychiatra Cesare Lombroso. W wyniku swojej praktyki potaczonej z
naukowymi (chociaz z watpliwag metodologia) badaniami doszedt on do wniosku, zZe istniejg
,»przestgpcy urodzeni”. Nie mial przy tym na mys$li zwigzku pomiedzy urodzeniem w rodzinie, w
ktérej niejakg tradycje stanowi dziatalno$¢ przestepcza, lecz zwigzek pomiedzy pewnymi cechami
fizycznymi, a profesja przestepcza. W efekcie pomiaréw antropometrycznych okreslit jakie sa to
cechy 1 jakie rodzaje przestgpstw determinujg. Jedng z takich cech fizycznych miala by¢
leworgcznos¢. Z kolei epilepsja miata by¢ bezblednym wskaznikiem przestepczego charakteru.
Uzbrojeni w taka wiedz¢ moglibySmy takie osoby izolowa¢ od spoteczenstwa, zanim jeszcze
popelnig one przestgpstwo. Taki byt tez pomyst przedstawicieli tej szkoly Raffaele Garofalo 1
Enrico Ferrego, ktorych projekt wloskiego kodeksu karnego z 1921 roku przewidywat stosowanie
wobec ,,urodzonych przestepcéw” srodkow zabezpieczajacych spoteczenstwo, czyli izolowanie w
zamknigtych zakladach. Mozna to $miato uzna¢ za bardzo daleko posunigta forme zapobiegania
przestepczosci.™®

W zupelnie inng strong¢ idg przedstawiciele kierunku nazywanego abolicjonizmem. Postuluja
oni likwidacj¢ prawa karnego 1 zastgpienie kary r6znymi instrumentami rozwigzywania konfliktow
spotecznych. Przestepstwo w ujeciu abolicjonistow jest konfliktem, ktory nalezy rozwigzaé, a
prawo karne zamiast to osiagna¢ wyrzadza jedynie dalsze szkody spoteczne. Wedtug nich konflikty
powinny by¢ rozwigzywane nie przez sad, lecz przez samg spotecznos$¢. Postulujg oni
wykorzystanie instytucji mediacji pomigdzy stronami, w ktorej to same strony tworzg
porozumienie, zamiast postgpowania sadowego. Glownym za$§ Srodkiem powinno by¢
zado$¢uczynienie pokrzywdzonej stronie, a nie wymierzanie kary sprawcy. Sita kontrolujaca i
gwarantujagcg wykonanie porozumienia powinna by¢ spoteczno$¢, a nie aparat przymusu
kontrolowany przez panstwo. Koncepcja ta opiera si¢ na roli i sile kontroli spotecznej. Wyniki
porownania systemoéw prawnych dokonanego przez R.D. Schwartza i1 J.C. Millera §wiadcza o tym,

ze koncepcja ta nie stanowi zadnego novum. Przeanalizowali oni 51 spoteczenstw
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przedpanstwowych, historycznych 1 wspotczesnych, po czym zajeli si¢ zwigzkami pomiedzy
wystepowaniem w nich mediacji (definiowanej przez nich jako regularne stosowanie interwencji
niespokrewnionej osoby trzeciej), policji (wyspecjalizowanej sity zbrojnej uzywanej czg¢sciowo lub
catkowicie do egzekwowania norm) oraz obrony (regularne wystgpowanie wyspecjalizowanych 1
niespokrewnionych ,,adwokatow”). W 98% badanych przez nich spoleczenstw jest tak, ze albo nie
wystepuje zadna z wymienionych instytucji, albo wystepuje mediacja (samodzielnie lub z policja,
lub z policja i obrong). Wynika z tego, ze mediacja odgrywa role podstawowego sposobu
rozwigzywania sporow w wigkszosci spoteczenstw, przy wtornym wobec niej pochodzeniu metod
opartych na przymusie.19 Jako prekursor sprawiedliwos$ci naprawczej we wspdiczesnym prawie
wymieniany jest Leon Petrazycki, chociaz pierwsze uzycie tego okreslenia (restorative justice)
przypisywane jest Randyemu Barnettowi.?’

Kontrola spoteczna polegajaca na nadzorowaniu zachowania jednostek przez otoczenie, z
ktérym pozostaja w jakiej$ osobistej wiezi, do ktdrego przynaleZq21 odgrywata najwieksza role w
zapobieganiu przestepstwom we wspolnotach przedpanstwowych. Jako przyktad takiego wptywu
podaje si¢ reakcje otoczenia, ktéore zmusza jednostki do okre§lonego sposobu ubierania sie,
zachowania, wyboru pewnych drog zyciowych. Podkreslany jest fakt, ze wplyw ten jest czgsto
znacznie silniejszy od przymusu wywieranego przez aparat panstwowy. To kontrola spoteczna byta
czynnikiem wptywajacym, migdzy innymi, na zapobieganie popelnianiu przestepstw w
spoteczno$ciach nie znajacych prawa i przymusu zinstytucjonalizowanych przez organizacje
polityczna. Kilka przyktadow pozwoli przyblizy¢ mechanizmy funkcjonowania kontroli spoteczne;.

Kontrola spoteczna bazowata na kilku czynnikach. Podstawowymi byly: wyplywajacy z
tradycji autorytet starszych, strach przed ztamaniem regut wywotany grozaca sankcja religijna,
obawa przed odrzuceniem i wykluczeniem z grupy, co czesto wigzato si¢ z ryzykiem $mierci, wstyd
przed wystawieniem si¢ na $miesznos$¢, wreszcie obawa przed zemsta. Wszystko to powodowato,
iz do zlamania panujacego prawa zwyczajowego dochodzilo niezmiernie rzadko. Jezeli natomiast
taka sytuacja miata miejsce to fakt ten wywolywat reakcj¢ spotecznosci. Wsrdod czionkow
plemienia Pigmejéw Bambuti byl me¢zczyzna o imieniu Pepei nie lubigcy pracowac i utrzymujacy
si¢ z kradziezy, przy czym byl on wesotkiem i1 ch¢tnie stuchanym gawedziarzem. Plemig
przymykato oko na jego kradzieze, do czasu kiedy okradl starg kobiete, ktora po $mierci meza
pozostawata na utrzymaniu rodziny swojego syna. Wowczas ,,me¢zczyzni wybiegli ze swych chat 1

przytrzymali Pepei, a chlopcy, nazbierawszy kolczastych gatezi, chtostali go, dopoki nie udato mu
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si¢ zbiec.”?? Po dniu spedzonym w lesie Pepei wrocit do wioski 1 zostat przyjety przez spotecznosé
tak, jakby nic si¢ nie stalo. Zwraca tu uwage fakt wspotdzialania wszystkich cztonkéw plemienia
natychmiast zabierajacych si¢ za przywracanie naruszonego przez ztodzieja tadu. Innym
przyktadem takiego wspoéldziatania jest zachowanie Czenczu z Potwyspu Indyjskiego, ktérzy za
zlamanie jakiego§ zwyczajowego nakazu mogg zbiorowo pobi¢ winnego. Zdarza si¢ réwniez
wyznaczanie przez plemi¢ kata, ktory ma usungé ze spoteczno$ci recydywiste, ktory zostat uznany
za niebezpiecznego wroga publicznego (Eskimosi). Inng forma reakcji na zakldcenie porzadku jest
grozba wyjecia spod ochrony grupy. ,,Jezeli mnie nie postuchasz, bedziesz mial pdzniej ktopoty.
Bedziesz si¢ z kim$§ wasnit, a ja ci nie pomoge!” — mogl ostrzega¢ obdarzony szacunkiem
przywddca plemienia. Opieral si¢ on glownie na sankcjach o charakterze psychologicznym.
Pouczenie, nagana publiczna, obdarzenie ztodzieja dozywotnio mianem skradzionych przedmiotdw,
przerwanie kontaktu spolecznego z jednostka i wygnanie z grupy — byly to $rodki nacisku, jakimi
dysponowano wobec Sprawcy.23 Ich przykladem moze by¢ postepowanie wystepujacego u Indian
Kiowa i Czejenéw Straznika $wigtosci plemiennych ze swa $wictg fajka, ktéry miat za zadanie
zapobiec krwawej zemscie naruszajacej interesy spolecznosci. Rozpoczynat on swoja mediacje od
zaproponowania wypalenia fajki poszkodowanemu 1 zajecia si¢ odszkodowaniem dla niego. Mozna
bylo odmoéwié jej zapalenia po pierwszej, drugiej, a nawet trzeciej propozycji. Jednak na czwartg
trzeba bylo przystaé — odmowa, wedlug Indian, koficzyla sic samobdjstwem odmawiajacego.?*
Ciekawa byta tez forma rozwigzywania konfliktu pomiedzy Eskimosami ze wschodniej Grenlandii.
W przypadku obrazy honoru jednego z cztonkéw plemienia polegajacego na cudzoldstwie bez
zgody meza (Eskimosi byli bardzo liberalni w tych kwestiach i popularna u nich byla zaréwno tzw.
prostytucja goscinna, jak 1 pozyczanie zon) dochodzito do pojedynku na piesni. Polegal on na
$piewaniu na zmian¢ w rytm bgbenka, ulozonej wczesniej piesni, majacej za zadanie przedstawic
publicznos$ci zaistnialg sytuacje, oczerni¢ drugg stron¢ i oczywiscie wybieli¢ siebie. Kazda zwrotka
konczyta si¢ uderzeniem przeciwnika otwartg dlonig lub gtowa w policzek. Publiczno§¢ miata za
zadanie rozsadzi¢, po czyjej stronie lezy racja. Zwyciestwo w tym pojedynku bylo traktowane na
rowni ze zwyciestwem w walce. Ostatnim przyktadem, ktory ma za zadanie pokazac, jak bogaty byt
wachlarz §rodkéw wplywu na tamigcych zwyczaje beda wspominani juz Eskimosi, ktorzy czesto
zastgpowali czysta przemoc fizyczng jakimi$§ bardziej wymysSlnymi formami reakcji. Dla nas
najbardziej spektakularnym ostrzezeniem dla tamigcego zakazy i naruszajacego tad moze wydac si¢
zbiorowe oddanie moczu na domostwo (iglo, namiot) winowajcy.”” Wedlug N. Christiego

wspotczesne postgpowanie sagdowe, w opozycji do przytoczonych form rozwiazywania sporow,
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stanowi ,,kradziez konfliktu” jego uczestnikom przez prawnikow i innych specj alistow.?

Kontrola spoleczna byla, i wcigz jest, przedmiotem badan psychologow (zwlaszcza
psychologéw spotecznych). W jednym z eksperymentéw P. Zimbardo udowodnit stusznos$¢ teorii
wybitych szyb (broken windows), ktora wiasnie kontrole spoteczng i wynikajgce z niej dzialania,
czyni odpowiedzialnymi, w duzym stopniu, za stan przest¢pczosci w réznych rejonach. Teza
postawiona przez tworcoOw tej teorii brzmi: ,,Jezeli bowiem wybito okno w fabryce lub w biurze,
przechodzien, ktory to zauwazy, dojdzie do wniosku, ze nikomu taki stan rzeczy nie przeszkadza, i
ze nikt nie jest za taki stan rzeczy odpowiedzialny. Po jakim$ czasie znajdg si¢ tacy, ktorzy zaczng
rzuca¢ kamieniami w pozostate okna. Wkrdtce nie ostanie si¢ zadna szyba, przechodzien zas
dojdzie do wniosku, ze nikt nie odpowiada za budynek, ale rowniez za ulice, ktéra spaceruje. Na
pozbawionej kontroli i dozoru ulicy beda si¢ pojawiac tylko przestepcy, mtodziez... albo ryzykanci.
Szybko zawladng ulica, natomiast zwykli obywatele beda ja omijali z daleka. W ten sposob
pozornie nieznaczne i1 niklte przejawy braku poszanowania prawa i porzadku prowadza do
powstawania coraz grozniejszych objawow tego procederu, a w efekcie do wzrostu
przestgpczosei.”?’ Zimbardo badat jaki wplyw na rozwdj zjawiska wybitych szyb ma kontrola
spoteczna. W tym celu zostawil samochdd osobowy ze zdjetymi tablicami rejestracyjnymi w dwoch
réznych $rodowiskach. Jeden w okolicy domkéw jednorodzinnych, gdzie sasiedzi znali sig
nawzajem (Palo Alto), a drugi na anonimowym nowojorskim osiedlu (Bronx). W Palo Alto juz
pierwszego dnia miejscowa policja odebrata kilkanascie telefonéw informujacych o pozostawionym
samochodzie. Z drugiego samochodu juz po dziesieciu minutach przechodnie zaczeli usuwac
wszystkie ruchome cze¢sci — po uptywie doby nic warto$ciowego w nim nie zostalo, a po kradziezy
wszystkich cze$ci, rozpoczat si¢ proces dewastacji tapicerki, okien itd. Ciekawy jest dalszy ciag
eksperymentu w Palo Alto. Po tygodniu badacz sam rozbit cze$¢ karoserii mtotkiem, a juz po chwili
przypadkowi przechodnie przytaczyli si¢ do niego.?® Wybita szyba moze zburzy¢ porzadek nawet w
»porzadnej” okolicy, ale tam, gdzie istniejg silne wi¢zi migdzyludzkie trudniej jest naruszy¢
porzadek, niz w miejscach, gdzie panuje anonimowos¢.

Ludzie przez zdecydowanie wigksza czgs¢ swojej historii byli pozbawieni anonimowosci.
Rodzili si¢, zyli 1 umierali w niewielkich spotecznosciach, w ktérych wszyscy si¢ znali. Byli
réwnoczes$nie zalezni od siebie nawzajem — wykluczonej z grupy jednostce grozita nie tylko
izolacja spoteczna, ale realna stawata si¢ $mier¢ gtodowa lub ze strony dzikich zwierzat. Grupa z

kolei siggata do takich sankcji jedynie w ostatecznosci ze wzgledu na zapotrzebowanie kazdej pary

26
27

Christie N., Granice cierpienia, Warszawa 1991, str. 11
Wilson J. Q. w: Kelling G. L., Coles C. M., Wybite szyby. Jak zwalczaé przestgpczosé i przywrécié tad w
najblizszym otoczeniu, Poznan 2000 str.10

Wilson J. Q., Kelling George L., Wybite szyby, w: Bratton W., Knobler P., Przefom. Jak szef Policji
Nowojorskiej powstrzymat epidemie przestepstw, Poznan 2000, str. 399
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rgk do pracy. W takiej sytuacji dobrze sprawdzaly si¢ opisywane mechanizmy nieformalnej kontroli
spotecznej. Rewolucja przemystowa, ktorej jednym z efektéw bylo wielokrotne zwigkszenie liczby
mieszkancow miast skutkowala fizyczng niemozliwoscia poznania wszystkich cztonkéw wiasnej
spotecznosci. Gospodarka byta odtad oparta prawie wylacznie na wymianie pieni¢znej, w ktorej
producent rzadko mial kontaktu z ostatecznym odbiorca (w przeciwienstwie do poprzedzajacej ja
wymiany towardw pomiedzy znajagcymi si¢ osobi§cie wytwodrcami). Miasto stalo si¢ miejscem,
gdzie z jednej strony ,ludzie stawali si¢ wolnymi” zgodnie z juz $redniowiecznym prawem
,Stadtluft macht frei*®°, ale z drugiej strony wchodzili w zbiorowisko obcych sobie jednostek
tworzac spoleczefistwo obcych (stranger society).*® W warunkach rozrostu skupisk miejskich i
réwnoczes$nie nieporownywalnie wigkszej mobilnosci jednostek nieformalna kontrola spoteczna
stracita znaczng czg$¢ swojej mocy. Kolejna opisywana przez socjologéw transformacja
spoteczenstw, ktora rozpoczela si¢ w drugiej polowie XX wieku stanowita efekt ich ciaglej
modernizacji. Zgodnie z ta koncepcja we wspolczesnym $wiecie coraz wigcej zagrozen jest
wywolanych dzialalno$cig samych ludzi: zanieczyszczenie Srodowiska, choroby cywilizacyjne,
przestepczos¢ w przeciwienstwie do czasow, w ktorych zagrozenia pochodzity gldwnie z zewnatrz i
jako takie byly niezalezne od ludzi — np. kleski Zywioiowe.31 W spoteczenstwie ryzyka (risk
society) uwaga i podejmowane wysitki skupiajg si¢ na ograniczeniu ryzyka, a jedno z najbardziej
przemawiajacych do swiadomosci opinii publicznej zagrozen stanowi przestepczos¢. Praca policji
ma by¢ skierowana na okre$lanie potencjalnych ryzyk i przeciwdzialanie im zamiast na reagowanie
na pojawiajace si¢ realnie zaglroZenia.32 Zagrozenie zdefiniowane przez U. Becka polega na tym, ze
stany wyjatkowe staja sic stanami normalnymi”.*® Inna z obserwowanych zmian polega na
przesuni¢ciu kontroli z poszczegélnych jednostek na cate grupy. Sprostanie takiemu zadaniu
wymaga wykorzystanie srodkow technicznych, takich jak np. systemy monitoringu wizyjnego.34
Dokonuje si¢ rowniez zmiany prawa, ktére umozliwia podejmowanie funkcjonariuszom takich
czynno$ci jak przeszukanie na podstawie hipotetycznego ryzyka zamiast jak dotychczas
uzasadnionego zachowaniem podejrzanego.*> Opisywane procesy rozpoczely sie jeszeze przed
wzrostem strachu wywolanego atakami AlQuaidy z pierwszych lat XXI wieku. Miejsce
nieformalnej kontroli spotecznej zostalo w duzej mierze zastapione przez techniczne S$rodki

inwigilacji oraz przyznanie odpowiednim stuzbom uprawnienia do korzystania z nich.

#  Haase C. (red.) Die Stadt des Mittelalters, , Darmstadt 1976, s. 182—202.

% Lofland L.H., A World of Strangers: Order and Action in Urban Public Space, New York 1973. s. 19.

1 Beck U., Spoleczerstwo ryzyka. W drodze do innej nowoczesnosci, Warszawa 2002, s. 21.

%2 Norris C., Armstrong G., The Maximum Surveillance Society, Oxford 1999, s. 24.

¥ Beck U., op. cit., s. 25

¥ Cohen S., Visions of Social Control, Cambridge 1985, s. 127.

% Przykladem jest zmiana brytyjskiego Police and Criminal Evidence Act z 1984 roku, ktory do zatrzymania i
przeszukania wymagat zindywidualizowanego podejrzenia na Criminal Justice and Public Order Act z 1994 roku,
zgodnie z ktorym prawo to przyshuguje na podstawie przypuszczenia, ze miato miejsce zdarzenie obejmujace
przemoc.
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1.2 Kryminalistyka czy kryminologia

Brak jest zgody, co do tego, jaka dyscyplina naukowa za przedmiot swojego
zainteresowania obrata zapobieganie przestgpczosci. Tworca naukowej kryminalistyki H. Gross w
swoim podreczniku dla sedzidw §ledczych jako pierwszy wyrazit (do dzi§ aktualny) poglad, ze
zapobieganie przestgpczosci znajduje si¢ w polu zainteresowania kryminalistyki.36 P. Horoszowski,
autor pierwszego z powojennych polskich podrecznikéw kryminalistyki, nie mial watpliwosci co do
tego, ze ,kryminalistyka powinna jak najbardziej zmierza¢ do opracowania coraz to
skuteczniejszych metod prewencyjnych”.37 Podobnie sadzit W. Gutekunst okreslajacy
kryminalistyke jako ,,nauke o taktyce i technice popelniania przestepstw, o taktyce i technice
dochodzenia przestgpstw oraz o taktyce i technice zapobiegania przestepstwom™.*® Takze
wspotczesnie panuje zgoda co do prewencyjnej roli kryminalistyki, chociaz poszczegdlni autorzy
nadaja rézne znaczenie problematyce zapobiegania przestgpczosci. Jedni wyrazaja poglad, ze
prewencja jest jednym z podstawowych zadan kryminalistyki, a jej znaczenie wraz z uplywem
czasu bedzie coraz wicksze®, inni uznaja funkcje zapobiegawcza jako jedna z wielu®®, niektérzy
przedstawiaja zapobieganie skuteczno$ci dziatan przestgpczosci jako dodatkowy kierunek badan.**
Pojawia si¢ tez rozumienie taktyki i techniki kryminalistycznej nie tylko jako dzialan bedacych
reakcja na dokonane przestgpstwa, ale roOwniez dzialania zapobiegajace ich popetnieniu oraz
ograniczajace ich skutki.** Zapobieganie ujemnym zjawiskom spolecznym jest wymieniane jako
jeden z celow ,,stosowania taktycznych i technicznych metod $ledczych i badawczych” nauki
kryminalistyki.** Roznice w definicjach moga wynikaé z faktu, ze oprécz kryminalistyki
zapobieganie przestgpczosci jest tez przedmiotem zainteresowania kryminologii, ktora definiowana
jest jako nauka o przestepcy 1 przestgpstwie, o przyczynach i objawach przestepczosci, ale takze o
jej zapobieganiu,** a jej celem ma by¢ zapobieganie i zwalczanie przestepczosei.”> Uzmystawia to,
ze wiele zagadnien dotyczacych przestgpczosci, poszczegdlnych typdw przestepstw, czy osoby
sprawcy lezy w polu zainteresowania obu dyscyplin. Jednak od czaséw przywolywanego juz H.
Grossa, obie rozwijaja si¢ samodzielnie (granica pomig¢dzy nimi jest w miar¢ jasno okreslona)
czerpigC nawzajem ze swojego dorobku.

Catoksztatt zagadnien dotyczacych zapobiegania przestgpczosci bywa rozmaicie okreslany
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Hanausek T., Kryminalistyka. Zarys wyktadu, Krakoéw 2000, str. 36; Stawik K., Kryminalistyka w zwigzkach z
procesem karnym, kryminologiq i wiktymologiq, Szczecin 2003, str. 22
1 Widacki J., Kryminalistyka, Warszawa 2002, str. 5

Kulicki M., Kwiatkowska-Darul V., Stepka L., Kryminalistyka. Wybrane zagadnienia teorii i praktyki sledczo-
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** Btachut ., Gaberle A., Krajewski K., Kryminologia, Gdansk 1999, str. 19
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w literaturze. Jedng z propozycji jest zawarcie go w terminie polityki kryminalnej.46 Pod tym
szerokim okresleniem miat by si¢ znalez¢ szereg dziedzin takich, jak: profilaktyka kryminalistyczna
stanowigca zespot metod i srodkdw majacych na celu uniemozliwienie lub utrudnienie popetnienia
przestepstwa, profilaktyka kryminologiczna, przez ktora nalezy rozumie¢ dziatania edukacyjne
majgce budowaé pewne postawy — ,,pozytywne ukierunkowanie aktywnos$ci ludzkiej, usuwanie
zagrozen oraz wywarcie wplywu na zmiane ujemnych postaw i tendencji”*’, polityka karna majaca
za zadanie optymalne dostosowanie rodzaju i wielkosci kary do przestepcy i przestepstwa oraz
profilaktyka penitencjarna dotyczaca wykonania kary — przebiegu i ewentualnej resocjalizacji (a w
praktyce czesto poglebiajacej si¢ desocjalizacji).

Inng propozycja na okreslenie zapobiegania przestepczosci jest, czgsto zamiennie, uzywanie
terminéw prewencja i profilaktyka.”® Prewencja, z tac. praeventio, oznacza: wyprzedzi¢, uprzedzié,
zapobiec, z kolei profilaktyka, z gr. prophylaktikos to zapobiegawczy, od strzec, chronié¢.*® Jezeli
mamy na mys$li zapobieganie zaistnienia w ogole czynu zabronionego, ktoéry wczesniej nie miat
miejsca (w danej okolicy, z uzyciem konkretnego narzedzia) to wiasciwsze wydaje si¢ uzycie
terminu profilaktyka. Z kolei prewencja wydaje si¢ wlasciwsza do okreslenia zwalczania,
ograniczenia istniejagcego juz zjawiska. Pomimo tego rozrdéznienia czesto w konkretnych
przypadkach trudno jest postawi¢ wyrazng granice pomiedzy dzialaniami majacymi nie dopusci¢ do
popelnienia przestepstwa, od tych, za pomoca ktérych chcemy zatrzymac rozwdj przestepczosci.

W swojej typologii zapobiegawczej funkcji kryminalistyki T. Hanausek wyrdznia trzy
kierunki. Pierwszy jest zwigzany z czynnikiem zagrazajacym, czyli potencjalnym sprawca. Jako
srodek zapobiegawczy autor proponuje rozmowe ostrzegawcza, ktorg jednak sam uznaje za niezbyt
skuteczng, oraz obserwacje. Drugi kierunek dotyczy czynnika zagrozonego, czyli potencjalnej
ofiary lub obiektu. Tutaj dzialalno$¢ prewencyjna miataby polega¢ na ostrzezeniu i przekazaniu
informacji majacych utrudni¢ popelnienie przestgpstwa, a nastepnie na sprawdzaniu wdrazania
przekazane] wiedzy w zycie 1 dyskretnym czuwaniu. Trzeci kierunek zwigzany jest z
okolicznosciami ksztaltujgcymi zagrozenie. Zalecane kroki to kontrola miejsc gdzie
prawdopodobienstwo przestepstw jest wyzsze od przecigtnego oraz inicjatywy majace ograniczac
liczbe takich miej sc.”

Idea wplywania na przestgpczo$¢ poprzez oddzialywanie na kazdy z trzech bokow
,»kryminalnego trojkata”, czyli sprawcow, ofiary 1 miejsca o ponadprzecietnej liczbie przestepstw
opiera si¢ m.in. na analizie statystycznej danych policyjnych 1 wiktymizacyjnych, z ktérej wynika,

Ze:

" Holyst B., Kryminalistyka, Warszawa 2007, str. 1261

" Tamze, str. 1262

8 Zaron Z., Prewencja Kryminalna. Podstawowe terminy, Warszawa 2003, str. 5

* Kopalinski W., Sfownik wyrazéw obcych i zwrotéw obcojezycznych, Warszawa 1989 str. 411 i 414
*  Hanausek T., op. cit., str. 70-71
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- 10% ze wszystkich osob, ktore padaja ofiarami przestgpstw jest zarazem ponadprzecigtnie

wiktymizowanych, poniewaz przypada na nie az 40% czynow,

- 10% sprawcow jest odpowiedzialnych za 50% przestepstw,

- 10% miejsc jest areng 60% przeste;pstw.51

Miejsce definiowane jest jako: ,,niewielki teren, ktérego przeznaczenie ogranicza si¢ do paru
funkcji, czesto kontrolowany przez jednego wilasciciela i oddzielone w pewien sposob od
otoczenia”.>? Tym samym zdefiniowano je weziej niz osiedle, czy kwartat ulic. Miejscami wg tej
definicji beda sklepy, domy, bloki, dworce, przystanki, ale rowniez podworka, zautki, czy tez
skrzyzowania ulic. Liczne opracowania potwierdzaja przytoczone wyzej dane, ze w niewielkiej
liczbie miejsc pada ponad proporcjonalnie duzo przestgpstw. Prawidlowosé ta dotyczy zard6wno
sklepow, ktore staja sic celem napadow,>® miejsc, w ktorych odbywa si¢ handel narkotykami, jak i
doméw/mieszkan, do ktorych dokonywane sa wlamania.

Kolejna proba systematyki dziatan majacych na celu zapobieganie przestepstwom wzoruje
sic na modelu medycznym.”® W jej ramach rozroéznia sie: prewencje zasadnicza, wtérna i trzeciego
stopnia (tertiary prevention, tertidare Pravention). Prewencja zasadnicza dotyczy przyczyn
przestgpczosci. W jej ramach zawieraja si¢ dzialania skierowane do calego spoteczenstwa. Kazdy
jest w niej traktowany jako potencjalna ofiara i w zwigzku z tym dzialania edukacyjne i promocyjne
podejmowane przy uzyciu wszelkich dostgpnych kanatéw, zarowno medidw jak i instytucji, maja za
zadanie dotrze¢ do jak najszerszego kregu osob. Poza edukacja moze ona przyjaé takze postac
wytycznych projektow architektonicznych bezpiecznych domoéw, osiedli i miast.”® Poprzedzane
powinny by¢ oczywiscie doktadng analiza trendow przestepczosci. Prewencja wtérna skierowana
jest juz do wezszego grona. Jej adresatami sg zarowno potencjalni sprawcy, jak i potencjalne ofiary.
W tym celu obejmuje si¢ potencjalne ofiary szkoleniami majacymi nauczy¢ je unikania sytuacji
zagrozenia, a jezeli jest to niemozliwe to zachowania w nich. Podobnie stara si¢ trafi¢ do
potencjalnych sprawcdéw poprzez w miare wczesne sprowadzenie ich ze ,,ztej drogi”, pokazanie

alternatywy dla dziatan przestepczych. Dziatania mozna prowadzi¢ poprzez zajecia w szkolach,”’

Spelman W., Eck J.E., Sitting ducks, ravenous wolves and helping hands. New aproaches to Urban Policing, Public
Affairs Comment, 35 (2), Austin 1989, str. 1-9

Eck J.E., Preventing crime at places, w: Sherman L.W., Gotfredson D., MacKenzie D., Eck J., Reuter P., Bushway
S., Preventing crime: What works, what doesn 't and what is promising, A Report to the United States Congress,
1998, s. 573

Crow W.J., Bull J.L., Robbery Deterrence: An Applied Behavorial Science Demonstration — Final Report, LaJolla
1975

Farrell G, Preventing repeat victmization, w: Tonry M., Farrington D. (red.), Building a Safer Society: Strategic
Approaches to Crime Prevention, Crime and Justice vol. 19, Chicago 1995

Heinz W., Kriminalprdvention — Anmerkungen zu einer iiberfilligen Kurskorektur der Kriminalpolitik W:
Entwicklung der Kriminalprdvention in Deutschland, pod red. Kerner H.-J., Jehle J.-M., Marks E., Bonn 1998 str.
24 i kolejne

Bissmann J., Becker J., Obert K., Kriminalprivention- Sammlung ausldndischer Prdventionprojekte, Wiesbaden
2000, str. 193-195

Waszkiewicz P., Prewencja wsrod dzieci i mlodziezy na przyktadzie dziatalnosci prowadzonej przez policje w

52
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organizacj¢ swietlisk srodowiskowych, spotkania z dzielnicowym. Prewencja wtdrna obejmuje tez
zagrozone obiekty i tereny. Srodkiem ku temu moze by¢ zamontowanie lamp w parku lub ciemne;j
ulicy, system monitoringu wizyjnego w zagrozonych punktach (takze bankach i supermarketach),
jak 1 specjalne zaplanowanie patroli policyjnych. Prewencja trzeciego stopnia z kolei zajmuje si¢
ofiarami 1 sprawcami po przestepstwie. W przypadku sprawcow ma ona na celu uniemozliwienie im
ponownego wejscia w konflikt z prawem, a co najmniej pomoc w tym, poprzez réznego rodzaju
programy terapeutyczne, wychowawcze i resocjalizacyjne. Ofiara przestgpstwa z kolei powinna
zosta¢ poddana terapii oraz treningowi majacemu zapobiec ponownej wiktymizacji. Mozna to
osiggnaé poprzez programy pomocowe prowadzone przez stowarzyszenia ofiar przestepstw,
specjalne schroniska w przypadku ofiar przemocy domowej, pomoc prawng, naprawienie szkod
przez sprawcg, ochrong przed kolejnymi atakami. Schemat trdjstopniowej prewencji kryminalne;
bazujacej na modelu medycznym wraz z przyktadami $rodkéw prewencyjnych skierowanych do
roznych grup docelowych zaprezentowano w tabeli.”® (tab. 1.1)

Tab. 1.1: Wymiary prewencji kryminalne;.

Prewencja Prewencja Prewencja
zasadnicza wtorna trzeciego stopnia
Grupy
docelowe:
-sprawcy -og0lnie wszyscy -potencjalni sprawcy -skazani
-sytuacje -powszechne sytuacje -zagrozone rejony -,hot spots”
-ofiary -kazdy jako -potencjalne ofiary -ofiary
potencjalna ofiara przestepstw
Przyktady srodkow prewencyjnych
potencjalny/ fedukacja' prawna, wzmocr}ienie edukacj% sankcje '
realny informacja 0 prawnej- kary i prewencyjne,
sprawca zagrozeniach zagrozenia zwigzane z rozbudowany
(narkotyki, alkohol), przestepczoscia, system
pozytywna prewencja negatywna prewencja zabezpieczen,
generalna, generalna, pomoc i terapia, pomoc w
zapobieganie wsparcie dla | znalezieniu pracy,
marginalizacji zagrozonych 0s0Ob | programy
spotecznej (opieka spoleczna, resocjalizacyjne
wychowawcza,
streetworkerzy)
sytuacje/ architektura ograniczenie unieszkodliwianie
obiekty/ utrudniajaca miejsc/sytuacji / likwidowanie
rejony popelnianie narazonych na ognisk
przestepstw, popelnianie przestepczosci
przejrzystosc przestepstw, (»hot spots”)
otoczenia, techniczne podwyzszenie  ryzyka
Srodki zabezpieczen, wykrycia/ zwiekszenie
znakowanie cennych nadzoru
przedmiotow

Konstancji(NIEMCY), Gruza E., Tomaszewski T., (red.) Problemy wspotczesnej kryminalistyki tom VI, 2003
% Heinz W,, op. cit., str. 25
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ofiara

powszechna promocja szkolenia zagrozonych ochrona ofiar,
wiedzy o ochronie i oso6b (taksowkarze, doradztwo,
obronie, informacja o pracownicy bankow, terapia,
szczegolnych zatogi samolotow), naprawianie
zagrozeniach kursy samoobrony, szkod, mediacja
dopasowana do grupy nadzoér sprawca-ofiara
docelowej, (techniczny/osobowy)

popularyzowanie zagrozonych osoéb

wiedzy techniczne;j

Prewencja wtorna i trzeciego stopnia, ktérej celem jest wplynigcie na sprawce poprzez

modelowanie rzeczywistosci w sposob utrudniajagcy mu dziatanie okreslana jest w literaturze jako

prewencja sytuacyjna. Target hardening (,,utrudnienie celu” — dziatan przestepczych) moze polegac

na:

- technicznych formach ochrony mienia,

- projektowaniu architektoniczno-urbanistycznym,

- usuwaniu (korygowaniu) okolicznos$ci sprzyjajacych czynom zabronionym,
- obecnosci funkcjonariuszy shuzb mundurowych.>®

Klasyfikacja mozliwych sposobow oddziatywania prewencji sytuacyjnej jest znacznie

szersza i zawiera 25 technik podzielonych na 5 grup:

1. Zwigkszenie wysitku (sprawcy)

1.

wzmocnienie celow dzialan przestepczych, np. za pomoca wbudowywania blokad
kierownic, immobilajzeréw, instalacje¢ ekranow antynapadowych w bankach 1 na
pocztach, lub Kkorzystanie przez firmy produkcyjne oraz kurierskie z opakowan
»sygnalizujacych”, ze kto$ przy nich manipulowat,

kontrola dostepu do budynkow (instytucji), np. poprzez instalacj¢ domofondw,
wykorzystanie identyfikatoréw elektronicznych, przeswietlanie bagazu,

nadzor drég wyjscia, np. sprawdzanie biletoéw takze przy wyjsciu, wymog posiadania
dokumentow celnych, montaz zabezpieczen elektronicznych na towarach sprzedawanych
w sklepach,

oddzielenie sprawcéw (od potencjalnych celow), np. poprzez blokowanie ulic,
oddzielne toalety dla kobiet i mezczyzn, rozproszenie miejsc gdzie sprzedawany jest
alkohol,

kontrola broni/innych narzedzi ,,przestepczych”, np. korzystanie z broni zaopatrzonej
w czytniki biometryczne, ograniczenie sprzedazy farb w spray’u dzieciom 1 mtodziezy,

blokowanie skradzionych aparatow telefonicznych,

11. Zwigkszenie ryzyka (ponoszonego lub postrzeganego przez sprawce)

59

Zaron, op.cit., str. 12
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10.

rozszerzona opieka, np. przebywanie po zmroku poza domem w grupie, sprawny
telefon, zostawianie oznak obecno$ci majacych zmyli¢ sprawcow, sasiedzki dozor,
wzmochnienie naturalnego dozoru, np. poprzez poprawe oswietlenia, architekture,
zmniejszenie anonimowosci, np. uzywanie identyfikatoréw, mundurki szkolne,
wykorzystanie personelu, np. przynajmniej dwoch/dwoje pracownikow w sklepie,
instalacja kamer w $rodkach transportu, nagradzanie czujnosci,

wzmocnienie formalnej kontroli, np. poprzez alarmy antynapadowe, stuzby ochrony,

kamery rejestrujace pojazdy ignorujgce czerwone $§wiatto,

1I1. Zmniejszenie ,,nagrody”

11.

12.

13.

14.

15.

ukrycie celow, np. rezygnacja z parkingdw bezposrednio graniczacych z ulicami,
usuni¢cie z ksigzek telefonicznych danych pozwalajacych zidentyfikowaé pte¢, nie
znakowanie pojazdow przewozacych kosztownosci, lub gotowke,

usuniecie celow, np. wyjmowane radioodbiorniki samochodowe, tworzenie schronisk dla
kobiet do$wiadczajacych przemocy, automaty telefoniczne na karty pre-paid, a nie na
monety — promowanie rozliczen bezgotowkowych,

identyfikacja wlasno$ci, np. znakowanie przedmiotow, samochoddw, czesci
samochodowych, zwierzat hodowlanych,

»psucie rynku”, m.in. poprzez monitorowanie komiséw i lombardow, przegladanie
ogloszen drobnych zamieszczanych w prasie i sieci, licencjonowanie ulicznych
sprzedawcow,

usuniecie korzysci, np. zabezpieczanie ubran w sklepach pojemnikami z atramentem,

usuwanie grafitti, progi ograniczajace predkos¢ — tzw. ,,lezacy policjanci”,

1V Ograniczanie czynnikow prowokujgcych

16.

17.

18.

19.

20.

redukcja frustracji i stresu, np. sprawne kolejki i uprzejma obstuga, wystarczajaca
liczba miejsc siedzacych, uspokajajaca muzyka i delikatne oswietlenie,

unikanie konfliktow, np. poprzez oddzielenie kibicow rywalizujacych druzyn
pitkarskich, zmniejszenie ttoku w lokalach, doktadne okreslenie taryf taksowkowych,
redukcja pobudzenia emocjonalnego, np. za pomoca kontroli brutalnej pornografii,
wspierania pozytywnego zachowania na boiskach pitkarskich, zakazu rasistowskich
odzywek,

neutralizacja ciSnienia réwiesniczego, np. za pomoca haset ,,tylko idioci pija 1 jada”,
,»mozesz powiedzie¢ nie”, rozproszenie trudnej mlodziezy zamiast gromadzenia jej w
specjalnych klasach,

ostabienie checi nasladownictwa, np. dzieki szybkiemu usunie¢ciu skutkow wandalizmu,

ograniczeniu dzieciom dostepu do pewnych programow telewizyjnych, cenzura
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szczegotow modus operandi,

V Usunigcie wymowek

21. ustalanie regul, np. umowy najmu, zdefiniowanie molestowania, obowigzek rejestracji
hotelowej,
22. publicznie widoczne instrukcje, np. znaki ,,Nie parkowac”, ,,Wlasno$¢ prywatna”,

,Zakaz palenia ognisk”,
23. budzenie sumienia, np. poprzez widoczny nad drogg odczyt pomiaru predkosci, wymog
podpisu pod deklaracja celng, informacje ,,Jazda na gape to tez kradziez”,
24, pomoc w dostosowaniu sie, np. dzigki sprawnej obstudze bibliotecznej, publicznym
toaletom, koszom na Smieci,
25. kontrola alkoholu i narketykéw, np. za pomocg alkomatéw w lokalach rozrywkowych,
czujng obstuge, organizacj¢ atrakcyjnych imprez bezalkoholowych.60
W tym miejscu nalezy jeszcze wspomnie¢ o dwoch mozliwych rodzajach strategii
podejmowania dziatan prewencyjnych: destruktywnej i kreatywnej. Strategia destruktywna polega
na zwalczaniu zjawisk uznanych za przestgpcze — skupia si¢ na ich niszczeniu. Strategig kreatywna
okreslane sg dziatania majace na celu wzmacnianie 1 promowanie zjawisk pozadanych, tak aby
wypieraly one niepozadane. Przyktadem z arsenatu pierwszej bedzie skupienie si¢ na izolowaniu
przestgpcoOw w zaktadach karnych a drugiej propagowanie zycia zgodnego z normami spotecznymi
np. poprzez kampanie spoleczne.61
Biorac pod uwage fakt, Ze uje¢ 1 definicji zapobiegania przestgpczosci jest prawie tak duzo,
jak autorow piszacych na ten temat, zostaly zaprezentowane najwazniejsze modele, a w dalszej
czg$Sci pracy okreSlenia: zapobieganie przestepczosci, prewencja, prewencja kryminalna beda

tozsame z trojwymiarowym modelem ,,medycznym” i prewencja sytuacyjna.

8 Cornish D.B., Clarke R.V., Opportunieties, precipitators and criminal decisions: A reply to Wortley's critique of

situational crime prevention, w: Smith M., Cornish D.B., (red.) Theory for Situational Crime Prevention, Crime
Prevention Studies, vol.16, New York 2003, str. 151-196
' Btachut J., Gaberle A., Krajewski K., op.cit., str. 469
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Rodzial 2. Monitoring wizyjny
1. Definicja

Monitoring wizyjny jest obecnie najpopularniejszym 1 w najszerszym zakresie
wykorzystywanym s$rodkiem majacym wplywaé na poprawe poczucia bezpieczenstwa, ale takze
umozliwia¢ realizacje funkcji wykrywczej i dowodowej. Monitoring wizyjny (ang. closed circuit
television — CCTV, niem. Videoiiberwachung, r0S. Buoeonabmoodenue, hiszp. circuito cerrado de
television, franc. vidéosurveillance), uzywana wcigz w Polsce (chociaz coraz rzadziej) nazwa —
telewizja przemystowa - to system pozwalajgcy na $ledzenie z odleglosci zdarzen rejestrowanych
przez od jednej do niekiedy nawet kilkuset kamer jednocze$nie. W sktad systemu wchodza kamery,
z ktorych obraz jest transmitowany do centrum odbiorczego (rys. 7.2.), ktérego personel na
monitorach moze obserwowaé rejestrowane zdarzenia. Monitoring wizyjny, okre$lany tez jako
telewizja dozorowa rozni si¢ od zwyklej telewizji tym, ze obraz z kamer jest przesylany (przez
kabel lub droga radiowg) i odbierany tylko w centrum odbiorczym, a nie w nieograniczonej liczbie

odbiornikow (rys. 2.1.).

/ kamerynr1,2i3

~. _—— | sie¢ transmisyjna

T | BRI o -
>~ || <— | monitor w centrum
..... v — i .
......... v | odbiorczym

- ﬁ <+—— | zapis danych na

nos$niku

(video/cyfrowy)

Rys. 2.1. Schemat sieci monitoringu wizyjnego.
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2 Historia

Monitoring wizyjny w wersji przypominajaca dzisiejsze systemy ma histori¢ si¢gajaca
czasOw Il wojny $wiatowej, jednak pomysty na rézne formy monitorowania obywateli pojawialy
si¢ znacznie wczesniej. Przytaczajac pytanie D. Lyona, czotowego teoretyka studiow nad
inwigilacja dotyczace systemoéw CCTV: ,Jezeli tak si¢ maja sprawy dzisiaj, to jak byto wczesniej 1
co spowodowato zmiane”.** Jako ,forpoczta” monitoringu uznawane bywa wprowadzenie
o$wietlenia ulic miast. W $redniowieczu po zapadnigciu zmroku ze wzgledow bezpieczenstwa nie
tylko zamykano bramy miejskie, ale w wielu 6wczesnych metropoliach obowigzywal réwniez
zakaz wychodzenia na ulice bez pochodni lub latarni. Pod koniec XVII wieku krol Stonce — Ludwik
XIV powolujac do zycia policj¢ wprowadzit rowniez panstwowy monopol na o$wietlenie miast —
odtad kazdy miat sta¢ si¢ widoczny dla funkcjonariuszy. ,,Eliminacja mroku i ciemno$ci miata
gwarantowac nie tylko bezpieczenstwo jednostkom, ale rowniez zapewni¢ totalny nadzor ze strony
aparatu panstwowego. Utopijne marzenie o$wietlonego jak w dzien miasta przerodzito si¢ w

2963

koszmar jasnos$ci, ktérej nie mozna umknaé. Nic juz nie mialo umkngé uwadze panstwa.

Latarnie staly si¢ tez swoistym symbolem wszechobecnosci i dominacji nad obywatelami — jako
takie byly celem atakéw w trakcie rewolucji, co dzisiaj moze budzié¢ zdziwienie.**

Model kontroli idealnej czgsto przywolywany w kontekscie systeméw CCTV stanowit
zaproponowany przez angielskiego prawnika i ekonomist¢ Jeremy’ego Benthama Panopticon.
Miat to by¢ budynek w ksztalcie pier§cienia z umieszczong posrodku wieza, ktorej szerokie okna
miaty wychodzi¢ na wewnetrzng fasade pierscienia. Okragly budynek bytby podzielony na cele, z
ktorych kazda zajmowataby cala jego grubos$¢. Cele miatyby dwa okna, jedno skierowane do
wewnatrz, na okna wiezy, a drugie na zewnatrz pierscienia — pozwalajac Swiathu przechodzi¢ przez
cele na wylot. W wiezy nalezalo umiesci¢ nadzorcg, a w kazdej z cel zamkng¢ szalenca, chorego,
skazafca, robotnika albo ucznia. Gléwnym efektem miato by¢ wzbudzenie w uwigzionym
Swiadomego 1 trwatego przeswiadczenia o widzialno$ci, ktére daje gwarancj¢ automatycznego
funkcjonowania wtadzy. Nadzor, nawet faktycznie nieciggly w dzialaniu, bylby nieprzerwanie
skuteczny. Wystarczy¢ miata sama $§wiadomos¢ jego istnienia u os6b umieszczonych w celach.
Osadzeni nie wiedzieliby, kiedy sa obserwowani, a kiedy nie. Wladza jest niewidzialna i

nieweryfikowalna. Ujarzmia ona i zmusza do dobrego zachowania: szalefica do spokoju, robotnika

82 Lyon D., Surveillance Studies: Understanding Visibility, Mobility and the Phenetic Fix, Surveillance and Society,
Vol. 1, No. 1, s. 4.

8 Schivelbusch W., Lichtblicke : Zur Geschichte der kiinstlichen Helligkeit im 19. Jahrhundert., Frankfurt am Main

2004, s. 113-130.

Sélter G., Urbanisierung, Migration und Kriminalitdt als Begriindungskontext fiir die Entstehung von Polizei. Zur
Entstehung einer eigenstindigen Polizei im Paris des Ancien Régime (PoliceyWorkingPapers. Working Papers des
Arbeitskreises Policey/Polizei im vormodernen Europa 5), Berlin 2002, dostepny online:
http://www.univie.ac.at/policey-ak/pwp/pwp_05.pdf
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do pracy, ucznia do pilnosci, chorego do przestrzegania recept.65 Pomyst, chociaz autorstwa
mysliciela czasoOw o$wiecenia, wydawa¢ si¢ moze rodem z panstwa totalitarnego. Panstwa, w
ktérym kontrola spoleczna zastapiona zostaje permanentng kontrola wszystkich wymiaréw zycia.
Studio ,,Wielkiego Brata”, ktéry przez swoja obserwacj¢ kontroluje zachowania uczestnikow
programu lub mieszkancéw catego panstwa (Rok 1984) przypomina taki ,,idealny” Panopticon.
Trudno w tym miejscu nie dostrzec analogii wlasnie z systemami monitoringu wizyjnego,
instalowanymi przez wladze w miastach na calym $wiecie. Sama §wiadomo$¢, ze jest sig
obserwowanym ma zapobiega¢ tamaniu norm spotecznych.

Grupami, ktore podlegaty szczegdlnemu nadzorowi ze strony stuzb policyjnych od samego
poczatku ich istnienia byli widczedzy, przestepcy i1 prostytutki. Od 1857 roku kazda jednostka
brytyjskiej policji byla zobowigzana przekazywac doktadng liczbg¢ znanych zlodziei i rabusiow,
paseréw, prostytutek, osob podejrzanych, bezdomnych oraz wtoczegéw do ministerstwa spraw
wewnetrznych (Home Ofﬁce).66 Ideg¢ kontroli obywateli, czy tak naprawde wcigz poddanych, dzigki
wykorzystaniu nowinek technicznych realizowano juz w 19. stuleciu. Mialy one zastgpowac
funkcjonariuszy panstwowych w inwigilacji i zbieraniu materiatu dowodowego. Camera obscura
juz w latach dwudziestych XIX wieku pozwalata w Glasgow gromadzi¢ dowody m.in. przeciwko
ztodziejom kieszonkowyrn.67 Whpisywato si¢ to w ducha epoki rewolucji przemystowej 1 licznych
wynalazkéw odmieniajacych zycie. Wiara w nauk¢ byta pod koniec XIX wieku fundamentem
pierwszych prac z zakresu kryminalistyki. W 1893 roku zostato wydane dzietlo Hansa Grossa pt.
Handbuch fur Untersuchungsrichter, Polizeibeamte, Gendarmen, u.s.w. (Podrecznik dla sedziow
sledczych, urzednikéw policyjnych, zandarmow itd.) oraz Alphonsa Bertillona pt. Identification
anthropométrique  (ldentyfikacja  antropometryczna).  Poszukiwanie  naukowych  metod
wspomagajacych walke z przestepczoscig odbywato si¢ wiec niezaleznie w réznych panstwach.
Wykorzystywano do tego kolejno pojawiajace si¢ wynalazki — po wspomnianej juz camera
obscura, przyszedt czas na fotografie. Juz w latach piecdziesigtych XIX wieku James Gardner
urzednik z Bristolu fotografowat skazanych w celu zidentyfikowania recydywistow 1 praktyke taka
proponowat wprowadzi¢ w catej Wielkiej Brytanii.®® Wyprzedzit wiec A. Bertillona, uznawanego za
tworce fotografii kryminalistycznej, ktory wprowadzit fotografowanie pensjonariuszy paryskich
wiezien dopiero w 1872 roku.®® Warto zwrécié uwage na fakt, ze poczatkowo osobami

podlegajacymi inwigilacji byli tylko przestepcy 1 osoby z marginesu spotecznego. Z czasem

% Foucault M., Nadzorowa¢ i karaé, Warszawa 1993, str. 195-197
% Williams C., Police Surveillance and the Emergence of CCTV in the 1960s, w: Gill M., (red.), op. cit., s. 11.
Tamze, s. 9.
Gardner A.J., Photography as an aid to the administration of criminal justice, LSE Selected Pamphlets, 1854;
dostepne online: http://www.jstor.org/pss/60217017
% Didi-Huberman, Photography — Scientific and Pseudo-scientific, w: (red.) Lemagny J., Rouille A., A History of
Photography: Social and Cultural Perspectives, Cambridge 1987, s. 74.
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rozszerzano ten katalog, az objat praktycznie wszystkie grupy spoteczne.

Bliskie obecnemu zastosowaniu monitoringu wizyjnego byly proby podejmowane przez
angielska policje przed II wojng §wiatowa. W latach trzydziestych XX wieku popularng rozrywka,
zwlaszcza wsrdd klasy robotniczej, byly nielegalne zaktady sportowe zawierane u bukmacherow.
Zebranie jednoznacznych dowodéw na udzial w tym procederze stanowito jednak powazny
problem dla organdéw $cigania. Nalotow organizowanych przez policje nie udawato si¢ utrzymaé w
tajemnicy przed podejrzanymi — zatrzymywani byli zazwyczaj jedynie figuranci. W 1935 Thomas
Wells komendant policji w Chesterfield w celu zebrania materialu dowodowego zdecydowat sie¢
nagrywac z ukrycia przez okres osmiu dni kamerg 16mm przyjmowanie zaktadéw na rynku, a
nastepnie zatrzymanie przez policje 39 mezczyzn. Nagranie to zostalo nastgpnie przedstawione w
trakcie postgpowania sagdowego i pozwolito skaza¢ 14 0so6b za pozostawanie w miejscu publicznym
z zamiarem popelnienia przestepstwa. Obroncy podnosili argument, ze na nagraniach nie mozna
zauwazy¢ czy 1 CO przekazuja sobie zarejestrowani na filmie me¢zczyzni. Z kolei instancja
odwolawcza uniewinnita szeSciu wczesniej skazanych (apelacj¢ wnioslo dziesigciu).
Przewodniczacy sktadu sedziowskiego argumentowal to brakiem mozliwosci zidentyfikowania
szybko poruszajacych si¢ w duzej odleglosci od obiektywu mezczyzn. W rezultacie skazani zostali
tylko oskarzeni, ktérych tozsamo$¢ zostala ustalona na podstawie zeznan funkcjonalriuszy.70
Przypomina to sytuacj¢ z polskiej praktyki polowy pierwszej dekady XXI wieku, kiedy to
operatorzy systemoOw monitoringu wizyjnego w trakcie postepowania sadowego wystepowali w
charakterze $wiadkéw.”" Kolejne proby wykorzystania przez policj¢ z Chesterfield przed sadem
nagran filmowych skonczyly si¢ niepowodzeniem, ale cze$¢ oskarzonych po obejrzeniu nagran ich
przedstawiajacych przyznawato si¢ sama do winy — do dzisiaj jest to skuteczne narzedzie perswazji
wobec podejrzanych.”

Historia wspolczesnej CCTV liczy sobie juz co najmniej 68 lat. Za pierwszy przyklad
wykorzystania monitoringu wizyjnego uznawany jest system zainstalowany przez firme Siemens w
Peenemuende (miejscowos$¢ na wyspie Uznam), gdzie od 1942 roku odbywaty si¢ testy rakiet V2.
Mial on za zadanie przekazywanie obrazu z miejsca startu rakiety, w ktorym ze wzgledow
bezpieczenstwa nie mogli znajdowac si¢ jej tworcy, do odpowiednio zabezpieczonego schronu.”
Uzywanie przez dugi czas nazwy telewizja przemystowa bylo spowodowane pierwszym i

przez pewien czas gldwnym sposobem wykorzystania tego narzgdzia — kontrolg produkcji w

-
o

Williams C., Police filming English streets in 1935: the limits of mediated identification, Surveillance & Society 6
(1), s. 3-8.

Watpliwosci budzi¢ moze dwczesna praktyka ,,od$wiezania” pamigci przez takich ,,$§wiadkow” — przed
zeznawaniem w charakterze $wiadka ogladali oni czgsto nagranie — w takiej sytuacji nic nie stato na przeszkodzie,
aby to orzekajacy sad zapoznat si¢ z materialem dowodowym w postaci nagrania, a nie ,,pseudoswiadkiem”. Wigcej
nt. wykorzystania nagran z systeméw CCTV w trakcie postepowania sgdowego w rozdz. .....

Williams C., op. cit., s.6.
Dornberger W., V-2, New York 1954, s. 14
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fabrykach, nadzorowaniem pracownikow, ale takze obserwowaniem proceséOw zachodzgcych w
srodowisku dla cztowieka nieprzyjaznym, np. w zbiornikach z trujacymi chemikaliami czy piecach
hutniczych. Szerokie zastosowanie znalazt monitoring w nauce, m.in. pozwalajac S$ledzic¢
zachowania zwierzat w ich naturalnym $§rodowisku. Takze na niektorych kierunkach studiow
wykorzystuje si¢ mozliwo$¢ przekazywania obrazu na odleglo$¢, np. pozwala obserwowac
studentom medycyny skomplikowane operacje bez przeszkadzania bedacym na sali lekarzom. Z
innych powodow (kulturowo-religijnych) wykorzystywano telewizje przemystowa na saudyjskich
uniwersytetach. Pozwalata ona na transmitowanie wyktadow z sal, w ktorych si¢ odbywaty, gdzie
przebywali sami me¢zczyzni, do wydzielonych akademikow dla kobiet.”

Pierwsza proba wykorzystania kamer telewizyjnych w celu utatwienia pracy policji miata
prawdopodobnie miejsce w trakcie uroczystosci towarzyszacych §lubowi przysztej krolowej Anglii
Elzbiety II w listopadzie 1947 roku. Policja londynska sprawdzata wowczas mozliwo$¢ uzycia
kamer BBC do nadzorowania przebiegu catego zdarzenia, ale koszty okazaty sie zbyt wysokie.”

Systemy telewizji przemystowej znajduja zastosowanie przy zarzadzaniu ruchem w duzych
miastach. Poczatek takiego ich wykorzystania przypada na lata pi¢édziesigte XX wieku — okres
Znaczacego wzrostu zamozno$ci mieszkancoOw panstw Zachodu i wynikajacego z tego gwaltownego
zwigkszenia liczby samochodow na ulicach miast. Pierwszy niemiecki system monitorowania ruchu
ulicznego uruchomiony zostal w 1956 roku w Hamburgu i nosit nazwe ,,Magiczne zwierciadto”
(Zauberspiegel). Pozwalat operatorowi z centrali zmienia¢ §wiatla na skrzyzowaniach w zalezno$ci
od powstajacych korkow. " Kolejny system tego typu zostal oddany do uzytku juz dwa lata p6zniej

" Obecnie w wielu

w Monachium i po zakonczonej rozbudowie sktadat si¢ z 19 kamer.
metropoliach na catym §wiecie funkcjonujg zintegrowane systemy zarzadzania ruchem, w ktorych
jednym z elementdéw jest monitoring wizyjny — W latach 2005-2008 system taki zostat stworzony
rowniez w Warszawie.'®

W  centrach handlowych kamery pozwalaja zbiera¢ 1 analizowa¢ informacje o
przyzwyczajeniach konsumentdéw. Jednak najszersze zastosowanie monitoring wizyjny znajduje w
sektorze zajmujacym si¢ bezpieczenstwem, jest stosowany nie tylko przez policj¢ 1 firmy ochrony
0sOb 1 mienia, ale takze w coraz szerszym zakresie przez indywidualnych wlascicieli sklepoéw i
punktow ustugowych. Na upowszechnienie wykorzystania systeméw CCTV wsrdd odbiorcow

prywatnych wplywa rdéwniez coraz szersza dostepnos¢ sprzetu do samodzielnego montazu 1

Kapuscinski R., Chrystus z karabinem na ramieniu, Warszawa 2007, s. 22

® Williams C., op. cit., s. 13.

Auge tiber die Kreuzung, Der Spiegel z 6 czerwca 1956.

T Luther E., Die neue Verkehrsleitzentrale in Miinchen, w: Polizei, Technik, Verkeh, 1965, s. 46-51.
Warszawski Zintegrowany System Zarzadzania Ruchem byt wspoétfinansowany przez Uni¢ Europejska z

Europejskiego Funduszu Rozwoju Regionalnego w ramach Zintegrowanego Programu Operacyjnego Rozwoju

Regionalnego http://www.um.warszawa.pl/europa/index.php?id=822 z dnia 3 stycznia 2010 r.
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wykorzystania. Atrape kamery z czujnikiem ruchu mozna kupi¢ za mniej niz 10 zlotych, a

prawdziwa kamer¢ umozliwiajaca tez prace w trybie nocnym za niecate 80 ztotych. (rys. 7.12.)

:i“D NAJTANSZA KAMERA NOCNA metalowa obudowa - W-wa (numer 300246030)

powigksz |Q)

Dane
Cena Kup Teraz: 79,00 zt za sztuke

Dostepna liczba 11 z 20 wystawionych
sztuk:

Do konca: 1 dzien
(sob 02 lut 2008 23:01:31 CET)
« Powiadom znajomego
» Dodaj do obserwowanych aukcji

Rys. 7.12. Kamera dzialajaca rowniez w nocy na aukcji internetowej.”9

Poczatek wykorzystania monitoringu wizyjnego jako S$rodka majacego polepszac
bezpieczenstwo przypada na rok 1960. Wowczas na czas wizyty tajskiej rodziny krolewskiej
londynska policja zainstalowata dwie kamery na Trafalgar Square w celu nadzorowania zebranych
thumow. Kamery te zostaly wykorzystane ponownie juz w listopadzie tego roku w trakcie
obchodow $wigta Guy’a Fawkesa.** W tym samym roku na Wystawie Sprzgtu Policyjnego (Police
Equipment Exhibition) w Ryton-on-Dunsmore producenci zaprezentowali systemy CCTV jako
wydatng pomoc dla policji poprzez umozliwienie przekazywania informacji o podejrzanych,
kontroli ruchu drogowego, nadzorowania imprez masowych.®* Rok 1960 byt przetomowym pod
wzgledem techniki filmowej. Wynaleziona wowczas technologia kasety wideo i magnetowidu
umozliwila wielokrotne nagrywanie i odtwarzanie ta§m bez kosztownego procesu ich chemicznego
wywotywania. Uproscito to réwniez emisje, ktora wczesniej wymagata profesjonalnego
wyposazenia, a dzieki magnetowidowi stata si¢ dostgpna szerokiej rzeszy odbiorcow. Prosta
obstuga pozwolita tez na praktycznie nieograniczong liczbe powtorek interesujacego fragmentu —
co jest szczegodlnie istotne zarowno w pracy wykrywczej, jak i w przypadku wykorzystania nagran
jako materiatu dowodowego. Obecnie kamery systemOéw monitoringu towarzysza praktycznie
kazdemu wydarzeniu, w ktorym bierze udzial wigksza liczba wuczestnikéw: koncertom,
demonstracjom, wydarzeniom sportowym — zwlaszcza meczom pitkarskim.

W latach siedemdziesigtych XX wieku rozpoczeto sie poszerzanie obszaru objetego

79 http://www.allegro.pl/item300246030_najtansza_kamera_nocna_metalowa_obudowa_w_wa.html; z dnia 1 lutego
2008 roku

Williams C., Police surveillance and the Emergence of the CCTV in the 1960s, Crime Prevention and Community
Safety 5 (3), s. 31.
8 MEPO 2/9956, Police Equipment Exhibition 1960.
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zasiggiem systemow dozoru wizyjnego. Systemy kamer pojawity si¢ wowczas przede wszystkim w
bankach, kasynach oraz na lotniskach, a wigc miejscach o szczegdlnym charakterze. Za pierwszy
komercyjny system uznawany jest oferowany podmiotom prywatnym od 1967 roku przez firme
Photoscan na rynku brytyjskim — jego zadaniem bylo przeciwdziatanie kradziezom sklepowym.?
Pierwszy system obejmujacy swoim dzialaniem otwartg przestrzen publiczng w celu
poprawy bezpieczenstwa powstat dopiero 20 lat pozniej. Mialo to miejsce na terenie Wielkiej
Brytanii, gdzie w 1985 roku w nadmorskiej miejscowosci Bournemouth zainstalowano system
sktadajacy si¢ z 18 kamer. Jego przeznaczeniem bylo ograniczenie wandalizmu na miejskich
plaZach.83 Byt to pierwszy tego typu program, za ktorym przyszly nastepne. W latach
dziewigédziesiatych rozpoczat si¢ za§ prawdziwy boom w tej dziedzinie, ktéry trwa do dnia
dzisiejszego.®* Praktycznie we wszystkich brytyjskich miastach wprowadzono systemy CCTV,
ktore wciaz sa rozbudowywane. Szacuje si¢, ze w 2002 roku w Wielkiej Brytanii, uznawanej za
stolice monitoringu, zainstalowanych bylo ponad cztery miliony kamer, co oznacza, Ze jedna
kamera przypadata na 14 oséb (1).* Inne panstwa nie pozostaja ,,w tyle” — kamer przybywa we
wszystkich, takze w Polsce, chociaz brak jest doktadnych danych dotyczacych ich liczby.
Interesujacy jest fenomen gwaltownego zwigkszenia liczby kamer zwlaszcza w Wielkiej
Brytanii. Uwaza sig, ze u jego podioza lezy strach przed przestgpczos$cig oraz kilka glto$nych spraw,
o ktérych medialne informacje byly zilustrowane nagraniami z kamer. Najglo$niejsza z nich byta
sprawa uprowadzenia i brutalnego morderstwa dwuletniego Jamiego Bulgera. 12 lutego 1993 roku
zostat on wyprowadzony z centrum handlowego w Merseyside, w ktorym byt na zakupach ze swoja
matka, przez dwoch dziesigciolatkow. Nastepnie zostat przez nich brutalnie pobity i zostawiony na
torach kolejowych, gdzie jego cialo zostatlo zmasakrowane przez przejezdzajacy pociag. Sprawcy
wyprowadzajacy dwulatka zostali zarejestrowani przez kamere zainstalowang w centrum

handlowym. (rys. 7.13.)
' L F

Rys. 7.13. Jamie Bulger wyprowadzany z centrum handlowego przez jednego ze

Moran J., A brief chronology of photographic and video surveillance, w: Norris C., Moran J., Armstrong G., (red.)
Surveillance, closed-circuit television and social control, Aldershot 1998, s. 277-287.

Pease K., Crime prevention, w: Maguire M., Morgan R., Reiner R. (red.), The Oxford Handbook of Criminology,
Oxford 1997, s. 971.
¥ Goold B. J., op. cit, s. 16.
8 PBritain is surveillance society, BBC News http://news.bbc.co.uk/1/hi/uk/6108496.stm
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sprawcow.sé

Wprawdzie system CCTV nie zapobiegt temu zabdjstwu, jednak zdjecia byty pokazywane
tysigce razy w mediach, tacznie z informacja o samej sprawie, jak 1 konkretnych sprawcach
(jakoby) zidentyfikowanych dzigki nagraniu. Gléwnymi dowodami w sprawie byly zeznania
swiadkow, ktérzy widzieli obu sprawcow prowadzacych ptlaczace dziecko oraz $lady krwi
zawierajagce DNA ofiary zabezpieczone na ubraniu jednego z nich, ale sprawne dziatanie policji
zostalo potaczone przede wszystkim z wykorzystaniem, wcigz woéwczas nierozpowszechnione;j,
technologii monitoringu.®’

Nie bez znaczenia dla rozwoju systeméw CCTV jest wilasnie to, ze pochodzace z nich
nagrania s3 wymarzonym materiatem dla mediéw — zarowno tych opiniotworczych, jak i
okreslanych jako tabloidy. Telewizja jest idealnym odbiorcg nagran z systemow monitoringu
wizyjnego, jej widzowie moga otrzymac produkt, ktory bedzie zawieral w sobie nastepujace
sktadniki: budzace emocje zapisy zdarzen kryminalnych, element informacyjny i1 wreszcie
zaspokojenie powszechnego pragnienia podgladania innych bez obawy o zostanie
zdemaskowanym. Podobnie gazety, ktore dzigki nagraniom wideo majg zapewnione ,,story”. Nikt
nie podwazy rzetelnosci opisu, ktoremu towarzysza przykuwajace uwage obrazy dokumentujgce
prezentowane zdarzenie. Nalezy tu wspomnie¢ o zidentyfikowanych pigciu nieformalnych zasadach
doboru przypadkow przemocy i sposobu prezentowania jej przez media. Pierwsza stanowi, ze
relacjonowane zdarzenie powinno by¢ widoczne i spektakularne. Wedtug drugiej wskazane jest
zeby podloze wydarzen miato charakter polityczny lub seksualny. Trzecig jest mozliwo$¢ wizualnej
prezentacji zdarzen. Czwartg jest indywidualna patologia sprawcy, a zgodnie z ostatnig
przedstawiany przypadek powinien umozliwia¢ odstraszenie lub represj¢ (dzigki identyfikacji
sprawc()w).88 Relacje zdarzen zarejestrowanych przez kamery CCTV gwarantuja spetnienie
przynajmniej dwoch z zaprezentowanych zasad. Czytelnicy 1 widzowie otrzymuja wigc ulubiony
towar (nieprzypadkowa jest popularnos¢ seriali policyjnych) z petng gwarancja jego autentycznosci.
Pierwszym programem telewizyjnym, ktorego celem byto poszukiwanie §wiadkow 1 sprawcow
niewyjasnionych spraw kryminalnych byt nadawany od lat sze$édziesiatych brytyjski Police 5.
Kazdy odcinek trwat tylko pi¢¢ minut, a w jego trakcie byty prezentowane rekonstrukcje zdarzen
wraz z rysopisami lub portretami pamigciowymi poszukiwanych sprawcoéw. Polskim
odpowiednikiem Police 5 jest emitowany od 1986 roku przez publiczng telewizje Magazyn
Kryminalny 997. W 1984 Police 5 zostatl zastapiony przez Crimewatch, ktéry nieprzerwanie od 25

86 news.bbc.co.uk/1/hi/6768695.stm z 17 lutego 2010r.

8 http://www.guardian.co.uk/uk/bulger z 17 lutego 2010r.

8 Chibnall S., The Production of Knowledge by Crime Reporters, w: Cohen S., Young J. (red.) The Manufacture of
News, London 1981, za: Norris C., Armstrong G., op. cit., s. 73.
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lat jest nadawany przez BBC.%® Wraz ze wzrostem liczby kamer tworcy zaczeli wykorzystywaé w
szerokim zakresie materialy pochodzace z lokalnych systeméw monitoringu wizyjnego, tworzac
nawet specjalng sekcje na stronie internetowej programu, w ktorej zamieszczane sg nagrania
przedstawiajgce sprawcOw o nieznanej tozsamosci, ktérych mogg rozpoznaé widzowie lub
internauci.* Nagrania wykroczen 1 przestepstw wykorzystujg tez lokalne filie miedzynarodowe;j
organizacji Crimestoppers, ktorej celem od chwili powstania w 1976 roku jest wiaczenie obywateli
w rozwiazywanie spraw kryminalnych z gwarancja ich anonimowosci.”™ Programy policyjne i
kryminalne emituja réwniez stacje komercyjne - takze w Polsce.”? Prezentowane w ich trakcie
nagrania rdznego typu wykroczen 1 przestepstw pojawiajg sie rowniez w programach
informacyjnych mogac wywota¢ wrazenie, ze monitoring jest niezwykle skutecznym s$rodkiem
walki z przestepczoscig. Uchwycone przez kamer¢ zdarzenie w pewnym uproszczeniu moze
konczy¢ si¢ w jeden z trzech sposobow, o ktorym sg informowani widzowie lub czytelnicy:

1. w trakcie popelniania wykroczenia lub przestepstwa jego sprawca zostaje
zatrzymany przez funkcjonariuszy stojacych na strazy prawa;

2. sprawca nie zostaje wprawdzie ujety ,,na goragcym uczynku”, ale dzigki nagraniu
zostaje zidentyfikowany i zatrzymany;

3. sprawca nie zostaje zatrzymany w trakcie popetniania kryminalizowanego czynu i
organy $cigania nie sg w stanie go zidentyfikowac, ale zostaje skierowany apel do spoteczenstwa o
pomoc w jego ujeciu.

Zazwyczaj prezentowanym nagraniom towarzyszy wygtaszany przez eksperta komentarz o
podobnych sprawach zakonczonych zidentyfikowaniem sprawcy 1 jego zatrzymaniem. Stwarza to
wrazenie omnipotencji systemu, ktoremu ,,nikt si¢ nie wymknie”. Nie mozna spotkac si¢ z logicznie
rodzacym si¢ pytaniem: skoro system CCTV odstrasza sprawcoOw to w jaki sposob moze dochodzi¢
do czyndw, ktorych zapis jest nastepnie emitowany. Niebagatelne znaczenie w upowszechnianiu
tego Srodka ma tez zaproszenie do wspotudzialu w ,,wymierzaniu sprawiedliwosci” skierowane do
,uczciwych obywateli”. Wspotpraca pomigdzy policja a spoteczenstwem jest niezwykle cenna, a
dzigki wymienionym programom udato si¢ rozwigza¢ wiele skomplikowanych spraw, czasem
nawet po wielu latach.”® Programy te zostaly wspomniane w celu prezentacji tla rosnacej

popularnosci systeméw CCTV.
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http://www.bbc.co.uk/crimewatch/aboutcrimewatch/index.shtml z dnia 11 lutego 2010.
http://www.bbc.co.uk/crimewatch/appeals/cctv.shtml z dnia 11 lutego 2010.
http://www.c-s-i.org/OurHistory.aspx z dnia 11 lutego 2010.

W przypadku Magazynu Kryminalnego 997 mamy do czynienia z inscenizacjami najbardziej prawdopodobnego
przebiegu wydarzen, natomiast materiaty z systeméw CCTYV sg prezentowane m.in. w programie Wezwanie w stacji
TVN Warszawa.

Zgodnie z informacjami zamieszczonymi na stronie internetowej www.c-s-i.org od poczatku istnienia inicjatywy
Crime Stopers informacje uzyskane tg droga pozwolity rozwigzaé 1262669 spraw i aresztowaé 829469 oséb na
catym $§wiecie; stan na dzien 17 lutego 2010r.
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Dobrym przyktadem opisanego zjawiska na gruncie polskim jest emitowany od 18 listopada
2007 r. raz w tygodniu na antenie TVP Warszawa i portalu internetowym policji — www.policja.pl
program ,,TOP Kryminal". Jest to magazyn kryminalny sktadajacy si¢ z materiatow pochodzacych z
warszawskiego systemu monitoringu wizyjnego, ktorym towarzyszy komentarz oficeréw policji z
Komendy Stotecznej Policji. Jak mozemy dowiedzie¢ si¢ z opisu programu zamieszczonego na
stronach internetowych TVP Warszawa ,, Tylko w ,,TOP Kryminale” widzowie beda mogli zobaczy¢
to, co zarejestrowaly policyjne kamery na ulicach stolicy i okolicznych miejscowosci. W nowym
programie nie zabraknie ekskluzywnych tematow i1 fascynujgcych relacji pokazujacych mroczne
strony zycia w wielkiej metropolii. TVP Warszawa wspodlnie z policja pokaze emocjonujace
wydarzenia kryminalne zarejestrowane na zywo w miescie. Widzowie beda mieli okazje zobaczy¢
unikatowe zdjecia dotychczas nigdy nie prezentowane. A policjanci ujawnig, jak ogromne
mozliwosci daje nowoczesny system kamer i jak wplywa on na nasze bezpieczenstwo.
Przestepcy schwytani na goragcym uczynku, interwencje policyjnych zaldég i zaskakujace
scenariusze, ktore pisze zycie to wlasnie ,,TOP KRYMINAL”. %

Roéwniez na swoich stronach internetowych policja zamieszcza zdjecia poszukiwanych 0sob

zarejestrowane przez kamery systemow CCTV. (rys. 7.14.17.15.)

METROPOLITAN i Search Enter your search Go|
POl Working together for a afer London b4 =

home | recruitment | your right to information | crimes | contacts | ask the met | news | local info | about the met | young people | sitemap
Home > Merton > How are we doing > Appeals > Do you know this man?

MPS Home > Merton
« Weton Do youknow this man?

« How are we doing
~ Appeals
Do you know this man?

The police at Merton need your help in identifying the man
shown in the CCTV picture who is wanted in connection

» Missing Persons with a sexual assault

On Saturday 7th July 2007 at approximately 4:15pm., the
16-year-old victim was travelling on the 93 bus heading to
Morden

» News

Reporting crime A
» Non-emergency

The man, who is believed to have boarded the bus in
Wimbledon, sat next to the victim whilst she was talking
on her mobile phone. He told the victim to stop the phone
conversation and started chatting to her. He then
proceeded to sexually assault her.

M2A

Metropolitan Police Authority

YOUR » Were you on the 93 bus at that time?

LOND

» Do you recognise the man in the CCTV picture?

If you have any information that could help police with their enquiries, please call DC Watters
on 020 8649 3137 or to remain anonymous, call Crimestoppers on 0800 555 111

Rys. 7.14. Strona internetowa londynskiej policji ze zdjeciem poszukiwanego nagranym

przez system CCTV.95

% http://www.tvp.pl/warszawa/magazyny/top-kryminal/o-programie z dnia 2 stycznia 2010.

95 http://cms.met.police.uk/met/boroughs/merton/04how_are_we_doing/appeals/do_you_know_this_man
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Rys. 7.15. Poszukiwany za napad na krakowskiego jubilera — zdjecie z nagrania systemu
CCTV.%

Duzy wptyw na rozwoj systeméw CCTV w Wielkiej Brytanii mialy rozwigzania przyjgte w
1994 roku. Home Office podjat wéwcezas bezprecedensowa decyzje o przeznaczeniu wigkszosci
srodkéw majacych wspiera¢ prewencje kryminalng na systemy monitoringu wizyjnego. W 1995
roku 106 lokalnych systemow z terenu Anglii 1 Walii zostalo wspartych kwota 5 milionéw funtéw z
budzetu centralnego i dodatkowymi 18,8 milionami funtéw z budzetéw samorzadow terytorialnych.
W 1996 juz 258 systemoéw otrzymato dotacje z budzetu centralnego w kwocie 17 milionéw funtow,
a w roku nast¢gpnym 15 milionéw funtow.”” W budzecie panstwa na 1999 rok przewidziano za$ juz
153 miliony funtdw na rozwijanie systemoéw CCTV w Anglii 1 Walii oraz dodatkowe 17 milionow
funtow na terenie Szkocji i Irlandii Péocnej.*® To nie jedyne $rodki publiczne, poniewaz kazdy z
systemOw musial by¢ wspotfinansowany przez wladze lokalne ubiegajace si¢ o wsparcie z Home
Office. O tym w jak duzym stopniu rozwdj systemow monitoringu wizyjnego byt dotowany przez
Home Office §wiadcza nie tylko liczby bezwzgledne, ale tez stosunek tego typu wydatkow do
kosztéw ponoszonych w zwigzku z innymi dziataniami prewencyjnymi — stanowig one prawie 80%
budzetu przeznaczanego na zapobieganie przeste;pczos',ci.99 Zwracano uwagg na fakt, ze skierowaniu
znacznych $rodkow finansowych wlasnie na taki $rodek prewencji kryminalnej odbyto si¢
calkowicie bez dowodoéw przemawiajacych za wspieraniem wlasnie takiej formy zapobiegania
przestepczosci. Co wigcej, autorzy pierwszego naukowego raportu zamowionego przez Home
Office z duza rezerwa odniesli si¢ do wplywu kamer na przestepczo$¢ w trzech badanych miastach

100

(Birmingham, King's Lynn i Newcastle).” Pojawiaja si¢ glosy, ze niekorzystne dla zwolennikoéw

96 http://www.tvn24.pl/0,1533754,wiadomosc.html

7 CCTV Challange Competition Paper 1996/1997 Succesfull Bids, Home Office, London 1996

% Crime Reduction Programme CCTV Initiative, Home Office, London 1999

% pease K., op. cit., 5. 979

1% Brown B., Closed Circuit Television in Town Centres: Three Case Studies, Crime Prevention and Detection Series
Paper 73, London 1995.
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CCTV wyniki spowodowaly przesuni¢cie jego ogloszenia z lipca na grudzien 1995 roku, czyli
ponad miesigc po ogloszeniu rozszerzenia rzadowego programu finansowania rozwoju systemow
CCTV.!™ Zaprezentowany weze$niej naturalny mariaz systeméw monitoringu wizyjnego i medidéw
otrzymat w Wielkiej Brytanii dodatkowy impuls ze strony rzadowej. Wprowadzenie centralnego
wspotinansowania systemow CCTV zostalo poprzedzone wydaniem informatora dla organow
samorzadu terytorialnego. Wskazano w nich jak wazne jest zadbanie o wlasciwy PR
przedsiewzigcia: ,nalezy dotozy¢ szczegdlnej staranno$ci przy prowadzeniu kampanii

informacyjnej, ktora moze by¢ fundamentalna dla powodzenia syste:mu”102

oraz uzyskanie poparcia
ze strony lokalnych medidow: ,,pozyskajcie lokalng pras¢ mozliwie wcze$nie, a liderow spolecznosci
wlaczcie do dziatan komitetu zarzadzajacego (...) Lokalna prasa i telewizja powinna by¢ na biezaco
informowana o liczbie aresztowanych i skazanych dzigki nagraniom z kamer”.**

Sposrdod naglosnionych w mediach spraw, w kontekscie ktorych pojawiaty si¢ nagrania z
kamer monitoringu nalezy wspomnie¢ wydarzenia z 20 kwietnia 1999 roku, kiedy to w szkole
sredniej w amerykanskiej miejscowosci Columbine z rgk dwoch uczniow — Erica Harrisa i Dylana
Klebolda zgineto 12 uczniow i jeden nauczyciel, a na koniec obaj popeili samobdjstwo. Kamery
zainstalowane w szkole nie zapobiegly tragedii, ale utrwality m.in. ostatnie chwile Zycia obu

sprawcow, co nastgpnie byto wielokrotnie powtarzane w mediach. (rys. 7.16.)

Rys. 7.16. Sprawcy masakry w Columbine zarejestrowani w stoléwce przez szkolne
kamery.104

Innym przykladem wykorzystania w mediach nagran z kamer systeméw CCTV
przedstawiajacych sprawcow glosnego zdarzenia sg zamachy terrorystyczne dokonane w Londynie
7 lipca 2005 roku, w efekcie ktorych zginely 52 osoby, a 700 zostalo rannych. Kamery

zarejestrowaty czterech sprawcow wchodzacych na stacje w Luton (rys. 7.17.), a takze przed

191 Norris C., Armstrong G., The Maximum Surveillance Society. The Rise of CCTV, Oxford 1999, s. 37.
102 Home Office, CCTV: Looking Out for You, London 1994, s. 32.

108 Tamze, s. 33.

104 http://en.wikipedia.org/wiki/Image:Eric_harris_dylan_klebold.jpg
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rozdzieleniem si¢ w londynskim metrze. Sprawcow wytypowano wprawdzie w trakcie $ledztwa
powybuchowego m.in. na podstawie znalezionych przy ich zwlokach biletow oraz informacji od
rodziny, jednak nagrania pozwolity na odtworzenie ich modus operandi, a jako nosne medialnie

utrwality publiczny wizerunek monitoringu wizyjnego jako skutecznego $rodka walki z
05

Rys. 7.17. Zamachowcy przed wejsciem na stacje kolejowa w Luton.106

Dwa tygodnie pdzniej — 21 lipca, odbyla si¢ w londynskim metrze nieudana proba dokonania
podobnych zamachow. Nagrania z systemu monitoringu wizyjnego niedosztych zamachowcow
(Ramzi Mohammeda, Yasin Hassan Omara, Osmana Hussaina i Muktar Said Ibrahima — rys. 7.18.)
umozliwity ich identyfikacje, pozniejsze aresztowanie i stanowity materiat dowodowy w procesie,

w ktorym cata czworka zostala uznana za winnych zarzucanych im czynow. 107

Rys. 7.18. Autorzy nieudanych zamachow z 21 lipca 2005.108
Nastepnego dnia po nieudanych zamachach z 21 lipca 2005 roku doszilo do tragicznej

pomytki — Jean Charles de Menezes, brazylijski elektryk, zostat omytkowo zastrzelony przez

1% Intelligence and Security Comittee, Report into the London Terrorist Attacks on 7 July 2005, London 2006
106 http://en.wikipedia.org/wiki/lmage:Londonbombing2.jpg

7" Four guilty over 21/7 bomb plot, BBC News 24, http://news.bbc.co.uk/1/hi/uk/6284350.stm

108 http://en.wikipedia.org/wiki/21 July 2005 London_bombings
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policje na stacji metra Stockwell (rys. 7.19.). Zostal on pomylony z poszukiwanym zamachowcem.
Poczatkowo policja informowata, ze brak jest jakichkolwiek nagran z systeméw CCTV, co w
obliczu wszechobecnosci kamer w Londynie budzito powazne watpliwosci mediow 1 opinii
publicznej.’® Zapis z zainstalowanych w metrze kamer pozwolil odtworzy¢ faktyczny przebieg

catego wypadku i zdemaskowac nieprawdziwg wersje zdarzen przedstawiang przez policje;.110

itwv News

Rys. 7.19. Jean Charles de Menezes zastrzelony w londyriskim metrze.111

Inny przyktad glo$nej proby zamachu terrorystycznego ilustrowanej w mediach nagraniami
Z monitoringu wizyjnego miat miejsce w Niemczech 31 lipca 2006 roku. Ladunki wybuchowe o
potencjalnym razeniu porownywalnym z *ladunkami uzytymi rok wcze$niej w Londynie
pozostawione w dwdch pociagach ruszajacych z dworca w Kolonii z powodu wady konstrukcyjnej
nie eksplodowaly. Zarejestrowano natomiast niedosztych zamachowcé4w kiedy pakowali swoje
,bagaze” do pociggow. Na podstawie nagran z dworcowych kamer Dschihad Hamad i Youssef
Mohamad al-Hajdib zostali zidentyfikowani. Nie powstrzymato to ich przed wyjazdem tego
samego dnia poza granice Europy, ale dzigki wspolpracy z libanska stuzba bezpieczenstwa obaj
zostali zatrzymani.™?

Zdarzaja si¢ przypadki, w ktorych pomimo znacznej liczby kamer systemu CCTV brak jest
nagrania dokumentujacego interwencj¢ funkcjonariuszy mogacego stawia¢ ich w niekorzystnym
swietle. Gtosnym przypadkiem jest historia, ktoéra miata miejsce 14 pazdziernika 2007 roku na
lotnisku w Vancouver. Czterdziestoletni Robert Dziekonski, ktory przylecial z Polski do swojej
matki po 10-godzinach czekania w hali bagazowej zaczat si¢ zachowywac agresywnie, na co policja
zareagowata uzyciem paralizatora wskutek czego Polak zmart. W celu ujawnienia faktycznego
przebiegu zdarzen, sprzecznego z wyjasnieniami uczestniczacych w nim funkcjonariuszy

wykorzystano nagrania wideo wykonane przez przypadkowego pasazera — Paula Pritcharda (rys.

199 Wright S., No CCTV to reveal why police shot Brazilian, Daily Mail 13.08.2005.

10 stockwell One Investigtion into the shooting of Jean Charles de Menezes AT Stockwell underground stadion on 22
July 2005, London 2007, s. 19

111 http://news.sky.com/skynews/article/0,,30000-13414373,00.html

12 | atsch G., Kleinhubbert G., Meyer C., Stark H., Steinvorth D., Ulrich A., Alptraum der Fahnder, Der Spiegel
35/2006 28.08.2006.
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Rys. 7.20. Robert Dziekonski na lotnisku w Vancouver po uzyciu paralizatora przez
policje.114

W nocy z 22 na 23 lipca 2006 roku w miejscowosci Exeter w Wielkiej Brytanii miat miejsce
gwalt 1 brutalne pobicie czterdziestoosmioletniej kobiety. Oskarzony, a nastepnie skazany na kare
podwdjnego dozywocia zostat dwudziestopigcioletni poznaniak Jakub T. Gloéwnymi dowodami w
sprawie byla analiza DNA nasienia zabezpieczonego na miejscu zdarzenia i nagrania z kamer
systemu monitoringu wizyjnego.'*® Ten i opisane wezeéniej przypadki stanowia jedynie najbardziej
,medialne” zdarzenia $ledzone przez opini¢ publiczng ze szczegdlnym zainteresowaniem z powodu
wagi zarejestrowanych wydarzen (zamachy terrorystyczne), ich nietypowosci (masakra w szkole),
czy naruszenia uprawnien przez funkcjonariuszy majacych sta¢ na strazy prawa i porzadku. Biorac
pod uwage liczbe kamer w samej Wielkiej Brytanii material przez nie rejestrowany to dziesigtki
milionéw godzin kazdego dnia. Mozna z prawdopodobienstwem graniczagcym z pewnoscig zatozyc,
ze w tak duzej ilosci materialu zawsze znajdzie si¢ wystarczajgco nagran, ktore dzieki swojemu
charakterowi mogg zainteresowa¢ media i ich odbiorcow.

Przedstawiajac histori¢ monitoringu wizyjnego i zjawisko zwigkszenia liczby systemow
CCTV nalezy wspomnie¢ o jego polityczno-ekonomicznym tle. Gwaltowny rozwoj systemow
CCTYV, ktoérego poczatek przypada na lata dziewigédziesigte XX wieku bywa niekiedy taczony z
zakonczeniem zimnej wojny. Wydatki na zbrojenia ponoszone przez panstwa po obu stronach
zelaznej kurtyny doprowadzity do powstania przemystu militarnego zatrudniajacego dziesiatki
tysiecy pracownikow i1 kumulujacego pokazny zysk dla akcjonariuszy. Kiedy upadt przeciwnik,
ktory uzasadnial gigantyczne zbrojenia z dnia na dzien podwazony zostal sens ponoszenia
zwigzanych z tym wydatkow. Zaczeto moéwic o tzw. dywidendzie pokojowej, czyli
oszczedno$ciach, ktore mozna przeznaczy¢ na polepszenie edukacji i1 opieki zdrowotne;j.

Dywidenda ta dla przemystu zbrojeniowego oznaczala jednak bardziej zagrozenie niz mozliwosc¢,

3 Zarzuty dla kanadyjskich policjantéw po Smierci Polaka? http://serwisy.gazeta.pl/swiat/1,34223,4695331.html
114 http://www.chc.ca/canada/british-columbia/story/2007/11/14/bc-taservideo.html
115 sz0stak V., Dozywocie - jest wyrok ws. Jakuba T., Gazeta Wyborcza 28.01.08, .2
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zgodnie z teza, ze ,trudno w ciggu jednego dnia przestawi¢ profil produkcji z pociskow na
lekarstwa”."'® Dylemat ten zostal rozwiazany poprzez reorientacje - wykorzystanie technologii
militarnych, ale w sektorze bezpieczenstwa wewnetrznego. Dwa miedzynarodowe koncerny
produkujace bron juz w 1989 roku zawarty kontrakt z Home Office na dostarczenie technologii
nigdy wczesniej nie implementowanych w sektorze cywilnym. Lord Prior prezes jednej z nich
(GEC-Marconi) jasno zdefiniowat cel kierowanej przez siebie korporacji: ,,bgdziemy dalej szukali
mozliwo$ci wykorzystania na rynku cywilnym technologii, w ktérych jesteSmy ekspertami. (...)
pomyslna adaptacja rozwigzan militarnych dla odbiorcow cywilnych daje nam pewno$¢, ze
elastycznie mozemy wdrazaé posiadane technologie do innowacyjnych celow.”*” Produkty i
technologie militarne zostaly zastosowane dla celéw penitencjarnych i policyjnych, aby z czasem
przeniknag¢ do sektora prywatnego tworzac zupelnie nowy segment rynku. Wcze$niejsze
zastosowania wojskowe dawaty klientom swoistg gwarancje skutecznosci, czasem bez refleksji
dotyczacej odmiennych zalozen prowadzenia dzialan zbrojnych w stosunku do zarzadzania
bezpieczenstwem w czasie pokoju. Paradoksalne jest to, ze po zwycigstwie odniesionym przez
,jasng strong¢ mocy” (uzywajac retoryki Ronalda Regana) przekierowata ona swoja aktywno$¢ na
wiasnych obywateli stosujac wobec nich narzedzia inwigilacji pochodzace prosto z arsenatu stuzb
bezpieczenstwa bloku wschodniego przedstawianych przed 1989 rokiem jako aparat terroru i
opresji.

Wzrostowi liczby kamer towarzyszy wysoka ocena ich przydatnosci ze strony opinii
publicznej oraz domaganie si¢ rozszerzania systemu na jeszcze nieobjete nim rejony. Mato kto
zwraca uwage na wszechobecnos$¢ kamer, ktora jeszcze kilka lat temu mogta wydawacé si¢ wizja
rodem z ,Roku 1984”. Zaprezentowany proces ,,wrastania” kamer w zycie spoleczne mozna
uzupelni¢ obrazowym zestawieniem uzytym przez Wendy M. Grossman czlonka zarzadu
pozarzadowej organizacji Privacy International. Porownuje ona stopniowe zwickszanie liczby
kamer do gotowania zaby, ktora przy powolnym podgrzewaniu nie zorientuje si¢, ze co$ si¢ wokot
niej zmienia: ,Jezeli spytalibySmy ludzi w 1990 roku czy 2 miliony kamer to dobry pomyst,
najprawdopodobniej powiedzieli by NIE.”**8
Rodzaje systemOw monitoringu wizyjnego

Podstawowe kryterium podziatu systemow monitoringu wizyjnego stanowi sposob postepowania
z obrazem przekazywanym przez kamery do centrum odbiorczego. Mozna wyrdzni¢ trzy

najczestsze rozwigzania:

1. w centrum odbiorczym znajduja si¢ operatorzy $ledzacy (w sposob nieprzerwany lub tylko w

118 Markusen A., Yudken J., Dismantling the Cold War Economy, London 1992, s. 36.

Y7 Lilly J.R., Knepper P., An International Perspective on the Privatisation of Corrections, The Howard Journal vol.31
1992, s. 184.

18 ) arsen K., Orwellian state of security — CCTV, Infosecurity vol.6 issue 6, September-October 2009, s. 16-19.
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okreslonych godzinach) na monitorach trafiajace z kamer obrazy, ktore moga by¢ rejestrowane w
celu pdzniejszego wykorzystania;

2. brak operatorow — obraz jednak zostaje rejestrowany;

3. nie dokonywana jest rejestracja, ani nie ma operatoréw w centrum odbiorczym.

Kazde z tych rozwigzan moze mie¢ rozne podtypy, np. zamiast operatoréw, ktorych
glownym zadaniem jest obserwowanie obrazu z kamer mogga to robi¢ pracownicy, ktérzy maja inne
zadania, a pomiedzy nimi tylko ,,zerkaja” na monitory. Ma to miejsce np. w czeéci systemow
policyjnych, kiedy oficer dyzurny wykonujac swoje podstawowe obowigzki ma nieprzerwany
podglad na nadzorowany przez kamery teren, lub w sklepach, w ktorych obraz z kamer
umieszczonych w roznych punktach jest widoczny dla osoby obstugujacej klientow zza lady. Z
kolei trzecie z zaprezentowanych rozwigzan pojawia si¢ np. w niektdrych systemach osiedlowych, z
ktérych obraz jest transmitowany przez kanat lokalnej telewizji - mieszkancy moga obserwowac co
si¢ dzieje w ich sgsiedztwie 1 w razie zidentyfikowania zagrozenia informowa¢ o nim odpowiednie
stuzby. System taki, najblizszy panoptykonowi, funkcjonuje w angielskiej miejscowosci
Doncaster,'** jak réwniez na jednym z tréjmiejskich osiedli.*?°

Trudno moéwic o czwartym typie, a bardziej o karykaturze systeméw CCTV na przyktadzie
miejskiego monitoringu wizyjnego w Moskwie. W Moskwie milicja ma do swojej dyspozycji okoto
80 tysiecy kamer. Jednak, co wyszto na jaw dzicki spostrzegawczosci jednego z funkcjonariuszy,
znaczna czg$¢ z nich byla zastapiona atrapami. Zaskoczylo go to, ze w transmisji ,,na Zywo” ze
swojej ulicy zobaczyt niedawno zburzony dom (!). Okazato si¢, Ze na posterunki milicji zamiast
przekazu z ulic trafial wczeéniej nagrany w tych miejscach film — wprost z biura przedsigbiorcy,
ktory dzigki swojemu ,kreatywnemu rozwigzaniu” zwielokrotnit zysk. Wirtualny system
funkcjonowat przez ponad pot roku.'? Oczywiscie trudno by byto o taka mistyfikacje bez
wspotdzialania z milicjantami, ktorzy na pytania pokrzywdzonych pytajacych si¢ o nagrania
sprawcow réznych przestgpstw odpowiadali, Ze maja nagrania, ale obraz jest ,,niewyrazny’.
Najprawdopodobniej udziat w zysku przekonat do wspdipracy osoby mogace zatuszowac tg sprawe.
W trakcie $ledztwa wyszto na jaw, ze przedsigbiorczy 32-letni Rosjanin dodatkowo za pomoca
wirusow atakowal systemy operacyjne konkurentow na rynku CCTV, co jeszcze bardziej
ograniczato mozliwos$ci monitorowania Moskwy.122

Stosujgc najprostsze kryterium techniczne systemy CCTV mozna podzieli¢ na stacjonarne i
mobilne. Pierwsze z nich tworza zainstalowane na state kamery, natomiast systemy mobilne

sktadaja si¢ z kamer, ktore mozna zainstalowa¢ w dowolnym miejscu, a obraz z nich moze trafia¢

19 Norris C., Armstrong G., op. cit., s. 43.

120 Informacje whasne autora.

21 Moskiewski monitoring byt fikcjq. Przez pot roku, http://www.4safe.pl/?sp=informacje/news/more&n=17641 z dnia
15 lutego 2010 .

122 Radziwinowicz W., Raz, dwa, trzy Wielki Brat nie patrzy, Gazeta Wyborcza z 13 stycznia 2010 r., s. 5.
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na ekrany zarowno centrum odbiorczego zlokalizowanego na state w jednym miejscu, jak i
mobilnego znajdujacego si¢ w tylnej czesci specjalnie dostosowanego samochodu dostawczego
(rys. 7.10.). Systemy mobilne wykorzystywane sg czesto przy zabezpieczaniu imprez masowych:
meczOow pitkarskich, koncertow, demonstracji. Od kilku lat mobilne systemy monitoringu
zabezpieczajg Oktoberfest — doroczne $wigto piwa odbywajace sie¢ w stolicy Bawarii. W 2006 roku

na szeroka skalg systemy mobilne zostaly wykorzystane w trakcie mistrzostw $§wiata w pitce noznej

w Niemczech.?®

Rys. 7.2. Wnetrze centrum odbiorczego.124

Systemy mogg sktada¢ si¢ z kamer widocznych dla kazdego lub dodatkowo oznaczonych
czytelnymi znakami (co niekiedy jest wrecz prawnie wymagane), ale niekiedy administratorom
zalezy na uzyskaniu materialu w drodze dziatan prawie o charakterze tajnym. Dobry przyktad
stanowi instalacja ukrytych kamer na zlecenie zarzadcy nieruchomosci komunalnych w angielskim
miescie Hull. Prywatni detektywi uzyskali tym sposobem dowody na nielegalny obrot substancjami
odurzajacymi przez jednego z mieszkancow co pozwolito uzasadni¢ jego eksmisjq.125 Czgsto ukryte
kamery s3 instalowane przez pracodawcéw w celu nadzorowania personelu. Wywiady
przeprowadzone na niewielkiej probie przedsigbiorcow wykazaly, ze co czwarty z nich korzysta z
ukrytych kamer w celu kontrolowania swoich pracownikow.'?® Juz w 1996 roku David Fletcher
prezes zarzadu Brytyjskiego Stowarzyszenia Sektora Bezpieczenstwa (British Security Industry
Association) szacowatl roczne wydatki brytyjskich pracodawcow na sprzet stuzacy ukrytemu

nagrywaniu pracownikéow na kwote 12 milionéw funtow.'?’

Kamery takie majg shuzyc
kontrolowaniu tego, co robig oni w trakcie czasu pracy bez §wiadomosci bezposredniego nadzoru
ze strony przelozonych, czy wypelniaja swoje obowiagzki, a w przypadku zadan zwigzanych z
obrotem gotéwka (m.in. kelner, kasjer) czy nie dziatajg na niekorzys¢ swojego pracodawcy lub jego
klientow.

Kamery mogg by¢ instalowane jako nieostonigte lub w trudnych do zniszczenia obudowach,

123 \Weichert T., Wieviel und welche Sicherheit vertrigt der Sport? Fiir eine datenschutzvertrigliche FufSball-\WM,
https://www.datenschutzzentrum.de/polizei/weichert_wm.htm

124 www.securitypark.co.uk/article.asp?articleid=1832

125 Norris C., Armstrong G., op. cit., s. 43.

126 MccCahill M., Norris C., Watching the Workers: Crime, CCTV and the Workplace, w: Davis P., Jupp V., Francis P.
(red.) Invisible Crimes, London 1999.

127 Norris C., Armstrong G., op. cit., s. 49.
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czesto majacych za zadanie nie tylko chroni¢ je przed uszkodzeniem, ale uniemozliwi¢ §ledzenie
przez osoby trzecie ich ruchu (np. poprzez zastosowanie w obudowie tzw. lustra weneckiego).
Czgsto wykorzystywane sg atrapy kamer (ang. dummie cameras — ghlupie kamery) do zludzenia
przypominajgce prawdziwe. Niektore z nich sg dodatkowo zaopatrywane w czujniki ruchu

aktywujace silniczek poruszajacy kamerg co zwigksza ztudzenie autentycznosci. (rys. 7.9.)

) v oW TR T e SR O

Rys. 7.9. Atrapa kamery.128

Wykorzystywanie atrap moze prowadzi¢ do nieprzewidzianych konsekwencji. Zazwyczaj
profesjonalni sprawcy zdajg sobie sprawg¢ z faktu, ze maja do czynienia ze ,,straszakiem”. Reszta
obywateli moze nie rozpoznajac atrap mie¢ falszywa nadziejg, ze kiedy co$ si¢ stanie zostanie to
dostrzezone przez operatora co spowoduje sprawng reakcje odpowiednich stuzb. Jednym z
najgtosniejszych przypadkéw, w ktorych sprawcy byli §wiadomi catkowitej nieszkodliwosci
systemu byt napad na jedng z placowek handlowych na londyfskim lotnisku Heathrow. Sprawcy,
ktorych tupem padt milion funtow szterlingdéw na drodze dojscia mijali wiele kamer, podobnie na
parkingu, gdzie czekal na nich samochdd. Jednak w trakcie $ledztwa okazalo sie, ze wszystkie
kamery, ktore mogty ich zarejestrowac byly atrapami.129 Rowniez w Warszawie atrapy kamer nie
zdaly egzaminu — nie odstraszyly przed zdemolowaniem licznych rzezb w brédnowskim Parku
Rzezby. '

Obecnie wykorzystywane systemy czesto pozwalajg aktywnie sterowaé kamerami (w
odrdznieniu od kamer stacjonarnych nazywanych tez stalymi, ktdre nie posiadaja opcji sterowania)
1 dokonywanie doktadnych zblizen. Mozliwa jest praca kamer nie tylko w ciggu dnia, ale réwniez w
trybie nocnym przy wykorzystaniu np. podczerwieni. Niektore systemy wyreczaja obstuge, poprzez
obserwowanie terenu wedlug zaplanowanego schematu, co nie wyklucza przejecia kontroli nad
ruchem wybranej kamery przez operatora lub samoczynne wiaczanie si¢ przy wykryciu ruchu lub

zmiany temperatury. Mozliwe jest potaczenie kamer z mikrofonami, ktére pozwolityby doda¢ do

128 http://www.security2020.com/sec2020sc20450d.htm

2 McCahill M., Norris C., CCTV in London, Hull 2002, str. 9

B0 mdaw/roody, Atrapy kamer nie ochronily Parku Rzezby. Bedzie remont i monitoring, http://www.tvnwarszawa.pl/-
1,1643881,0,,atrapy_kamer_nie_ochronily_parku_rzezby bedzie_remont_i_monitoring,wiadomosc.html
sprawdzone 11 kwietnia 2010 r.
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przekazywanego obrazu foni¢. Umozliwia to zarowno lepsza ocene¢ charakteru obserwowanych
zdarzen oraz uzyskanie bardziej wartosciowego materiatu dowodowego. Obroncy swobodd
obywatelskich wskazuja jednak na zagrozenie jeszcze szersza ingerencja w sfere prywatng

obywateli.**

Odpowiedz na glosy sprzeciwu wobec naruszania prawa do prywatnosci,
gwarantowanego m.in. przez pierwszg poprawke do amerykanskiej konstytucji, brzmi nastepujgco:
,Zapewnienie bezpieczenstwa spotecznosci ma znacznie wyzsza warto$¢ niz  wolno$ci
obywatelskie”.** Warto zwrdci¢ uwage na ten argument, poniewaz stanowi czeste uzasadnienie dla
wprowadzania nowych srodkéw bezpieczenstwa mogacych narusza¢ prawo do prywatnosci. System
monitoringu dzwigkowego pozwalajac operatorowi ,,podstuchiwac¢” osoby znajdujace si¢ w zasiggu
pracy mikrofonu zostat wykorzystany m.in. w trakcie modernizacji stadionu w Polkowicach.'*
Przyktadem zaawansowanego systemu wykorzystujacego sprzegnigcie wizji z fonig jest
SENTRI (Smart Sensor Enabled Neural Threat Recognition and Identification — inteligentny
czujnik umozliwiajacy neurologiczne rozpoznanie i identyfikacj¢ zagrozen) opracowany przez
firm¢ Safety Dynamics. Jest to zintegrowany z kamerg zestaw trzech mikrofonow, ktore
»Wylawiaja” z otoczenia zapisane w systemie dzwicki, lokalizuja ich zrodlo, a nastgpnie
przekierowuja na nie kamere i alarmuja obstuge centrum odbiorczego. Dzwigkami podnoszacymi
alarm moga by¢ strzaly z broni palnej, eksplozja materiatow wybuchowych, ale takze halas

spowodowany pila ‘lafncuchowa, czy nawet silnikiem samochodowym.'**

Pierwotnym
przeznaczeniem SENTRI jest jednak zastosowanie w celu zapewnienia bezpieczenstwa publicznego
— system jest wykorzystywany m.in. przez policje w Chicago. W miescie tym na obszarach, na
ktorych operuja gangi uliczne czgsto uzywajace broni palnej, zainstalowano 80 takich zestawdw

(rys. 7.3.).

B1 Reichgott M., Law enforcement takes surveillance to audio level, http://www.usatoday.com/travel/2005-07-05-

electroniccrime_x.htm?csp=34

132 Reichgot M., Chicago Pairing Surveillance Cameras with Gunshot Recognition Systems Audio data to detect

gunfire will train cameras on the scene and auto-call 911

http://www.securityinfowatch.com/root+level/1279235?pageNum=3 z dnia 2 stycznia 2010.

133" Wittich P., Akademia Monitoringu Wizyjnego wystgpi w roli eksperta przy modernizacji stadionu w Polkowicach,
http://www.specialisedprojects.com.pl/aktualnosci.php; do rejestracji obrazu z fonig zostali zobowigzani przez
polskiego ustawodawce organizatorzy imprez masowych — wigcej na ten temat w rozdziale nt. Regulacji prawnych

B34 http://www.safetydynamics.net/

40



l...-.I_.‘ ‘...-;;;-’| ! X

Rys. 7.3. Kamery miejskiego systemu CCTV (dwa pierwsze zdjecia) i zestaw SENTRI
zamontowane na ulicy w Chicago!35

SENTRI bylo testowane takze w innych amerykanskich miastach (Los Angeles, San
Francisco, Phoenix, Oklahoma City, Baltimore, Philadelphia i Atlanta), jak i w meksykanskiej
Tijuanie. Tworca SENTRI, profesor Ted Berger obiecuje ,nauczy¢” swoj system takze
rozpoznawania w ulicznym zgietku takich stéw, jak ,,materialy wybuchowe” i , katasznikow”."*® W
trakcie masakry na uczelni Virginia Tech w dniu 16 kwietnia 2007 roku jeden ze studentéw Seung-
Hui Cho zastrzelit 32 osoby i ranit 23 kolejne.le’7 Kiedy opadla cz¢§¢ emocji z nig zwigzanych
pojawily sie glosy, ze gdyby na kampusie, gdzie doszto do tej tragedii, byt zainstalowany system
lokalizujacy strzaly z broni palnej mozna by zapobiec przynajmniej czesei ofiar.*®

Komputerowa analiza dzwickéw rejestrowanych przez mikrofony sprzezone z kamerami
zostala wykorzystana w holenderskim miescie Groningen. Tamtejszy system miejskiego
monitoringu wizyjnego zostal w listopadzie 2006 roku uzupetniony o monitorowanie dzwigkowe.
System opracowany na Uniwersytecie Groningen nazwano Sound Intelligence (Wywiad
Dzwigkowy). Jego zadaniem jest wychwytywanie agresji w glosie przechodniow i alarmowanie
operatorow kamer o takich wydarzeniach. Umozliwia to fakt, Ze agresywnym zachowaniom
towarzyszy wzrost napigcia krtani, znieksztalcajacy w specyficzny sposob dzwigki wytwarzane

przez struny glosowe. Systemem sg zainteresowane inne holenderskie miasta oraz zarzad

135 Dwa zdjecia ze zbiordw autora, trzecie: www.securityinfowatch.com/online/CCTV--and--Surveillance/Chicago-
Pairing-Surveillance-Cameras-with-Gunshot-Recognition-
Systems/4628SIW427&h=385&w=250&sz=14&hl=pl&start=5&um=1&tbnid=nVxierZoRXINPM:&thbnh=123&thn
w=80&prev=/images%3Fq%3DSmart%2BSensor%2BEnabled%2BNeural%2BThreat%2BRecognition%2Band%2
Bldentification%2B%26svnum%3D10%26um%3D1%26h1%3Dpl%26client%3Dfirefox-
a%26rls%3Dorg.mozilla:pl:official%26sa%3DN

136 Rayner A., Gangs fear camera that focuses on guns,
http://www.timesonline.co.uk/tol/news/world/us_and_americas/article513454.ece

BT http://en.wikipedia.org/wiki/Virginia_Tech_massacre

138 | yon A., High-tech Tuscon system could have helped police at Virginia Tech, KVOA News 4, Tucson, Arizona, 19
kwietnia 2007, s. 1.
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holenderskiej kolei.**®

Inne zastosowanie przekazywania dzwigku na odleglto$¢ wykorzystano m.in. w Ipswich i
Londynie, gdzie gtos jest przekazywany w odwrotnym kierunku — przez mikrofon zainstalowany
przy stanowisku operatora do gtosnika zainstalowanego przy kamerze. Umozliwia to zwracanie
uwagi osobie naruszajacej porzadek, u§wiadomienie jej, ze jest obserwowana. Uwaga operatorow
kamer (i mikrofonow) skupia si¢ na zakldceniach porzadku, takich jak: spozywanie alkoholu w
nieprzeznaczonych do tego miejscach, czy $miecenie w miejscu publicznym, czyli czynach nie
bedacych przestgpstwami, co najwyzej wykroczeniarni.140 Jeden z zakladanych scenariuszy

wydarzen zostal opracowany przez tworcow systemu (rys. 7.4.).

1 Przechadzieh 7ostawia nnezke na lawee 7 Kamera Procze 7ahraé nuezke”

3. Kamera ,,Kosz jest za budka

telefoniczna”

Rys. 7.4. Przyklad dzialania systemu kamer potaczonych z glosnikami.14!

Kamery moga by¢ tez ltaczone z urzadzeniami wykorzystujacymi promieniowanie
Roentgena tworzac tzw. skanery. Umozliwia to nie tylko zapoznanie si¢ z zawarto$ciag bagazu
podroznych na lotniskach (wykorzystywane to jest od wielu lat na calym $wiecie), ale takze z
przenoszonymi przez nich przedmiotami, takimi jak bron, czy materiaty wybuchowe.
Promieniowanie o odpowiedniej dtugosci fal ,,skanuje” osobe co pozwala na ekranie obejrzec
zdjgcie bez ubrania i dzigki temu sprawdzi¢ co znajduje si¢ pod nim. BBC i prasa brytyjska
informowaty o pracach nad tego typu systemami prowadzonych przez Home Office. Sg one obecnie

wykorzystywane na niewielkg skale na lotniskach, ale testowane takze na dworcach kolejowych 1

39 Big brother is listening to you, New Scientist nr 2578 z 21 listopada 2006, s. 27

10 Talking CCTV heading to Ipswich,
http://www.bbc.co.uk/suffolk/content/articles/2007/04/04/rob_dunger_cctv_feature.shtml; Talking' CCTV scolds
offenders,http://news.bbc.co.uk/2/6524495.stm&h=360&wW=406&sz=49&hl=pl &start=32&um=1&tbnid=k28Qs0E
GoxRgzM:&thnh=110&tbnw=124&prev=/images%3Fq%3Dcctv%2Bimages%26start%3D18%26ndsp%3D18%26s
vhum%3D10%26um%3D1%26h1%3Dpl%26client%3Dfirefoxa%26rls%3Dorg.mozilla:pl:official%26sa%3DN

141 tamze
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stacjach metra. System zostal nazwany ,.clektroniczna rézdzka” (electronic wand), wzbudzajac
wiele watpliwos$ci dotyczacych granic ingerencji w prywatno$¢ nieSwiadomych niczego obywateli
(jak wida¢ na rys. 7.5. zakres naruszenia intymnosci jest znaczny), jak i samej efektywnosci. Przede
wszystkim  dlatego, ze wymaga pozostawania w cigglej gotowosci funkcjonariuszy
interweniujacych bezposrednio po zidentyfikowaniu przedmiotu podobnego do pistoletu lub innej
broni. Jest to mozliwe np. na terenie portow lotniczych, ale wigze si¢ z dodatkowymi kosztami —
przede wszystkim zatrudnienia personelu — w przypadku innych miejsc, gdzie miatby by¢
wykorzystywany jak np. stacje metra, kolei, czy na otwartej przestrzeni.'* Nieudana proba
zamachu z wykorzystaniem fadunku wszytego w bielizng 1 pozbawionego elementow metalowych,
ktora podjat Umar Farouk Abdul Mutallab w samolocie lecacym 25 grudnia 2009 r. z Amsterdamu
do Detroit'*® wywotata ponowne zainteresowanie wykorzystaniem skaneréw. Mozna przypuszczaé,
ze kolejne kraje beda je wprowadzaé jako obowigzkowy $rodek bezpieczenstwa na lotniskach —
zapowiedzialy to juz rzady Holandii, Nigerii i Wielkiej Brytanii.'** Pozostaje jednak bez
odpowiedzi pytanie, w jaki sposob obsluga skanerow bedzie rozpoznawala ,,nietypowe” elementy
ubioru — materiat wybuchowy wszyty w bielizne¢ niedoszlego zamachowca stanowita paczuszka o

. 145
wadze 80 gramow.

Mozliwo$¢ wychwycenia takiej osoby istniataby, gdyby pod jej ubraniem
znajdowat si¢ np. przedmiot przypominajacy bron, zbiorniki z ptynem, lub rzeczy, ktoérych ksztatt
odbiega od normy byty przymocowane do ciala. W pierwszych doniesieniach medialnych pojawity
si¢ informacje o tym, ze Abdul Mutallab miat tadunek przymocowany do nogi, co pdézniej zostato
zdementowane.'* Gdyby taki przypadek mial miejsce obstuga skanera moglaby zwréci¢ na niego
uwage. Technologia ta budzi wiec nie tylko watpliwo$ci zwigzane z jej ingerencja w prywatnosc,
ale takze potencjalng skuteczno$¢ zapobiegania atakom terrorystycznym, co bylo jednym z
powoddw rezygnacji z ich wykorzystywania na londyfskim lotnisku Heathrow.'*’ Nieoczekiwanie

dla tworcow systemu ,,nagich skaneréw” ze wzgledu na wysoka jako$¢ obrazu pojawity sie tez

zarzuty lamania przepisOw o pornografii dziecigcej. Na lotnisku w Manchesterze ze wzgledu na

2 Could X-ray scanners work on the street? http://news.bbc.co.uk/1/hi/magazine/6309917.stm

143 (s

Al-Kaida: bomba nie wybuchta z powodu wady technicznej ORGANIZACJA BIERZE ODPOWIEDZIALNOSC
ZA NIEUDANY ZAMACH http://www.tvn24.pl/0,1635632,0,1,al_kaida-bomba-nie-wybuchla-z-powodu-wady-
technicznej,wiadomosc.html z dnia 2 stycznia 2010.

Call for full body scanners after Detroit terror attack
http://www.breakingtravelnews.com/news/article/Call-for-full-body-scanners-after-detroit-terror-attack/ z dnia 2
stycznia 2010.

145
2. prot Jak Abdulmutallab chcial wysadzié samolot i dlaczego mu sie nie udato
http://wiadomosci.gazeta.pl/Wiadomosci/1,80708,7404125.html z dnia 2 stycznia 2010.
146
3. Detroit airliner incident 'was failed bomb attack' http://news.bbc.co.uk/2/hi/8430612.stm

Rayner G., Millward D., Detroit terror attack: delay over airport X-ray scanners 'risking lives'
http://www.telegraph.co.uk/news/uknews/terrorism-in-the-uk/6913111/Detroit-terror-attack-delay-over-airport-X-ray-
scanners-risking-lives.html z dnia 2 stycznia 2010.
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takg mozliwo$¢ zrezygnowano ze skanowania dzieci i mtodziezy. 148

Rys. 7.5. Obraz uzyskany dzieki uzyciu ,elektronicznej rozdzki”.149

Szerokie spektrum mozliwosci moze przynies¢ potaczenie systemOw monitoringu z
programami komputerowymi analizujagcymi obraz przekazywany do centrum odbiorczego. Za
pierwszy system wykorzystujacy automatyczng analiz¢ obrazéw uznawany jest system
rozpoznawania tablic rejestracyjnych pojazdow (Automatic Number Plate Recognition System -
ANPRS) wykorzystany w londynskim systemie bezpieczenstwa noszacym nazwe ,,Stalowy krag*
(Ring of steel). System ten powstal po serii zamachéw bombowych dokonanych na poczatku lat
dziewigédziesiatych XX wieku przez Irlandzka Armi¢ Republikanska na terenie Wielkiej Brytanii.
Bezposrednig przyczyng byt zamach z 24 kwietnia 1993 roku przy Bishopsgate w londynskim City,
czyli w samym sercu finansowym Imperium. Spowodowal on $mier¢ jednej osoby, obrazenia u 44
0sOb 1 straty siggajace miliarda funtow szterlingdw. 10 Stalowy krag tworzy kilkuset kamer
zainstalowanych na zwezonych w tym celu ulicach wjazdowych do City. Na kazdym wjezdzie sa
zainstalowane przynajmniej dwie kamery — jedna rejestrujgca tablice rejestracyjne, druga kierowce i
pasazera. Sg one polaczone z systemem komputerowym identyfikujacym je automatycznie. Kiedy
poszukiwany samochdd (np. ukradziony) zostaje zidentyfikowany podnoszony jest alarm.
Operatorzy sa tez poinformowani, kiedy zostaje zidentyfikowane ,,podejrzane* zachowanie, takie
jak proba jazdy zta strong drogi, lub pod prad ulica jednokierunkowsg, czy nieopuszczenie

151

monitorowanego obszaru po przewidzianym czasie.”" Londynski ANPRS rozbudowany w drugiej

Cieslak D., "Nagie skanery" tamig przepisy o pornografii dziecigcej?
http://technologie.gazeta.pl/technologie/1,82011,7424972, Nagie_skanery__lamia_przepisy_o_pornografii_dzieciecej_.
html z dnia 7 stycznia 2010.

149 www.thesun.co.uk/sol/homepage/news/article30157.ece z dnia 20 lutego 2010r.

10 Schmidt W.E., 1 Dead, 40 Hurt As a Blast Rips Central London, The New York Times, 25.04.1993

151 Stephen G. (red.), Cities, War and Terrorism: Towards an Urban Geopolitics, Malden, Oxford, Carlton 2004, s. 281-
284.
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potowie lat dziewig¢cdziesigtych jest w stanie zanalizowa¢ do 5000 tablic rejestracyjnych w
przeciagu minuty™?. Rozszerzenie zasiegu ANPRS na wszystkie drogi krajowe w Wielkiej Brytanii
bylo czescig programu pod nazwa: ,,Odmowa korzystania z drogi przez przestepcow” (Denying
Criminals the Use of the Road). Jego zalozeniem bylo zbieranie w centralnej bazie danych o
kradzionych pojazdach w celu natychmiastowego identyfikowania ich na drogach objgtych
zasiggiem kamer i zatrzymywania przez powiadomionych o tym funkcjonariuszy policji.*>®
Oczywiscie ANPRS bedzie w stanie zareagowac jedynie na pojazdy, ktorych tablice rejestracyjne
nie zostaty zmienione. Automatyczne rozpoznawanie i rejestracja na tasmie filmowej eliminuje tez
pomytki popelnianie we wczesniejszych dekadach, kiedy zapisane przez policjantow numery
rejestracyjne samochodow czesto zawieraly bledy, co chronito naruszajacych normy prawne przed
odpowiedzialnoscia karna.”®* ANPRS wykorzystywane sa obecnie w wielu krajach, m.in. w Polsce.
W Warszawie zainstalowanych jest obecnie kilkadziesigt kamer podtaczonych do odpowiedniego
oprogramowania. Z rozwigzan takich korzystaja nie tylko organy $cigania, ale takze podmioty
prywatne, m.in. operatorzy platnych autostrad, zainteresowani sprawdzeniem, czy wtlasciciele
pojazdoéw z nich korzystajacych uiscili optate abonamentowa (rys. 7.6.). Uzywanych przez policje
na szeroka skal¢ wideoradarow, czyli aparatow rejestrujacych pojazdy przekraczajace dozwolong
predkos¢ nie zalicza si¢ do systemow CCTV. Nie przekazuja one bowiem obrazu w czasie
rzeczywistym do centrum odbiorczego, a jedynie dokumentuja naruszenie przepisOw ruchu
drogowego w celu ulatwienia pozniejszej egzekucji sankcji. Podobnie przedstawia si¢ zasada
funkcjonowania tzw. kamer czerwonego $wiatta (red light cameras) popularnych zwiaszcza w
Ameryce Polnocnej. Rejestruja one przypadki przejezdzania na czerwonym S$wietle w celu

wymierzenia kary za to wykroczenie.

uchwycony przez kamere numer

Rys.7.6. ,Waskie gardlo” pozwalajace na dokladne rozpoznanie numeru

152 Norris C., Armstrong G., op. cit., s. 19.

153 Association of Chief Police Officers, ANPR Strategy for the Police Service 2005-8: Denying Criminals the Use of
the Road, London 2005.

4 Keller W., Verkehrssiinder fotografieren sich selbst, Polizei, Technik, Verkehr 1969 Sonderausgabe 1.
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rejestracyjnego.155

Jedna kamera w ciggu doby przekazuje do centrum odbiorczego ponad dwa miliony
obrazow, jak tatwo wyliczy¢ niewielki system sktadajacy si¢ z 10 kamer generuje ponad 20
milionéw klatek w przeciagu 24 godzin.*® Odpowiedzia na potrzebe obstugi coraz wickszej liczby
kamer w tym przede wszystkim pomocy operatorom w rozpoznawaniu w masie obrazéw
poszukiwanych oséb sa systemy, ktore maja za zadanie automatycznie identyfikowaé ludzkie
twarze. Potaczenie systemu monitoringu wizyjnego z systemem komputerowym ,,rozpoznajgcym”
obraz twarzy testowal niemiecki Federalny Urzad Kryminalny (Bundeskriminalamt). Od
pazdziernika 2006 roku do lutego 2007 na dworcu kolejowym w Moguncji (Mainzer
Hauptbahnhof) odbywat si¢ szeroko zakrojony eksperyment. W jego trakcie dwustu ochotnikow o
roznych porach dnia i nocy przychodzito codziennie na dworzec. Zainstalowano na dworcu 6 kamer
pochodzacych od réznych producentéw i podlaczono je do systemu z bankiem fotografii
wszystkich uczestnikow badania. System porownywat twarze wszystkich znajdujacych si¢ w jego
zasiggu osOb z bankiem fotografii i w przypadku rozpoznania informowal o tym operatora.
Rozpoznanie opieralo si¢ na podstawie niezmiennych cech fizycznych, takich jak odlegtosé

pomigdzy oczodotami, czy ksztalt kosci policzkowych.

schody ruchome / l

obszar objety
zasiggiem pracy kamer

Rys. 7.7. Schemat prowadzenia badan na dworcu kolejowym w Moguncji.

Kazdy z uczestnikéw zostat dodatkowo zaopatrzony w transponder, ktory wysytat sygnat
rejestrowany przez niezalezny system po pojawieniu si¢ na terenie objetym pracg kamer (schodach)
—rys. 7.7., co pozwolito z bardzo duza doktadno$cig okresli¢ efektywno$¢ rozpoznawania twarzy.
W trakcie badan laboratoryjnych system mial skutecznos¢ od 50 do 90%."°"  Wyniki
czteromiesigcznych badan nie sg zbyt optymistyczne, tzn. sposrod trzech testowanych systemow
jeden rozpoznal ochotnikow w 17,38% przypadkéw, drugi 20,46%, a najlepszy z nich w 29,07%
przypadkéw. Oznacza to, Ze najsprawniejszy system wykrywal (aby nastgpnie poinformowac o tym
operatora) mniej niz co trzeciego ,,poszukiwanego”, ktérego zdje¢cie znajdowato si¢ w bazie

danych.158 Zwraca uwage rdznica pomig¢dzy rezultatami testOw w terenie, a tymi prowadzonymi w

155 www.eaglevisionl.com/GV-LPR102.jpg

1% 24 (Klatki w ciggu sekundy) x 60 (sekund) x 60 (minut) x 24 (godziny) = 2 073 600.

57 Schulzki-Haddouti C., Schmidt N.D., Intelligente Videoiiberwachung. Das verlingte Auge, Siiddeutsche Zeitung,
31.08.2006

%8 Forschungsprojekt Gesichtserkennung als Fahndungshilfsmittel Foto-Fahndun.g Abschlussbericht, Wiesbaden
2007, s. 25
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laboratoriach. Wynika to m.in. ze zmiennego o$wietlenia, ktore nawet w hali dworca kolejowego
r6zni si¢ w zaleznosci od pory dnia i pogody, np. w ciggu dnia rozpoznawalno$¢ wzrastata do 60%,
co jednak wciaz oznacza prawie co druga osobe z bazy danych nie wychwycona przez system.'*®
Dodatkowym utatwieniem dla systemu byto nie tylko to, ze ,,poszukiwani” dostawali si¢ w
nadzorowang strefe Scisle okreslong drogg, ale réwniez to, ze byli zobowigzani do odstonigcia
swoich twarzy. Nie doszto wigc do przetestowania scenariusza, w ktorym poszukiwany aktywnie
np. maskujac sie, stara si¢ ,,0szuka¢” system. Scenariusza o tyle prawdopodobnego, ze nawet przed
implementacja omawianych rozwigzan poszukiwani starali si¢, w czg¢sto bardzo kreatywny sposob,
ukry¢ swoja tozsamos¢. Podobny (do uzyskanego w niemieckim badaniu) wspotczynnik
skuteczno$ci przyniosty badania prowadzone na zlecenie Agencji Zaawansowanych Projektow
Obronnych Amerykanskiego Departamentu Obrony (US Department of Defense Defense Advanced
Research Projects Agency). System rozpoznawat 33% poszukiwanych przy 10% wspotczynniku
falszywych alarmow (fatszywy alarm oznacza wskazanie jako osoby poszukiwanej przypadkoweyj,

niekoniecznie nawet podobnej osoby).*®°

Wnhioski z innych badan prowadzonych przez niezalezne
od producentéw oprogramowania instytucje sg podobne: brakuje, przynajmniej obecnie, systemow
radzacych sobie w zadowalajacy sposob z automatycznym rozpoznawaniem twarzy ludzkich. Im
wigksza jest baza danych osob poszukiwanych tym czgdciej system dokonuje biednych rozpoznan.
Okazuje si¢ wiec, ze twarze ludzkie z perspektywy odpowiedniego oprogramowania réznig si¢ od
siebie mniej niz bySmy tego oczekiwali. Z kolei wprowadzenie jako elementoéw identyfikujacych
innych zmiennych, takich jak kolor wlos6w 1 sposob ich uczesania lub elementy ubioru bedzie
powodowato przy najmniejszej zmianie eliminacje takiej osoby z grupy poszukiwanych przez
system. Wydaje sie, ze techniczne ograniczenia prowadza do dylematu: doktadniejszy system, ktory
nie bedzie falszywie alarmowal, ale moze nie ,,wychwyci¢” osoby podejrzanej czy system
,»wrazliwy” nawet na osoby podobne, co wymaga wigkszego zaangazowania personelu, ktorego
udziat miat by¢ ograniczony wtasnie dzigki wykorzystaniu tego oprogramowania.

Pomimo braku dowodéw na skutecznos$¢ opisywanych systeméw istnieja pojedyncze
przyktady ich implementacji w przestrzeni publicznej. Po raz pierwszy na szersza skalg system
rozpoznawania twarzy zostat wykorzystany na ternie londynskiej gminy Newham. Nie ma zgody co
do tego, jak sprawdzil si¢ uzyty na jej terenie system rozpoznawania twarzy Mandrake
(Mandragora). Czeg$¢ zrodet podaje, ze do 2004 roku system ani razu nie wykryt osoby, ktorej
zdjecie znajduje si¢ w bazie danych, pomimo tego, ze na terenie tym mieszka wiele oséb tamigcych

prawo.’®® Inne (m.in. firma Indetix - producent systemu) podaja, ze efektem instalacji byto

19 Tamze, s. 26 in.

10" Greene T.C., Face recognition useless for crowd surveillance, The Register 27.09.2001;
http://www.theregister.co.uk/2001/09/27/face_recognition_useless_for_crowd/ z dnia 20 lutego 2010r.

161 Kammerer D., Bilder der Uberwachung, Frankfurt am Main, 2009, s. 206.
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zmniejszenie przestepczosci o 33% (nie podaja jednak efektywnosci systemu pod katem osob

wykrytych i aresztowanych).'®?

Efektywnoscia Mandragory zainteresowal si¢ James Meek —
dziennikarz, ktorego zdjecie twarzy na wilasng prosbe wprowadzono do bazy oséb poszukiwanych.
Pomimo wielokrotnego przechodzenia w polu pracy kamer nie zostal ani razu wychwycony przez
system. Na pytanie skierowane do administracji Mandragory o liczbg oso6b rozpoznanych przez
system w trakcie czterech lat jego funkcjonowania otrzymal nast¢pujaca odpowiedz: ,,opinia
publiczna nie bedzie w stanie dobrze zrozumieé¢ danych pochodzacych z systemu™.*®® Zastanawia
jakie specjalne umiejetnosci sg niezbedne do wilasciwej oceny danych o skutecznos$ci systemu,
ktorego zadaniem jest rozpoznawanie poszukiwanych przez organy $cigania osOb. System
automatycznego rozpoznawania twarzy wykorzystano tez m.in. w trakcie finatu Super Bowl w
Tampa na Florydzie w styczniu 2001 roku. Miat on wyszukiwaé osoby poszukiwane z powodu
naruszenia przez nie ograniczenia wolnosci, w tym przede wszystkim pedofildéw. Obraz z
dwudziestu kamer zamontowanych przy wejsciach na stadion trafiat do programu poréwnujacego
go z baza poszukiwanych. Nie doprowadzito to do zadnych efektow i1 miejscowa policja
zrezygnowala z jego dalszego wykorzystania.*®*

Systemy automatycznego rozpoznawania twarzy maja w zatozeniu uchroni¢ przed
»zawodnos$cia czynnika ludzkiego”. Trudno w to uwierzy¢, ale okazuje si¢, ze przeprowadzone
badania wykazuja nie tylko ich ograniczong skuteczno$¢, lecz rdwniez pewne powtarzajace si¢
schematy popelnianych btedow. Systemy poddane wystandaryzowanemu testowi przez rzad
amerykanski (Face Recognition Vendor Test 2002) tatwiej rozpoznawaly twarze mezczyzn niz
kobiet, oraz os6b w zaawansowanym wieku niz miodzieZy.165 Jeszcze wigkszym zaskoczeniem byto
tatwiejsze rozpoznawanie przez nie osob czarnoskorych 1 pochodzenia azjatyckiego niz biatych.
Prowadzacy test zaznaczali, Zze bioragc pod uwage proporcjonalnie wigkszg liczbe zdjec
przedstawiajacych osoby rasy kaukaskiej to wlasnie one powinny by¢ latwiej (czgsciej)
rozpoznawane. Stato si¢ jednak na odwrot — biaty kolor skory w pewien sposob uprzywilejowuje,
poniewaz istnieje mniejsze prawdopodobienstwo zostania rozpoznanym przez system. Podobnie
system radzit sobie lepiej z osobami noszacymi okulary niz ich pozbawionymi oraz posiadajacymi

cechy szczegdlne w postaci tatuazu czy Sladéw po ospie.166 Okazuje si¢ wiec, ze systemy

162 Birmingham City Centre CCTV Installs Visionics' Facelt; Same Crime Fighting Face Recognition Technology

Already in Use in London Borough of Newham, www.shareholder.com/identix/ReleaseDetail.cfm?ReleaselD=41061 z
dnia 15 sierpnia 2008r.

163 Meek J., Robo cop, The Guardian z 13.02.2002 r.

164 \Woodward J.D., Case Study: Super Bowl Surveillance, w: (red.) Woodward J.D., Orlans N.M., Higgins P.T.,
Biometrics, 2003, s. 247-248

1% Face Recognition Vendor Test, www.frvt.org z dnia 20 lutego 2010r.

1% Beveridge J., Draper B., A Statistical Assessment of Subject Factors in the PCA Recognition of Human Face,
niepublikowany referat przedstawiony na Statistical-Analysis-in-Computer-Vision-Workshop s.5-8.
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zautomatyzowane po pierwsze nie sg niezawodne (jak to przedstawiajg ich producenci), a schemat
popelniania btedow nie zostat w pelni rozpoznany nawet przez ich tworcow. Nie wptywa to na
pojawiajace si¢ w mediach informacje o kolejnych niezawodnych systemach, ktére np. mozna
podobno przechytrzy¢ jedynie dokonujac operacji plas‘[ycznej.167

Nie sg to odosobnione przyklady prac zmierzajacych w kierunku zautomatyzowania
rozpoznawania twarzy. Na lotnisku w Sydney juz od listopada 2002 testowany jest FaceVACS —
system firmy Cognitec rozpoznajacy zapisane w banku danych twarze obslugi lotniska i
pracownikow linii lotniczych. Ma on za zadanie obstugiwac tzw. inteligentne bramki (Smartgate) i
docelowo zautomatyzowaé kontrole na lotniskach.'®® System rozpoznawania twarzy firmy Visionics
od maja 2002 roku skanuje twarze turystow zwiedzajacych statu¢ wolnosci oraz nowojorska wyspe

Ellis Island.*®®

Podobne systemy wykorzystuja kasyna na catym $wiecie, ktérym firma Griffin
Investigations udostgpnia baz¢ znanych oszustow. " Systemy takie, niezaleznie od ich faktyczne;j
zdolnosci identyfikacyjnej, moga stawac si¢ coraz bardziej popularne ze wzgledu na swoja pozorna
,bezinwazyjnos$¢”. Identyfikacja za ich pomoca polega na poréwnaniu wczesniej wprowadzonego
zdjecia osoby z jej wizerunkiem zarejestrowanym przez kamere. Opiera si¢ wiec na podobnej
zasadzie jak systemy poréwnujagce wzor linii papilarnej czy inne niepowtarzalne cechy
biometryczne. Dzigki systemom automatycznego rozpoznawania twarzy odbywa si¢ to jednak
bezkontaktowo — nie trzeba pobiera¢ odciskoOw palcow, nie trzeba tez nigdzie przyktada¢ palcow
czy dtoni. Bez wysitku 1 wiedzy wizerunek twarzy osob wchodzacych do monitorowane;j strefy jest
automatycznie sprawdzany. Technologia ta dzigki temu nie budzi az takich sprzeciwow jakie
wywotuja wszelkie zastosowania linii papilarnych.'™

Duzo wigksze wymagania przed twdrcami systemdéw monitoringu wizyjnego, a zwlaszcza
oprogramowania je obstugujacego, stawia przygotowanie systemu zwracajagcego uwage na
nietypowe, podejrzane zachowanie niezaleznie od tego, czy osoba zachowujaca si¢ w ten sposob
znajduje si¢ w bazie danych, czy nie. Tego typu systemy moglyby odciazy¢ operatoréw kamer
poprzez zwracanie ich uwagi na wybrane sytuacje zamiast cigglego obserwowania wielu ekranow.

Pomyst na ich opracowanie wykorzystuje algorytmy zachowan typowych i nietypowych w

konkretnych miejscach, np. fakt, ze samobdjcy rzucajacy si¢ pod kota pociagéw zanim to zrobig

167
Japonski komputer rozpozna twoja twarz, tvn24 22 stycznia 2010 r.

http://www.tvn24.pl/12691,1639484,0,2,japonski-komputer-rozpozna-twoja-twarz,wiadomosc.html
168 http://www.customs.gov.au/site/page.cfm?u=5557 z dnia 15 sierpnia 2008r.

169 Face-scanning system used at Statue of Liberty, http://www.usatoday.com/tech/news/2002/05/28/scans-

liberty.htm z dnia 3 stycznia 2010 r.

10 hitp://www.griffininvestigations.com z dnia 15 sierpnia 2008r.

L przyktadem tego, jak silne sa obawy zwiazane z niewtasciwym wykorzystaniem obrazu linii papilarnych jest m.in.
dyskusja dotyczaca nowych, biometrycznych dowodow osobistych. Obawa rzadu przed ,,przesadng kontrolg nad
obywatelem” spowodowata wycofanie si¢ z planéw zamieszczenia odciskow linii papilarnych:
http://www.rmf24.pl/fakty/polska/news-tusk-nowe-dowody-biometryczne-za-rok,nld,79282 z dnia 20 lutego 2010r.
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przez dhuzszy czas spacerujg wzdtuz krawedzi peronu przepuszczajac kolejne sktady przygotowujac
si¢ do skoku. Z kolei nagla zmiana pozycji cialta moze oznaczaé, ze kto$ zasltabt lub zostat
przewrocony. Podobnie nietypowe jest dlugotrwate spacerowanie po parkingu i zblizanie si¢ do
licznych samochodéw — moze to by¢ spowodowane szukaniem najmniej zabezpieczonego przed
kradzieza auta lub takiego, w ktorym pozostawiono warto$ciowe przedmioty lub zamontowany jest

drogi odtwarzacz.!"

Jako podejrzane zachowanie mozna zdefiniowaé poruszanie si¢ z wigksza
predkos$cia niz reszta 0sob, pojawienie si¢ na obszarze, gdzie o tej porze nikogo nie powinno by¢
(np. na terenie stacji uzdatniania wody lub boisku szkolnym w nocy). Na kilku stacjach
londynskiego metra (m.in. Liverpool Street) byl testowany Inteligentny Nadzoér Pieszych
(Intelligent Pedestrians Surveillance), majacy wychwytywac¢ m.in. pozostawiane przez podréznych
torby mogace zawiera¢ tadunki wybuchowe.'”® Z powodu licznych fatszywych alarméw system nie

zostal wdrozony na szersza skal@.174

W Stanach Zjednoczonych pod auspicjami armii trwaja
badania nad systemem wykorzystujacym analiz¢ obrazu zachowania ludzi obserwowanych przez
kamery na terenie miasta bedacego polem partyzanckiej walki (bezposrednim impulsem do tego
byla sytuacja w Bagdadzie, w ktérym zoinierze amerykanscy i ludno$¢ cywilna stanowig cel
licznych zamachéw). System nosi nazwe Pola Walki Ktore Widzg (Combat Zones That See) i takze

wykorzystuje algorytmy zachowan ,,typowych” i ,,nietypowych” (rys. 7.8.).*"

@ SMART SURVEILLANCE SYSTEM
'\

Alarm!
Podejrzane zachowanie

fro—

e
o

Rys. 7.8. System identyfikuje zachowania typowe i alarmuje o wykryciu podejrzanych.176

Przyktadem prac nad takim systemem jest konsorcjum INDECT - Intelligent information

system supporting observation, searching and detection for security of citizens in urban

172
17
17
17

Hogan J., Smart software linked to CCTV can spot dubious behaviour, New Scientist z 9.07.2003, s. 4

Mc Cue A., London Underground looks at 'smart' anti-terror CCTV monitoring, Security Strategy 29.03.2004
Tendler S., ‘Smart’' CCTV could fight terrorist threat in stations, The Times 15.11.2005

Shachtman N., Big Brother Gets a Brain, The Village Voice, 9-15.07.2003

176 www.slashgear.com/tags/future-tech/
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environment (Inteligentny system informatyczny wspierajacy obserwacje, poszukiwanie i detekcje
w $rodowisku miejskim dla bezpieczenstwa mieszkancow). Konsorcjum to, ktoérego liderem jest
krakowska Akademia Gorniczo-Hutnicza sktada si¢ z 18 uczelni, osrodkéw badawczych, instytucji
publicznych 1 przedstawicieli przemystu z 11 europejskich krajow. Otrzymalo ono grant w
wysokosci prawie 11 milionéw euro na okres 5 lat na ,,stworzenie platformy do rejestracji i
wymiany danych, gromadzenia wkladu multimedialnego, inteligentnego przetwarzania danych i
automatycznego wykrywania zagrozen oraz rozpoznawania odbiegajacych od normy zachowan lub
aktéw przemocy, w celu opracowania prototypu zintegrowanego sieciowego systemu wspierajagcego
prace policji, dostarczenia narzedzi do obserwacji ruchomych obiektéw réznego typu”.177 Nie jest
to nic innego jak oprogramowanie umozliwiajace rozpoznawanie zdefiniowanych wczesniej
zachowan i powiadamianie o tym operatorow wzbogacone o mozliwos¢ §ledzenia takiej osoby
(obiektu) za pomocg kamer monitoringu wizyjnego.

Oprogramowanie wspierajace pracg systemoéw CCTV moze by¢ dostosowywane do
oczekiwan jego odbiorcoOw. Dobrg ilustracj¢ tego stanowi system opracowany we wspolpracy
placowek handlowych, w ktorych klienci mogg samodzielnic wprowadza¢ kody kreskowe
kupowanych produktéow i placi¢ bez udzialu obstugi z bankami oferujagcymi karty platnicze i
kredytowe. Bazujac na danych, zgodnie z ktérymi zakupy dokonywane za pomocg kradzionych kart
ptatniczych opiewajg na sume pomigdzy 42 a 50 funtami zaprogramowano System na dokonywanie
zblizen twarzy oséb kupujacych towary w tym przedziale cenowym.'® W $wietle tego rozwiazania
powszechne zabezpieczenie bankow przed wyludzeniami pieniedzy z bankomatow przez wiasnych
klientow zglaszajacych kradzieze swoich kart bankomatowych wydaje si¢ by¢ wprost banalnym.
Polega ono bowiem jedynie na instalacji kamer rejestrujacych twarz kazdego, kto korzysta z
bankomatu w celu p6zniejszego sprawdzenia kto faktycznie znat numer PIN do ,,skradzione;” karty.

Poczatkowo obraz byt rejestrowany na kasetach video, ale w nowszych systemach zostaty
one zastgpione przez tasmy cyfrowe, twarde dyski i ptyty CD-R. Ulatwia to przechowywanie
zgromadzonego materiatu 1 wptywa na jego wyzsza jako$¢. Zaznaczy¢ przy tym nalezy, ze tylko w
nielicznych systemach obraz nagrywany jest w trybie cigglym. Zazwyczaj na nosnikach zapisywany
jest obraz w systemie klatka po klatce — np. 4 klatki na sekundg, zamiast dwudziestu czterech, co

pozwala wydtuzy¢ okres zapisu materiatu na jednym nosniku, ale zarazem pogarsza jego jakos¢ (do

177

http://cordis.europa.eu/fetch?CALLER=FP7_PROJ_EN&ACTION=D&DOC=4&CAT=PROJ&QUERY=011f30e5253
9:0685:00e1e967&RCN=89374 z dnia 15 lutego 2010 r.; oprécz wymienionych celow projektu ma on umozliwié
Wpolgczenie bezposredniego wyszukiwania obrazow i filmow w oparciu o znaki wodne zawartosci oraz sktadowanie
metadanych w postaci cyfrowych znakow wodnych, a takze analizowanie uzyskanych informacji i wykrywania zagrozen

w takich miejscach jak bazy danych czy siec¢ internet”

18 The Guardian, 13.05.1993, s. 2.
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analizy pozostaje nagranie o dlugosci jednej szostej, lub nawet krdtszej, rzeczywistego czasu
zdarzenia, co przy ich czgsto dynamicznym charakterze uniemozliwia jednoznaczng identyfikacje
zarejestrowanych o0s6b)."®
7.3 Monitoring wizyjny w Polsce

Chociaz trudno jest doktadnie ustali¢, kiedy po raz pierwszy w Polsce zastosowano kamery
do obserwacji otoczenia, to historia monitoringu wizyjnego w Polsce liczy sobie na pewno ponad
30 lat. Stosowany byl w ramach telewizji przemystowej w miejscach pracy, w duzych zaktadach
produkcyjnych przede wszystkim jako element wspomagajacy prace strazy przemystowe;.
Prawdopodobnie po raz pierwszy na wigkszg skal¢ 1 z przeznaczeniem stricte ,kryminalnym”
kamery zostaly zastosowane na przelomie lat 70-tych i 80-tych na Dworcu Centralnym PKP w
Warszawie. Monitoringiem objeto przede wszystkim perony dworcowe, okolice skrytek
bagazowych, a zatem miejsca o natezonym ruchu, gdzie podrozni stawali si¢ fatwym tupem ztodziei
kieszonkowych i gdzie odbywat si¢ handel srodkami odurzajacymi. Przestepcy dworcowi szybko
jednak sprawdzili jaki zasieg ma ,,oko kamery”, wyszukiwali tzw. martwe pola i tam przenosili
swoja dziatalno$¢ kryminalng. Jako przyktad pierwszego w Polsce wykorzystania systemu CCTV
obejmujacego przestrzen publiczng wymieniane jest Koronowo, w ktérym w 1997 roku

180

zainstalowano system skladajacy sie z siedmiu kamer.”™ Pewnym jest, ze od czasu pierwszego

wykorzystania kamer liczba systemoéw wzrosta, podobnie jak rozrosty si¢ istniejagce. W Warszawie,
w ktorej pierwsze kamery systemu monitoringu miejskiego zostaly zamontowane w roku 2001
liczy dzi§ 494 kamer. Skladaja si¢ na to 373 kamery rozmieszczone w newralgicznych punktach
stolicy (na otwartej przestrzeni) i 121 zainstalowanych w warszawskim metrze.’®? Kamery do
monitoringu wizyjnego, podobnie jak w innych krajach, instalowane sg takze w bankach, obiektach
uzytecznos$ci publicznej, w tym na dworcach kolejowych 1 autobusowych, w sklepach, na stacjach
benzynowych, stadionach, miejscach odbywania imprez masowych, srodkach komunikacji, a takze
coraz czesciej w szkotach co zostato wsparte duzymi grantami rzadowymi. '

Obecnie mozna wyr6zni¢ 4 modele obstugi takich systemow w Polsce:

% Dla poréwnania w przypadku tasmy filmowej obraz jest zapisany w postaci pojedynczych kadréow, przesuwajacych
si¢ w projektorze kinowym z predkoscia 24 klatki na sekunde (w epoce kina niemego bylo to 16 klatek na sekunde)
za: http://pl.wikipedia.org/wiki/Film

180 Bielski M., Miejski system telewizji uzytkowej — moda czy koniecznosé, Systemy Alarmowe nr 3/2000, str. 8

181 Kalicki A., Zastosowanie polskiej normy PN-EN 50132-7 na systemy dozorowe CCTV przy projektowaniu

monitoringu wizyjnego Warszawy, Warszawa 2002, str. 9-16

182
Dane dotyczace liczby kamer miejskiego systemu monitoringu sg trudne do potwierdzenia. Na stronach

internetowych ZOSM brak jest takich informacji, natomiast cytowane w mediach wypowiedzi Dyrektora ZOSM

sugeruja, ze kamer jest od przytoczonej tutaj liczby 494 do prawie 800. Liczba 494 podana za: Bedg nowe kamery na

ulicach. | to inteligentne. http://www.tvnwarszawa.pl/0,1627361,wiadomosc.html z dnia 21 lutego 2010r. Wigcej na
temat systemu CCTV w Warszawie w rozdziale pigtym.

183 Zgodnie z planami rzadowymi koszt dotacji dla wszystkich szkot publicznych miat wyniesé 100 min ztotych w
ciggu dwoch lat: Rzqd dofinansuje monitoring w szkotach
http://www.money.pl/gospodarka/wiadomosci/artykul/rzad;dofinansuje;monitoring;w;szkolach,224,0,263392.html z
dnia 21 lutego 2010r.— wigcej na temat podstaw prawnych monitoringu w szkotach w dalszej czesci.
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Systemy podlegajace w pelni policji — centrala miesci si¢ na terenie
budynkéw policji, a operatorami sa funkcjonariusze lub cywilni pracownicy policji.
Wykorzystywany zwtaszcza w latach dziewigédziesigtych XX wieku, czyli w pierwszych
latach rozpowszechniania tego srodka w Polsce. Migdzy innymi w uznawanym przez
niektorych autorow za pierwsze miasto objete monitoringiem Koronowie.

Systemy podlegajace nadzorowi policji, ale obstugiwany przez inny
podmiot, najczeSciej straz gminng, chociaz moze to by¢ inna jednostka samorzadu
terytorialnego. Jest to obecnie najczeSciej stosowane rozwigzanie (w przypadku
finansowania systemu przez organy samorzadu terytorialnego) — centrale mieszczg si¢ na
terenie budynkoéw policji, podglad z kamer trafia takze do oficera dyzurnego, ale
personelem sa straznicy gminni lub personel zatrudniony przez organ samorzadu
terytorialnego. Administracyjnie jest wigc taki system niezalezny od policji, nie obcigza
jej tez finansowo. Rozwigzanie takie przyjete jest m.in. w Siedlcach czy Warszawie
(specyfice warszawskiego monitoringu poswigcone bedzie dodatkowe omowienie).

Systemy obstugiwane przez inng niz policja stuzb¢ mundurowg — np.
Straz Ochrony Kolei, Straz Graniczna.

Systemy obstugiwane przez podmiot prywatny bez jakiegokolwiek
udzialu czynnika publicznego czy samorzadowego. Ten model jest coraz czgstszy i nie
dotyczy jedynie przestrzeni w duzych centrach handlowo-ustugowych, ale takze otwartej
przestrzeni. Wykorzystywany jest nie tylko na przestrzeniach otwartych, lecz o
ograniczonym dostepie — fabryki, kompleksy biurowe, osiedla zamkni¢te, ale takze takie
gdzie dostep jest otwarty dla kazdego (np. warszawskie osiedle Stuzew nad Dolinka, na
terenie ktorego zainstalowano w sumie 240 kamer (!), z ktérych obraz trafia do centrum
monitoringu zlokalizowanego w budynku spotdzielni i obstugiwanego 24 godziny na dobe
przez cywilnych operatorow.'®* Liczba kamer zainstalowanych na tym osiedlu jest duzo

wigksza od wchodzacych w sktad systemu w wigkszos$ci polskich miast). (rys. 7.21.)

http://www.smsnd.pl/sprawy_bezpieczenstwa.html, Zyjg na osiedlu naszpikowanym kamerami
http://www.tvnwarszawa.pl/0,1632113,wiadomosc.html z dnia 21 lutego 2010r.
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Rys. 7.21. System monitoringu na osiedlu Stuzew nad Dolinkg.185

Sposrod najglos$niejszych spraw, w ktorych wykorzystano nagrania z krajowych systemow
monitoringu wizyjnego nalezy wspomnie¢ przynajmniej 3 — kazda z nich o ré6znym charakterze.
Chronologicznie pierwsze byly wydarzenia, ktére miaty miejsce w Warszawie dwudziestego
pazdziernika 2005 roku. Nieznany sprawca, okreslany jako ,.bombiarz”, sparalizowal na wiele
godzin stolicg rozmieszczajac na glownych liniach komunikacyjnych 15 atrap tadunkow
wybuchowych. Policja rozpoczeta wielomiesigczne sledztwo, w ktorym wyznaczono 100 tysigcy
ztotych za informacje pozwalajace ustali¢ tozsamos¢ sprawcy. W mediach opublikowano zdjecia
pochodzace z kamer w centrum handlowym, z ktoérego sprawca wystal maila do kilku redakcji
telewizyjnych serwiséw informacyjnych ostrzegajac o podlozeniu atrap, jednak do dnia

dzisiejszego nie pomoglo to w identyfikacji sprawcy.'®® (rys. 7.22.)

185 Zbiory wlasne autora
186 \Walczak D., ,, Gejbomber” wymknal sie policji na dobre, Dziennik 15.01.08
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Rys. 7.22. Podejrzany w warszawskim centrum handlowym.187

W nocy z 13 na 14 maja 2006 po zdobyciu przez warszawska Legi¢ mistrzostwa Polski w
pitce noznej thum fanow rozpoczat celebrowanie tego faktu na Placu Zamkowym i Rynku Starego
Miasta. Przyjazne i radosne $§wigtowanie przerodzito si¢ w calonocne zamieszki uliczne, ponad
pigédziesigciu funkcjonariuszy policji zostato rannych. Zatrzymano 231 osoby. Nadzieje poktadano
w nagraniach z kamer, za pomocg ktorych utrwalano przebieg catego zajscia. Zostaty one poddane
doktadnej analizie — probowano dopasowaé zatrzymanych do konkretnych sekwencji zapisanych
na taSmach. Podczas rozpraw sagdowych dowody te raczej nie beda wykorzystane. W Pracowni
Technik ~ Wizyjnych  Laboratorium  Kryminalistycznego Komendy  Stotecznej  Policji
przeprowadzono staranne badania zapisu z kaset. Stwierdzono, ze na wigkszo$ci z nich obraz jest
mato czytelny, zdjecia krgcono w nocy, z duzej odleglosci, natozyly si¢ na to réwniez refleksy z
pobliskich latarni. Uniemozliwito to identyfikacje indywidualna sprawcow konkretnych czynow.*®®

Jednak najbardziej spektakularne wykorzystanie nagran z kilku niezaleznych systemow
monitoringu wizyjnego miatlo miejsce w trakcie konferencji prasowej prowadzonej przez
prokuratora krajowego Jerzego Engelkinga 31 sierpnia 2007 roku. Zostaly na niej zaprezentowane
efekty §ledztwa prowadzonego przez Centralne Biuro Antykorupcyjne (CBA) w sprawie przecieku
informacji na temat przygotowanej przez CBA akcji w Ministerstwie Rolnictwa i Rozwoju Wsi.
Zostaly upublicznione nagrania zaré6wno z miejskiego systemu monitoringu Wwizyjnego
rejestrujacego przejazd Janusza Kaczmarka — Owczesnego ministra spraw wewngtrznych 1
administracji — ulicami Warszawy, jak i prywatnego systemu hotelu Marriott — obejmujacego teren
na zewnatrz hotelu 1 wind oraz korytarzy wewnatrz budynku. Nagrania z hotelowego systemu (rys.
7.24.) miaty stanowi¢ dowod obcigzajacy bylego ministra oraz osoby z nim zwigzane (w tym m.in.
owczesnego komendanta glownego policji) oraz udzial biznesmena Ryszarda Krauzego w

ujawnieniu informacji o planowanej przez CBA akcji.'®°

_ = ' CAPTR . < " !
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Rys. 7.24. Zdjecia z systemow monitoringu wizyjnego zaprezentowane podczas

187 http://www.warszawa.policja.gov.pl/?page=Structure&id=8&nid=1145,
http://dziennik.pl/wydarzenia/article108502/Gejobomber_wymknal_sie_policji_na_dobre.html

Pytlakowski P., Sqgd nad kibicem. Gdzie kamien, gdzie reka, Polityka - nr 36 (2570) z dnia 09.09.2006, s. 24

189 czuchnowski W., Wroblewski B., Show z poszlakami, Gazeta Wyborcza 1-2 wrze$nia 2007 s.1-3

188
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konferencji prasowej.190

Pomiedzy Polska a Wielka Brytanig istnieje (wcigz) znaczny dystans zardwno w
bezwzglgdnej liczbie zainstalowanych kamer, jak i proporcjonalnej — w przeliczeniu na 1000
mieszkafcow.'** Systemy monitoringu wizyjnego sa coraz powszechniejsze nad Wistg, a
przytoczone najglo$niejsze medialnie przypadki przyczynity si¢ do upowszechnienia wiedzy, a
przynajmniej wyrobienia sobie wlasnego zdania o monitoringu wizyjnym w polskim
spoteczenstwie. Przyktadem na coraz szersze wkraczanie systemoéw CCTV w zycie codzienne jest
tez upowszechnienie si¢ systemow monitoringu w szkotach publicznych. Obejmuje on czesto nie
tylko wejscia na teren placowek, ale takze boiska, korytarze, a niekiedy nawet wnetrza klas. Jednym
z takich miejsc jest podlubelski Firlej, w ktorym w zespole szkét zainstalowano 45 kamer
obejmujacych swoim zasiggiem plac przed szkola, szatnie, sale gimnastyczna, stotowke, swietlice,

biblioteke oraz sale lekcyjne.'®

Tylko w stotecznych szkotach na poczatku roku szkolnego
2009/2010 dziatato 1700 kamer.'®® Podobnie koszty ponoszone na systemy CCTV staja si¢ coraz
Wyzsze — np. instalacja monitoringu warszawskiego kosztowata 53 mln zt (do poczatku 2008 roku)

1.194

a roczny koszt jego utrzymania wynosi 13 min z Z kolei na montaz kamer na 19 dworcach

kolejowych PKP SA przeznaczyto 2,5mIn zt i w najblizszych latach planuje zwigkszy¢ te
wydatki'®.
7.4 Zagrozenia zwigzane z wykorzystaniem monitoringu

Liczba miejsc, w ktorych pojawiajg si¢ kamery zwicksza si¢, czego przyktadem sa m.in.
szatnie w klubach sportowych, czy nawet publiczne toalety (rys. 7.25.). Okazuje si¢, ze nie tylko
wykorzystanie systemow takich, jak zaprezentowana ,elektroniczna rozdzka” moze budzié

uzasadnione obawy, co do ceny, jaka we wspolczesnym S$wiecie przychodzi placi¢ za

bezpieczenstwo (lub jego iluzje).

190 http://wiadomosci.gazeta.pl/Wiadomosci/51,80708,4450920.html?i=0,
http://wiadomosci.gazeta.pl/Wiadomosci/51,80708,4450920.html?i=1
1 Jak wspomniano wcze$niej sa to dane szacunkowe — doktadnych jest brak

92 gzlachetka M., Wielki Brat w Firleju, Gazeta Wyborcza 15-16 wrzeénia 2007, 5.2
193

Monitoring w szkolach: "Sledzenie to zle stowo"
http://www.tvnwarszawa.pl/28415,1617559,0,1,monitoring_w_szkolach_sledzenie_to_zle slowo,wiadomosc.html z
dnia 21 lutego 2010r.

194 popielski A., Monitoring Warszawy — etap prawie czwarty, Systemy Alarmowe nr 1 2008, s. 9.

195
Wielki Brat bedzie podglgdaf cie na stacji, http://lwww.tvn24.pl/12692,1640491,0,2,wielki-brat-bedzie-
podgladal-cie-na-stacji,wiadomosc.html z dnia 21 lutego 2010r.
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Rys. 7.25. System CCTV w publicznej toalecie w londynskim metrze.196

Inne miejsca, w ktorych instalowane s3 systemy monitoringu wizyjnego to mi¢dzy innymi
obiekty kultu. Obecno$¢ kamer nie dziwi w zabytkowych obiektach, ale montowane s3 takze w
miejscach, gdzie trudno stwierdzi¢ czego majg strzec. Przyktadem jest niewielka kaplica na
madryckim lotnisku Barajas (rys. 7.25.).

Rys. 7.25. Kaplica na lotnisku w Madrycie.197
Istnieje wiele przyktadow na to, Ze zagrozenia zwigzane z wykorzystaniem systemow CCTV

196 zbiory wlasne autora
197 zbiory wlasne autora
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niezgodnie z przeznaczeniem sg nie tylko hipotetyczne. Niezwigzane z promowaniem skutecznos$ci
systeméw CCTV motywy kierowaty operatorami systemu w Sefton (Wielka Brytania). W
listopadzie 2004 roku skierowali oni kamery miejskiego systemu monitoringu do mieszkania
mtodej kobiety i przez caty wieczor ogladali jak spedza czas ze swoim chlopakiem, myje sig,
przebiera, oglada telewizj¢ w samym reczniku. Obraz z dwoch kamer ogladali na duzym
plazmowym telewizorze przeznaczonym do dokonywania zblizen podejrzanych zachowan, a w celu
wprowadzenia ,,milej atmosfery” w trakcie ,,pokazu” przygasili nawet $wiatto w centrum.’®
Obserwowana dwudziestopigciolatka w trakcie procesu zeznata, ze czuje si¢ fatalnie majac
swiadomos¢, ze ktos$ bez jej zgody naruszyt jej prywatnoéé.199 Jeden z operatoréw zostat skazany za
praktyki voyuerystyczne na 4 miesigce pozbawienia wolnosci, drugi (nadzorujgcy tego dnia prace w
centrum) na 2 miesigce pozbawienia wolno$ci. Sprawa ta jest przyktadem na to, w jaki sposob
moze dochodzi¢ do naduzy¢ w wykorzystaniu monitoringu strefy publicznej. Pozytywnym
aspektem jest fakt, Zze przestepstwo to zostalo ujawnione dzigki monitoringowi pomieszczen
centrum monitoringu.”®

Podobne motywy kierowaty pracownikami ochrony berlinskiego muzeum pergamonskiego.
Wykorzystywali oni zamontowang na dachu kamere do zagladania do okolicznych mieszkan.
Jednym z obserwowanych mieszkan byl apartament kanclerz Republiki Federalnej Niemiec —
Angeli Merkel. Po ujawnieniu tego faktu przez dziennikarzy bulwaréwki Bild am Sonntag dyrekcja
wprowadzita techniczne ograniczenia uniemozliwiajagce pracownikom ochrony zagladanie do
wnetrza mieszkan.”* Sprawa ta, jak i1 zdarzenia z Sefton uzmystawiaja przynajmniej dwie kwestie.
Po pierwsze ograniczenia techniczne naktadane na systemy CCTV majace gwarantowaé nie
naduzywanie tego Srodka przez operatoréw sg bardzo rzadkie. Po drugie dobor voyerystycznych
obiektow jest catkowicie egalitarystyczny — moze dotkng¢ anonimowa dwudziestopigciolatke z
okolic Liverpoolu, jak i kanclerz jednej ze $wiatowych poteg gospodarczych.

Niemiecki wymiar sprawiedliwosci zajmowal si¢ kilkakrotnie naruszeniami prywatnos$ci
przez systemy CCTV. W swoim orzecznictwie sagdy opieraty si¢ na tzw. teorii trzech stopni (drei-
Stufen-Theorie) okreslajacej, jakie sg granice poszczegdlnych sfer: intymnej, prywatnej i
indywidualnej. Wtasnie rozroznienie tych sfer stalo u podtoza wyroku Sadu Najwyzszego, ktory

nakazal demontaz kamery jaka =zainstalowata jedna ze stron konfliktu sasiedzkiego aby

198 CCTV staff 'spied on naked woman', BBC News, 6.12.2005,
http://news.bbc.co.uk/2/hi/uk_news/england/merseyside/4503244.stm

%9 \Woman 'upset after CCTV spying', BBC News, 7.12.2005,
http://news.bbc.co.uk/2/hi/uk_news/england/merseyside/4507120.stm

20 peeping tom CCTV workers jailed, BBC News, 13.01.2008,
http://news.bbc.co.uk/2/hi/uk_news/england/merseyside/4609746.stm

201 Wachleute filmten heimlich Merkels Wohnzimmer, Spiegel Online 26.03.2006,
http://www.spiegel.de/politik/deutschland/0,1518,408015,00.html
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dokumentowa¢ poczynania oponentc')w.202 Warto w tym miejscu wspomnie¢ o innej sprawie, ktora
miata miejsce w Niemczech. Dowdd z nagrania dokonanego przez sklepowy system CCTV nie
zostal w niej dopuszczony przez sad. Uznano, ze jezeli ochrona obserwowata klienta usuwajacego
elektroniczne zabezpieczenie z towaréw to miata obowigzek interweniowac, a nie tylko nagrywac
ten proceder.?®

W marcu 2008 roku artykut w tygodniku Stern zostat opublikowany artykut pt. : ,,Der Lidl-
Skandal — Die Lidl-Stasi” (Afera Lidla — Stasi w Lidlu)®®. Opisane zostaly w nim metody
inwigilacji stosowane wobec pracownikéw i klientow w sklepach sieci dyskontowej Lidl. W
sklepach oprécz zwyktych kamer byly instalowane ukryte kamery, za pomoca ktorych detektywi
sklepowi $ledzili pracownikow zaro6wno przy kasie czy hali sklepowej, jak i w szatniach i
pomieszczeniach  socjalnych.  Obserwacji  towarzyszylo  przygotowywanie  protokotow
przypominajacych prace oficeréow Stasi przedstawiong m.in. w filmie pt. ,,Zycie na podsluchu”.205
Przyktadowe wygladaly nast¢pujaco:

,Sroda, godz. 14.05: Pani M. w trakcie przerwy chce zadzwonié¢ ze swojej komdrki.
Wykreceniu numeru towarzyszy wiadomosé, ze na jej pre-paidowym koncie znajduje sie tylko 85
centow. Udaje jej sie dodzwonic do kolezanki z ktorg bedg wieczorem wspdlnie gotowatly. Pani M.
moze sobie pozwoli¢ na zakupy poniewaz otrzymala juz przelew wynagrodzenia — inaczej nie
mogtaby tego zrobic.”

,Sroda, godz. 16.45: Chociaz Pani N. nie zrobila zbyt wiele w sekcji artykutow
przemystowych/promocji, punktualnie idzie na przerwe. W jej trakcie siedzi razem z Panig L. w
pokoju socjalnym; rozmawiajg o zarobkach, dodatkach i nadgodzinach. Pani N. ma nadzieje, Ze
przelew wplyngl juz na jej konto, poniewaz wieczorem potrze pilnie pienigdzy (Powod - ?). 206

W raportach pojawiaty si¢ rowniez informacje o wygladzie zewngtrznym pracownikow:
,Pani M. ma wytatuowane oba przedramienia”, czy ich zyciu prywatnym: ,,Jej krqg znajomych

59207

sktada sie w duzej mierze z 0sob uzaleznionych od narkotykow. Tlumaczenia przedstawicieli

sieci, ze kamery zostaly zainstalowane w celu ,zwalczania kradziezy dokonywanych przez

59208

klientow staly w sprzecznosci z faktem m.in. notowania czestotliwosci 1 czasu wizyt

pracownikow w toalecie.””® Skala tego procederu wywotata wielkie poruszenie pracownikow,

%2 BGH NJW 1995, 1955

%% Gras M., The Legal Regulation of CCTV in Europe, Surveillance & Society 2 (2/3) 2004 , s. 219 i n.
24 Arnsperger M., Grill M., Der Lidl-Skandal — Die Lidl-Stasi, Stern 16/2008, s. 32-48.

25 7vcie na podstuchu (Leben der Anderen) rez. Florian Henckel von Donnersmarck, Niemcy 2006.

206 sam/ddp, Stasi-Methoden beim Discounter, http://www.spiegel.de/wirtschaft/0,1518,543431,00.html z dnia 23

lutego 2010r.

27 Tamze.

208 Christ S., Entsetzen iiber Lidls Stasi-Methoden, stern.de, http://www.stern.de/politik/deutschland/lidl-skandal-
entsetzen-ueber-lidls-stasi-methoden-615153.html z dnia 24 lutego 2010r.

29 Arnsperger M., Grill M., Der Skandal, der die Republik erschiitterte, stern.de,
http://www.stern.de/wirtschaft/news/unternehmen/bespitzelung-bei-lidl-der-skandal-der-die-republik-erschuetterte-
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zwigzkow zawodowych 1 opinii publicznej. Sie¢ zapowiedziala wycofanie si¢ z tej praktyki, a
podobne metody ujawniono w innych supermarketach i dyskontach. Cala afera spowodowata
bojkot sklepoéw Lidla przez czgs¢ klientéw. Wplynelo to na spadek obrotow, co potwierdzit
publicznie prezes koncernu.”’® Kara w wysokosci 1,5 miliona euro nalozona na sie¢ przez
niemieckiego inspektora danych osobowych biorgc pod uwage warto$¢ rocznych obrotow sieci
sicgajaca 50 miliardow euro zostata przez czes¢ komentatoréw jako symboliczna.?**

Przyktady naduzywania systemoéw CCTV przez personel nim zarzadzajacy nie sg tylko
problemem pojawiajacym si¢ zagranica. Zdarzajg si¢ rowniez w Polsce, czego przyktadem sg
wydarzenia, ktore miaty miejsce 6 lutego 2007 roku w Shlupsku. 20-letnia Paulina R. byla
podejrzewana o kradziez w markecie sieci Leclerc. Wezwana funkcjonariuszka policji
przeprowadzita przeszukanie osoby w pomieszczeniu ochrony sklepu, odgrodzonym od zaplecza
tylko przyciemniong szyba. Wyposazone bylo w przemystowa kamere, ktora utrwalita cate
przeszukanie osoby (Paulina R. rozebrata si¢ do majtek). W trakcie rewizji znaleziono przy niej
skradziony btyszczyk — zostala skazana przez sad grodzki na 40 godzin prac spotecznych. Mariusz
G., zastepca kierownika ochrony supermarketu przekazal nagranie z systemu CCTV dziennikowi
»Polska The Times”, ktory zamie$cit je na swojej stronie internetowej. Zostat z tego powodu
oskarzony o ujawnienie tajemnicy zawodowej oraz naruszenie dobr osobistych rewidowanej
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kobiety.” Zarzuty postawiono tez policjantce, ktora przeprowadzata przeszukanie osoby w

pomieszczeniu nie gwarantujacym intymnosei.?™

Inna z gtosnych spraw, dotyczaca wykorzystania systemu monitoringu wizyjnego miata
miejsce w gorzowskim supermarkecie Tesco. W pierwszym kwartale 2007 roku dziennikarze stacji
radiowej RMF FM 1 Superekspresu zainteresowali si¢ zdjeciami zamieszczonymi w internecie
przedstawiajagcymi polnagie 1 nagie kobiety oraz dziewczgta w trakcie przebierania si¢ w
przymierzalni. Ustalili miejsce, w ktorym zostaty wykonane — supermarket sieci Tesco w Gorzowie
Wielkopolskim, jak i okres, z ktorego pochodzity zdjecia — 2004 rok. W trakcie dziennikarskiego
Sledztwa ustalili, ze zatrudnieni w sklepie pracownicy ochrony korzystali z zainstalowanej kamery
przemystowej 1 przez nig obserwowali kobiety przymierzajagce ubrania w kabinie. Tym co
dodatkowo wzburzylo opini¢ publiczng byl fakt, ze wsrod podgladanych kobiet byly

kilkunastoletnie dziewczynki, kobieta w ciazy, jak 1 poruszajaca si¢ o kulach. Trudno mowi¢ o

,hadzorowaniu” klientek, ktore moglyby dokona¢ kradziezy, gdyz na nagraniach dominujg

649156.html z dnia 24 lutego 2010r.
20 DPA, Umsatzeinbruch nach Ubemachungssaﬁdre, stern.de, http://www.stern.de/wirtschaft/news/lidl-
umsatzeinbruch-nach-ueberwachungssaffaere-616887.html z dnia 24 lutego 2010r.
211 Arnsperger M., Strafe fiir Lidl ist ein Witz, stern.de,
http://www.stern.de/wirtschaft/news/unternehmen/ueberwachungsskandal-strafe-fuer-lidl-ist-ein-witz-638798.html z
dnia 24 lutego 2010r.
ulast, Ochroniarz oskarzony ws. rewizji osobistej klientki, Gazeta Wyborcza 26.06.2008
A3 Zarzuty dla ochroniarza stupskiego hipermarketu, Polska The Times, 20.06.2008
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zblizenia piersi, posladkow i krocza obserwowanych kobiet — klienci ptci meskiej nie wydawali sie
pracownikom ochrony ,,podejrzani”.?** Po opublikowaniu czeéci zdje¢ w mediach (z rozmazanymi
twarzami utrudniajacymi identyfikacje — rys. 7.26.) na komende policji w Gorzowie zglosity si¢
osoby, ktore zostaly na nich utrwalone, m.in. matka szesnastolatki (w trakcie zakupow miata 14
lat).**® W bardzo podobnym przypadku ujawnionym przez dziennikarzy Superekspresu w

krakowskim Realu sprawa skonczyla si¢ jedynie na sankcjach stuzbowych — zwolnieniem z pracy

dyrektora hipermarketu i pracownika ochrony.?'®

Rys. 7.26. Zdjecia z przymierzalni w gorzowskim Tesco.217

Przyktadem dochodzenia wlasnych praw przez osobe, ktora uznata, Ze narusza je system
CCTV jest sprawa instalacji kamer w budynku socjalnym znajdujgcym si¢ na krakowskim osiedlu
Gorali 5. W 2007 roku wspolnota mieszkaniowa (10% mieszkan to wlasno$¢ prywatna) postanowita
zainstalowa¢ monitoring na terenie bloku, na co zgodzit si¢ urzad miasta (pozostate 90% mieszkan
nalezy do gminy). Nie wszyscy mieszkancy poparli ten pomyst. Posrdod nich jest
pigc¢dziesigcioletnia mieszkanka, ktora uznata, ze kamera skierowana wprost na jej drzwi wejsciowe
narusza jej prywatnos$¢: ,,za kazdym razem, jak wchodze do mieszkania i z niego wychodze, mam
poczucie, ze kto§ to rejestruje. Podobnie jak wizyty moich gosci. Czuje si¢ po prostu

218 § ej prosby o zmiang lokalizacji kamery nie przyniosty skutku, dlatego postanowila

podgladana.
ztozy¢ do sadu pozew przeciwko miastu. Urzednicy uwazaja, ze jej wygrana jest malo
prawdopodobna, poniewaz: ,,Kamery znajduja si¢ wytacznie w tzw. czeSciach wspdlnych, czyli
przy wejsciu do budynku, na korytarzach i1 klatkach schodowych. Nikomu nie zagladaja do

mieszkan. Nie mozna wigc twierdzi¢, Ze naruszaja czyjas prywa‘[noéé.”219

Bioragc pod uwage
ratyfikowang przez Polske Europejska Konwencje Praw Cztowieka nie sposob zgodzié¢ si¢ z tym
stanowiskiem, jezeli za$ podzielil by je polski sad, to moze za kilka lat kolejne okreslenie granic
wykorzystania systeméw CCTV bedzie wyznaczal wyrok w sprawie Mieszkanka Krakowa vs

Polska.
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Brykner A., Podglgdacze w Tesco zdjecia w Internecie, Gazeta Wyborcza, 6.03.2007
Brykner A., Podglgdacze w Tesco: 16-latka rozpoznata zdjecie, Gazeta Wyborcza, 9.03.2007
Rowinska A., Biedziak P., Podglgdajq nas jak zboczerncy, Superekspres 6.03.2007
217 http://www.rmf.fm/fakty/?id=114280
22 Wach M., Pozwata miasto do sqdu za podglgdanie, Gazeta Wyborcza 3.08.2008 str. 6

tamze
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Rok 2008 przyniost tez w Polsce kolejng sprawe, w ktorej kluczowa rolg odgrywa system
CCTYV, a konkretnie nagrania wykonane za jego pomocg. Dwudziestego piatego maja 2008 roku o
godzinie trzeciej nad ranem ulicami warszawskich Bielan przechadzata si¢ czteroosobowa grupa
mtodziencow, ktorzy mieli na sobie jedynie buty i skarpetki. Dostrzegt to pracownik stolecznego
monitoringu, ktory ,,nie mogt uwierzy¢ w to, co zobaczyt na ekranie monitora.”**° Powiadomiony o
tym fakcie patrol policji po przybyciu na miejsce zdarzenia nakazal rozbawionej grupie ubraé sig i
pouczyl ich o niestosowno$ci zachowania. Nie zastugiwalo by to na wigksze zainteresowanie,
gdyby nie to, ze zdjecia z miejskiego systemu monitoringu obrazujace przebieg zdarzenia zostaly
zamieszczone na stronie internetowej policji (rys. 7.27.), oraz ,,wzbogacaly” informacje prasowe
miedzy innymi na portalach internetowych tvn24.pl i gazeta.pl. Dodatkowo na stronie internetowej
gazeta.pl z artykutem pt. ,,Nagi pochdd ulicami miasta” zostal zamieszczony film pochodzacy z

miejskiego systemu.?**

POLICJA.PL

Prat brudr
phishingu

GoroUEWESOLO)

Czterech mlodych, nagich mezczyzn zauwazyli policjanci z iej patr ie wracali wlasnie z
imprezy i postanowili zafund ¢ sobie i kolezanl dodatkowe atrakcje. Nie przypuszczali jednak, ze
na ich drodze stang policjanci. Ten niecodzienny widok zostal zarejestrowany przez kamere monitoringu.

gl gy lswki P
P

Kamery monitoringu miejskiego sg doskonatym narzedziem w pracy Policji. Kazdego dnia rejestruja wykroczenia i przestepstwa popeiniane na
ulicach Warszawy. Wsréd zarejestrowanych zdarzen sa i takie sytuacie, kiedy kamery rejestrujg nieobyczajne wybryki. Tak tez byto i tym  z kywp w Katoy
razem. Pracownik monitoringu nie mégt uwierzy¢ w to, co zobaczyt na ekranie monitora. schwytany w

s ifowat wyplz
Mineta juz 3.00 nad ranem. Srodkiem ulicy Podczaszyriskiego szfo czterech zupehie nagich mezczyzn. Na sobie mieli jedynie buty i skarpetki. ;g;?/vs\énﬂeyx:
Informacje o tym zadziwiajacym incydencie natychmiast przekazano dyzurnemu. Jadacy w tym czasie na interwencje policjand, zauwazyli  teraz 8 lat wie:
miodych ludzi. Rozneglizowani panowie szli wiasnie chodnikiem. Wchodzili tez na ulice.

Handlarze n:

Jak sie okazalo, czterej mezczyzni w wieku od 20 do 25 lat wracali wiasnie z imprezy i postanowili uprzyjemni¢ sobie ten powrdt. Pozbyli sie wiec zatrzymani |

ubran i wolnym krokiem, dobrze sie przy tym bawiac, wracali do domu. Poszczegdine czesdi ich garderoby niosty natomiast ich znajome idace kilka
metréw za nimi.
¢ 3 5 § Nielegalne pi
Policjandi, ktdrzy podeszli do pomysfowej czwdrki, poledili im, aby szybko ubrali sie i wrdcili do doméw. Nastepnie miodych ludzi pouczono. Z
pewnoscia to zdarzenie na diugo pozostanie w pamieci zaréwno policjantéw, jak i czterech mezczyzn.
22 zarzuty z
gosposi

Lipiec 2008 r

Pamieci sier:
Zatlogi

p://www.policja.pl/portal/pol/1/26125/Pral_brudne_pieniadze_z_phishingu.html

7.27. Informacja o zdarzeniu na stronie internetowej policji.222

Opisana historia rodzi wiele pytan dotyczacych wykorzystania nagran z systemow CCTV.
Nieznana jest podstawa prawna udost¢pniania mediom tego typu materiatu, ani zamieszczania ich

na wilasnych stronach internetowych przez policje. Trzeba pamigtaé, ze zdjecia te przedstawiaja

220 tk/pra, Nagi marsz ulicami Warszawy, http://www.tvn24.pl/-1,1551177 wiadomosc.html

221 http://wiadomosci.gazeta.pl/Wiadomosci/1,80708,5249232.html
222 http://www.policja.pl/portal.php?serwis=pol&dzial=1&id=21384&search=204
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konkretne osoby — nie oznaczone wprawdzie w podpisach z imienia i nazwiska, ale ich twarze nie
zostaly w zaden sposob znieksztatcone. Tytut notki im towarzyszacej $wiadczy o rodzaju poczucia
humoru osoby ja redagujacej, ale jaki (poza anegdotycznym) jest cel zamieszczania tego typu
materiatow? Niewatpliwie doszlo do naruszenia prawa do poszanowania zycia prywatnego. Trudno
uzasadni¢ jg troska nie tylko o bezpieczenstwo panstwowe, publiczne lub dobrobyt gospodarczy
kraju, ale takze brak jest przestanek, ze ingerencja w zycie prywatne tych czterech mtodziencow
byto konieczne dla ochrony porzadku, zapobiegania przestgpstwom, czy nawet ochrony zdrowia i
moralnosci. Tylko takie ograniczenia przewiduje Konwencja o Ochronie Praw Czlowieka i
Podstawowych Wolnosci. Wydaje si¢, ze wilasnie publikacja tego typu materialbw wraz z
mozliwos$cig ich ,,$ciagnigcia” ze stron internetowych polskiej policji godzi w moralno$¢. Pytania
do Komendy Gtéwnej Policji dotyczace podstaw prawnych zamieszczenia takiego materialu przez
policje skierowat 28 maja 2008 roku Piotr Waglowski — twdrca portalu internetowego na temat
prawnych aspektow spoteczenstwa informacyjnego (prawo.vagla.pl) oraz na jego wniosek
Generalny Inspektor Danych Osobowych.?® Odpowiedzi otrzymane z Wydzialu Prasowego KGP
nie wskazujg podstaw takiego dziatania, poza Zarzadzeniem Komendanta Gtéwnego Policji nr 1204
z dnia 12 listopada 2007 roku w sprawie form i metod dziatalnosci prasowo-informacyjnej w
Policji. Brak jest w nim jednak okreslenia zasad udost¢pniania bezposrednio przez policje lub
poprzez media opinii publicznej nagran z systemoéw CCTV. W odpowiedziach wskazano jednak, ze:
nwUdzielajgc takich informacji, przekazujgc materialy nie podajemy danych umozliwiajgcych
identyfikacje 0sob uczestniczgcych w zdarzeniu. Przekazujgc mediom zdjecia lub materiat filmowy
niejednokrotnie sami zakrywamy twarz osobom widniejqgcym na zdjeciach i filmach. Jezeli nie ma
takiej mozliwosci kazdorazowo informujemy dziennikarzy, Ze w przypadku publikacji powinni takze
zadbaé o to, by uniemozliwi¢ identyfikacje tych 0s6b.”?** Rowniez dziennikarze starali si¢ uzyskac
informacje na temat zasad upublicznienia takich materiatow od administrujacego systemem
warszawskiego monitoringu Zaktadu Systemu Obstugi Monitoringu. Kierujacy nim wskazali na
policje, jako na podmiot bedacy witascicielem obrazow 1 jedyng instytucje mogaca korzysta¢ z
nagran.””®> Nie jest to jedyny taki przypadek, innym materialem pochodzacym z warszawskiego
systemu CCTV udostepnionym najprawdopodobniej przez stoteczng policj¢ mediom byto nagranie
pary uprawiajacej seks na chodniku przy ulicy Radzymir'lskiej.226

Uwzgledniajac (zaprezentowane w czesci dotyczacej orzecznictwa sagddéw) rozstrzygnigcie w

sprawie Peck vs. United Kingdom mozna z wysokim prawdopodobienstwem przewidzie¢

223
224
225

VaGla, W jaki sposob zdjecia z monitoringu trafity do mediow? http://prawo.vagla.pl/node/7893
Tamze.

Mitosz M., Kozubal M., Czy policja moze pokazywa¢ golaséw? Zycie Warszawy 16 grudnia 2008, s.1.
226 Burdon J., Seks w $rodku miasta, Polsat program INTERWENCJA z dnia 27.08.2007,
http://interwencja.interia.pl/news?inf=965695--- z dnia 19 marca 2010r.
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rozstrzygnigcie tego typu spraw przez Europejski Trybunat Praw Cztowieka, o ile by do niego
trafity.”*’

Zadnych watpliwoéci co do naruszenia obowigzujacych przepiséw nie pozostawia
zachowanie 38-letniego mieszkanca Warszawy. Wynajmowat on dwoém matzenstwom dwa pokoje
w swoim mieszkaniu na Ursynowie 1 podgladal ich bez wiedzy (i oczywiscie zgody) za pomoca
kamery ukrytej w tazience. Sprawa zostata ujawniona przez przypadek, kiedy jeden z lokatoréw
chcial poprawi¢ odstajaca ptytke glazury. Okazato si¢, ze pod nig znajdowat si¢ kabel i kamera
transmitujgca obraz do pokoju wiasciciela mieszkania.””® Nie wiadomo co wlasciciel mieszkania
robil z utrwalonymi na dysku w swoim komputerze obrazami. Przypadek ten zostat zaprezentowany
w celu uzupehienia przegladu systemow CCTV i mozliwych naruszen prywatnosci za ich pomoca.
Przestrzen mieszkania, co do ktorej raczej brak jest watpliwosci, ze stanowi swoisty azyl dla

domownikoéw réwniez moze by¢ naruszana — zardwno przez systemy CCTV przeznaczone do

monitorowania przestrzeni publicznej, jak i nielegalne urzadzenia, jak w ursynowskim przypadku.

227 Sprawa Pecka zostanie doktadniej przedstawiona w czesci poswieconej orzecznictwu sadow.

cheko, PAP, Zamontowat kamere i podglgdal wspétlokatoréw,
http://wiadomosci.gazeta.pl/Wiadomosci/1,80708,6163836,Zamontowal_kamere_i_podgladal_wspollokator
ow.html z dnia 23 lutego 2010r.
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Rozdzial 3. Regulacje prawne wykorzystania monitoringu wizyjnego
3.1 Przeglad typow regulacji
Systemy CCTV we wspoélczesnym $§wiecie znajdujg coraz szersze zastosowanie, a ich
podstawowe zadanie — zapewnianie bezpieczenstwa rodzi szereg pytan dotyczacych wykorzystania
tego Srodka. Wiele z nich dotyczy prawnych regulacji monitoringu, zwtaszcza okreslenia miejsc,
przestrzeni, ktorg mozna podda¢ nadzorowi z zastosowaniem kamer, a w szczeg6lnosci mozliwosci
ingerencji w prywatne zycie osob znajdujacych si¢ na obszarze objetym ich zasiegiem. Inng, rownie
wazng kwestig jest ustalenie, komu — jakim podmiotom, oraz w jakim zakresie przyshuguje
kompetencja do wykorzystania tego $rodka i pochodzacych z niego nagran.
W zakresie uregulowan wykorzystania systemow monitoringu wizyjnego mozna wyrdznic¢
trzy podejscia ustawodawcow:
- brak regulaciji,
- regulacje rozproszone w réznych aktach prawnych,
- oddzielny akt regulujacy wykorzystanie systeméw CCTV (czasem obok innych ustaw, ktore
mogg obejmowac tg problematyke.) — tab. 8.1.

Tab. 8.1. Umiejscowienie regulacji dotyczacych uzywania systeméw CCTV
Brak regulacji Regulacje Oddzielny akt

rozproszone regulujacy
wykorzystanie

systemow CCTV

Panstwa Stany Zjednoczone | Holandia, Kanada, | Belgia, Dania,

Niemcy, Norwegia, | Francja, Hiszpania,
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Polska, Szwajcaria,
Szwecja, Wegry,
Wielka Brytania

Najczestszym przypadkiem jest brak regulacji catosciowo regulujacych funkcjonowanie
systemow CCTV w jednym akcie prawnym, ale obejmowanie poszczegélnych aspektow
regulacjami rozproszonymi w roznych aktach. Zdarza si¢, ze ,rozproszone” regulacje sa
stosunkowo doktadne. Najczesciej aktem, w ktorym mozna znalez¢ regulacje tego typu sg ustawy
dotyczace ochrony danych osobowych — w wigkszosci z wymienionych panstw (Holandia, Kanada,
Niemcy, Norwegia, Szwajcaria, Szwecja, Wegry, Wielka Brytania) to wlasnie te ustawy obejmuja
rowniez wykorzystanie systeméw CCTV. Dzieje si¢ tak albo explicite — dane z monitoringu
wizyjnego sa wymieniane oddzielnie obok innych, albo implicite — definicja danych osobowych
obejmuje prawo do wizerunku, a powody jego ograniczenia sg $ci$le okre§lone. Dwa z panstw, w
ktorym wytyczne wydane na podstawie ustawy o ochronie danych osobowych w stosunkowo
doktadny sposdb omawiajg wykorzystanie systemow CCTV to Wielka Brytania 1 Kanada (regulacje
brytyjskie uzupetnione kanadyjskimi zostang doktadniej przedstawione w dalszej czesci tego
rozdziatu).

W granicach dwoch panstw europejskich o ustroju federacyjnym — Niemiec i Szwajcarii —
istniejg roéznice w regulacjach prawnych tego przedmiotu. W Niemczech na poziomie federalnym
wykorzystanie systemow CCTV reguluje Ustawa o ochronie danych osobowych z 14 stycznia 2003
roku (Bundesdatenschutzgesetz — BGB 1. I S. 66). Jej artykut 6 b stanowi, ze w miejscach
publicznych wykorzystanie monitoringu wizyjnego jest mozliwe jedynie w przypadkach:
wypetniania zadan przez upowaznione do tego organy publiczne, w celu zagwarantowania miru
domowego lub realizacji uprawnionych intereséw, przy czym musi to by¢ interes proporcjonalny do
naruszen prawa do prywatnosci. Artykut ten stanowi rowniez, ze teren objety dziataniem systemow
telewizji dozorowej musi by¢ wyraznie oznaczony wraz ze wskazaniem administratora systemu.
Wykorzystanie kamer przez Policj¢ Federalng (Bundespolizei) regulujg artykulty 26 i 27 Ustawy o
Policji Federalnej z 19 pazdziernika 1994 roku (Bundespolizeigesetz — BGB I. | S. 2978, 2979). Z
kolei zapewnienie bezpieczenstwa na terenie krajow zwigzkowych federacji (Bundesldnder)
podlega prawu policyjnemu, ktore kazde z szesnastu landéw moze regulowa¢ w odmienny sposob.
Przyktadowo w Nadrenii Westfalii artykut 15 a Ustawy o Policji z 8 lipca 2003 roku
(Polizeigesetzes des Landes Nordrhein-Westfalen — GV. NRW. S. 410) stanowi, ze: ,,w celu
zapobiegania przestgpstwom w miejscach publicznych, w ktérych czesto do nich dochodzi” mozna
zainstalowa¢ kamery, a o ich pracy trzeba poinformowa¢ w wyrazny sposob. Nagrania, o ile nie sg

niezbedne do prowadzonych postepowan nalezy wykasowaé po uplywie 14 dni. Po uptywie roku
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oceniane jest, czy poprzez instalacje kamer osiagnic¢to zatozony cel i podejmowana jest decyzja o
ewentualnym przedtuzeniu stosowania tego srodka. Rozwigzania przyjete przez kraje zwigzkowe w tym
zakresie mozna podzieli¢c na 3 grupy: kraje zwigzkowe bez jakichkolwiek wilasnych regulacji
monitoringu wizyjnego przestrzeni publicznej, kraje zwigzkowe dopuszczajace wykorzystanie
przez policj¢ systeméw CCTV w okreslonym katalogu sytuacji i takie, ktére dopuszczaja
wykorzystanie systemOw monitoringu wizyjnego przez policje, jak i inne organy administracji
publicznej.??® Dokladniejsze oméwienie tych rozwiazah wymagatoby oddzielnej monografii.

W Szwajcarii brak jest specjalnej ustawy regulujacej korzystanie z systemow CCTV.
Przyjete w tym kraju rozwigzania sytuuja si¢ pomi¢dzy regulacjami niemieckimi a brytyjskimi. W
szwajcarskiej Ustawie federalnej o ochronie danych osobowych z 19 czerwca 1992 roku (Loi
fédeérale du 19 juin 1992 sur la protection des données — LPD RS 235.1) nie pojawiajg si¢ przepisy
odnoszace si¢ bezposrednio do monitoringu. Jednak definicja danych osobowych w artykule 3
brzmigca: ,,wszystkie dane dotyczace konkretnej osoby, lub takiej ktorej tozsamos¢é mozna ustali¢”
w polaczeniu z innymi przepisami tej ustawy oraz szwajcarska konstytucja uprawnia kantonalnych
Inspektorow Ochrony Danych Osobowych (Datenschutzbeauftragter) do kontrolowania na poziomie
kantondéw wykorzystania systeméw CCTV. Mieszkancy w drodze referendow decyduja, czy na
terenie ich spotecznosci bedzie mozliwy nadzor przestrzeni publicznej za pomocg kamer.
Przyjmowane na poziomie regionalnym regulacje s3 w miar¢ podobne — oOkres$laja miejsca, w
ktérych mozna instalowa¢ kamery, typy oznaczen oraz czas przechowywania danych. W razie
braku takich regulacji organy publiczne (policja, straze gminne) nie moga korzysta¢ z systemow
monitoringu wizyjnego, czego przyktadem sa kantony Berne i Bien.”*® Pierwszym miastem, w
ktorym miejsca publiczne obj¢to monitoringiem byto St. Gallen. W pazdzierniku 2007 roku
mieszkancy zdecydowali o instalacji 23 kamer, ktore rozpoczety swojg prace rok p(’)z'niej.231 Jednak
nawet uchwalone w drodze referendéw ustawy podlegaja kontroli sadowej w zakresie zgodnosci z
konstytucjz;.232 Przyktadem jest wyrok szwajcarskiego Sadu Najwyzszego z 30 wrze$nia 2009 roku
(1C_179/2008), ktory uchylit przepisy dopuszczajace monitoring miejsc publicznych ustawy o
policji kantonu Zurich ze wzgledu na ich nieproporcjonalno$¢ do zamierzonego celu. W
uzasadnieniu wyroku jako jedno z naruszen praw obywateli wskazano m.in. zbyt dlugi czas

przechowywania nagran — 12 miesigcy.

229 \Weinbrenner U., Videoiiberwachung in Deutschland, niepublikowany referat z konferencji: Public Video
Surveillance as a crime prevention instrument — a European Comparison, 22-24 luty 2001 Goéttingen

20 Ja zu Videoiiberwachung in St. Gallen, http://lwww.nachrichten.ch/detail/285575.htm, Keine Vereinheitlichung der
Videoiiberwachung, http://www.nachrichten.ch/detail/288459.htm

231
sda, St. Galler mégen Big Brother, http://www.20min.ch/news/stgallen/story/19894554, spr. 28.01.10.

232
sda, Ziircher Polizei muss auf Big Brother verzichten, http://lwww.20min.ch/news/zuerich/story/28204803, spr.

28.01.10.
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Najdoktadniejsze 1 zarazem zebrane w jednym akcie sg regulacje hiszpanskie. Ustawa
regulujagca uzywanie kamer wideo w miejscach publicznych przez sity i organy bezpieczenstwa
(Ley Organica 4/1997, de 4 de agosto, por la que se regula la utilizacion de videocamaras por las
Fuerzas y Cuerpos de Seguridad en lugares public0S) zostata uchwalona 4 sierpnia 1997 roku, czyli
kiedy gwattowny rozwo6j systeméw CCTV w innych krajach dopiero si¢ rozpoczynat. Zakres
ustawy obejmuje nagrywanie obrazow i dzwigkow za pomoca systemow stacjonarnych i mobilnych
w otwartych, jak i zamknigtych miejscach publicznych, czyli rowniez budynkach do ktérych dostep
jest wolny np. urzedach (Art. 1). Artykut 6 wprowadza zakaz obejmowania nadzorem kamer wnetrz
mieszkan 1 klatek schodowych z wyjatkiem sytuacji, w ktorych zostaje wydany nakaz sadowy.
Kolejne wytaczenie mozliwoséci nagrywania obejmuje miejsca publiczne jezeli w razacy sposob
naruszano by prywatno$¢ oséb tam si¢ znajdujacych. Jezeli przez przypadek dojdzie do nagrania
tego typu (réwniez rozmowy o tematyce osobistej) nalezy je natychmiast skasowaé. Cele
wykorzystania kamer zostaly zdefiniowane jako: zwigkszenie bezpieczenstwa, podwyzszenie
komfortu korzystania z przestrzeni publicznej, prewencja popelniania przestgpstw i wykroczen,
przy czym ograniczenia praw 1 wolnosci, ktéore wymagaja poszanowania muszg by¢
zminimalizowane, adekwatne 1 proporcjonalne (Art. 11 6). Artykut 3 okresla zasady podejmowania
decyzji o instalacji systemu CCTV. Wymaga ona w kazdym przypadku wniosku samorzadu
terytorialnego po uzyskaniu wczesniejszej pozytywnej opinii lokalnej Komisji Sprawiedliwosci pod
przewodnictwem prezesa sagdu okrggowego. Ustawa wprowadza obowigzek niszczenia nagran po
uplywie miesigca, chyba Ze sa niezbedne do prowadzonego postgpowania, wprowadza tez
mozliwo$¢ ogladania nagran przez osoby, ktore zostang zarejestrowane (Art. 8). Artykut 9 naktada
obowigzek informowania w sposob jasny o objeciu terenu pracag systemu oraz jasnego wskazania
administratora, co umozliwia dostep do nagran. Jak wida¢ ustawa ta w sposoéb kompleksowy
reguluje wykorzystanie systeméw CCTYV, od okre$lenia warunkow jego montazu, przez okreslenie
granic ingerencji w prywatno$¢ obywateli, az do zagwarantowania im prawa do informacji i
kontroli. Regulacje te zastuguja z tego wzgledu na uwage.

Francja jest kolejnym przyktadem panstwa, gdzie oprocz standardowych regulacji
obowigzuje odrgbna ustawa. Jej postanowienia sg zblizone do hiszpanskich. Okresla ona miejsca, w
ktérych obowiazuje, jako: ,,otwarte dla publicznosci”, czyli poza otwarta przestrzenig publiczng
takze restauracje, apteki, oraz sklepy. Wybor miejsca, w ktorym zostang zainstalowane kamery jest
ograniczony do ,miejsc gdzie wystepuje szczegodlne ryzyko napasci lub kradziezy, a montaz
wymaga zgody prefekta policji po uprzednim zasiggnigciu opinii Rady Departamentu pod

przewodnictwem sc;dziego“.233 W 1999 roku na 4500 wnioskéw o instalacj¢ systemow CCTV
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zaledwie 300 — 6,7% — zostato odrzuconych.?** Statuuje tez obowiazek informowania osob, ktore
wchodzg na teren objety pracg kamer — dotyczy to takze personelu pracujacego w takich miejscach.

Ten krotki przeglad uwidacznia réznice w podejsciu ustawodawcow do problematyki
systemOw monitoringu wizyjnego. W czesci krajow stosunek do tego Ssrodka technicznego jest
bardziej liberalny, w innych mniej. Rodzi si¢ pytanie, ktore z podejs¢ jest wiasciwe. Odpowiedz
wydaje si¢ prosta — jest to obszar, na ktérym regulacje prawne stanowig gwarancj¢ praw i wolnosci
obywateli. Ustawodawca stojacy na ich strazy w jasny sposob reguluje kwestie zwigzane z
funkcjonowaniem systemow CCTV. Na pewno zebranie przepisow w jednym miejscu utatwia ich
wdrazanie, jednak trudno przesadzac, czy konieczna jest catkowicie nowa ustawa. Wydaje si¢, ze
ustawa o ochronie danych osobowych jest odpowiednim miejscem. Potrzeba zajecia si¢
zagadnieniami zwigzanymi z wykorzystaniem systeméw CCTV jest dobrze widoczna na
przyktadzie zaprezentowanych panstw europejskich. Mozna zauwazy¢ tendencj¢ do podejmowania
tej problematyki rowniez przez ustawodawcow ,liberalnych” — takich, ktoérych nie dotkneta
hipertrofia przepisoéw prawa. Przykladem takich panstw sa Kanada i Wielka Brytania, ktorych
regulacje (rowniez ze wzgledu na najdtuzsza histori¢ powszechnego wykorzystania tego $rodka na
Wyspach) zostang przyblizone w kolejnym podrozdziale.
3.2 Regulacje prawne wykorzystania systemoéw monitoringu wizyjnego w Wielkiej Brytanii i
Kanadzie

Krajem, w ktérym jest zar6wno najwicksza bezwzgledna liczba kamer, jak i w przeliczeniu
na liczb¢ mieszkancoéw jest Wielka Brytania. Biorac to pod uwagg, jak 1 fakt, Zze wlasnie w tym
panstwie najwczesniej rozpoczal si¢ lawinowy przyrost liczby systemow CCTV mozna oczekiwac,
ze ustawodawca w jaki§ sposob ureguluje ta kwesti¢. Do 2000 roku brak bylo nie tylko aktu
prawnego obejmujgcego w sposOb catosciowy korzystanie z systemow CCTV, ale kwestia
monitoringu nie zostata explicite uregulowana w ramach zadnego z aktow prawnych zwigzanych z
szeroko rozumianym bezpieczenstwem. Jako akty w posredni sposéb odnoszace si¢ do monitoringu
wymieniane byly (i wcigz sg): Ustawa o ochronie danych osobowych (Data Protection Act),
Kodeks postepowania karnego (Criminal Procedures and Investigations Act), Kodeks Karny
(Criminal Law Act) i Ustawa o porzadku publicznym (Crime and Disorder Act). Ustawy te
prezentuje Home Office jako prawne oparcie wykorzystania systemow CCTV obok zasad, jakich
powinni przestrzega¢ administratorzy systeméw.235 Wiasnie jedna z wymienionych ustaw (Data
Protection Act z 1998 roku - DPA) stanowila podstawe do wydania swego rodzaju wyktadni
przepisow regulujacych korzystanie z systemow CCTV. CCTV Code of Practice (CCTV COP)
mozna przettumaczy¢ jako: Wytyczne postgpowania dotyczace systemow CCTYV, lub Kodeks

24 Gras M., The Legal Regulation of CCTV in Europe, Surveillance & Society 2 (2/3) 2004, str. 223
2 http:/lwww.crimereduction.homeoffice.gov.uk/cctv/cctvl3.htm
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praktyki CCTV. Jest to poradnik wydany przez brytyjskiego odpowiednika Inspektora Ochrony
Danych Osobowych (Information Commisioner) w 2000 roku, ktéry po o$miu latach zastgpit
nowym Kodeksem praktyki CCTV. Zawiera wytyczne dla administratorow systemow CCTV
dotyczace: wykorzystania, eksploatacji, nadzoru nad systemami oraz gwarancje prawa do
prywatnosci dla oséb objetych inwigilacja za ich pomocg. Warto zaprezentowaé przynajmniej czes¢
regulacji zawartych w tym Kodeksie praktyki.

CCTV COP sktada si¢ z dziesigciu rozdziatdéw/sekcji z czego pierwsze trzy opisujg zakres
jego stosowania, uzyte pojecia, a kolejne siedem obejmuje: wytyczne dotyczace podejmowania
decyzji 0 wykorzystaniu systemu, zapewnienie efektywnego zarzadzania, rozmieszczenia kamer,
korzystania ze sprzg¢tu, wykorzystania nagran, odpowiedzialno$ci administratora oraz zasady
kontrolowania wskazan.

W rozdziale pt. ,,Podejmowanie decyzji o wykorzystaniu systemu CCTV lub kontynuowania
jego funkcjonowania” (Deciding wheter to use CCTV or continue using CCTV) zwracana jest
uwaga na racjonalne przestanki, ktorymi nalezy si¢ kierowaé na etapie rozwazania wykorzystania
systemu CCTV. Jezeli oczekiwane efekty (np. poprawe bezpieczenstwa) mozna osiggnaé w inny
sposob, ktory nie bedzie ingerowal w sfer¢ praw 1 wolnosci obywatelskich wowczas nalezy go
wybra¢. Podana jest lista pytan, na ktére nalezy odpowiedzie¢ przed podjeciem decyzji o
zainstalowaniu kamer, np. Jaki jest cel organizacji (instytucji/organu), ktorego osiagni¢cie umozliwi
instalacja systemu? Czy system CCTV moze realistycznie pozwoli¢ na osiagniecie zakladanych
celow? Czy wykorzystujac srodki mniej naruszajace prywatno$¢, takie jak poprawa o$wietlenia, nie
mozna osiaggna¢ zaktadanych celow?

Efektywne zarzadzanie (Ensuring effective administration) dotyczy przede wszystkim
obowigzkéw natozonych na administratora przez Ustawe o ochronie danych osobowych (Data
Protection Act). Administrator musi okresli¢ cel zbierania danych oraz procedury z tym zwigzane.

Rozmieszczenie kamer (Selecting and siting the cameras) obejmuje kwestie zwigzane z
wyborem lokalizacji do instalacji poszczegdlnych kamer. Uwaga jest zwracana zwtlaszcza na
obszar, ktory bedzie objety zasiggiem pracy kamer. Musi on zosta¢ wybrany tak, aby sprostac¢
stawianym zadaniom, a zarazem nie moze narusza¢ innych obszaréw, m.in. stanowigcych wlasno$¢
0s0b fizycznych. Nalezy przewidzie¢ zmiany zwigzane z porami roku — pojawiajace si¢ na
drzewach liscie mogg utrudni¢, lub nawet uniemozliwi¢ obserwacje. Istnieja tez miejsca, w ktérych
oczekiwanie prywatnosci jest wyzsze niz gdzie indziej. W takich miejscach (toalety, przebieralnie)
kamery moga by¢ instalowane tylko wyjatkowo, a jezeli si¢ w nich znajduja obowigzkiem
administratora jest zapewnienie aby informacja o tym byla czytelna dla uzytkownikow. Sekcja ta
okresla rowniez dobdér wykorzystywanego sprzetu w zaleznosci od zaktadanych celéow systemu.

Rozrézniane sg cztery kategorie celow systemoé6w CCTV: monitorowanie (monitoring), wykrywanie
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(detecting), rozpoznawanie (recognising), identyfikacja (identifying). Monitorowanie oznacza np.
nadzér sprawowany nad ruchem drogowym — czy nie ma wypadkow, korkow etc., do ktorego
realizacji nie potrzeba doktadnych zblizen twarzy, numerdw rejestracyjnych. Wykrywanie w mysl
tej definicji to tylko potwierdzenie, czy dana osoba znajduje si¢ w obszarze pracy kamer.
Rozpoznanie okreslono jako stwierdzenie, ze dana osoba jest znana/poszukiwana lub nie.
Najwyzsza forma jest identyfikacja, ktéra oznacza zagwarantowanie zapisu o jakosci pozwalajacej
w trakcie procesu potwierdzi¢ czyjas$ tozsamos¢. Mozna mie¢ pewne uwagi do tej klasyfikacji, ale
generalna zasada, ze stosowane $rodki powinny by¢ adekwatne do zaktadanych celow nie budzi
watpliwosci.

Korzystanie ze sprzetu (Using the equipment) reguluje zagadnienia zwigzane z techniczng
eksploatacjg systemu CCTV. Sa one zwigzane m.in. z kompresja danych, a co za tym idzie
pogorszeniem jakoSci obrazdéw, zabezpieczenia transmisji danych, konserwacji systemu.
Podniesione tez zostaly kwestie dotyczace wykorzystania systemOw —automatycznego
rozpoznawania twarzy (facial recognition system), czy polaczenia obrazéw z nagrywaniem
dzwigkow.

Najistotniejszy z punktu widzenia kryminalistycznego i procesowego jest rozdziatl pt.
,,Nadzor nad nagraniami i ich wykorzystanie” (Looking after the recorded material and using the
images). Wyszczegdlnione sg w nim wskazowki, ktorych realizacja gwarantuje przestrzeganie praw
0sOb nagranych umozliwiajgc zarazem wykorzystanie nagran przez organy $cigania i aparat
wymiaru sprawiedliwosci. Organy te maja mie¢ umozliwiony dostep do nagran nawet jezeli celem
funkcjonowania systemu nie jest walka z przestgpczoscia. Kazdy dostgp do nagran ma by¢
rejestrowany z okresleniem daty, danych osobowych, jak 1 celu tych dziatan. Systemy powinny
umozliwia¢ tez korzystanie z dokonanych wcze$niej nagran bez zaktocania ich biezacej pracy.
Dostep do ekranow, na ktorych odbywa si¢ podglad obrazu z kamer powinien by¢ ograniczony do
grona uprawnionych o0sob. Sekcja ta wskazuje takze, ze czas przechowywania nagran powinien by¢
,,odpowiedni”. Nie jest zdefiniowana jego dlugos$¢, tylko podane przyktady — w przypadku
bankomatow czas przechowywania powinien odpowiada¢ czasowi, jaki zazwyczaj mija pomiedzy
przestgpstwem wyludzenia a zgloszeniem tego faktu przez klienta banku. Przez najkrotszy czas
powinny by¢ przechowywane nagrania z matych placéwek, takich jak np. puby, czy restauracje, w
ktorych jezeli dochodzi do zdarzen o charakterze przestgpczym sg one stosunkowo szybko
ujawniane.

Sekcja dziewigta CCTV COP dotyczy odpowiedzialno$ci administratorow systemu wobec
spoteczenstwa (Responsibilities) — reguluje kwestie zwigzane z informowaniem o0séb trzecich (np.
przechodnidéw, czy klientow placowki handlowej) o fakcie, ze znajdujg si¢ na terenie objetym

monitoringiem. Wymagane jest jasne oznakowanie terenu, ktoéry kamery obejmuja swoim zasiggiem
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— proponowane jest wykorzystanie znakoéw odpowiedniej wielkosci, ale dopuszczana jest
mozliwo$¢ ogloszen emitowanych przez gtos$niki (np. na dworcach, lotniskach).

CCTV COP idzie jednak dalej w obszarze obowigzku informowania 0oséb obserwowanych —
na znakach powinny znalez¢ si¢ rowniez informacje o celu, w jakim zostat zainstalowany konkretny
system (np. zapobieganie przestgpczosCi) oraz 0 administratorze systemu wraz z danymi
kontaktowymi do niego (rys. 8.1.). Z obowigzku tego zwolnieni zostali wlasciciele matych

systemow w sklepach i placowkach handlowych, ktérzy je administruja samodzielnie.

TENTO PROSTOR JE
MONITOROVAN
PRUMYSLOVY MIi

KAMERAMI
RRRARE

Rys. 8.1. Przyktady tablic informujacych o systemach CCTV z dworca kolejowego w Pradze (bez informacji
o operatorze i celu wykorzystania) oraz Londynu 2z podanym celem dziatania oraz kontaktem do
administratora.”*®

Informacje umozliwiajace kontakt z administratorem systemu sg niezbedne do realizacji
prawa przystugujacego osobom obserwowanym — mozliwo$ci zapoznania si¢ z nagraniami ich
przedstawiajacymi. Kazda osoba, ktora zostaje nagrana ma prawo do zgloszenia si¢ do
administratora w celu zapoznania si¢ z nagraniem j3 przedstawiajacym. Koszt udostepnienia
nagrania, jakim zainteresowany moze zosta¢ obcigzony nie moze przekracza¢ 10 funtéw
szterlingow. Jezeli kamery zarejestrowaty osoby trzecie, a udostepnione nagranie mogtoby naruszac

ich prywatno$¢ (np. materiat zostal zarejestrowany w poczekalni przychodni lekarskiej) cechy je

26 Zbiory wlasne autora
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identyfikujace musza zosta¢ usunigte z nagrania.

Rozwigzania bardzo podobne do brytyjskiego przyjeto w Kanadzie. Dziatalno$¢ na szczeblu
federalnym Inspektora Ochrony Danych Osobowych Kanady (Privacy Commissioner of Canada)
jest wspierana i uzupetniania w kazdej prowincji przez miejscowych Inspektoréow Ochrony Danych
Osobowych (Information and Privacy Commissioner). Wydaja oni na podstawie ustaw 0 ochronie
danych osobowych oraz aktow prawa lokalnego dyrektywy dotyczace wykorzystania systemow

CCTV zaréwno przez podmioty publiczne, jak i prywatne.?’

Jeden z takich zbiorow wytycznych
dotyczacy uzytku systemOw monitoringu wizyjnego w miejscach publicznych zostat wydany w
przez Inspektora Ochrony Danych Osobowych z Ontario juz w 2001 roku i uzupetiony w 2007
roku — Guidelines for the Use of Video Surveillance Cameras in Public Places.?*® Analogicznie do
brytyjskich wytycznych, chociaz bardziej szczegdétowo wskazane zostaly etapy podejmowania
decyzji o instalacji systemu CCTV (Considerations Prior to Using a Video Surveillance System).
Zgodnie z nimi: ,,System wideo nadzoru powinien by¢ rozwazany tylko jezeli inne $rodki ochrony
bezpieczenstwa publicznego, wykrywania lub zapobiegania przestepstwom, lub prowadzenia
dochodzenia w ich sprawie zostaly zostaly rozpatrzone i odrzucone jako niewykonalne. Wideo
nadzor powinien by¢ wykorzystany kiedy konwencjonalne $rodki (np. piesze patrole) do
osiggnigcia tych samych celéw organow $cigania i1 zapewnienia bezpieczenstwa publicznego sa
znaczaco mniej efektywne albo niemozliwe do wprowadzenia, a korzysci z nadzoru znaczaco
przewazaja zmniejszenie prywatnosci nieroztacznie zwigzane ze zbieraniem danych osobowych za
pomoca systemu wideo nadzoru.” oraz ,,Uzycie kazdej kamery systemu wideo nadzoru powinno
by¢ uzasadnione weryfikowalnymi danymi o przestgpczosci oraz istotnymi obawami o
bezpieczenstwo.” Ponadto wprowadzenie systeméw powinna poprzedza¢ ocena ich wptywu na
prywatno$¢ oraz konsultacje spoleczne posrdd bezposrednio zainteresowanych ich dzialaniem, a
podmiot planujacy instalacj¢ kamer powinien zapewnic, ze projektowany ksztatt systemu zmniejsza
zagrozenia prywatno$ci do niezbednego minimum.?*

Wytyczne z Ontario wymieniajg tez jakie elementy powinny zosta¢ rozwazone w trakcie
tworzenia zasad obstugi systemu CCTV (Developing the Policy for a Video Surveillance System)
oraz dosy¢ szczegotowo okreslajg jak planowac i instalowac taki system (Designing and Installing
Video Surveillance Equipment). Jednym ze wskazan jest takie, aby ograniczy¢ operatorom

mozliwo$¢ obejmowania zasiggiem kamer obszaru poza wyznaczonym terenem, w tym zagladania

przez okna do wnetrz budynkow. Inne wymagajg jasnego poinformowania za pomocg czytelnych

281 Guidelines for Overt Video Surveillance in the Private Sector, March 2008, dostepne online

http://www.priv.gc.ca/ spr. 28.03.10.

2 Cavoukian A., Guidelines for the Use of Video Surveillance Cameras in Public Places, September 2007,
http://www.ipc.on.ca/images/Resources/up-3video_e_sep07.pdf spr. 28.03.10.

239 Tamze, s. 4.
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znakoéw o granicach obszarow objetych nadzorem systemu, jak i ograniczenia dost¢gpu do obrazu
przekazywanego przez kamery. Podobnie jak w przypadku CCTV COP wymieniono miejsca, w
ktérych ze wzgledu na ich charakter systemy CCTV powinny by¢ stosowane jedynie wyjatkowo.

Znaczng cze$¢ omawianych Wytycznych poswigcono postgpowaniu z nagraniami
pochodzacymi z systeméw CCTV (Access, Use, Disclosure, Retention, Security and Disposal of
Video Surveillance Records). Zgodnie z tym rozdziatlem: ,Jakakolwiek informacja uzyskana za
pomoca systemu wideo nadzoru moze by¢ uzyta jedynie w doktadnie okreslonym celu ochrony
bezpieczenstwa publicznego, wykrywania lub zapobiegania przestgpstwom, lub prowadzenia
dochodzenia w ich sprawie. Informacje nie powinny by¢ wykorzystane dla jakiegokolwiek innego
celu.”?® Okre§lono rowniez zasady przechowywania tasm i dostepu do nich, w tym bardzo
doktadnie czas przechowywania nagran. W sytuacji kiedy nie zostalo zgloszone zdarzenie
wymagajgce wykorzystania nagrania powinno zosta¢ skasowane pomiedzy 48 a 72 godzing od jego
wykonania, a jezeli organy $cigania zwrdcily sie o jego udostepnienie ma zosta¢ skasowane dopiero
po roku. Wytyczne formutuja rowniez wymodg bezpiecznego usuwania danych z nos$nikéw
przeznaczonych do wyrzucenia oraz w przypadku sieci bezprzewodowych wskazuja na obowigzek
bezpiecznego kodowania przekazywanych danych. Uwrazliwiono takze na problematyke
prowadzenia audytow i ewaluacji systemow (Auditing and Evaluating the Use of a Video
Surveillance System), ktore zgodnie z Wytycznymi powinny by¢ przeprowadzane przynajmniej raz
do roku.

Oba przedstawione rozwigzania w szerokim zakresie wyczerpuja postulaty obroncow praw
obywatelskich sprzeciwiajacych si¢ upowszechnianiu monitoringu. Sformulowane przez nich
podstawowe reguty to:

obowigzkowe informowanie obywateli o obszarze objetym
monitoringiem,

monitoring nie moze wykracza¢ poza oznaczony obszar,

wszystkie nagrania dokonane przez kamery musza by¢
niszczone w krétkim czasie po nagraniu, chyba, ze sg nieodzowne do prowadzonych
przez policje postepowan,

obywatele muszg mie¢ dostep do nagran z ich udziatem.”**

Nalezy ponownie zwroci¢ uwage na fakt, ze zarowno brytyjskie, jak 1 kanadyjskie wytyczne

bazuja na przepisach krajowych ustaw o ochronie danych osobowych.

3.3 Polskie regulacje prawne wykorzystania systemow monitoringu wizyjnego

240 Tamze, s. 7.
1 Goold B. J., op. cit., 5. 21-22
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Zamkniety katalog zrodet prawa powszechnie obowigzujgcego w Polsce stanowig jedynie
akty prawne wymienione w artykule 87 Konstytucji RP z 2 kwietnia 1997 roku®*, do ktérych
nalezg Konstytucja, ustawy, ratyfikowane umowy mie¢dzynarodowe, rozporzadzenia oraz akty
prawa miejscowego. Kolejnos¢ wymienienia poszczegdlnych aktow prawnych w art. 87
Konstytucji ustala zarazem ich hierarchi¢ w systemie prawa (z modyfikacja wprowadzong przez art.
91 ust. 2 Konstytucji, dotyczaca umoéw miedzynarodowych ratyfikowanych za zgoda Sejmu i
Senatu RP, ktore to umowy majg pierwszenstwo przed ustawami oraz supremacja prawa
wspolnotowego Unii Europejskiej nad prawem krajowym, w tym polskim). W tej kolejnosci
zostang przedstawione przepisy obowigzujgcego w Polsce prawa, ktore (czgsto w sposob posredni)
reguluja korzystanie z systemow CCTV.

Jedynym aktem wspolnotowym dotyczacym omawianej problematyki jest Dyrektywa
95/46/WE Parlamentu Europejskiego i Rady z dnia 24 pazdziernika 1995 r. w sprawie ochrony os6b
fizycznych w zakresie przetwarzania danych osobowych i swobodnego przeptywu tych danych.
Harmonizacja prawa polskiego doprowadzita do uchwalenia 29 sierpnia 1997 roku Ustawy o
ochronie danych osobowych (zostanie ona oméwiona w dalszej czesci tego rozdziatu). Istotne jest
ograniczenie stosowania tej dyrektywy ustanowione w jej wstepie: ,,Przetwarzanie danych
dzwickowych 1 obrazowych, np. w przypadku nadzoru kamer wideo, nie wchodzi w zakres
stosowania niniejszej dyrektywy, jesli dokonywane jest dla potrzeb bezpieczenstwa publicznego,
obronnos$ci, bezpieczenstwa narodowego lub tez w trakcie dziatan panstwowych w dziedzinie
prawa karnego lub innych dziatah niewchodzacych w zakres prawa wspdlnotowego.” W prawie
wspolnotowym brak jest innych regulacji wykorzystania systemoéw monitoringu wizyjnego.

Zwracano juz uwage, ze uzycie systemoéw monitoringu wizyjnego stwarza zagrozenia dla
praw 1 wolnosci osob fizycznych. Polska Konstytucja definiuje wolno$ci 1 prawa osobiste w
rozdziale III. Sposrdd tych regulacji dla tematyki tej pracy istotne sg zwtaszcza 4 artykuly — 47, 49,
50 1 51. Artykut 47 stanowi, ze: ,Kazdy ma prawo do ochrony prawnej Zycia prywatnego,
rodzinnego, czci 1 dobrego imienia oraz do decydowania o swoim zyciu osobistym.” Konstytuuje
wiec prawo do ochrony zycia prywatnego. Z kolei artykut 49 stanowigcy, ze: ,,Zapewnia si¢
wolno$¢ i ochrone tajemnicy komunikowania si¢. Ich ograniczenie moze nastgpi¢ jedynie w
przypadkach okreslonych w ustawie i w sposdb w niej okreslony.” mozna odnies¢ do systemow
CCTV, w ktorych przekazowi obrazu bedzie towarzyszy¢ fonia lub jako$¢ nagran pozwala na
odczytywanie stow z ruchu ust. Znaczenie artykutu 50 brzmigcego: ,,Zapewnia si¢ nienaruszalnos¢
mieszkania. Przeszukanie mieszkania, pomieszczenia lub pojazdu moze nastgpi¢ jedynie w
przypadkach okreslonych w ustawie i w sposdb w niej okre$lony.” ogranicza wykorzystanie

systemOow kamer telewizji dozorowej — nie mogg one poza przypadkami okreslonymi w ustawie —

22 Dz, U. 1997 r. nr 78 poz. 483
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rejestrowaé tego, co si¢ odbywa w obrgbie mieszkania. Natomiast artykut 51 pkt. 2. o tresci
»Wladze publiczne nie moga pozyskiwaé, gromadzi¢ i1 udostepnia¢ innych informacji o
obywatelach niz niezb¢dne w demokratycznym panstwie prawnym.” dotyczy rowniez informacji
pozyskiwanych w drodze uzywania réznych srodkow technicznych, w tym systemoéw CCTV. W
polskiej Konstytucji nie pojawia si¢ wprawdzie w zadnym artykule mowa o monitoringu wizyjnym,
ale takiej potrzeby nie ma. Wystarczy okreslenie praw i wolnosci czlowieka i obywatela w
polaczeniu z artykulem 7, ktory stanowi, ze: ,,Organy wtadzy publicznej dziataja na podstawie 1 w
granicach prawa.” Oznacza to, ze organy wtadzy publicznej potrzebuja wyraznego prawnego
upowaznienia dla swoich dziatan, réwniez w szeroko rozumianym obszarze zapewniania
bezpieczenstwa.

Umowa mig¢dzynarodowa, ktéra w pewnym zakresie dotyczy kwestii zwigzanych z
systemami CCTV jest Konwencja o Ochronie Praw Czlowieka i1 Podstawowych Wolnos$ci
ratyfikowana przez Polske 19 stycznia 1993 roku. Jej artykut 6smy stanowi, ze: ,,Kazdy ma prawo
do poszanowania swojego zycia prywatnego 1 rodzinnego, swojego mieszkania i swojej
korespondencji. Niedopuszczalna jest ingerencja wiadzy publicznej w korzystanie z tego prawa z
wyjatkiem przypadkéw przewidzianych przez ustawe 1 koniecznych w demokratycznym
spoleczenstwie z uwagi na bezpieczenstwo panstwowe, bezpieczenstwo publiczne lub dobrobyt
gospodarczy kraju, ochron¢ porzadku i zapobieganie przestgpstwom, ochrong zdrowia i moralno$ci
lub ochrone praw i wolnosci 0sob.”*** Sa to wiec regulacje, ktore pojawiaja sic rowniez w polskiej
Konstytucji. Innych uméw migdzynarodowych dotyczacych problematyki systemow monitoringu
wizyjnego w chwili obecnej nie ma.

Prozno szuka¢ regulacji podobnych do hiszpanskich czy francuskich w polskim
prawodawstwie. W Ustawie o ochronie danych osobowych z 29 sierpnia 1997 roku (Dz. U. 1997 r.
nr 133 poz. 883, UODO)** nie pojawia si¢ monitoring wizyjny jako Zrdédto danych osobowych.
Artykut szosty tej ustawy stanowi jednak, ze: ,,za dane osobowe uwaza Si¢ wszelkie informacje
dotyczace zidentyfikowanej lub mozliwej do zidentyfikowania osoby fizycznej.” W dalszej czgsci
tego artykulu okreslono, ze: ,,Osobg mozliwg do zidentyfikowania jest osoba, ktorej tozsamosé
mozna okresli¢ bezposrednio lub posrednio, w szczegdlnosci przez powolanie si¢ na numer
identyfikacyjny albo jeden lub kilka specyficznych czynnikow okreslajacych jej cechy fizyczne,
fizjologiczne, umystowe, ekonomiczne, kulturowe lub spoteczne.” Pytanie, czy w mysl tej definicji
specyficznym czynnikiem bedzie np. zdjecie takiej osoby lub nagranie ja przedstawiajace.
Niewatpliwie jezeli jest odpowiedniej jako$ci na jego podstawie mozna okresli¢ cechy fizyczne

konkretnej osoby, czyli jest takim specyficznym czynnikiem. Wydaje si¢, ze punkt trzeci artykutu

23 Dz.U.z1993r. nr 61, poz. 284
24 tekst jednolity: Dz. U. 2002 r. nr 101 poz. 926
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szostego rzeczonej ustawy bedzie adekwatny tylko w sytuacjach nagran w miejscach publicznych,
gdzie rotacja ludzi jest duza, a nagrania niewyrazne. Wowczas nagran tych nie bedzie mozna uznaé
za podlegajace regulacjom ustawy, poniewaz: ,Informacji nie uwaza Si¢ za umozliwiajaca
okreslenie tozsamosci osoby, jezeli wymagatoby to nadmiernych kosztoéw, czasu lub dziatan.”
Ewidentnym jest fakt, ze tworcy tej ustawy w czasie prac nad nig nie przewidzieli lawinowego
wzrostu liczby kamer, zwlaszcza, ze w Polsce rozpoczal si¢ on na poczatku XXI wieku, chociaz z
tego samego roku pochodzi omowiona wczesniej ustawa hiszpanska. Z tego powodu brak jest
doktadniejszych regulacji dotyczacych systeméw CCTV w tym akcie prawnym. Nalezy jednak
zwroci¢ uwage na fakt, ze brak jest tez takiej regulacji w Wielkiej Brytanii. W DPA nie pojawia si¢
zadna definicja dotyczaca nagran dokonywanych za pomoca systeméw CCTV. Réznica polega
tylko i wylacznie na interpretacji przepisow. Moze to dziwi¢ zwlaszcza, ze definicja danych
osobowych w obu ustawach jest identyczna. Zdanie Generalnego Inspektora Ochrony Danych
Osobowych (GIODO) na temat nagran z systemOéw monitoringu wizyjnego jest co najmniej
dwuznaczne:,,Wazne jest natomiast, by podczas rejestrowania obrazu nie dochodzito do naruszenia
praw i wolnosci obywateli. A poniewaz nadzor wideo ogranicza naszq prywatnosé, na terenach, na
ktorych jest on wprowadzany, powinny by¢é umieszczane tablice informujgce o jego istnieniu.
Administratorzy systemow dozoru wizyjnego powinni zas dbac¢ o zgodne z prawem, w tym z ustawq
o ochronie danych osobowych postgpowanie z zarejestrowanymi obrazami. Wazne jest przede
Wszystkim zadbanie o bezpieczne gromadzenie i przechowywanie zapisow z kamer, tak by nie
dostaly sie one w rece osob nieuprawnionych. W niektorych przypadkach zarejestrowane obrazy
mozemy bowiem uznac¢ za dane osobowe. O ile bez dodatkowych informacji trudno byloby
zidentyfikowa¢ tysigce osob przewijajgcych si¢ po ulicach pod okiem kamery, to juz w przypadku
obrazow ludzi siedzgcych w samochodach, ktore mozna powigzac¢ z numerami rejestracyjnymi aut,
mozna mowi¢ o danych osobowych.”245 GIODO prezentuje koncepcje, ktéra stoi w opozycji do
faktu, ze wystarczy dobrej jakoSci nagranie zeby dokonaé identyfikacji indywidualnej. Nie
potrzebne s3 do tego numery rejestracyjne samochodu. Zarazem GIODO widzi mozliwo$¢
naruszenia prywatnosci 1 co wazniejsze uznaje zarejestrowane obrazy za dane osobowe (chociaz
tylko w niektorych wypadkach). Stosujac jednak nawet taka ograniczong podmiotowo subsumcje
przepisow UODO nalezatoby oczekiwaé, ze wszystkie sklepy wielkopowierzchniowe i centra
handlowe, w ktorych kamery obejmujg swoim zasi¢giem parkingi powinny znalez¢ si¢ w polu
zainteresowania GIODO, jako administratorzy danych. Podobnie jednostki samorzadu
terytorialnego, ktorych systemy CCTV obejmuja swoim zasiggiem ulice i parkingi. Kolejng grupe

administratorow danych stanowig instytucje, jak i podmioty prywatne, ktére wykorzystuja systemy

25 Kosiarski M., Ostroznie udostepniajmy informacje o sobie, Rozmowa z Michatem Serzyckim, Generalnym

Inspektorem Ochrony Danych Osobowych, Rzeczpospolita 10.11.08, s. B 10.
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telewizji przemystowej do nagrywania swoich pracownikow. Zwtaszcza, ze GIODO wyraza
nastepujacg opini¢: ,,W niektorych przypadkach zarejestrowane obrazy mozemy bowiem uznaé za
dane osobowe. O ile bez dodatkowych informacji trudno byloby zidentyfikowac tysigce 0sob
przewijajgcych sie po ulicach pod okiem kamery, to juz w przypadku obrazow przedstawiajgcych
pracownikow bez wqtpienia mamy do czynienia z danymi osobowymi. Bowiem dla administratora
tych danych, czyli pracodawcy, wizerunek jego podwtadnych bedzie nalezal do kategorii danych
osobowych. "**® Sytuacja taka bedzie miata miejsce, kiedy systemy dozoru wizyjnego beda
wykorzystywane nie tylko do nadzorowania na odleglos¢ pracownikow, ale obraz bedzie
rejestrowany dla innych celow, np. dowodowych. Tak tez uwaza GIODO: ,,wykorzystywanie
systemow rejestrowania obrazu jest przetwarzaniem danych osobowych, jesli poza celem
nadzorczym obraz jest rejestrowany i przechowywany na nosniku urzqdzenia, a nagranie te lub
wybrane informacje stuzg do identyfikacji osob w kontekscie okreslonego zachowania.”**' GIODO
stusznie zwraca tez uwagg na zasad¢ proporcjonalnosci w konteks$cie wideonadzoru — przetwarzane
dane muza by¢ adekwatne do celu i istotne dla celéw przetwarzania.?*®

W obecnej sytuacji, kiedy brak jest odrebnych regulacji nalezy stosowac istniejace, w tym
przede wszystkim wilasnie Ustawa o ochronie danych osobowych. Docelowo jednak systemy CCTV
doczekac si¢ powinny regulacji przystajacej do rzeczywistosci spotecznej i rozwoju techniki w tym
zakresie, co pozwoliloby rowniez na ograniczenie mozliwosci interpretacji zwezajacych pojecie
danych osobowych.

Prawo do korzystania z systemow CCTV polski ustawodawca przyznaje m.in. policji.
Ustawa o Policji z 6 kwietnia 1990 r. (Dz. U. z 2002 r. nr 7, poz. 58 ze zm.) pozwala na
obserwowanie 1 rejestrowanie przy uzyciu Srodkow technicznych obrazu zdarzen w miejscach
publicznych, a w przypadku czynno$ci operacyjno-rozpoznawczych i administracyjno-
porzadkowych podejmowanych na podstawie ustawy — takze i dzwigku towarzyszacego tym
zdarzeniom (art. 15 ust. 1 pkt 5a ustawy). Jednocze$nie jednak zastrzega, ze czynnos$ci te powinny
by¢ wykonywane w sposdb mozliwie najmniej naruszajacy dobra osobiste osoby, wobec ktorej
zostaly podjete. Na sposdb prowadzenia tych czynnos$ci przystuguje zazalenie do witasciwego
miejscowo prokuratora, a szczegétowy tryb dziatan, o ktorych mowa — okreslita w drodze
rozporzadzenia Rada Ministrow (art. 15 ust. 6-8 ustawy o Policji). Prawo to przystuguje takze
innym shuzbom wyposazonym w uprawnienia policyjne, takim jak: Zandarmeria Wojskowa, Straz

Graniczna, Centralne Biuro Antykorupcyjne, czy Straz Ochrony Kolei.

6 serzycki M., Wideomonitoring personelu. Czy w urzedzie mozna instalowaé kamery, Kadry w urzedzie nr 6/2009,

s. 28.
Tamze.
248 Tamze, s. 27
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Pewne regulacje dotyczace korzystania przez policje z systeméw CCTV niesie
Rozporzadzenie Rady Ministrow z dnia 26 lipca 2005 r. w sprawie sposobu postgpowania przy
wykonywaniu niektérych uprawnien policjantow (Dz. U. 2005 nr 141, poz. 1186). W szostym
rozdziale (§ 19 i 20) pt. ,,Obserwowanie i rejestrowanie obrazu i dzwieku zdarzeh w miejscach
publicznych” znajdujemy okreslenie sposobu wykonywania przez policjanta podczas czynnos$ci
stuzbowych uprawnien do obserwowania i1 rejestrowania (planowo lub doraznie) obrazu lub
dzwicku zdarzen. Moze to wykonywaé bezposrednio — w przypadku obecnosci policjantow w
miejscu prowadzenia obserwacji i rejestracji obrazu lub dzwigku zdarzen, w sposob zdalny — przy
uzyciu urzadzen teleinformatycznych przekazujgcych obraz lub dzwigk zdarzen na odleglos¢, oraz
jawny lub przy uzyciu metod uniemozliwiajagcych osobom nieupowaznionym ustalenie faktu
prowadzenia obserwacji i rejestracji. Zostata tez pobieznie uregulowana kwestia dokumentacji tych
czynnosci: ,,Policjant dokumentuje (...) stosownie do okoliczno$ci i wynikow obserwacji oraz
dyspozycji podmiotu decydujacego o podjeciu obserwacji, w notatniku stluzbowym, notatce
stuzbowej, notatce urzgdowej, komunikacie, meldunku lub na odpowiednim no$niku technicznym,
okreslajac miejsce i czas ich rozpoczgcia i zakonczenia oraz rodzaj uzytych srodkdéw technicznych.”
Brak jest wcigz regulacji dotyczacych przechowywania nagran w sytuacji, kiedy nie s3 one
wykorzystywane procesowo. W demokratycznym panstwie prawa, w ktorym konstytucja
gwarantuje liczne prawa i wolno$ci brak zabezpieczen w tym obszarze budzi obawy. Nawet w
sytuacji, w ktorej to nie policja jest najczestszym operatorem systemow CCTV.

Kwestie zwigzane z rejestracja obrazu dla celow procesowych reguluje Rozporzadzenie
Ministra Obrony Narodowej z dnia 18 sierpnia 1999 roku w sprawie rodzaju urzadzen i $rodkow
technicznych stuzacych do rejestracji obrazu lub dzwigku dla celéw procesowych oraz sposobow
ich zabezpieczenia, przechowywania, odtwarzania i kopiowania (Dz. U. 1999 nr 73 poz. 820).
Zakres stosowania tego rozporzadzenia, ktorego paragraf 1 stanowi, ze: ,,Do rejestracji obrazu z
przeprowadzanej czynno$ci procesowej moga stuzyé, przeznaczone do tego celu, urzadzenia
mechaniczne 1 elektroniczne typu analogowego lub cyfrowego, a w szczegolnosci aparat
fotograficzny, kamera filmowa lub kamera wideo.”, ograniczony jest jednak tylko do czynnosci
procesowych, czyli jedynie wyjatkowo do systemow monitoringu wizyjnego.

Czesciej niz rejestrowaé czynnosci procesowe systemy monitoringu wizyjnego moga
pozwoli¢ utrwali¢ zdarzenia, ktorych przebieg jest istotny dla postgpowania sadowego. Wowczas
nagrania takie moga stanowi¢ dowody w pdzniejszym postepowaniu. Regulacji wtasnie takiego
wykorzystania nagran dotyczy Rozporzadzenie Ministra Finansow z dnia 30 grudnia 1997 r. w
sprawie sposobu zabezpieczania, odtwarzania i wykorzystywania przez Inspekcje Celng dowodow

utrwalonych za pomoca aparatury rejestrujacej obraz 1 dzwigk oraz magnetycznych nos$nikoéw
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informacji (Dz. U. 1998 nr 4 poz. 10). Akt ten reguluje zabezpieczanie tego typu nagran, m.in.
stanowigc, ze

,Dowody uzyskane w wyniku czynnosci kontrolnych przeprowadzonych przez funkcjonariuszy
Inspekcji  Celnej, zwane dalej ,,dowodami”, przemieszcza si¢ 1 przechowuje w sposob
zapobiegajacy:

1) utracie, uszkodzeniu lub zniszczeniu w wyniku oddzialywania §rodkow chemicznych,

czynnikdw mechanicznych, temperatury, $wiatta lub pola magnetycznego albo wskutek

dostgpu 0so6b nieuprawnionych,

2) zapoznaniu si¢ z tre$cig dowoddw przez osoby nieuprawnione.”

W dalszej czesci rozporzadzenia okre§lane sa warunki oznaczania nagran, badania ich,
kopiowania i odtwarzania. Nalezy zaznaczy¢, ze regulacja ta dotyczy wszystkich nagran, a nie tylko
pochodzacych z systemow CCTV. Jego zaleta jest to, ze omowiono w niej krok po kroku
postgpowanie z tego typu dowodem.

W zwigzku z tym, ze systemy CCTV w Polsce sg najczeséciej prowadzone przez straze
gminne, a nie policj¢ duza role odgrywaja regulacje funkcjonowania wtasnie tej formacji. W
zakresie realizowania obowigzkéw wynikajacych z ustawy z dnia 29 sierpnia 1997 r. o strazach
gminnych (Dz.U. 1997 nr 123, poz. 779 - UOSG) prawo wykorzystania systeméw CCTV
przystuguje strazom gminnym. Artykut 11 ust. 3 tej ustawy stanowi, ze: ,,W zwigzku z
realizowanymi zadaniami okreslonymi w ust. 1 i art. 10, strazy przystuguje prawo do obserwowania
1 rejestrowania przy uzyciu $rodkéw technicznych obrazu zdarzen w miejscach publicznych w
przypadku, gdy czynnosci te sa niezbedne do wykonywania zadah oraz w celu:

1) utrwalania dowodéw popelnienia przestgpstwa lub wykroczenia,
2) przeciwdziatania przypadkom naruszania spokoju i porzadku w miejscach publicznych,
3) ochrony obiektéw komunalnych i urzadzen uzytecznos$ci publiczne;j.”

Rozporzadzenie Rady Ministrow z dnia 16 grudnia 2009 r. w sprawie sposobu
obserwowania 1 rejestrowania przy uzyciu $rodkow technicznych obrazu zdarzen w miejscach
publicznych przez straz gminng (miejska) (Dz. U. 2009 nr 220 , poz. 1720) okresla dwa sposoby
prowadzenia obserwacji:

1) zdalny — przy uzyciu urzadzen umozliwiajacych przekazywanie obrazu zdarzen na odlegtos¢;
2) bezposredni — w przypadku prowadzenia przez straznika gminnego (miejskiego) obserwacji i
rejestracji obrazu w miejscu zdarzenia.

Na straz zostat nalozony obowiazek dokumentowania przebiegu czynnos$ci poprzez podanie:
daty, godziny rozpoczecia i zakonczenia czynnos$ci oraz opisu zdarzenia, ze wskazaniem miejsca i
wyniku obserwacji. W rozporzadzeniu tym zostala tez w pewnym zakresie uregulowana kwestia

postepowania z nagraniami. Jego § 3 wust.l stanowi, ze: ,Zarejestrowany obraz zdarzen,
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niezawierajagcy dowodow pozwalajacych na wszczecie postepowania karnego albo postgpowania w
sprawach o wykroczenia lub dowodéw majacych znaczenie dla tych postgpowan, przechowuje si¢
przez okres nie krotszy niz 20 dni od daty dokonania nagrania i nie dtuzszy niz 60 dni, a nastgpnie
podlega on zniszczeniu.” Ze zniszczenia sporzadza si¢ protokél zawierajacy: czas 1 miejsce
zarejestrowanego obrazu zdarzen podlegajacego zniszczeniu, sposob zniszczenia, imi¢, nazwisko 1
stanowisko stuzbowe osoby dokonujacej zniszczenia, czas i miejsce zniszczenia oraz podpis osoby
dokonujacej zniszczenia.

Przedstawione regulacje nie budza watpliwosci, chociaz sprawiajg wrazenie niepeinych.
Straze gminne nie majg za zadanie gromadzi¢ potajemnie informacji o obywatelach, ani prowadzi¢
skomplikowanych dziatah operacyjnych, miedzy innymi z wykorzystaniem systemow CCTV.
Dlatego dziwi brak obowigzku wyraznego oznaczania przestrzeni znajdujacej si¢ pod nadzorem
kamer. Wowczas ograniczono by faktyczng ingerencj¢ w prawo do prywatnosci os6b znajdujacych
si¢ na takim terenie — bylyby w ten sposéb ostrzegane, ze ich prywatno$¢ na tym terenie doznaje
ograniczenia. Informacja taka nie ograniczataby jednak ochrony ich dobr osobistych, takich jak
prawo do wizerunku, godno$¢ czy intymno$¢é. Nagranie dokonane nawet na jednoznacznie
oznaczonym terenie nie moze stawac si¢ pozywka dla niskich potrzeb sensacji, poprzez np.
umieszczanie go w sieci internetowej, czy przekazywanie mediom. Powinna tez zosta¢ okreslona
gorna granica czasu przechowywania nagran. Brak regulacji tych kwestii wzbudza tym wigksze
zdziwienie w kontek$cie delegacji ustawowej UOSG, ktorej Art. 11 ust. 3 wyraznie stanowi, ze:
»Rada Ministrow okresli, w drodze rozporzadzenia, sposéb wykonywania czynno$ci, o ktérych
mowa w ust. 2, uwzgledniajac potrzebe zapewnienia skuteczno$ci obserwowania i rejestrowania
przy uzyciu $rodkéw technicznych obrazu zdarzen w miejscach publicznych, a takze potrzebe
respektowania godnosci ludzkiej oraz przestrzegania i ochrony praw czlowieka.”?*® Trudno
znalez¢ w przedmiotowym rozporzadzeniu gwarancje respektowania godnosci ludzkiej oraz
przestrzegania i ochrony praw cztowieka. W stosunku do uchylonego Rozporzadzenie Rady
Ministréw z dnia 2 listopada 2004 r. w sprawie zakresu 1 sposobu wykonywanych przez straznikoéw
gminnych (miejskich) niektorych czynnosci (Dz. U. 2004 nr 247 , poz. 2473), ktore regulowala
wykorzystanie systemOw monitoringu wizyjnego przez straze gminne 1 miejskie, obecnie
obowigzujace daje jeszcze mniej gwarancji respektowania godnos$ci ludzkiej, jak i1 przestrzegania i
ochrony praw cztowieka. Brak jest w chwili obecnej podmiotowego ograniczenia 0sob, ktore
realizujg prawo do obserwowania i rejestrowania przy uzyciu srodkow technicznych obrazu zdarzen
w miejscach publicznych. Poprzednie rozporzadzenie ograniczalo grupe uprawnionych do
wylacznie straznikow. Powdd tej zmiany zostat jasno wyrazony w uzasadnieniu rozporzadzenia:

»Wejscie w zycie rozporzadzenia spowoduje, ze znaczna liczba straznikdw nie bedzie musiata by¢

24 ) .
9 Wyroznienie autora.
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zatrudniona wylacznie do obslugi tzw. monitoringdw wizyjnych. W rezultacie wykwalifikowani
straznicy beda podejmowali bezposrednio dziatania stuzace ochronie porzadku publicznego, a nie tylko
wykonywali pracg sprowadzajacag si¢ do ogladania obrazu z kamer. Przedmiotowe zadanie moze by¢
bowiem réwnie profesjonalnie wykonywane przez pracownikéw zatrudnionych w  strazy.”?*°
Pracownicy zatrudnieni w strazy moga by¢ kompetentni oraz charakteryzowaé si¢ wysokimi
standardami etycznymi. W sytuacji jednak braku jakichkolwiek kryteriow ich selekcji oraz kontroli
gwarancje praw obserwowanych osob sg nizsze niz kiedy jedynymi uprawnionymi do prowadzenia
obserwacji byli straznicy. Uzasadnienie obecnego rozwigzania majace czysto ekonomiczne podtoze nie
powinno ogranicza¢ praw ogotu. W demokratycznym panstwie prawnym pelne regulacje tego kto i w
jakim trybie ma prawo obserwowac i rejestrowaé obywateli oraz co si¢ dzieje z takimi danymi
powinny si¢ znalez¢ w przepisach dotyczacych policji i innych stuzb mundurowych.

Oproécz instytucji publicznych powolanych do zapewnienia bezpieczenstwa funkcjonuja tez
prywatne stuzby ochrony i mienia, ktorych dziatanie reguluje ustawa z dnia 22 sierpnia 1997 r. o
ochronie 0so6b i mienia (Dz. U. 2005 nr 145 , poz. 1221). Okre$la m.in. formy realizowania ochrony
0sob i mienia. Artykul 3 stanowi, ze istniejg dwie formy ochrony — fizyczna i techniczna.
Monitoring wizyjny jest niewatpliwie formg techniczng, ktéra mozna uzna¢ za spetniajaca
znamiona ,,montazu elektronicznych urzadzen i systemow alarmowych, sygnalizujacych zagrozenie
chronionych o0s6b i1 mienia, oraz eksploatacji, konserwacji i naprawach w miejscach ich
zainstalowania.” Nalezy zwroci¢ uwage na cel prowadzenia tych dziatah — sygnalizowanie
zagrozeh, a nie monitorowanie zachowan nie spehniajacych tego warunku. Stuzby te nie zostaly
wiec upowaznione do obserwacji i rejestracji zdarzen w miejscach publicznych. Nie sposob si¢
zgodzi¢ ze stwierdzeniem, ze ,,obserwacja jest dozwolona bez ograniczer'l”251. Nalezy tez rozrdznic
miejsca publiczne od przestrzeni prywatnej, np. placowek handlowych, do ktérych dostgp ma
nieograniczone grono klientow. Jest to sfera nieuregulowana, co nie oznacza przyznania
nieograniczonych praw agencjom ochrony osob 1 mienia. Zwlaszcza kiedy mogty by one naruszaé
konstytucyjnie zagwarantowane prawa 1 wolnosci. Praktyka dziatan tych stuzb bywa rozna, ale
nalezy stanowczo podkresli¢, ze w zadnym razie nie mozna stosowac interpretacji rozszerzajacej,
ktora uprawniala by je do monitorowania miejsc publicznych. Praktyka Zycia codziennego
wskazuje, ze kwestia wykorzystania systeméw CCTV przez prywatne stluzby ochrony i mienia
wymaga uregulowania, ktére rozwiato by wszelkie watpliwosci w tym zakresie.

Nalezy tu tez wspomnie¢ o ograniczeniach rozpowszechniania wizerunku wynikajacych z

Ustawy o prawie autorskim i prawach pokrewnych z dnia 4 lutego 1994 roku (Dz. U. 1994 poz. 83

250

http://www.bip.mswia.gov.pl/portal/bip/178/18512/Projekt_rozporzadzenia_Rady Ministrow_z_dnia__2009 r w_s
prawie_sposobu_obserwowa.html, sprawdzone 30.01.10

2 Ordysinska M., Aspekty prawne funkcjonowania systeméw monitoringu wizyjnego w Polsce. Cz. I, Systemy
Alarmowe nr 4 lipiec-sierpien 2006, s.38
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nr 24). Jej artykut 81 stanowi, ze: ,,Rozpowszechnianie wizerunku wymaga zezwolenia osoby na
nim przedstawionej. W braku wyraznego zastrzezenia zezwolenie nie jest wymagane, jezeli osoba
ta otrzymata umowiong zaptate za pozowanie.” Przypadki nie wymagajace zezwolenia zostaty
wymienione w tym samym artykule 1 ograniczaja si¢ do wizerunku osoby powszechnie znanej,
jezeli wizerunek wykonano w zwigzku z pelnieniem przez nig funkcji publicznych, w szczegdlnosci
politycznych, spotecznych, zawodowych oraz kiedy wizerunek osoby stanowi jedynie szczegdi
catosci takiej jak zgromadzenie, krajobraz, publiczna impreza. W sytuacjach, z ktérymi zazwyczaj
si¢ spotykamy w przypadku nagran pochodzacych z systeméw CCTV nikt nie pyta osoby
przedstawionej na nagraniach o zezwolenie, ani nie otrzymuja one z tego tytulu zaptaty. Najczesciej
,bohaterowie” takich nagrah nie s3 osobami powszechnie znanymi (przynajmniej przed
upublicznieniem nagran z ich udzialem). W §wietle obowiazujacej ustawy zasadniczej, Konwencji o
Ochronie Praw Czlowieka i Podstawowych Wolnosci oraz przytoczonego artykutu Ustawy o prawie
autorskim 1 prawach pokrewnych, praktyka przekazywania mediom nagran z systemow
publicznych CCTV (jak w opisywanym w rozdziale siddmym przypadku) okazuje si¢ nie mieé
oparcia W przepisach, a co wigcej stoi w sprzecznosci z tymi aktami prawnymi. Mozna w tym
miejscu przywotaé tez Ustawe o prawie prasowym z 26 stycznia 1984 roku (Dz. U. 1984 nr 5 poz.
24), ktorej artykut 13 pkt. 2. stanowi, ze: ,,Nie wolno publikowaé w prasie danych osobowych
I wizerunku osob, przeciwko ktorym toczy si¢ postgpowanie przygotowawcze lub sgdowe, jak
réwniez danych osobowych i wizerunku $wiadkow, pokrzywdzonych i1 poszkodowanych, chyba ze
osoby te wyraza na to zgode.” Jezeli nie wolno publikowaé wizerunku osob, przeciwko ktorym
toczy si¢ postgpowanie, to tym bardziej ochrona ta dotyczy innych osob — takich przeciwko ktorym
nie jest prowadzone ani postgpowanie przygotowawcze, ani sgdowe.

Bezposrednio do systemow telewizji dozorowej odnosi si¢ Polska Norma na Systemy
alarmowe - Systemy dozorowe CCTV stosowane w zabezpieczeniach — cze$¢ 7: Wytyczne
stosowania (PN-EN-50132-7:2003 - PNCCTV). Nalezy jednak przypomnieé, ze zgodnie z Ustawa
o normalizacji z dnia 12 wrze$nia 2002 roku (Dz. U. 2002 nr 169 poz. 1386) od 1 stycznia 2003
roku stosowanie norm jest catkowicie dobrowolne. We wprowadzeniu do normy wyrazone jest jej
»przestanie”: ,,Skuteczno$¢ systemu CCTV zalezy od aktywnego udziatu uzytkownika w realizacji
zalecanych w niniejszej normie procedur postgpowania w procesie inwestycyjnym.” Okresla ona
procedury zwigzane z projektowaniem systemow oraz techniczne parametry wykorzystywanego
sprzetu w zaleznos$ci od zdefiniowanego celu. Zalecana procedura projektowania systemu sktada sig¢
Z nastepujacych etapow:

a) opracowanie wymagan uzytkowych,

b) zaprojektowanie systemu,

C) uzgodnienie wyboru urzadzen,
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d) zainstalowanie i uruchomienie systemu,

e) przekazanie systemu,

) konserwacja (utrzymanie w ruchu).

Nie wchodzac glebiej w czysto techniczne specyfikacje warto jedynie zwrdci¢ uwage na
okreslenie wymogéw zwigzanych z celem systemu. Jezeli celem jest kontrola thtumu wowczas
wystarcza kiedy obiekt (osoba) zajmuje przynajmniej 5% wysokos$ci ekranu (rozdzielczo$¢ ponad
400 linii telewizyjnych). Detekcja intruza wymaga juz przekroczenia 10% wysokosci ekranu,
rozpoznanie z kolei jest mozliwe przy przekroczeniu 50% wysokosci ekranu, a dla potrzeb
identyfikacji obserwowana osoba powinna zajmowac przynajmniej 120% wysokosci ekranu (czyli
caly ekran zajmuje czg¢$¢ ciata obserwowanej osoby umozliwiajacy jej identyfikacje — np. jej
powickszona glowa).?*?

Polski ustawodawca w dwoch przypadkach wprowadzil ustawowy obowigzek prowadzenia
monitoringu wizyjnego: w zakladach karnych oraz w trakcie imprez masowych. Regulacje te
zostang doktadniej przyblizone ze wzgledu na ich kompleksowy, a zarazem szczeg6towy charakter.

Przepisy dotyczace monitoringu aresztow i zakltadow karnych zostaly zmienione pod
wpltywem opinii publicznej poruszonej serig samobojstw skazanych odbywajacych kary
pozbawienia wolnosci za zabojstwo Krzysztofa Olewnika.?® Ustawa z dnia 6 czerwca 1997 roku
Kodeks karny wykonawczy (Dz. U. 1997 Nr 90 poz. 557 z pdzn. zm. - KKW) naktada obowigzek
statego monitorowania skazanych i tymczasowo aresztowanych zaliczanych do kategorii tzw.
niebezpiecznych. Artykut 88c KKW stanowi, ze: ,,Stalemu monitorowaniu podlega zachowanie
skazanego, o ktorym mowa w art. 88 § 3 1 art. 88a § 2, w celach mieszkalnych wraz z cze$cia
przeznaczong do celow sanitarno-higienicznych oraz w miejscach i pomieszczeniach, o ktorych
mowa w art. 88b pkt 1. Monitorowany obraz lub dzwigk podlega utrwalaniu.” Artykut 88 § 3 KKW
definiuje osobg takiego skazanego, jako:,stwarzajacego powazne zagrozenie spoleczne albo
powazne zagrozenie dla bezpieczenstwa zakltadu osadza si¢ w zaktadzie karnym typu zamknigtego
w warunkach zapewniajacych wzmozong ochrong spoleczenstwa i1 bezpieczenstwo zakladu.”
Natomiast art. 88a §2 KKW dotyczy skazanych, ktorych ,,wlasciwosci, warunki osobiste,
motywacje, sposob zachowania si¢ przy popelnieniu przestepstwa, rodzaj i rozmiar ujemnych
nastgpstw przestepstwa, sposob zachowania si¢ w trakcie pobytu w zakladzie karnym lub stopien
demoralizacji stwarzaja powazne zagrozenie spoteczne albo powazne zagrozenie dla
bezpieczenstwa zaktadu”. Artykut 88a § 2 ust. 1 KKW stanowi, ze oprocz wymienionych wyzej

przestanek przestepstwo popelnione przez skazanego musi by¢ zakwalifikowane jako:

%2 Klasyfikacja prawie identyczna z przyjeta w brytyjskim CCTV COP.

253
Kryszkiewicz M., Zero prywatnosci dla niebezpiecznych wigzniéow, Gazeta Prawna z 26.02.09.
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- zamach na niepodlegtos¢ lub integralno$¢ Rzeczypospolitej Polskiej, konstytucyjny ustroj
panstwa lub konstytucyjne organy Rzeczypospolitej Polskiej, zycie Prezydenta Rzeczypospolitej
Polskiej lub jednostke Sit Zbrojnych Rzeczypospolitej Polskiej,

- popetnione ze szczegdlnym okrucienstwem,

- wzigcie lub przetrzymanie zaktadnika albo w zwigzku z wzi¢ciem zaktadnika,

- uprowadzenia statku wodnego lub powietrznego,

- popetnione z uzyciem broni palnej, materiatéw wybuchowych albo tatwo palnych.

Artykut 88a § 2 KKW ust. 2 ogranicza krag osoéb podlegajacych powyzszej regulacji do
skazanych, ktorzy podczas uprzedniego lub obecnego pozbawienia wolnosci stwarzali zagrozenie
dla bezpieczenstwa zaktadu karnego lub aresztu §ledczego poprzez: organizowanie lub aktywne
uczestnictwo w zbiorowym wystapieniu w zaktadzie karnym lub areszcie §ledczym, dopuscili si¢
czynnej napasci na funkcjonariusza publicznego lub inng osobe zatrudniong w zaktadzie karnym
lub areszcie §ledczym, byli sprawcami zgwalcenia albo znecali si¢ nad skazanym, ukaranym lub
tymczasowo aresztowanym, uwolnili si¢ lub usitowali uwolni¢ si¢ z zakladu karnego typu
zamknigtego lub aresztu $ledczego albo podczas konwojowania poza terenem takiego zaktadu lub
aresztu.

Artykut 212b § 2 KKW stanowi, ze: ,Stalemu monitorowaniu podlega zachowanie
tymczasowo aresztowanego, o ktorym mowa w art. 212a § 1 1 4, w celach mieszkalnych wraz z
czeScig przeznaczona do celow sanitarno-higienicznych oraz w miejscach i pomieszczeniach, o
ktorych mowa w § 1 pkt 1. Monitorowany obraz lub dzwigk podlega utrwalaniu.” Zgodnie z norma
wyrazong w art. 212a KKW komisja penitencjarna dokonuje kwalifikacji tymczasowo
aresztowanych jako stwarzajacych powazne zagrozenie spoteczne albo powazne zagrozenie dla
bezpieczenstwa aresztu na podstawie analogicznych przestanek, do obowigzujacych w przypadku
skazanych.

Oprocz obligatoryjnego monitoringu zgodnie z art. 73a KKW §1 zaktady karne mogg by¢
monitorowane przez wewnetrzny system urzadzen rejestrujacych obraz lub dzwigk, w tym przez
system telewizji przemystowej. Artykut ten okresla tez obszar, jaki moze by¢ objety monitoringiem:
,Monitorowanie, zapewniajagce mozliwo$¢ obserwowania zachowania skazanego, mozna stosowac
w szczegblnosci w celach mieszkalnych wraz z cze$cig przeznaczong do celéw sanitarno-
higienicznych, w taZzniach, w pomieszczeniach wyznaczonych do widzen, w miejscach zatrudnienia
osadzonych, w ciggach komunikacyjnych, na placach spacerowych, a takze do obserwacji terenu
zaktadu karnego na zewnatrz budynkow, w tym linii ogrodzenia zewngtrznego.” Regulacja ta
umozliwia tez utrwalanie obrazu lub dZzwigku. Ogranicza jednak monitorowanie i nagrywanie
dzwigku do informacji nie objetych tajemnicg spowiedzi lub tajemnica prawnie chroniong. Ponad to

poprzez norme¢ wyrazong w art. 73a KKW §5 stoi na strazy ochrony godno$ci monitorowanych
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osOb. Stanowi ona, ze: ,,Obraz z kamer systemu telewizji przemystowej, zainstalowanych w czesci
celi mieszkalnej przeznaczonej do celow sanitarno-higienicznych oraz w lazniach, jest
przekazywany do monitoréw lub urzadzen, o ktérych mowa w § 3, w sposéb uniemozliwiajacy
ukazywanie intymnych cze¢$ci ciata skazanego oraz wykonywanych przez niego intymnych
czynnosci fizjologicznych.” Kolejnym wyrazem dbatosci o prawa cztowieka jest zobowigzanie do
niezwlocznego zniszczenia utrwalonego obrazu lub dzwigku, jezeli nie zawiera informacji
wskazujacych na popehienie przestepstwa lub nie jest istotny dla bezpieczenstwa zaktadu karnego
albo bezpieczenstwa skazanego. Natomiast w sytuacji, w ktorej utrwalony obraz lub dzwigk jest
istotny dla bezpieczenstwa zaktadu karnego lub bezpieczenstwa skazanego, to dyrektor zaktadu
karnego podejmuje decyzje o czasie jego przechowywania i sposobie wykorzystania. Rowniez
dyrektor zakladu karnego decyduje gdzie nalezy stosowaé monitoring, aby zapewni¢ porzadek i
bezpieczenstwo w kierowanej jednostce. Zgodnie z prezentowana regulacja osobami
monitorujacymi zachowania skazanych, a takze miejsc i pomieszczen na terenie zaktadu karnego sa
funkcjonariusze Stuzby Wieziennej oraz pracownicy zaktadu karnego.

Rozporzadzenie Ministra Sprawiedliwosci z dnia 16 pazdziernika 2009 r. w sprawie rodzaju
urzadzen i $rodkow technicznych stuzacych do przekazywania, odtwarzania i utrwalania obrazu lub
dzwicku z monitoringu w zaktadach karnych (Dz. U. 2009 Nr 175 poz. 1360 - RMSCCTYV) okre$la:

- rodzaje urzadzen i $rodkow technicznych shuzacych do przekazywania, odtwarzania i
utrwalania obrazu lub dzwigku z monitoringu, stosowanych na terenie zaktadow karnych i aresztow
sledczych,

- sposob przechowywania, odtwarzania i niszczenia utrwalonego obrazu lub dzwieku,

- sposob udostepniania utrwalonego obrazu lub dzwigku uprawnionym podmiotom.

Zgodnie z delegacja ustawowa zawartg w art. 73a KKW §10, ma ono uwzgl¢dniac¢ koniecznosc¢
wlasciwego zabezpieczenia utrwalonego obrazu lub dzwieku przed utrata, znieksztalceniem lub
nieuprawnionym ujawnieniem. W § 2 ust. 2 RMSCCTV okreslono, co to sg urzadzenia telewizji
przemystowe;j:

1) punkty kamerowe, zestawy zawierajagce kamer¢ wraz z obiektywem 1 niezbednym

wyposazeniem pomocniczym umieszczane w zaleznosci od potrzeb w ostonie zabezpieczajacej

przed uszkodzeniami mechanicznymi lub $rodowiskowymi;

2) urzadzenia sterujace i transmisyjne przewodowe i bezprzewodowe, multipleksery, dzielniki

obrazu, mikrofony, okablowanie i urzadzenia nadawczo-odbiorcze;

3) monitory i urzadzenia przetwarzajace sygnaly wizyjne na obrazy wyswietlane na ekranie;

4) urzadzenia utrwalajace obraz lub dzwigk, magnetofony oraz rejestratory cyfrowe.

Przepis § 2 ust. 3 RMSCCTV powtarza regulacje zawartg w art. 73a KKW. Stanowi on,

ze: Dostep do urzadzen utrwalajacych obraz lub dzwigk jest kontrolowany, mozliwy tylko dla oso6b
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uprawnionych.

Ustawodawca w RMSCCTYV duzo uwagi poswigcit technicznym aspektom systemow CCTV w
zaktadach karnych i aresztach $ledczych. Jedng z nich jest wprowadzenie zabezpieczen przed
sytuacjg wylgczenia mozliwosci monitorowania w efekcie awarii zasilania. Systemy telewizji
przemystowej majg by¢ przystosowane do pracy ciaglej i posiada¢ wilasciwe zabezpieczenia w
przypadku zaniku napigcia zasilajacego. Caty § 3 RMSCCTV okre§la wymagania, jakie spetnia¢
maj3a urzadzenia systemu telewizji przemystowe;:

1) do przekazywania obrazu z cze$ci celi mieszkalnej przeznaczonej do celéw sanitarno-

higienicznych oraz z tazni, w celu uniemozliwienia przekazywania i utrwalania obrazu z

intymnymi cz¢éciami ciata osadzonego oraz podczas wykonywania przez niego intymnych

czynnosci fizjologicznych, stosuje si¢ urzadzenia systemu telewizji przemystowej wyposazone

w funkcje maskowania stref prywatnosci; strefy prywatnosci okres$la si¢ podczas montazu tych

urzadzen;

2) do utrwalenia obrazu lub dzwigku stuzg przeznaczone do tego celu urzadzenia elektroniczne

typu cyfrowego, wchodzace w sktad systemu telewizji przemystowej, oraz odpowiednie dla

tych urzadzen nos$niki informacji, zwane dalej "no$nikami";

3) urzadzenia do utrwalania obrazu powinny utrwala¢ obraz wraz ze znacznikiem czasu,

umozliwiajacym doktadne okreslenie godziny i daty utrwalenia zgodnie z czasem lokalnym;

4) utrwalenie obrazu wykonuje si¢ z czgstotliwoscig nie mniejsza niz 3 klatki na sekunde przy

rozdzielczosci D1;

5) utrwalenie dzwigku zapewnia zapisanie sygnatu akustycznego w pasmie czestotliwosci od

300 Hz do 6.000 Hz, przy minimalnej dynamice 50 dB;

6) pojemnos¢ nosnikow urzadzen utrwalajagcych umozliwia przechowywanie i odtwarzanie

utrwalonego obrazu lub dzwigku przez co najmniej 7 dni, po uptywie ktérych utrwalony obraz

lub dZwigk ulega automatycznemu zniszczeniu.

Przytoczony przepis jest przykladem faktycznej gwarancji praw osob objetych monitoringiem.
Dzigki rozwigzaniom technicznym operatorzy systemu nie moga ich podglada¢ w trakcie
intymnych czynnos$ci fizjologicznych, ani rejestrowac¢ stref intymnych czgsci ich ciat. Kolejnym
przyktadem stania na strazy praw czlowieka jest obligatoryjne utrwalanie czasu na nagraniu.
Pozwala to doktadnie okresli¢ czas zarejestrowanych zdarzen utrudniajagc dokonywanie manipulacji
w tym =zakresie. Okreslenie czestotliwoSci oraz rozdzielczosci zapisu stwarza mozliwo$¢
doktadnego odtworzenia przebiegu zarejestrowanych zdarzen i zidentyfikowania uczestniczacych w
nich osob.

W §4 ust. 2 RMSCCTV nalozono na dyrektora zakladu odpowiedzialno$¢ za wiasciwe

przechowywanie 1 zabezpieczenie zapisu przed dostepem do niego o0sOb nieuprawnionych.
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Dodatkowo okreslono sposdb przechowywania zapisu jako zapobiegajacy jego utracie, uszkodzeniu
lub zniszczeniu w szczeg6lnosci w wyniku oddziatywania $rodkéw chemicznych, czynnikow
mechanicznych, temperatury, §wiatta lub pola magnetycznego. Wprowadzono tez obowigzek
sprawdzania jako$ci zapisu przez osob¢ odpowiedzialng za jego sporzadzenie. Ma ono polega¢ na
odtworzeniu losowo wybranych fragmentow zapisu. W § 4 ust. 5 RMSCCTV zawarto wytyczne dla
osoby wykonujacej zapis, ktéra sporzadza z tego notatke. Ma ona zawieraé:

1) dat¢ i miejsce sporzadzenia zapisu,

2) imig¢ i nazwisko osoby wykonujacej zapis;

3) godzing i dat¢ rozpoczecia i zakonczenia zdarzenia, ktore zostato utrwalone;

4) numer identyfikacyjny nadany no$nikowi z danymi utrwalonymi;

5) inne dane dotyczace zapisu.

Dodatkowe gwarancje ochrony prywatnosci osob zarejestrowanych na no$nikach daje § 4 ust. 6
RMSCCTV. Wprowadza on obowigzek usuwania z no$nikdw zapisu w sposob uniemozliwiajacy
jego odzyskanie po uptywie terminu przechowywania (wynosi on zgodnie z RMSCCTV minimum
7 dni). Jezeli natomiast no$nikdw nie mozna wykorzysta¢ ponownie, nalezy je zgodnie z tym
przepisem zniszczy¢, a z czynnosci tej sporzadzi¢ protokot. Zapis ten postuzyl prawodawcy do
zabezpieczenia przed powtarzajgcymi si¢ przykladami utraty danych osobowych, czasem nawet
tajemnic panstwowych w wyniku niefrasobliwo$ci oséb np. wyrzucajacych stare nosniki danych na
$mietnik lub sprzedajacych je na serwisach aukcyjnych.”* Omawiane rozporzadzenie okresla tez,
ze zapis jest udostepniany przez dyrektora zakladu na pisemny wniosek uprawnionego podmiotu.

Poréwnanie efektow pracy polskiego legislatora dotyczacych wykorzystywania systemow
CCTV przez rézne podmioty i w réznych celach daje obraz jego odmiennego stosunku do prawa do
prywatnosci czy gwarancji praw cztowieka. Zrozumiata jest dbatos¢ o prawa oséb przebywajacych

w instytucjach totalnych, jakimi sg zaktady karne 1 areszty §ledcze.

Mozliwo$¢ naduzycia wiadzy
ze strony funkcjonariuszy publicznych jest tam najwigksza, w zwiagzku z czym zabezpieczenia
przed takimi przypadkami powinny by¢ najszczelniejsze. Osoby odizolowane w takich placowkach
nie majg ponadto mozliwos$ci schronienia si¢ przed kamerg. Zwracana jest uwaga na to, ze: ,,Stala
obserwacja wig¢znia w celi za pomocg kamery przez kilka miesigcy moze u niego wywota¢ poczucie

59256

udreczenia ze wzgledu na catkowity brak prywatnosci. Fakt przebywania poza zakladem

254
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Wronski P., Wyciekly tajne dane MSZ, Gazeta Wyborcza z 6.04.04.
Pomimo obowigzujacych przepisow filmy nawet przedstawiajgce przebywajacych w areszcie czlonkow tzw.

todzkiej o$miornicy trafity do internetu: Jasinska A., Kusiak J., Film z aresztu w Piotrkowie wyciekt do sieci, Dziennik

Polska The Times 6.03.2010.

256 .. .. . . . ..
Nowicki M., Komentarz do Konwencji o ochronie praw cztowieka i podstawowych wolnosci

(Dz.U.93.61.284), w: M. Nowicki, Wokét Konwencji Europejskiej. Komentarz do Europejskiej Konwencji Praw
Czlowieka, Warszawa 20009.
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karnym daje mozliwo$¢ przerwania cigglej obserwacji. Dziwi jednak faktyczne pozbawienie
gwarancji dotyczacych np. nagrywania stref intymnych czy regulacji dostgpu do nagran ich
przedstawiajacych catej reszty obywateli. Zwlaszcza, ze wprowadzenie takich rozwigzan nie jest
zwigzane z utratg przydatnos$ci narzedzia jakim sg systemy CCTV.
Ustawa z dnia 20 marca 2009 r. o bezpieczenstwie imprez masowych (Dz. U. 2009 Nr 62

poz. 504 - UBIM) uprawnia organizatora do utrwalania przebiegu kazdej imprezy masowej, a w
szczegolnosci zachowania 0os6b w niej uczestniczacych (art. 11 ust. 1). Natomiast art. 11 ust. 4
UBIM wprowadza obowigzek utrwalania przebiegu imprez masowych odbywajacych si¢ w jednym
z miejsc z wykazu sporzadzonego przez wojewode. Wykaz takich stadiondw, obiektow 1 terendw
powstaje w uzgodnieniu z komendantem wojewodzkim (Komendantem Stotecznym) Policji i z
komendantem wojewodzkim Panstwowej Strazy Pozarnej, oraz po zasiggnigciu opinii wlasciwego
polskiego zwiazku sportowego. Oprocz tego wojewodzie przyshuguje prawo do nalozenia na
organizatora imprezy masowej organizowanej w miejscu nieobjetym takim wykazem obowigzku jej
utrwalania (art. 12 ust. 1 UBIM). Wojewoda sprawuje tez kontrole przestrzegania warunkéw
utrwalania przebiegu imprezy masowej, w tym wymagania techniczne urzadzen i przechowywanie
nagran, ktore reguluje Rozporzadzenie Ministra Spraw Wewnetrznych i Administracji z dnia 28
pazdziernika 2004 r. w sprawie sposobu utrwalania przebiegu imprez masowych oraz minimalnych
wymagan technicznych dla urzadzen rejestrujacych obraz i dzwigk (Dz. U. 2004 nr 243 poz. 2438 -
RBIMCCTYV). Celem wprowadzenia minimalnych wymagan technicznych dla urzadzen
rejestrujacych obraz i dzwigk bylo umozliwienie wykorzystania utrwalonego obrazu i dzwicku w
postgpowaniu  dowodowym w stosunku do osob zakldcajacych porzadek i bezpieczenstwo
publiczne w trakcie imprez masowych. Jednak juz § 2 RBIMCCTV zawiera wskazanie, ze:
Utrwalanie obrazu i dzwigku powinno odbywac si¢ z poszanowaniem godnosci 1 prawa do
intymno$ci uczestnikow imprezy masowej. Brak jest jednak szczegdtowych regulacji, jak to
wskazanie ma zosta¢ z realizowane.

Miejsca podlegajace obowigzkowej rejestracji obrazu i dzwigku zostaty okre§lone w § 3 ust.1
RBIMCCTV. Sa to:

1) ogrodzenie zewnetrzne obiektu, granica terenu, na ktorym odbywa si¢ impreza masowa;

2) kasy biletowe na terenie imprezy masowej (w przypadku imprezy odptatne;j);

3) bramy, furtki i inne miejsca przeznaczone do wejécia uczestnikOw na teren imprezy

masowej;

4) ciagi komunikacyjne na terenie imprezy masowej, w tym drogi dla stuzb ratowniczych i

drogi ewakuacyjne;
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5) parkingi zorganizowane na terenie imprezy masowej;

6) sektory dla uczestnikow imprezy masowe;j;

7) ptyta boiska, scena itp.

Miejsca te zgodnie z § 3 ust.1 RBIMCCTV powinny znajdowaé si¢ w zasiegu co najmniej
dwoéch urzadzen utrwalajacych obraz i dzwiek. Urzadzenia do utrwalania obrazu i dzwieku, na
mocy §4 ust.l RBIMCCTV moga by¢: mechaniczne i elektroniczne typu analogowego lub
cyfrowego, przenosne lub wchodzace w sktad systemu rejestracji obrazu (systemu dozorowego)
oraz odpowiednie dla tych urzadzen nos$niki informacji. Natomiast zgodnie z §4 ust.2
RBIMCCTV: Utrwalenia obrazu i dzwicku mozna dokonywa¢ na S$rodkach technicznych
przeznaczonych do utrwalania obrazu i dzwigku, a w szczegolnosci na nosnikach magnetycznych,
ptytach CD oraz innych nos$nikach - wlasciwych dla danego rodzaju urzadzenia, zwanych dalej
"no$nikami". Zostal wprowadzony tez obowigzek podiaczenia urzadzen utrwalajacych obraz do
urzadzen pozwalajacych na natychmiastowe wydrukowanie zarejestrowanego obrazu z minimalng
rozdzielczo$cig 600 dpi. Umozliwia to przekazanie odpowiednim stuzbom wydruku z wizerunkiem
osoby, ktora jest np. odpowiedzialna za zakldcanie bezpieczenstwa imprezy masowej. Zostal tez
wprowadzony obowigzek spelniania przez urzadzenia utrwalajace obraz wymogow PNCCTV.
Zgodnie z § 5 ust.2-3 RBIMCCTV: urzadzenia utrwalajace obraz powinny rejestrowaé obraz z
czestotliwoscia 25 klatek na sekunde dla kazdej kamery, z rozdzielczo$cig nie mniejsza niz 400 linii
telewizyjnych, co dotyczy rowniez przeno$nych systemoéw. Umozliwi¢ to ma nie tylko odtworzenie
przebiegu zarejestrowanych zdarzen, ale jak stanowi § 6 ust.1 RBIMCCTV: Jako$¢ utrwalonego
obrazu powinna pozwala¢ na identyfikacj¢ poszczegdlnych uczestnikow imprezy masowej, przy
czym:

1) dla potrzeb identyfikacji obiekt, ktory podlega utrwaleniu, powinien zajmowaé przynajmnie;j

120 % wysokosci ekranu;

2) dla potrzeb rozpoznania obiekt, ktory podlega utrwaleniu, powinien zajmowac przynajmniej

50 % wysokosci obrazu.

Wymagania takie dotyczg takze przedmiotow uzywanych przez uczestnikOw imprezy masowe;j
do popelienia czynu zabronionego. Przestrzeganie tych wskazan, jak i1 tego, ze jako$¢ obrazu
powinna pozosta¢ na takim poziomie réwniez w przypadku utrwalania zachowania osdéb w
sytuacjach dynamicznych, zwigzanych z przemieszczaniem si¢ tych osOb na terenie imprezy
masowej, oraz tego, ze utrwalany jest obraz barwny ma pozwoli¢ zrealizowaé gltowny cel
rozporzadzenia. Przyczyni¢ si¢ do tego ma rowniez to, ze zgodnie z §7 ust. 1
RBIMCCTV: Utrwalony dzwigk powinien umozliwi¢ identyfikacj¢ haset, okrzykéw 1 zachowan
uczestnikow imprezy masowej w okreslonych strefach obiektu lub terenu, na ktorym odbywa si¢

impreza masowa.
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Obstuge urzadzen utrwalajgcych obraz i dzwigk prowadzi organizator imprezy masowej (§ 8
ust. 1 RBIMCCTYV). Sposob postepowania z nosnikiem zawierajagcym utrwalony obraz i dzwigk
zostat okreslony w § 9 RBIMCCTV:

1. Po utrwaleniu obrazu i dzwicku uzyty nosnik nalezy zaopatrzy¢ w metryke informacyjna
zawierajacg w szczegdlnosci nastepujace dane:

1) date, czas, miejsce oraz nazwe utrwalonej imprezy masowe;j;

2) imi¢ 1 nazwisko osoby utrwalajacej przebieg imprezy masowe;j;

3) typ i rodzaj uzytego do utrwalenia urzgdzenia, wraz z charakterystykg techniczng jego

oprzyrzadowania;

4) warunki o$wietleniowe panujace w trakcie rejestracji obrazu z podaniem w szczegdlnosci

warunkow atmosferycznych, pory dnia i rodzaju zrodet §wiatta;

5) dane techniczne uzytego nosnika;

6) informacj¢ o ewentualnej awarii urzadzenia lub uszkodzeniu no$nika.

2. Nosnik powinien by¢ nalezycie zabezpieczony przed dziataniem szkodliwych czynnikéw
zewnetrznych, przed uszkodzeniami oraz dostepem 0s6b nieuprawnionych.

Zaznaczono na wstepie omawiania tego rozporzadzenia (RBIMCCTV), ze celem jego jest
umozliwienie wykorzystania utrwalonego obrazu i dzwigku w postepowaniu dowodowym w
stosunku do oséb zakldcajacych porzadek i1 bezpieczenstwo publiczne w trakcie imprez masowych.
Ustawodawca nie przewidzial wielu rozwigzan gwarantujgcych prawa osob utrwalonych w trakcie
imprez masowych. Bylyby one natomiast wskazane m.in. ze wzgledu na to, ze zakres ingerencji w
prywatno$¢ osob rejestrowanych jest wigkszy niz w przypadku m.in. monitoringu wizyjnego miejsc
publicznych — oprocz obrazu dokonywana jest obligatoryjna rejestracja dzwieku. Pewien postep,
chociaz nieznaczny, w tym zakresie stanowi projekt z dnia 17 listopada 2009 r. Rozporzadzenia
Ministra Spraw Wewnegtrznych i Administracji w sprawie sposobu utrwalania przebiegu imprez
masowych, minimalnych wymagan technicznych dla urzadzen rejestrujacych obraz i dzwigk oraz
sposobu przechowywania materiatow zgromadzonych podczas utrwalania przebiegu imprezy

masowej.%>’

W § 3 ust. 2 wprowadzony ma by¢ obowigzek informowania przy wejsciu na impreze
masowg o prowadzonej w trakcie jej trwania rejestracji obrazu i dZzwigku. Inne zmiany dotycza
technicznych wymogow, ktére zostaly podwyzszone wobec obowigzujacych, prawdopodobnie w
ramach przygotowan do organizacji w Polsce mistrzostw Europy w pilce noznej — Euro 2012.
Projekt ten jest krytykowany przez administratorow obiektow, na ktorych odbywaja si¢ imprezy
masowe. Eksperci ze spotki PL.2012 wyliczyli, Ze zgodnie z wymogami zawartymi w projekcie

rozporzadzenia na budowanym Stadionie Narodowym nalezaloby zainstalowa¢ 800 kamer, a koszt
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http://www.bip.mswia.gov.pl/portal/bip/200/18381/Projekt_rozporzadzenia_Ministra_Spraw_Wewnetrznych_i_Ad
ministracji_z_dnia__2010_.html, sprawdzone 31.01.10.
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samej instalacji wyniéstby 15 milionow ztotych (dodatkowy milion ztotych rocznie kosztowatoby
utrzymanie sieci). Przedstawiciele Komendy Glownej Policji uznaja, ze proponowane przepisy sa
dobre: ,,Obowigzujace prawo by¢ moze jest restrykcyjne, ale jego efektem ma by¢ mozliwosé
wykorzystania obrazu i1 dzwigku w postepowaniu dowodowym przeciwko osobom, ktére na
imprezach masowych tamig prawo.” 28

Przedstawiajac prace polskiego ustawodawcy w zakresie wykorzystania systeméw monitoringu
wizyjnego nie sposoéb poming¢ dwoch kolejnych przedsigwzigé, dotyczacych: szkot i sklepow
monopolowych. Dnia 6 marca 2007 r. Rada Ministrow przyjela program poprawy stanu
bezpieczenstwa w szkotach i placowkach ,,Zero tolerancji dla przemocy w szkole” (Uchwata nr
28/2007). Program ten zakladal wprowadzenie monitoringu wizyjnego szkoél oraz placowek
o$wiatowych. Dnia 5 wrze$nia 2007 r. Rada Ministrow przyjeta Rzadowy program wspierania w
latach 2007-2009 organéw prowadzacych w zapewnieniu bezpiecznych warunkow nauki,
wychowania i opieki w publicznych szkotach i placowkach ,,Monitoring wizyjny w szkotach i
placéwkach” (Uchwata 156/2007). Reagujac na wymienione w tych uchwalach zagrozenia, czyli:
wzrost liczby zjawisk patologicznych, zwigkszong liczbe ucznidéw zagrozonych uzaleznieniami i
Uczestniczacych w grupach psychomanipulacyjnych, popetniajacych czyny karalne, nasilenie
zjawisk agresji 1 przemocy podj¢to decyzje o rzadowym wsparciu finansowania instalacji nowych i
rozbudowy istniejacych systemow CCTV. Rozporzadzenie Rady Ministréw z dnia 6 wrzesnia 2007
. w sprawie form i zakresu finansowego wspierania organéw prowadzacych w zapewnieniu
bezpiecznych warunkéw nauki, wychowania i opieki w publicznych szkotach i placowkach (Dz.U.
2007 nr 163 poz. 1155 — RSzCCTV). Okreslito ono zasady sfinansowania organom prowadzacym
kosztow zakupu 1 instalacji oraz modernizacji lub rozszerzenia zestawdéw do monitoringu
wizyjnego. Pod wptywem licznych watpliwosci dotyczacych zakresu inwigilacji ucznidéw — §7 ust.
1 1 2 RSzCCTV dopuszczat mozliwo$¢ instalowania nie tylko kamer, ale takze mikrofonow
(wchodzgce w sktad systemu rejestracji dzwigku powinny zapewni¢ mozliwosé rejestracji sygnatu
akustycznego w pasmie czestotliwosci od 300 do 6.000 Hz przy dynamice 50 dB)*® — RSzCCTV
zmieniono ograniczajac nadzér do wylacznie wizyjnego (Dz. U. 2008 nr 94 poz. 598). Dotacja,
zgodnie z §4 RSzCCTV wynosi (wcigz) do 80% kosztow zakupu i instalacji zestawow do

monitoringu wizyjnego w wersji standardowej lub w wersji z dodatkowym wyposazeniem oraz do

#8 szymaniak P., Armia kamer na stadionie, Zycie Warszawy z 28 pazdziernika 2009r., dostepne
http://www.zyciewarszawy.pl/artykul/414868.html z dnia 28 lutego 2010r.

M.in. Wystapienie Rzecznika Praw Obywatelskich do Ministra Edukacji Narodowej w sprawie instalowania na
terenie szkot mikrofonow umozliwiajacych rejestracje prywatnych rozmow uczniéw i nauczycieli z dnia 22
pazdziernika 2007r. dostgpne online: http://www.rpo.gov.pl/pliki/1193133504.pdf z dnia 28 lutego 2010r.,
Wystapienie GIODO z dnia 31 pazdziernika 2007 r. do Ministra Edukacji Narodowej w sprawie zamiaru
instalowania na terenie szkot i placowek o$wiatowych urzadzen umozliwiajacych rejestrowanie rozmow, dostgpne
online: http://www.giodo.gov.pl/268/id_art/2037/j/pl/ z dnia 28 lutego 2010r., Warchala M., Kamery w szkole —
szkodzq czy pomagajg? Gazeta Katowice http://katowice.gazeta.pl/katowice/1,35022,4497235.html z dnia 28 lutego
2010r.
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90% kosztéw modernizacji lub rozszerzenia dzialajacych urzadzen do monitoringu wizyjnego lub
ich sieci. Program wspierania systemo6w CCTV w szkotach po uptywie ponad dwodch lat ponownie
zwrocit uwage Rzecznika Praw Obywatelskich (RPO). W swoim wystapieniu z dnia 15 lutego 2010
r. do Minister Edukacji Narodowej w sprawie sieci monitoringu wizyjnego szkol i placowek
oswiatowych zwraca uwage na faktyczny brak bezposredniego ustawowego upowaznienia organow
prowadzacych szkoty do instalowania kamer monitorujagcych na terenie szkoét i1 placéwek
o$wiatowych. RSzCCTV wydane na podstawie art. 90 u ust. 4 pkt 5 ustawy z dnia 7 wrze$nia 1991
r o systemie oswiaty (Dz. U. z 2004 r., nr 256 poz. 2572 z pdzn. zm.) przy braku delegacji
ustawowej do instalowania kamer w szkotach nie stanowi wedtug RPO wystarczajacej podstawy do
monitorowania uczniow za pomocg kamer. Powotuje si¢ na liczne uzasadnienia wyrokow
Trybunalu Konstytucyjnego w tym zakazujace rozszerzania zakresu przedmiotowego
rozporzadzenia w drodze wyktadni funkcjonalnej: ,,Brak stanowiska wustawodawcy musi byé
interpretowany jako nieudzielenie kompetencji normodawczej”*® oraz dotyczace wymogu
konkretnej delegacji ustawowe;j: ,,Upowaznienie powinno by¢ konkretne, co wyklucza samodzielne
regulowanie rozporzgdzeniem calego kompleksu zagadnien, do ktorych w tekscie ustawy nie ma
zadnych bezposrednich wytycznych. Ponadto upowaznienie do wydania rozporzqdzenia podlega
zawsze Scistej wykladni. Brak stanowiska ustawodawcy w danej materii nalezy zawsze rozumiec
jako nieudzielenie upowaznienia”.*®* RPO nie kwestionujac potrzeby wprowadzenia systemow
CCTV w szkotach zwraca uwagg na fakt ingerencji w prywatno$¢ obserwowanych ucznidéw, m.in.
instalowanie kamer w szkolnych toaletach, nie do konca uzasadniony celami wprowadzenia
monitoringu: ,,Budowanie poczucia bezpieczenstwa to takze, a moze przede wszystkim, stwarzanie
warunkow do swobodnego i nieskrepowanego rozwoju mitodych ludzi w atmosferze wzajemnego
zaufania oraz poszanowania przyrodzonej i niezbywalnej godnosci czlowieka. Obowigzek ten w
sposob szczegolny cigzy na szkolach i placowkach oswiatowych, ktore zgodnie z preambutg do
ustawy o systemie oswiaty winny zapewnic kazdemu uczniowi warunki niezbedne do jego rozwoju,
przygotowac¢ go do wypelniania obowigzkow rodzinnych i obywatelskich w oparciu o zasady
solidarnosci, demokracji, tolerancji, sprawiedliwosci i wolnosci. Trudno jest mowié o budowaniu
poczucia bezpieczenstwa wsrod dzieci uczqcych si¢ w szkole bgd? placowce oswiatowej, w ktorej
kazdy krok jest sledzony przez oko kamery, a uczen moze by¢ nagrywany nawet w sytuacjach

najbardziej intymnych.”?%

Wystgpienie RPO z 15 lutego 2010 r. mozna bez cienia przesady
nazwa¢ przetomowym. Po raz pierwszy polski urzednik panstwowy tak wysokiego szczebla

wprowadza do publicznego dyskursu problem naruszenia prywatnosci przez systemy CCTV i

20 Wyrok TK z dnia 8 pazdziernika 2002 r., sygn akt K 36/00.
%1 \Wyrok TK z dnia 31 marca 2009 r.., sygn akt K 28/08.
? Wystapienie Rzecznika Praw Obywatelskich do Ministra Edukacji Narodowej w sprawie sieci monitoringu
wizyjnego szkot i placowek o§wiatowych z dnia 15 lutego 2010 r. dostepne online:
http://www.rpo.gov.pl/pliki/12663219000.pdf z dnia 28 lutego, podkreslenie wiasne.
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potrzebe starannej regulacji prawnej ich wykorzystania.

Ostatnim z obszardw, ktory w polskim prawodawstwie miat si¢ doczeka¢ regulacji dotyczacych
wykorzystania systemow CCTV byly sklepy monopolowe. W kwietniu 2009 roku Panstwowa
Agencja Rozwigzywania Probleméw Alkoholowych (PARPA) w trakcie prac nad zmiang ustawy o
wychowaniu w trzezwosci 1 przeciwdziataniu alkoholizmowi zaproponowata sejmowej Komisji
Nadzwyczajnej ,,Przyjazne Panstwo” do spraw zwigzanych z ograniczaniem biurokracji aby
przedsigbiorca prowadzacy punkt sprzedazy albo punkt podawania napojow alkoholowych miat
obowigzek wykonywania nadzoru polegajacego m.in. na rejestracji zdarzen w takich punktach za
pomoca kamer.”®® Proponowane zmiany miaty zobowigza¢ witascicieli punktow sprzedazy alkoholu
do rejestrowania obrazu i dzwicku wszystkich transakcji: ,,Wszystkie transakcje handlowe
zawierane w punktach sprzedazy napojow alkoholowych przeznaczonych do spozycia poza
miejscem sprzedazy podlegaja rejestracji urzadzeniem rejestrujacym dzwigk 1 obraz”, ,,urzadzenia,
o ktorych mowa, powinny zapewni¢ nalezyta widoczno$¢, umozliwiajaca identyfikacje osoby
sprzedajacej, jak i nabywcy oraz zawiera¢ opis skladajacy si¢ z daty i godziny” oraz ,,system
monitorowania powinien uniemozliwia¢ ingerencj¢ osob nieuprawnionych w zapis na no$niku

danych”.264

Proponowane rozwigzanie spotkato si¢ z zyczliwym przyjeciem ze strony cztonkoéw
Komisji, ale przedstawiciele zaréwno partii koalicyjnych, jak i opozycyjnych opowiedzieli si¢
przeciwko proponowanym rozwigzaniom. Brak poparcia dla takiego rozwigzania miat podtoze
zarbwno ekonomiczne — Kkoszty instalacji i obstugi systeméw CCTV mialy obcigzy¢
przedsigbiorcow, oraz ideologiczne — niektorzy postowie uwazali proponowany pomyst za zbytnia
ingerencje w obszar zycia prywatnego obywateli.?®® Instalacja kamer w sklepach monopolowych
budzita rowniez zastrzezenia GIODO. Byly one przede wszystkim zwigzane z adekwatnosScig
takiego $rodka w stosunku do celu, ktory ma byc¢ osiqgnie;ty.266 Biorac pod uwage powszechng
dezaprobate dla proponowanych przez PARPA rozwigzan ich ponowne zglaszanie nie nastapi zbyt
szybko. Tym samym zostanie utrzymane swoiste status quo — systemy CCTV bedg instalowane w
tych sklepach monopolowych, ktorych wlasciciele uznajg to za potrzebne, a nadzor nad zakresem

monitoringu 1 rejestrowanym materiatem bedzie spoczywat tylko w ich rekach.

3.4 Granice ingerencji w zycie prywatne obywateli za pomocg systemow CCTV -

263 AK, "Wielki brat" wchodzi do monopoli. Kupujesz alkohol? Bedq cig nagrywaé! Dziennik z 28 maja 2009 r.,

http://www.dziennik.pl/polityka/article388741/Kupujesz_alkohol Beda Cie_nagrywac_.html z dnia 28 lutego 2010r.
24" Kancelaria Sejmu, Biuletyn nr 245 z posiedzenia Komisji Nadzwyczajnej ,,Przyjazne Pafistwo” do spraw

zwiazanych z ograniczaniem biurokracji, Nr 2097/VI kad.

265 _—
AK, Kontrowersyjny projekt walki z alkoholizmem. Kamery w monopolowym? Politycy mowig: Nie! Dziennik

z 28 maja 2009 r., http://dziennik.pl/polityka/article388936/Kamery_w_monopolowym_Politycy _mowia_Nie_.html z

dnia 28 lutego 2010r.
266

POLSAT zainteresowany zastrzezeniami GIODO do instalowania kamer w sklepach monopolowych,
http://www.giodo.gov.pl/1520001/id_art/2783/j/pl/ z dnia 28 lutego 2010r.
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orzecznictwo

Mozliwos$¢ naruszenia prywatnosci poprzez stosowanie systemow telewizji dozorowej nie
jest tylko iluzoryczna. Dowodzg tego zdarzenia zaréwno z panstw, w ktorych rozwdj CCTV ma
najdtuzsza histori¢ (Wielka Brytania), jak rowniez z Polski. Sady réznych instancji wypowiadaly
si¢ w przypadkach naruszen zycia prywatnego. W zwigzku z tym, ze orzecznictwo to wcigz si¢
ksztaltuje warto zapozna¢ si¢ z wybranymi przyktadami z kilku panstw. Zaprezentowane zostang
najczesciej przywotywane w kontek$cie naruszen prawa do prywatnosci za pomoca systemow
monitoringu wizyjnego, nawet jezeli tylko posrednio dotyczg wykorzystania systeméw CCTV. W
kilku takich sprawach wypowiedziat si¢ Europejski Trybunal Praw Cztowieka (ETPC).

Jedna z nich sg wydarzenia, ktérych gtownym uczestnikiem byl Geoff Peck, mieszkaniec
hrabstwa Essex (Wielka Brytania). Dwudziestego sierpnia 1995 roku o godzinie 23.30 Peck szedt
ulica niosgc n6z kuchenny, ktorym usitowat podcia¢ sobie zyly (byt w depresji spowodowanej
dlugotrwala choroba rodzicéw). Kamery systemu CCTV zarejestrowaly, jak siedzi oparty o
ogrodzenie z ostrzem noza zwrdéconym w kierunku skrzyzowania (nie zostaly nagrane proby
samobdjcze). Operator centrum monitoringu powiadomit o zaobserwowanym mezczyznie z nozem
oficera dyzurnego policji, ktory skierowal zaloge na miejsce zdarzenia. Przybyli policjanci
stwierdzili, ze Peck stanowi zagrozenie tylko dla siebie samego i przewiezli go na posterunek
policji, gdzie poddano go badaniom lekarskim, a nastgpnie wypuszczono do domu bez zadnych

prawnych konsekwencji.?®’

Kilka dni po tym zdarzeniu zdj¢cia z monitoringu przedstawiajace
Pecka w trakcie tej nocy wraz z komentarzem o skutecznosci systemu zostaty opublikowane w
artykule pt. Rozbrojenie — wspdlpraca pomiedzy CCTV i policiq zapobiega potencjalnie
niebezpiecznej sytuacji (Defused - the partnership between CCTV and the police prevents a
potentially dangerous situation) zamieszczonym w biuletynie ,,CCTV News” wydawanym przez
wladze Brentwood. Zdjecia, na ktérych mozna bylo rozpozna¢ twarz Pecka zostaly tez
opublikowane w dwdch lokalnych gazetach. Oprocz tego nagrania z kamer przedstawiajace cate
zdarzenie zostaly odtworzone w programach telewizyjnych Anglia TV ($rednia ogladalno$¢ 350
tysiecy widzow) oraz nadawanym przez BBC reality-tv ,,Crime Beat”, ogladanym przecigtnie przez
9,2 milionéw widzow. W programach tych podjete byly proby utrudnienia identyfikacji Pecka, ale
nie byly one pomyslne.?®® Wszyscy znajomi i sasiedzi wiedzieli, kto jest gféwnym bohaterem
nagran. Peck zwrocit sie¢ do wladz miejskich (administratora systemu) z pytaniem o podstawe
prawng udostepnienia nagran go przedstawiajacych mediom. Brak takiej podstawy doprowadzit do
postepowania sadowego, ktore na poziomie krajowym zakonczylo si¢ odrzuceniem powodztwa o

naruszenie prawa do prywatnosci. Peck skierowal skarge do ETPC w Strassburgu o naruszenie

%7 Gallagher C., CCTV and Human Rights: the Fish and the Bicycle? An Examination of Peck V. United Kingdom
(2003) 36 E.H.R.R. 41, Surveillance & Society 2 (2/3), s. 274 in.
8 Mayes T., No privacy in public?, Spiked 27.06.2001

95




artykutu 6smego Konwencji o Ochronie Praw Czlowieka i Podstawowych Wolnosci. Trybunat
uznat skarge za dopuszczalng i w swojej decyzji z 28 stycznia 2003 roku uznat ja za zasadna.
Stwierdzono, ze w przypadku nie uczestniczenia w demonstracji, czy jakimkolwiek wydarzeniu o
charakterze publicznym (jak np. festyny), ani gdy nie jest si¢ osobg publiczng przebywajac okoto
potnocy w opuszczonej okolicy, gdzie nie podejmuje si¢ dziatan o charakterze przestepczym mozna
oczekiwa¢ prywatnosci. Nagrania udost¢gpnione mediom powinny uniemozliwi¢ identyfikacje
osoby, co nie zostalo dokonane. Peck zostal rozpoznany przez cztonkdéw rodziny, sasiadow,
znajomych w konteks$cie czynu kryminalnego — przedstawiony z nozem kuchennym skierowanym
w kierunku ulicy (kamery). Jego prawo do prywatno$ci zostato naruszone i w swoim wyroku
Trybunal poza zwrotem wszystkich poniesionych kosztéow (takze w trakcie krajowego
postepowania) przyznal mu odszkodowanie za niemajatkowe straty w wysokosci 11800 euro.”®
Jest to bardzo wazny wyrok zaré6wno ze wzgledu na charakter sprawy, jak i organ, ktéry go wydat.
Obecnie az 47 panstw jest stronami Europejskiej Konwencji Praw Cztowieka. Oznacza to, ze w taki
sam wyrok mogltby zosta¢ wydany w sprawie przeciwko kazdemu z nich, w tym Polski.

Kolejnym wyrokiem ETPC dotyczacym mozliwosci naruszen prywatno$ci za pomocg
systemOw monitoringu wizyjnego byla sprawa Stephena Arthura Perrego, ktory bedac podejrzanym
o dokonanie serii rozbojow w kwietniu 1997 roku odmoéwil udziatu w okazaniu §wiadkom.
Prowadzacy $ledztwo funkcjonariusze wykorzystali wigc do okazania nagrania z systemu CCTV
zamontowanego w komisariacie policji. W celu uzyskania nagrania o wysokiej jakosci zostaly
nawet dokonane pewne poprawki w pracy kamer. Zostalo to zrobione bez wiedzy podejrzanego,
ktory zostal nastgpnie rozpoznany przez $wiadkdéw. Nagranie z komisariatu stanowito jeden z
dowodéw w trakcie postgpowania sgdowego. W trakcie posiedzen Perry podnosit, ze oskarzenie
opiera si¢ wylacznie na rozpoznaniu dokonanym przez swiadkow ogladajacych tylko nagrania
wideo. Nie przekonato to orzekajacego sktadu i zostal skazany na kare 5 lat pozbawienia wolnosci.
Rowniez sad apelacyjny nie podzielit zastrzezen skazanego. Wedtug Perrego doszto do naruszenie
artykutu 6smego Konwencji i tego dotyczyta skarga ztozona przez niego do ETPC. Trybunal uznat
skarge za dopuszczalng 1 w swojej decyzji z 17 lipca 2003 roku uznat jg za zasadng. Sedziowie
ETPC uznali wprawdzie, ze: ,,monitorowanie dziatan jednostki w miejscu publicznym za pomocq
sprzetu fotograficznego, ktory nmie rejestruje danych nie stanowi jako takie naruszenia Zzycia
prywatnego” oraz ,,normalny uzytek kamer monitoringu na ulicy lub terenie budynkow takich jak
centra handlowe, czy komisariaty policji gdzie stuzg prawnie uzasadnionemu i przewidywalnemu
celowi nie stanowi naruszenia artykufu osmego Konwencji”, ale uzasadnili swoje rozstrzygnigcie

faktem, ze nawet w przestrzeni publicznej moze doj$¢ do naruszenia prywatnos$ci poprzez

9 peck vs United Kingdom (36 EHRR 41)
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rejestrowanie obrazow (powotali si¢ m.in. na wyrok w sprawie Amann przeciwko Szwajcarii).270

Trybunal poza zwrotem poniesionych kosztow (9500 euro) przyznat skarzagcemu odszkodowanie za
niemajatkowe straty w wysokosci 1500 euro.?*

Inna ze spraw rozpatrywanych przez ETPC dotyczyla skargi na naruszenie zycia
prywatnego w efekcie nagrania na tasme wideo zdarzen w miejscu publicznym. Dwunastego lutego
1988 roku w przejsciu podziemnym przy Karlsplatz-Opera w Wiedniu zostala zorganizowana
pokojowa demonstracja majaca na celu zwrdcenie uwagi opinii publicznej na problemy
bezdomnych. Grupa demonstrantow liczyta pigédziesiagt osob, ktore zamierzaty kontynuowaé swoje
dziatania do 24 lutego. Szesnastego lutego w tym samym miejscu rozpoczeta si¢ pokojowa akcja
Komitetu Kurdyjskiego i miata trwa¢ do 27 lutego. Mieszkancy miasta skierowali do witadz
municypalnych liczne skargi na utrudnienia poruszania si¢ w bezposrednim sgsiedztwie obu
protestow. Dziewietnastego lutego funkcjonariusze policji poinformowali protestujacych, ze
naruszajg prawo o ruchu drogowym (Strassenverkehrsordnung), ktore zabrania utrudniania ruchu
pieszych na ciggach komunikacyjnych dla nich przeznaczonych i nakazali opuszczenie miejsca
protestu. Demonstranci nie zareagowali na ten nakaz, co spowodowalo spisanie ich danych przez
funkcjonariuszy. Policjanci dokumentowali fotograficznie swoje dzialania oraz utrwalali je na
tasmie wideo. Jeden z demonstrantow — Ludwig Friedl uznat, Ze byt fotografowany nie tylko jako
cztonek grupy, ale rowniez indywidualnie. Uznal, ze zachowanie funkcjonariuszy naruszylo jego
prawa gwarantowane przez Konwencje¢, a konkretnie jej 2 artykuly — ésmy i jedenasty. Austriacki
Trybunat Konstytucyjny (Verfassungsgerichtshof) w swoim orzeczeniu w tej sprawie stwierdzil
brak naruszenia praw konstytucyjnych, co spowodowalo, ze Ludwig Friedl ztozyt skarge do ETPC.
Trybunat uznat skarge za dopuszczalna, ale w swojej decyzji z 19 maja 1994 nie uznat jej jednak za
zasadna i orzekl, ze nie doszto do naruszenia artykulu 6smego.?’? Znaczenie tej sprawy polega
przede wszystkim na stwierdzeniu dopuszczalnos$ci skargi Friedla — uznaniu, Ze nagrywanie osob w
przestrzeni publicznej moze narusza¢ ich prywatno$¢. W tej konkretnej sprawie nagrania
dokonywali policjanci uzywajac kamer wideo, jednak w podobny sposéb dziataja systemy CCTV.
Roéznica polega na tym, ze w tym drugim przypadku operatorzy sg niewidoczni dla osob, ktore
nagrywaja i moga si¢ od nich znajdowa¢ w bardzo duzej odlegtosci.

Kwestia prawa do prywatnosci w miejscach publicznych stanowita tez przedmiot orzeczen
sadéow spoza Europy. Sposrod nich zostang przedstawione dwa przypadki z amerykanskiego
orzecznictwa przywotywane przez autoréw omawiajagcych regulacje prawne odnoszace si¢

273

posrednio do systemow CCTV.”"” Zwiagzek ten polega na okresleniu granic naruszania prywatnosci

210 Amann v. Switzerland (27798/95)

7L perry v.

22 Friedl vs Austria (21 EHRR 83)

2% m.in. Goold B., Open to All? Regulating Open Street CCTV and the Case for ,, Symmetrical Surveillance®,
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w miejscach publicznych przez aparat $cigania. Obie sprawy byly rozstrzygane przez Sad
Najwyzszy Stanow Zjednoczonych, ktory orzekat, czy dziatanie organdéw $cigania nie naruszato
czwartej poprawki do amerykanskiej konstytucji. Stanowi ona, ze: ,,Prawa ludu do nietykalno$ci
osobistej, mieszkania, dokumentow i mienia nie wolno narusza¢ przez bezzasadne rewizje i
zatrzymanie (...)”.274 Okresla tez wymagania dotyczace wydawania nakazow przeszukania i
aresztu. W sprawie Stany Zjednoczone przeciwko Katz sad wypowiedzial si¢ odnos$nie
wykorzystania podstuchu telefonu publicznego przez Federalne Biuro Sledcze (Federal Bureau of
Investiagation — FBI; sprawa dotyczyla nielegalnego hazardu). Uznal, Ze dziatania, jakie
przedsigwzieta FBI nie naruszajg czwartej poprawki, o ile przed ich rozpoczeciem zostanie wydany
sadowy nakaz. W swoim orzeczeniu sad podkreslit, ze prawo do prywatnos$ci dotyczy osob a nie
miejsc, czyli nawet w miejscach publicznych obywatele moga oczekiwa¢ i domagaé si¢ jego
przestrzegania. Naruszenie tego prawa jest mozliwe tylko w uzasadnionych przypaldkalch.275 W
systemie common law orzeczenie to jest odnoszone réwniez do systemow CCTYV. Przebywanie na
terenie, do ktorego dostep ma nieograniczony krag osob nie oznacza, ze nie przystuguje im prawo
do prywatnosci. Na pierwszy rzut oka odmienne stanowisko przyjat Sad Najwyzszy w sprawie
Stany Zjednoczone przeciwko Knotts. Dotyczyta ona dziatania funkcjonariuszy policji, ktorzy
wykorzystali nadajnik emitujacy sygnat radiowy pozwalajacy $ledzi¢ podejrzanego o produkcje
narkotykéw dzigki namierzaniu sygnatu oraz dodatkowo $ledzeniu jego samochodu. Wykonane
zostato to bez nakazu sadowego, co oskarzony uznal za naruszenie czwartej poprawki. Sad
Najwyzszy orzekl jednak, ze dziatanie funkcjonariuszy nie naruszato amerykanskiej konstytucji,
gdyz w miejscu publicznym, takim jakim sg drogi publiczne i autostrady kazdy, nie wykorzystujac
zadnej specjalnej aparatury, moze obserwowac innych kierowcow, wigc nie mozna oczekiwac tam
prywatnos$ci, a obserwacja ze strony policjantow nie moze zosta¢ uznana za bezprawng rewizj¢
(zakazang przez czwartg poplrawke;).276 Z wyroku tego wynika, ze analogicznie w przypadku
systemoéw CCTV obejmujacych swoim zasiggiem przestrzen publiczng nalezy rozwazy¢, czy za ich
pomoca mozna dostrzec wigcej niz kazda inna osoba znajdujaca si¢ w okolicy bez uzycia specjalnej
aparatury. Bioragc pod uwage funkcje wielokrotnych zblizen oraz pracg w trybie nocnym nalezy
uzna¢, ze wykraczajg one poza mozliwosci, jakimi dysponuje przecigtny cztowiek. Zeby wiec nie
naraza¢ si¢ na odpowiedzialno$¢ z tego tytulu operatorzy systemow CCTV w Stanach
Zjednoczonych informuja o fakcie ich wykorzystania poprzez tablice informacyjne i dobrze

wyeksponowane oznaczenia (rys. 7.28.). Wowczas osoby, ktore wkraczaja na taki teren nie moga

Criminal Justice Ethics 25(1) Winter/Spring 2006, s. 3
2% Konstytucja Stanéw Zjednoczonych Ameryki, za:
http://pl.wikisource.org/wiki/Konstytucja_Stan%C3%B3w_Zjednoczonych_Ameryki

275 Katz v. United States, 389 U.S. 347 (1967)
216 United States v. Knotts, 460 U.S. 276 (1983)
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oczekiwa¢ prywatnosci, a nagranie dokumentujace aktywno$¢ przestgpczg bedzie moglo zostaé
wykorzystane jako dowodd przed sadem bez obaw o jego oddalenie na podstawie czwartej poprawki

do amerykanskiej konstytucji.

Rys. 7.28. Oznaczenie terenu objetego zasiegiem pracy miejskiego systemu CCTV w
Nowym Jorku.277
3.5 Orzecznictwo polskich sadéw i trybunalow

Kolizjami pomig¢dzy wykorzystaniem systemdéw monitoringu wizyjnego a prawami i
wolno$ciami zajmowaty si¢ nie tylko sady i trybunaly zagraniczne lub mi¢dzynarodowe. Rowniez
polski Trybunal Konstytucyjny w kilku swoich wyrokach odnosit si¢ bezposrednio do kwestii
zwigzanych z ograniczeniami praw i wolnosci poprzez ingerencje organdw panstwa wykorzystujaca
systemy CCTV lub do nich podobne. Jednym z zakwestionowanych przez Trybunat przepisow byl
Artykut 23 ust. 1 pkt. 6 Ustawy o Agencji Bezpieczenstwa Wewngtrznego oraz Agencji Wywiadu z
dnia 24 maja 2002 roku (Dz. U. 2002 r. numer 74 pozycja 676). Uprawnia on funkcjonariuszy
ABW do obserwowania i rejestrowania przy uzyciu $rodkow technicznych obrazu zdarzen i
dzwieku towarzyszacego tym zdarzeniom w miejscach publicznych. Kontrola konstytucyjnosci aktu
byla prowadzona w tym wypadku z punktu widzenia tego, czy w jego przepisach nie brakuje
unormowan, bez ktérych moze on budzi¢ watpliwosci natury konstytucyjnej. Sentencja wyroku
brzmi: ,,Wadliwo$¢ kwestionowanego przepisu polega na pomini¢ciu procedur jego stosowania. Z
tego wzgledu Trybunal Konstytucyjny uznal, ze art. 23 wust. 1 pkt 6 ustawy o Agencji
Bezpieczenstwa i Agencji Wywiadu jest niezgodny z art. 2, art. 30, art. 47, art. 49 i art. 51 ust. 2 w

277 Zbiory whasne autora
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zw. z art. 31 ust. 3 Kons‘[ytucji.”278 Nie zostato zakwestionowane prawo tej stuzby do inwigilowania
za pomoca zaréwno systemoéw CCTV, jak i1 kamer wideo, tylko Trybunat stojac na strazy
zagwarantowanych przez Konstytucj¢ praw i1 wolnosci uznal, ze ich ograniczanie wymaga
doktadniejszego okreslenia kompetencji organu w tym zakresie. Podobnie w innych orzeczeniach
Trybunat stoi na stanowisku, ze prawo do prywatnos$ci nie jest prawem o charakterze absolutnym i
moze podlega¢ ograniczeniom. Warunkiem jest, aby te ograniczenia nastgpowaty tylko wowczas,
gdy przemawia za nimi inna norma lub warto$¢ konstytucyjna, a stopien tego ograniczenia musi
by¢ proporcjonalny, tzn. pozosta¢ w odpowiedniej proporcji do rangi interesu, ktéremu ma shuzyc¢.

Inny z wyrokéow Trybunatu Konstytucyjnego, ktory taczy si¢ z omawiang problematyka
zostal wydany w dniu 10 listopada 2004 roku (Sygn. akt Kp 1/04). Dotyczyt on zgodnosci z
Konstytucjg art. 1 pkt. 1 ustawy z dnia 2 kwietnia 2004 r. o zmianie ustawy — Prawo 0
zgromadzeniach oraz ustawy Prawo o ruchu drogowym, zmieniajacego art. 3 ust. 2 ustawy z dnia 5
lipca 1990 r. Prawo o zgromadzeniach (Dz. U. nr 51, poz. 297 ze zm.) w zakresie, w jakim
zakazywal uczestnictwa w zgromadzeniach osobom, ktorych wyglad zewnetrzny uniemozliwia ich
identyfikacj¢. Trybunat orzekl, ze przepis ten jest niezgodny z art. 2 oraz z art. 57 w zwiagzku z art.
31 ust. 3 Konstytucji Rzeczypospolitej Polskiej. Wyrok ten laczy si¢ z wykorzystaniem systemow
CCTYV, gdyz jego praktyczne stosowanie mogloby prowadzi¢ do ograniczenia praw obywateli,
ktérych nie mozna zidentyfikowac takze ,,na odlegto$¢” dzigki wykorzystaniu kamer przesytajacych
obraz do centrum odbiorczego. Mozna z niego tez wyprowadzi¢ dalej idacy wniosek, ze w
przypadku wykorzystania systemow automatycznego rozpoznawania twarzy w miejscach
publicznych os6b tam przebywajacych nie bedzie mozna zobowigza¢ do umozliwienia identyfikacji
poprzez np. zdejmowanie czapek, kapturéw itp.

Przedstawione sprawy sa przyktadem na to, jakie stricte prawne zagadnienia zwigzane sg ze
stosowaniem systemow CCTV w przestrzeni publicznej (w sprawie Friedla bylo to nagranie
dokonane przez policjantow z uzyciem kamer wideo, a nie systemu CCTV) i ich p6zniejszym
wykorzystaniem. Dotycza one przede wszystkim granic prywatnoSci osob obserwowanych,
gwarantowanych przez ustawy zasadnicze krajow kultury zachodniej, jak 1 umowy
mie¢dzynarodowe (m.in. przywolywana Konwencj¢ o Ochronie Praw Cztowieka i Podstawowych
Wolnosci). W Polsce zwigksza si¢ liczba spraw, w ktorych rodza si¢ pytania o naruszenie przez
system CCTV prywatnosci w przestrzeni publicznej — niektére zostaly zaprezentowane. Na
podstawie pozostalych oméwionych polskich przyktadow widaé, ze prawo do prywatnosci moze
tez zosta¢ naruszone za pomocag systemow CCTV w sferze pot-publicznej (teren placowek
handlowych stanowi wtasno$¢ prywatna, ale dostepna dla nieograniczonej grupy klientow). Sprawy

te zostaty przytoczone, aby uzmystowi¢, ze mozliwo$¢ naruszenia prawa do prywatnosci przez

218 Wyrok TK z dnia 20 kwietnia 2004 r., Sygn. akt K 45/02
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systemy monitoringu wizyjnego nie stanowi przedmiotu tylko akademickiej dyskusji, ale jest
rzeczywisto$cig. Mozna tez $mialo zatozy¢, ze przypadki trafiajace do wiedzy opinii publicznej
stanowig przystowiowy ,,wierzchotek gory lodowej” — wiele naruszen z racji natury tego $rodka
technicznego pozostaje nie ujawnionych.
3.6 Podsumowanie

Poréownanie zaprezentowanych polskich regulacji monitoringu wizyjnego z obowigzujacymi
w innych panstwach europejskich u$wiadamia dzielacy te ustawodawstwa dystans. Moze to
swiadczy¢ o pewnej niefrasobliwos$ci polskiego ustawodawcy, nie podejmujacego tej tematyki. Nie
mozna si¢ zgodzi¢ z pogladem, ze ,,kazda osoba wkraczajac w miejsce publiczne, musi si¢ liczy¢ z

279 .. . , . . .
»"¥ Uprawnienie do dokonywania nagran w przestrzeni publicznej zostato

tym, ze jest widziana.
przyznane policji, innym stuzbom mundurowym oraz strazom gminnym, ktore sg instytucjami
majacymi staé na strazy bezpieczenstwa i porzadku publicznego. Zasada jest, Zze organom
panstwowym przystuguja uprawnienia tylko przyznane przez ustawe (co nie jest dozwolone jest
zakazane), kiedy wolno$¢ jednostek ograniczaja tylko normy negatywne (co nie jest zakazane jest
dozwolone). Takim ograniczeniem sg prawa innych jednostek — w tym prawo do intymnosci. Jak w
przytaczanych przypadkach sygnalizowano, istnieje tu pole do naduzy¢ nie tylko ze strony stuzb
publicznych, ale takze prywatnych firm i ich pracownikoéw faktycznie nie podlegajacych Zadnej
kontroli. Mozna spotka¢ si¢ ze stusznymi glosami, ze od lat dziewigédziesiagtych XX wieku mamy
do czynienia z hipertrofig przepisow prawa. Przypadek CCTV jest jednak szczegblny i dlatego
wymaga regulacji przez ustawodawce — systemy takie daja mozliwo$¢ ingerencji w prawa
obywateli, a przytoczone przyklady udowadniaja, Zze nie jest to tylko zagrozenie potencjalne.
Dlatego niezbedna jest gwarancja praw i1 wolnosci ustanowionych w aktach wyzszego rzedu
(Konstytucja, umowy migdzynarodowe). Regulacja taka nie moze pozostawiaé miejsca na
interpretacje rozszerzajace. Powinna ona obejmowac zaréwno systemy prywatne, jak i publiczne,

ktére nadzoruja pomieszczenia zamknigte 1 tereny otwarte. Niezbgdne kwestie wymagajace

regulacji to:
2. okreslenie miejsc 1 sytuacji, w ktérych moga by¢ wykorzystywane systemy
CCTyV,
3. wytyczne przechowywania danych i dostepu do nich,
4, okreslenie przypadkow, kiedy nagrania moga zosta¢ przekazane mediom,
5. Wymagania stawiane pracownikom centrow odbiorczych (jak wskazywano

mogg oni stanowi¢ tzw. ,,najstabsze ogniwa” systemu),

21 Ordysinska M., Aspekty prawne funkcjonowania systeméw monitoringu wizyjnego w Polsce. Cz. II Konsekwencje
prawne funkcjonowania systemow monitoringu, Systemy Alarmowe nr 5 wrzesien-pazdziernik 2006, s.84
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6. sposob wyraznego informowania o0s6b obserwowanych o tym fakcie
(oznaczenia wizualne, ogloszenia nadawane przez gtos$niki).

W celu zagwarantowania przestrzegania tych regulacji nalezatoby tez ustali¢ nadzor nad tymi
systemami — moglby on by¢ sprawowany np. przez GIODO, ktéry rejestrowatby wszystkie systemy
CCTYV, a nastepnie kontrolowal czy nie dochodzi do naruszen. Odrebng kwestig jest unormowanie
sposobu wydawania zezwolen na obsluge systeméw monitoringu wizyjnego. Rozwigzania
hiszpanskie czy francuskie, ktéore wymagaja opinii specjalnej komisji na poziomie lokalnej
stanowig bardzo dobry przyktad do nasladowania. Przejrzysto$¢ postepowania jest jedng z podstaw
panstwa prawa. Swoista moda na instalowanie kamer prowadzi do tego, ze coraz mniejsza liczba
miejsc jest ich pozbawiona. Poddanie systemow pewnej kontroli mogloby ograniczy¢ ten
zagrazajacy prawom i wolno$ciom (przystugujacym wszystkim ludziom) trend i zagwarantowac ich
respektowanie.

Rozpowszechnienie wykorzystania systemow CCTV powoduje oswojenie si¢ z nimi przez
wszystkich obywateli bez wzgledu na wiek, ale nie zwigksza faktycznej wiedzy o mozliwosciach
wykorzystania oraz, co wydaje Si¢ najwazniejsze, stopniu realizacji stawianych zadan —
przewidywanych korzys$ciach towarzyszacych ich implementacji. Przegladowi dotychczasowych
badan, ktorych przedmiotem byta efektywnos$¢ systemdéw monitoringu wizyjnego poswiecony jest

kolejny rozdziat.

Rozdzial 4. Przeglad badan dotyczacych wplywu monitoringu wizyjnego na przestepczosc,

poczucie bezpieczenstwa i prace policji

Przeciwnicy monitoringu okre$lajg go jako ziszczenie si¢ koszmaru rodem z powiesci

Georga Orwella ,,Rok 1984“. Takze jako speinienie marzen J. Benthama z jego koncepcja
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panopticonu, gdzie obserwowany nie widziat swojego nadzorcy.”®® Wprawdzie przed totalitarnymi
(ze strony aparatu panstwowego) i voyerystycznymi (ze strony funkcjonariuszy majacych dostep do
tego narzegdzia) zapedami podgladania mieszkancow w ich wiasnych domach teoretycznie chronig
komputerowe zabezpieczenia, ktore maja powodowacé catkowite rozmazanie obrazu przy probie
zajrzenia za firanki, jednak nie zmienia to faktu, ze kazdy obywatel staje si¢ w pewien sposob
podejrzany. Niezaleznie od tego, czy rzeczywiscie istnieja ku temu przestanki. Techniczne
ograniczenia nie stanowig za§ zadnej przeszkody dla osoéb, ktére je montowaly — pdzniejszych
operatoréw systemu, abstrahujac od faktu, ze instalowanie tego typu zabezpieczen jest rzadkoscia.

Nawet najwigksi zwolennicy szerokiego wykorzystania monitoringu przyznaja racje, ze
ogranicza on w pewien sposob wolnosci jednostki, lecz uwazaja, ze jest to niewielka cena za
uzyskang poprawe bezpieczenstwa. Pytanie tylko, czy rzeczywiscie monitoring wplywa na poprawe
bezpieczenstwa i czy rzeczywiscie mamy do czynienia z alternatywg rozlaczng: ,,albo wolnos¢, albo
bezpieczenstwo”. W rozdziale tym zostang omdéwione wyniki badan prowadzonych w wybranych
krajach, ktoérych przedmiotem byto stwierdzenie, czy systemy CCTV maja wplyw na
bezpieczenstwo, poczucie bezpieczenstwa oraz prace policji, a jezeli taki zwigzek wystepuje to jego
doktadniejsze zbadanie. Znaczna czg¢$¢ badan na ten temat, z r6znych powodoéw, z ktérych jednym z
najczestszych byl brak ujawnienia metodologii lub prowadzenie ich przez podmioty produkujace
sprzet nastepnie w ich toku weryfikowany, czy go wykorzystujace na duza skale, budzi obawy co
do rzetelno$ci warsztatu, a co za tym idzie publicznie prezentowanych wynikow. Dlatego wybrane
zostaly tylko te badania, ktorych warsztat byl w petni jawny, a ktore (poza jednym wyjatkiem)
prowadzone byly przez niezalezne od producentow 1 uzytkownikow o$rodki badawcze.
Metodologiczna jako$¢ ewaluacji pozwala okresli¢ Maryland Scientific Methods Scale (SMS).%
Okresla ona, na bazie jakich danych i1 w jaki sposob zebranych zostaly wyciagnigte wnioski z
badan. Nie wszystkie z zaprezentowanych badan zostalyby zaliczone do poziomu trzeciego tej
pieciostopniowej skali, ktory uznawany jest za minimum rzetelnego warsztatu badawczego.
Charakter prac M. Gras i jako$ciowa forma wywiadow ze sprawcami prowadzonych przez E. Short
1 J. Ditton, oraz M. Gill 1 K. Loveday nie pozwala ich uzna¢ za dajace si¢ sklasyfikowac na tej
skali. Pozostale jednak mozna umie$ci¢ na poziomie trzecim badz czwartym. Postulowany poziom
piaty nie zostal jak dotad zrealizowany w praktyce badawcze;.

Glownym argumentem, ktéry ma uzasadnia¢ instalowanie nowych 1 rozbudowywanie
istniejgcych systemé6w monitoringu wizyjnego jest zapobieganie przestepczosci. W literaturze
wyroznianych jest kilka mechanizmoéw prewencyjnego oddziatywania monitoringu. Sg to:

»Ztapanie na goragcym uczynku” (Caught in the act) — sprawcy zostaja

80 Koncepcja panopticonu zostata doktadniej opisana w rozdziale po$wieconym prewencji kryminalnej
81 Farrington D., Petrosino A., The Campbell Collaboration Crime and Justice Group, Annals of the American
Academu of Political and Social Science, vol. 578 2001, s. 35-49.
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wykryci 1 usuni¢ci lub odstraszeni,

,»Widzimy ci¢* (You have been been framed) — monitoring odstrasza
potencjalnych sprawcow, ktorzy odczuwaja wigksze ryzyko zostania ujetymi,

,Uczeszczane zautki® (Nosy parker) — monitoring moze spowodowac,
ze wigcej osob zacznie odwiedza¢ obserwowane miejsca. Doprowadzi to do wigkszego
nadzoru ze strony tych oséb, co odstraszy potencjalnych sprawcéow,

,~Efektywne zarzadzanie* (Effective deployment) — monitoring pozwoli
skierowa¢ pracownikéw ochrony do dwuznacznych sytuacji, co moze zapobiec
przerodzeniu si¢ ich w przestepstwa,

»Rozgtos* (Publicity) — monitoring moze symbolizowaé starania
powaznego podejscia do przestgpczosci, co moze skiloni¢ do wspotpracy
przestrzegajacych prawo obywateli, jak 1 odstrasza¢ przestepcow,

,»Czas na przestgpstwo™ (Time for crime) — monitoring moze byc¢
postrzegany jako ograniczenie czasu potrzebnego na popelnienie przestgpstwa,
zapobiegajac przestepstwom, ktore wymagaja wigkszej ilosci czasu i wysitku,

»Przypominanie® (Memory jogging) — obecno$¢ monitoringu moze
sktoni¢ ludzi do stosowania podstawowych $rodkéw zabezpieczajacych, takich jak np.
doktadne zamykanie drzwi i okien w samochodzie, poprzez przypominanie o istniejagcym
zagrozeniu,

»Przewidywany wstyd* (Anticipated shaming) — obecno$¢ monitoringu
moze sktoni¢ ludzi do stosowania podstawowych $rodkéw zabezpieczajacych ze strachu
przed o$mieszeniem si¢ przed obstugg kamer,

,Zainteresowanie przezornych® (Appeal to the cautious) — przezorni
ludzie beda wybiera¢ monitorowane miejsca na zakupy, parking itd. Ich ostrozno$¢ —
przestrzeganie procedur prewencyjnych zmniejsza ryzyko popetnienia przestgpstwa,

»Statystyczne zmiany“ (Reporting changes) — ludzie zgtaszaja (lub
policja rejestruje) mniej przestgpstw z powodu zyczeniowego myslenia o wplywie
monitoringu lub z przekonania, ze ,,przetozeni robig co w ich mocy* i nie nalezy ich
zniechecaé.”®

Dodatkowo wyrdzniane sg jeszcze dwa mechanizmy, ktore mogg zosta¢ uruchomione przez
instalacje kamer wplywajac na zapobieganie przestepczosci:
- kamery moga spowodowa¢ wzrost pewnosci siebie wérdd personelu sklepow, cztonkéw

spotecznosci lokalnej 1 wiascicieli doméw, co prowadzi do odstraszania potencjalnych

82 Armitage R., Smyth G,, Pease K., Burnley, CCTV evaluation. w: Painter K., Tilley N. (red.), Surveillance of Public
Space: CCTYV, Street Lighting and Crime Prevention: Vol. 10 Crime prevention studies. 1999 Monsey, str. 225-250
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sprawcow,

- dzieki obserwacji prowadzonej za pomocg kamer policja moze doktadniej okresli¢ punkty
zapalne, czas wzmozonej aktywno$ci przestepczej, sposob dziatania sprawcow, ktore to
informacje w nastepnej kolejnosci mogg by¢ wykorzystane do przygotowywania dziatan
prewencyjnych.?

Istnieje takze mozliwo$¢ wystapienia negatywnych skutkow wywotanych przez instalacje
systemow CCTV. Najczesciej wymieniane to:

- ostabienie czujnos$ci funkcjonariuszy oraz mieszkancow, ktorzy zaczynaja zbytnio polegad

na technicznych mozliwosciach systemu monitoringu wizyjnego tym samym zwigkszajac

szanse potencjalnych sprawcow,

- czg$¢ osOb moze zrezygnowal z uczgszczania w rejony znajdujace si¢ pod nadzorem

kamer, tym samym zmniejszajac naturalny nadzér nad nimi.”®*

Warto wymieni¢ jeszcze jeden negatywny efekt spowodowany przez instalacj¢ kamer
telewizji dozorowej. Polega on na rozmyciu odpowiedzialno$ci — obserwatorzy zdarzen
przestgpczych w terenie widzac kamery nie czujg si¢ odpowiedzialni za podjecie interwencji.
Uwazaja, ze skoro istnieja stuzby do tego powotane, to wiasnie te stuzby powinny si¢ tym
zajmowac. Mechanizm ten zmniejsza prawdopodobienstwo nie tylko podjecia dziatan bezposrednio
zmierzajacych do przerwania takich zachowan, ale nawet zawiadomienia policji — na zasadzie
przekonania, ze jezeli zdarzenie jest obserwowane przez powotane do tego organy to albo wkrétce

bedzie podjeta interwencja, albo ich waga nie kwalifikuje ich do takiej interwencji. Zasadno$¢

takiego zagrozenia potwierdzaja liczne badania, w tym eksperymentalne, z zakresu psychologii

spotecznej. Podac przyktady za Zimbardo i Aronsonem

Jedno z pierwszych naukowych badan wptywu systemoéw CCTV na przestgpczos$¢ zostato
przeprowadzone juz na poczatku lat osiemdziesigtych XX wieku 1 dotyczylo wykorzystania kamer
w sklepach samoobstugowych w Stanach Zjednoczonych. Badania te objely ponad 100 sklepow,
sposrod ktorych w 55 (z Columbus, Ohio, Nowego Orleanu i Luizjany) zainstalowano kamery i
tzw. ciche alarmy, o czym informowaty specjalne tabliczki, a w 53 (z Dayton, Ohio, Baton Rouge 1
Luizjany) nie wprowadzono zadnych zmian. Badania o charakterze eksperymentu spolecznego
trwaty rok, od 1 pazdziernika 1980 roku do 30 wrzesnia 1981 roku. Ich rezultatem bylo
stwierdzenie braku jakichkolwiek réznic w trendach przestepczosci na terenie obu badanych
85

L2
obszarow.

W potowie lat osiemdziesiatych zostaty przeprowadzone badania efektywnosci systemow

%3 Gill M., Turbin V., Evaluating ,, Realistic Evaluation*, w: Painter K., Tilley N., (red.), op. cit., str. 185-193

24 tamze, str. 185-193

% Crow, W.,, Erickson, R, Cameras and Silent Alarms: A Study of Their Effectiveness as a Robbery Deterrent,
Wyoming 1984
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CCTV montowanych w autobusach miejskich. W tym przypadku montaz kamer byt tylko jednym z
elementow programu prewencyjnego obejmujacego odtworzenie nagrania po kazdym przejezdzie i
identyfikowanie oséb demolujacych autobus, a nastgpnie kontakt z ich rodzicami (sprawcami byli
najczesciej nieletni). Rok, ktory objely badania, przynidst znaczne zmniejszenie uszkodzen oraz
zanieczyszczen pojazdc')w.286 Modelowi tych badan przedstawiono 2 zarzuty: przede wszystkim
brak obszaru kontrolnego — w tym wypadku autobusow, gdzie kamer nie zainstalowano oraz analiz¢
danych jedynie po wprowadzeniu zmian (instalacji kamer). W istotny sposob ostabia to ich
wiarygodnoéé.287

Interesujaca jest konkluzja raportu na temat skutecznosci poszczegdlnych srodkow
prewencji kryminalnej sporzadzonego przez mi¢dzynarodowy zespdt naukowcow dla
amerykanskiego Kongresu w 1998 roku. Poréwnujac rézne badania i projekty wykorzystujace
systemy CCTV stwierdzaja, ze ,,ich efektywnos$¢ na otwartej przestrzeni jest nieznana, (...) poziom
niepewnosci dotyczacej efektywnosci systemow CCTV jest zbyt wysoki aby uzasadnia¢
instalowanie nowych systemow, poza samym testowaniem ich skuteczno$ci.”?®® Wniosek ten mogt,
pomimo sprzyjajacego wszelkim majacym zwigksza¢ bezpieczenstwo inicjatywom klimatu,
powstrzymac¢ wiladze federalne 1 stanowe przed zbytnim wspieraniem rozwoju systemow CCTV.
Moze to by¢ jedno z wytlumaczen faktu, ze to nie Stany Zjednoczone sg $wiatowym liderem w
liczbie zainstalowanych kamer.

Oceng efektywnosci monitoringu postawili sobie za zadanie B. C. Welsh i1 D. P. Farrington.
Przeprowadzili oni gruntowna analize 22 programow prewencyjnych, w ktorych jako glowny
srodek wykorzystano wlasnie monitoring. Te 22 programy zostalty wybrane sposrod 46 doktadnie
opisanych programow z kilku panstw: Wielkiej Brytanii, Stanéw Zjednoczonych, Kanady 1
Australii. Programy zostaly wybrane na podstawie pigciu kryteriow, co mialo umozliwi¢
poréwnanie ich wynikéw. Tymi kryteriami byty:

7. monitoring byt jedynym, a co najmniej gldownym $rodkiem wykorzystanym w ramach
programu,

8. dostepne byly wyniki pomiaru przestepczosci; gtownie byty brane pod uwage przestepstwa
przeciwko zdrowiu i1 mieniu, przy czym po$rod tych ostatnich zwlaszcza kradzieze
samochodow 1 ,,z samochodow*,

9. ocena programu zostala dokonana z zachowaniem metodologicznych wskazan; jako
minimum traktowano pomiar przestepczosci dokonany przed wprowadzeniem 1 po

wdrozeniu programu na obszarze eksperymentalnym (gdzie zastosowano monitoring) i

%6 poyner B., Video cameras and bus vandalism, Journal of Security Administration, Vol. 11 No.2 1988, str. 44-51
87 Eck J.E., Preventing crime at places, w: Sherman L.W., Gotfredson D., MacKenzie D., Eck J., Reuter P., Bushway
S., op. cit., str. 579

288 tamze, str. 585
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kontrolnym (brak monitoringu),

10. istniat co najmniej jeden obszar eksperymentalny oraz poréwnywalny do niego obszar
kontrolny; programy, w ktorych za obszar kontrolny przyjeto cale miasto lub jego pozostata
cz¢$¢ nieobjeta monitoringiem zostaly pominigte. Nie stanowily one poréwnywalnego ze
swoim wycinkiem obszaru,

11. catkowita liczba przestgpstw na kazdym obszarze wynosita co najmniej 20. Przyjeto te
liczbe jako gwarantujaca mozliwo$é wykazania statystycznej zmiany.?®°

Przy ocenie programow przyjeto, ze:

- zamierzony efekt oznacza znaczace zmniejszenie

przestgpczosci,

- niezamierzony  efekt  oznacza  znaczace  zwickszenie
przestgpczosci,

- brak efektu — jednoznaczny dowdd na brak wplywu na
przestepczosce,

- niepewny efekt — niejednoznaczne dowody wplywu na
przestqpczoéé.zgo

Ponadto starano si¢ zbadaé, czy nastgpit jeden z dwoch efektow czesto towarzyszacych

.. , . . .. . .. . , - 201
wdrazaniu programéw prewencyjnych, a mianowicie przemieszczenie i dyfuzja korzysci.?

%9 \Welsh B. C., Farrington D. P., Crime prevention effects of closed circuit television: a systematic review, Home
Office Resarch Study 252, London 2002, s. 3-4

tamze, s. 7

21 ziawisko przesuniccia zostato doktadniej omoéwiono w rozdziale czwartym niniejszej pracy
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Rys. 9.1. ,,Drzewo z kamerami” Brixton (Londyn).
Przemieszczenie (displacement, Verlagerung) polega na niezamierzonym przez tworcOw
programu prewencyjnego przeniesieniu si¢ przestepczosci na inny teren. Wyrdznia si¢ 5 rodzajow
przemieszczenia:
e przemieszczenie W czasie,
e przemieszczenie taktyczne (zmiana metody — modus operandi),
e przemieszczenie celu (zmiana ofiary, celu przestepstwa),
e przemieszczenie terytorialne (zmiana miejsca popetnianych przestepstw),
e przemieszczenie funkcjonalne (zmiana rodzaju popetnianych przestgpstw). >
Badania prowadzone w Kanadzie, Stanach Zjednoczonych 1 Holandii wykazuja, ze nawet w
przypadkach, w ktérych dochodzi do przemieszczenia to nigdy nie jest catkowite. Podejmowane
dziatania prewencyjne powoduja, ze czg$¢ z przestepstw nie zostaje w ogodle popelniona.294
Przykladem przemieszczenia terytorialnego, ktore nastgpito w efekcie instalacji systemu
CCTV jest sytuacja w londynskiej dzielnicy Brixton. W jej centrum, niedaleko wezta
komunikacyjnego zidentyfikowano niewielki skwer, ktory przez ditugi czas wykorzystywano do
obrotu narkotykami. W celu wyeliminowania tego zjawiska na drzewie rosnagcym na skwerze
zainstalowano kilkadziesigt kamer. (rys. 9.1.) Efekt byl natychmiastowy — dilerzy narkotykow
przeniesli si¢ ponad 50 metréw dalej, gdzie kamery juz nie siggaty. Podobne przyklady

przemieszczenia terytorialnego dilerow narkotykéw miaty miejsce w wielu innych miastach.

Migdzy innymi w Stuttgarcie, gdzie od stycznia 2002 roku do lipca 2003 roku pig¢ kamer

292 Wiasne zbiory autora

293 Reppetto T. A., Crime prevention and the displacement phenomenon, Crime and Delinquency 22, 1976, s.

166-177

%4 Flight S., van Heerwaarden Y., van Sommeren P., Does CCTV Displace Crime? An Evaluation of the Evidence and a
Case Study from Amsterdam, w: Gill M., op. cit., s. 95.
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nadzorowato Rotebiihlplatz. Efektem bylo przemieszczenie obrotu i konsumpcji narkotykéw na
nieodlegly Charlottenplatz i Konigstrale. W zwigzku z rocznym kosztem obstugi tych kamer
wynoszacym 420 tysigcy euro i osiggnigtym celem (zaprzestanie handlu i spozywania nielegalnych
uzywek na Rotebiihlplatz kamery zdemontowano.”*® Podobny efekt wywotat montaz kamer w
okolicach dworcow w Boblingen czy Ravensburgu. Bylo to jednym z powodow przeciwstawienia
si¢ planom rozszerzania monitoringu na kolejne miejsca przez przedstawicieli niemieckich
policjantow. Ich zdaniem ,,Przestepczosci si¢ nie zwalczy monitoringiem, najwyzej przemiesci
gdzie indziej 2%

Dyfuzja korzysci (diffusion of benefits, positive Ausstrahlungseffekte) objawia si¢ spadkiem
liczby przestepstw, ktorych program nie dotyczy oraz spadkiem przestepczosci na obszarach
graniczagcych z miejscem wdrozonych dziatan. Mozna ja okresli¢ jako przeciwienstwo
przemieszczenia.

Interesujacy przyktad dyfuzji korzysci zostal ujawniony w trakcie badan prowadzonych w
bibliotekach publicznych, w ktorych zostalo wprowadzone elektroniczne zabezpieczenie ksigzek
wraz z bramkami, ktore sygnalizowaty proby kradziezy zabezpieczonych egzemplarzy. Po
zastosowaniu tych $rodkéw spadta nie tylko liczba kradzionych ksigzek, ale takze kaset audio i
video, ktére nie zostaty zabezpieczone. Ta dyfuzja korzySci mogla by¢ spowodowana tym, ze

potencjalni ztodzieje nie znali doktadnie wykorzystanych rodkéow. >’

Inne badania wskazuja na to,
ze praktycznie nigdy nie dochodzi do catkowitego przesunigcia, tzn. jezeli na terenie, na ktérym
implementowano program prewencyjny, podjete dziatania doprowadzity do zmniejszenia liczby
przestepstw (np. kradziezy z wlamaniem) na tym terenie o 100, to nawet jezeli sprawcy zmienig
obszar dziatania to wzrost liczby czynéw na innym terenie (lub kilku innych) nie osiagnie stu.
Wynika to przede wszystkim z racjonalnosci rzadzacej podejmowaniem decyzji przez sprawcow
profesjonalnych (jezeli potencjalny zysk jest mniejszy od kosztow zwigzanych z przestgpczym
zachowaniem sprawca rezygnuje), jak i ich przyzwyczajen do rutynowych dziatan.”®®

W celu zbadania zaré6wno przemieszczenia, jak 1 dyfuzji korzysci potrzebne sa oprocz
wynikdéw z obszaru eksperymentalnego takze wyniki z co najmniej dwoch obszaréw kontrolnych:
jednego graniczacego z obszarem eksperymentalnym, oraz drugiego, ktory z nim nie graniczy.

Jezeli przestepczo$¢ zmniejsza si¢ na obszarze eksperymentalnym, zwicksza na obszarze

2% Wittman M., Der grofe Bruder guckt in die Rihre, Frankfurter Allgemeine Zeitung z 13.07.2007r., dostepne online:
http://www.faz.net/s/Rub77CAECAE94D7431F9EACD163751D4CFD/Doc~E5DEB19A064904902B1058B02809
37DBC~ATpl~Ecommon~Scontent.html, sprawdzone 18.01.2010.

2% \jideokamera wacht jetzt auch in Bernau, Berliner Zeitung z 12.12.2002, za:http://www.inforiot.de/artikel/vierte-
kameraanlage-installiert, sprawdzone 18.01.2010.

27 gcherdin M.J., The halo effect: psychological deterrence of electronic security systems, Information technology and
libraries, Vol. 5 nr 5 1986, Chicago, str. 232-235

2% Cornish D., Clarke R.V., Introduction, w: Cornish D. Clarke R.V. (red.), The Reasoning Criminal., New York 1986:
str. 1-16
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graniczacym i pozostaje bez zmian na obszarze kontrolnym niegraniczagcym to moze by¢ dowod
przesunigcia. Jezeli z kolei przestgpczo$¢ spada zardwno na obszarze eksperymentalnym, jak i
graniczacym, a pozostaje bez zmian, lub wzrasta na kontrolnym niegraniczacym to moze by¢
dowdd na dyfuzje korzysci. Niestety jedynie w ramach kilku programéw dokonano poréwnania
wynikow z trzech pordéwnywalnych obszarow. >

Jednym z miast, w ktorym starano si¢ zmierzy¢ przemieszczenie terytorialne byt
Amsterdam. Niestety w tym celu poréwnywano jedynie dane z dwoch obszarow:
eksperymentalnego (August Allebeplein) i graniczacego z nim. Ponadto oprocz ,,agresji werbalnej”
1,,walesajacej si¢” miodziezy liczba innych zglaszanych zachowan dewiacyjnych i przestepstw byta
stosunkowo mala — niewystarczajaca do wyciggania wnioskow o zmianie. Niemniej jednak badacze
stwierdzili przesunigcie przestgpczosci z terenu objgtego zasiggiem kamer na graniczacy z nim
pozbawiony tego srodka. Ciekawe jest, ze przemieszczenie terytorialne w czgsci oznaczalo jedynie
zmiang miejsca spotkan grup mtodziezy naruszajacych spokodj mieszkancow ze $rodka placu do
bram i klatek schodowych. Niekoniecznie byla to zmiana pozadana przez osoby tam mieszkajace.>*

Programy analizowane przez Welsha i1 Farringtona zostaly podzielone ze wzgledu na
charakter obszaru, na ktérym byly wdrazane. Wyrdzniono 3 typy tych obszarow:

— centra miast i bloki komunalne,

— transport publiczny,

— parkingi samochodowe.

Trzynascie sposrod 22 analizowanych programéw byto realizowanych w centrach miast 1
blokach komunalnych. Siedem wdrozono na terenie Anglii, pie¢ Stanow Zjednoczonych i jeden w
Szkocji. Okres, w trakcie ktorego dokonywano oceny programu wynosit przecigtnie 10,9 miesigca.
Najstarszy z tych programow zostal implementowany w 1978 roku. 5 programéw przyniosto
zamierzony efekt — przestgpczo$¢ spadta bardziej niz na obszarze kontrolnym, 3 przyniosty
niezamierzony efekt — przestgpczos$¢ spadta mniej niz na obszarze kontrolnym, lub w niektorych
przypadkach nawet wzrosta, 4 zostaly ocenione jako nieprzynoszace zadnego efektu i1 wreszcie
efekt jednego oceniono jako niepewny.3™

W celu poréwnania skutecznos$ci poszczegdlnych programéw Welsh 1 Farrington
sprowadzili wyniki programéw do wspolnego dla nich wskaznika. Wskaznik ten utworzyli poprzez
zmierzenie zmiany w ilosci przestepstw na obszarze eksperymentalnym 1 takiej samej zmiany na
obszarze kontrolnym. Liczba przestgpstw przed wprowadzeniem programu byla dzielona przez
liczbe przestepstw po jego wdrozeniu. Im wyzszy jest ten iloraz, tym wigkszy byt spadek

przestgpczosci. Podobnie mierzono zmiang na terenie obszaru kontrolnego. Nastgpnie w celu

2% \Welsh B. C., Farrington D. P., op. cit. str. 8
%0 Flight S., van Heerwaarden Y., van Sommeren P., op. cit. s. 102-104.
so1 tamze, str. 13
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poréwnania zmiany na ternie obu obszarow, dzielono iloraz z obszaru eksperymentalnego przez
iloraz obszaru kontrolnego. Wynik powyzej 1,0 oznaczal wigkszy spadek przestepczosci na terenie
obszaru eksperymentalnego, ponizej 1,0 spadek mniejszy. Dla przyktadu program z Newcastle z
1995 roku przyniost spadek ogdlnej liczby przestepstw na obszarze eksperymentalnym z 343 do
269 (o0 21,6%), kiedy na porownywalnym obszarze kontrolnym z 676 do 475 (29,7%). Wskaznik
dla obszaru eksperymentalnego jest ilorazem 343 i 269, czyli wynosi 1,27, w tym samym czasie
wskaznik dla obszaru kontrolnego to 676 podzielone przez 475, czyli 1,42. Wskaznik efektywnosci
catego programu to iloraz 1,27 1 1,42 — 0,89. Opracowanie tego wskaznika pozwolitlo poréwnaé
wszystkie programy realizowane w centrach miast i budownictwie komunalnym. Srednia
wyciggnieta dla nich wyniosta 1,02 co przektada si¢ na spadek liczby przestepstw przecigtnie o 2%
wigkszy na terenie monitorowanym, niz na pozbawionym kamer, co miesci si¢ w granicach biedu
statystycznego.>*

Cztery programy byly przeprowadzane w pojazdach i na stacjach transportu publicznego.
Wszystkie byly wdrazane na terenie metra, trzy — londynskiego, a jeden — montrealskiego. Trzy
sposrod nich obejmowaly, oprocz zainstalowania kamer takze dziatania dodatkowe, takie jak:
plakaty informujace o kamerach, patrole policji, przyciski alarmowe dla pasazerow. Dwa programy
przyniosty zamierzony efekt, jeden nie przyniost zadnego efektu, a jeden przynidst efekt
niezamierzony. Sredni wskaznik (jego konstrukcja zostata omowiona wyzej) dla tych czterech
programéw wyniost 1,06 — $redni spadek przestepczosci na obszarze eksperymentalnym o 6%
wigkszy niz na obszarze kontrolnym.303

Pig¢ badanych programoéw zostatlo wdrozonych na terenie parkingdw samochodowych i
garazy wielopoziomowych w Wielkiej Brytanii. W ramach kazdego z nich zastosowano dodatkowe,
poza monitoringiem, $rodki, takie jak: poprawe oswietlenia, malowanie, plakaty informujace o
kamerach, nadzor pracownikow ochrony. Cztery sposrdd nich przyniosty zamierzony efekt, a jeden
efekt niezamierzony. Sredni wskaznik dla wszystkich pigciu wyniost 1,70, co mozna przetozyé na
wzrost liczby przestgpstw na terenie obszarow kontrolnych o $rednio 70% wigkszy niz na terenie
obszarow eksperymentalnych, lub spadek liczby przestepstw w miejscach zainstalowania kamer o
41% w stosunku do miejsc ich pozbawionych.*

Biorac pod uwagg to, ze 13 z 22 programdéw przyniosto zamierzony efekt, a reszta nie
przyniosta zadnego efektu lub nawet niezamierzony (5 programoéw) oraz wysokie koszty zaré6wno
montazu, jak i eksploatacji systemow CCTV, Welsh i Farrington postulujg doktadniejsze badania
nad efektywnos$cig monitoringu. Podkreslajg przy tym, ze o efektywnos$ci programu mozna méwic

dopiero wtedy, gdy porowna si¢ obszar eksperymentalny z obszarem kontrolnym przed i po

302
303
304

tamze, s. 26-27
tamze, s. 34
tamze, s. 38-39
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zainstalowaniu kamer. Badacze ci przypuszczajg, iz popularno$¢ monitoringu moze wynikaé z
badan prowadzonych tylko na obszarze eksperymentalnym. Wyniki takich badan potwierdzaja
efektywnos$¢ monitoringu w zwalczaniu przestepczosci zwlaszcza, ze czgsto towarzysza temu inne
dziatania prewencyjne.?’05

Inng metode pomiaru efektywnosci systemow monitoringu wizyjnego zaproponowata M.
Gras. Jako uzupehlienie badan prowadzonych na obszarach, gdzie realizowane sa konkretne
programy prewencyjne, porownata wskazniki przestepczosci na poziomie krajowym. Wychodzac z
zalozenia, ze systemy CCTV sg skuteczne, a na terenie Wielkiej Brytanii (zwtaszcza Anglii i Walii)
liczba tych systemow jest bardzo duza (praktycznie kazde miasto niezaleznie od wielkos$ci posiada
wlasny system monitorujacy przestrzen publiczng, a dodatkowo funkcjonuja systemy prywatne), to
powinno si¢ to przektadaé¢ na istotng statystycznie poprawe stanu bezpieczenstwa. Monitoring jest
przedstawiany jako $rodek zapewnienia bezpieczenstwa w przestrzeni publicznej, oczekiwane
efekty to zwykle poprawa bezpieczenstwa w centrach miast, deptakach — miejscach, gdzie zachodzi
duza rotacja ludzi, a anonimowos¢ jest wigksza niz na terenie osiedli mieszkalnych. Z tych
powodow autorka skoncentrowata si¢ na czynach, ktére sa najbardziej dokuczliwe na tych
obszarach: rozbojach, kradziezach rozbojniczych, zaktoceniach porzadku publicznego (public order
offences) i przestepstwach przeciwko zdrowiu i zyciu (Violence against the person - bojki i
pobicia).®® Gras do poréwnania wybrata lata 1995 — 2000, czyli okres w ktérym Home Office
najbardziej wspierat rozwoj systemow CCTV (najwigksze $rodki zostaly skierowane w latach 1996-
1997). Liczba rozbojow zarejestrowanych w policyjnych statystykach w tych latach zostala
przedstawiona w tab. 9.1.
Tab. 9.1. Liczba rozbojow w Anglii i Walii w latach 1995 — 2000.307

Rok Liczba rozbojow Procent
1995 70497 100
1996 72266 103
1997 62652 89
1998 66835 95
1999 84277 120
2000 95154 135
05 tamze, s. 44

%06 Istniejg roznice w ustawowym definiowaniu wymienionych czyndéw pomiedzy polskim i brytyjskim
ustawodawstwem, jednak dla celow niniejszej pracy nie sg one na tyle istotne aby poswigca¢ im dodatkowe
omowienie; przedstawione wyniki badan maja zaprezentowa¢ pewne trendy (lub ich brak) a nie stuzy¢ analizie
prawnoporéwnawczej

307 Gras M., Kriminalprdvention durch Videotiberwachung. Gegenwart in Grofbritanien — Zukunft in Deutschland?,
Baden-Baden 2003, str. 181
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Na podstawie zaprezentowanych danych nie mozna stwierdzi¢, ze coraz wigksze nasycenie
kamerami przestrzeni publicznej Anglii i Walii wplyngto na ograniczenie liczby dokonywanych
rozbojow na ich terenie. Podobne porownanie zostalo przeprowadzone dla kradziezy
kieszonkowych i rozbojniczych (theft from the person) — tab. 9.2..

Tab. 9.2. Liczba kradziezy w Anglii i Walii w latach 1995 — 2000.308

Rok Liczba kradziezy Procent
1995 60347 100
1996 59352 98
1997 57894 96
1998 63118 105
1999 76254 126
2000 87332 145

Podobnie, jak w przypadku rozbojow, takze liczba kradziezy, ktorych ofiarami padaty osoby
fizyczne nie zmniejszyta si¢ wraz ze zwigkszeniem liczby kamer. Gdyby z kolei doszukiwaé si¢
zwigzku pomiedzy wzrostem liczby kamer a liczbg bojek 1 pobic¢ (violence against the person) to
bioragc pod uwage lawinowy przyrost czyndéw tego typu nalezatloby natychmiast zdemontowaé
wszystkie kamery (tab. 9.3.). Do danych tych nalezy jednak odnosi¢ si¢ z duza ostrozno$cig — W
1998 roku zmieniono sposob prowadzenia statystyk policyjnych w tych kategoriach. Pomimo tego
bezsprzeczny jest przyrost liczby takich czynow, takze w latach obowigzywania nowych przepiséw
(1998 — 2000). Moze to by¢ efekt wystepowania wielu niekontrolowanych zmiennych, takich jak,
m.in. zmiany demograficzne, sytuacja ekonomiczna.

Tab. 9.3. Liczba bédjek i pobi¢ w Anglii i Walii w latach 1995 — 2000.30°

Rok Liczba bojek i pobic¢ Procent
1995 219291 100
1996 243646 111
1997 256070 117
1998 502788 229
1999 581036 265
2000 600873 274

Poza wymienionymi czynami, ktorych cechg charakterystyczng jest bezposredni kontakt
pomiedzy poszkodowanym a sprawca, oraz miejsce popetnienia — szeroko rozumiana przestrzen
publiczna, Gras porownala tez statystyki takich przestgpstw, jak: kradzieze ze sklepow (theft from
shops), wltamania (poza wlamaniami do mieszkan — burglary non-dwelling), kradzieze pojazdow i z

pojazdow (theft of and from vehicles) — tab. 9.4 — 9.6.

308 tamze, str. 182
309 tamze, str. 183
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Tab. 9.4. Liczba kradziezy ze sklepow w Anglii i Walii w latach 1995 — 2000.310

Rok Liczba kradziezy ze sklepow Procent
1995 282452 100
1996 278050 98
1997 273509 97
1998 281972 100
1999 292494 104
2000 293080 104

Tab. 9.5. Liczba wlaman (bez budynkow mieszkalnych) w Anglii i Walii w latach 1995 -
2000.311

Rok Liczba wtaman Procent
1995 595843 100
1996 545042 91
1997 486839 82
1998 479835 81
1999 463866 78
2000 433043 73

Tab. 9.6. Liczba kradziezy pojazdow i z pojazdow w Anglii i Walii w latach 1995 — 2000.312

Rok Liczba kradziezy Procent
1995 1331156 100
1996 1245052 94
1997 1096022 82
1998 1077726 81
1999 1043918 78
2000 968447 73

W analizowanym okresie czasu liczba kradziezy ze sklepow nie zmienita si¢ w istotny
statystycznie stopniu, z kolei liczba wiaman do budynkéw niemieszkalnych oraz kradziezy
pojazdow 1 z nich zmniejszyla si¢ o okoto 27%. Pytanie, jakie nalezy postawi¢, dotyczy
potencjalnego zwigzku pomiedzy zwigkszeniem liczby kamer a czynami w tych kategoriach. Biorac
pod uwage szerokie wykorzystanie systeméw CCTV w placéwkach handlowych, mozna by
oczekiwaé zmniejszenia liczby kradziezy popelnianych na ich terenie. Taka zmiana, przynajmniej w
skali obu cze$ci sktadowych Zjednoczonego Krolestwa Wielkiej Brytanii i Irlandii Poélnocnej, nie

wynika z danych pochodzacych z policyjnych statystyk. Zmniejszenie liczby kradziezy pojazdow i

310 tamgze, str. 184
311 tamgze, str. 186
312 tamgze, str. 187
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z pojazdow moze w czesci wynika¢ z rozbudowy systemdé6w monitoringu wizyjnego na parkingach i
w garazach, co wykazaty przytaczane wyniki badan obejmujacych te obiekty.

Gras, oprocz porownania policyjnych statystyk, dokonata analizy zmian zachodzacych w
poczuciu bezpieczenstwa mieszkancow. Tego typu badania rzadko towarzysza ewaluacji
konkretnych systemow CCTYV, chociaz poczucie bezpieczenstwa mieszkancow jest jednym ze
wskaznikow faktycznej efektywnosci podejmowanych dzialan, a jezeli sag prowadzone to ich wyniki
sa niejednoznaczne. Badania w Brighton wykazaly, ze pomimo wysokiej $§wiadomosci
mieszkancow tego miasta co do faktu instalacji kamer (83% ankietowanych wiedziato o nich), to
prawie polowa (48%) stwierdzila, ze nie czuje si¢ dzicki temu wcale bezpieczniej.**® Z kolei w
Southwark 63% sposréd osob wiedzacych o obecnosci kamer czufa si¢ bezpieczniej.*** Gras
porownata poczucie bezpieczenstwa korzystajac z badan prowadzonych na reprezentatywnej probie
(ponad 23 tysiagce) mieszkancow Wielkiej Brytanii w ramach Brytyjskich Badan Przestgpczosci
(British Crime Survey), w ktorych pytano zaréwno o poczucie bezpieczenstwa w sgsiedztwie
badanego/spotecznosci lokalnej, jak i ocene bezpieczenstwa w skali catego kraju. Podobnie jak
mieszkancy innych panstw, takze mieszkancy Zjednoczonego Krélestwa lepiej oceniajg sytuacje w
swoim najblizszym sgsiedztwie od tej panujacej w kraju. Analiza miata jednak za zadanie
sprawdzenie, czy zwigkszaniu liczby kamer i wzrostowi §wiadomos$ci o ich istnieniu bedzie

towarzyszy¢ zwigkszenie poczucia bezpieczenstwa (tab. 9.7.1 9.8.).

Tab. 9.7. Poréwnanie odpowiedzi twierdzacych, ze przestepczosS¢ sie zwiecksza w
latach 1996-2000.315

1996 1998 2000
Przestepczos¢ zwigkszyta si¢ bardzo 46 30 33
Przestgpczos¢ zwickszyla si¢ troche 29 29 34
Suma 75 59 67

Tab. 9.8. Porownanie odpowiedzi twierdzacych, ze lokalna przestepczosc sie zwieksza w

latach 1994-2000.316

1994

1996

1998

2000

Lokalna

24

18

20

przestepczosé 24

zwigkszyta si¢ bardzo

13 squires P., Measor L., Follow-Up Analysis CCTV Surveillance and Crime Prevention in Brighton, Brighton 1996,
str. 10

4 sarno C., Hough M., Bulos M., Developing a Picture of CCTV in Sothwark Town Centres: Final Report, London
1999, str. 30

315 Gras M., op. cit., str. 192

316 tamze, str. 193
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Lokalna przestepczosé 40 31 29 30
zwigkszyla si¢ troche

Suma 64 55 47 50

Na podstawie zaprezentowanych danych z brytyjskich badan nie mozna stwierdzi¢, ze
znaczne zwigkszenie liczby kamer wptyneto na poczucie mieszkancoéw, ze w ich okolicy zrobito si¢
bezpieczniej, ani tez na oceng, ze w skali kraju liczba przestepstw si¢ zmniejszyta. Podobnie brak
byto wigkszych zmian przy bardziej szczegdlowych pytaniach dotyczacych oceny zagrozenia
poszczegolnymi typami przestgpstw. Odsetek osob obawiajacych si¢ wlamania zmniejszyt si¢ z
65% w roku 1994 do 61% w roku 1996, 58% w roku 1998 i 57% w roku 2000, trudno jednak
stwierdzi¢ zwigzek tych zmian ze zwigkszeniem liczby kamer. Podobnie w przypadku obawy o
stanie si¢ ofiarg rozboju — odpowiednio 48% w roku 1994, 46% w 1996, 45% w 1998 i 44% w 2000
roku.®"’

Analiza liczby poszczegdlnych typdéw przestepstw z terenu catego kraju (lub jego znacznej
czgsci) w kolejnych latach, jak 1 oceny bezpieczenstwa dokonywanej przez ogolnokrajowa
reprezentatywng probe mieszkancoOw wydaje si¢ nie by¢ najlepszym narzgdziem do mierzenia
wplywu szeroko wykorzystywanego narzedzia prewencyjnego, jakim w przypadku Wielkiej
Brytanii jest bez watpienia monitoring wizyjny. Gdyby w poszczegolnych kategoriach liczba
przestepstw drastycznie spadla, a ocena bezpieczenstwa ze strony mieszkancoOw poprawiata si¢
mogloby to by¢ efektem catkowicie niezaleznych od systemow CCTV czynnikow, takich jak np.
zachodzace zmiany demograficzne lub dobra koniunktura gospodarcza. Podobnie wzrostu liczby
przestepstw jakiego$ typu nie mozna zaklasyfikowac jako skutku montazu znacznej liczby kamer.
Wydaje si¢ jednak, ze propozycja Gras w przypadku szerokiego wykorzystania jakiego$ $rodka
prewencji kryminalnej moze stanowi¢ interesujgce uzupetnienie ewaluacji konkretnych dziatan
prowadzonej na poziomie lokalnym.

Do tej pory najwigksze badania efektywnosci systemow CCTV zostaty przeprowadzone
przez zespot pod kierownictwem M. Gilla 1 A. Spriggs (Welsh 1 Farrington dokonali jedynie
zebrania danych z badah prowadzonych przez inne zespoly w réznych panstwach i1 na przestrzeni
dhugiego czasu). Badania zostaty zlecone przez Home Office jako ewaluacja wybranych projektow
realizowanych w ramach Programu Zmniejszenia Przestepczosci (Crime Reduction Programme).
Fakt, Ze badania byly optacane przez gtéwnego ,,sponsora” rozwoju sieci monitoringu wizyjnego w
Wielkiej Brytanii nie pozostaje bez wpltywu na ich przebieg oraz wnioski wyciagnigte przez

autorow. Juz sam wybor projektow, ktére miaty zosta¢ poddane ocenie zostat narzucony przez

317 tamze, str. 195
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Home Office, ktore wybrato 17 z 300 finansowanych w tym czasie dziatan moze prowadzi¢ do
Wypaczenia faktycznego obrazu rzeczywistosci. Autorzy wymieniajg 3 kryteria doboru projektow:
1. roznorodno$¢ projektow, ze szczegdlnym uwzglednieniem realizowanych na terenach
osiedli mieszkaniowych,
2. latwos¢ ewaluacji dzigki dostgpnosci danych do niej niezbednych,
3. znaczenie projektow, ktore byly wspotfinansowane w wigkszym stopniu przez Home Office
od innych, a miejsce ich realizacji cieszylo si¢ ,,zta stawa™.*®
Ostatecznie przebadanych zostato 13 programéw (pozostate 4 nie zostaty ukonczone w
przewidywanym czasie) o roznej wielko$ci. Siedem systemow sktadato sie z niewielkiej liczby
kamer (od o$miu do osiemnastu), w czterech systemach liczba kamer zawierala si¢ pomiedzy
czterdziestoma a siedemdziesi¢gcioma, a dwa ostatnie byty znacznie wigksze od pozostatych — 175 i
600 kamer. Wybrane projekty byly wdrazane zarowno w duzych miastach (m.in. Londynie), jak i
malych na terenie catej Wielkiej Brytanii. Siedem systemow stanowito rozbudowe istniejacych juz,
pozostate byly catkowicie nowymi inwestycjami.*™
Do analizy wykorzystano dane o przestgpczosci i poczuciu bezpieczenstwa zarowno z
obszaru eksperymentalnego (tam gdzie zainstalowano kamery) oraz porownywalnego kontrolnego
(bez kamer) przed i po implementacji programu. Podobnie jak w projektach porownywanych przez
Welsha i Farringtona dokonano tez meta analizy, wyprowadzajac z danych uzyskanych w
poszczeg6lnych projektach wskazniki umozliwiajace poréwnanie ich efektéw (tab. 9.9.)
Tab. 9.9. Zmiany w liczbie zarejestrowanych przestepstw w kazdym z systeméw oraz

wskaznik efektywnosci.320

Lokalizacja Liczba Liczba Zmiana Liczba Liczba Zmiana Wskaznik
(nazwa przestgpstw - | przestgpstw - | wyrazona w | przestepstw przestepstw wyrazona w | efektywno$
projektu) obszar obszar procentach - obszar | - obszar | procentach ci

eksperymentalny eksperymentalny kontrolny kontrolny

przed instalacja po instalacji przed po instalacji

instalacja

City Outskirts | 1526 1098 -28 37838 37594 -1 1,38
Hawkeye 794 214 -73 12590 11335 -10 3,34
City Hospital | 18 12 -33 5202 4889 -6 14
South City 5106 4584 -10 77530 68432 -12 0,98
Shire Town 352 338 -4 19052 19701 3 1,08
Market Town | 245 290 18 19052 19701 3 0,87
Borough 334 335 0,3 549 619 13 1,12
Town
Northern 112 101 -10 73 88 21 1,34

18 Gill M, Spriggs A., Assessing the impact of CCTV. Home Office Research Study 292, London 2005, str. 13
39 tamze, str. 14-17
320 tamze, str. 24

117




Estate

Eastcap 450 460 2 130 137 5 1,03
Estate

Dual Estate 799 834 4 464 378 -19 0,78
Southcap 160 182 14 529 458 -13 0,76
Estate

Borough 257 444 73 8250 9225 12 0,65
Deploy Estate | 760 917 21 534 548 3 0,85

Z zaprezentowanych danych wynika jednoznacznie, ze autorzy nie przyjeli tak
rygorystycznych warunkow metodologicznych, jakie postawili analizowanym przez siebie
projektom Welsh i Farrington. W ponad potowie projektow obszar kontrolny stanowito cate miasto
lub jego znaczna cze$¢ — tym samym nie mozna méwié o obszarze porownywalnym do
eksperymentalnego. Ponadto w jednym przypadku (City Hospital) liczba zarejestrowanych
przestepstw przed rozpoczgciem wdrazania programu wynosita mniej niz 20. Pamigtajac o tych
ograniczeniach poréwnanie wskaznika (jego warto$¢ ponizej 1,0 $wiadczy o wigkszym spadku
liczby przestgpstw na obszarze kontrolnym niz eksperymentalnym lub wigkszym wzroscie ich
liczby na obszarze eksperymentalnym, a kiedy wynosi powyzej 1,0 oznacza wigkszy spadek liczby
przestepstw na obszarze eksperymentalnym niz kontrolnym, lub wigkszym wzroscie ich liczby na
obszarze kontrolnym) wskazuje pozytywna zmiang w przypadku czterech projektow (City
Outskirts, Hawkeye, City Hospital 1 Northern Estate), a negatywna w przypadku trzech (Dual
Estate, Southcap Estate i Borough). Wskazniki efektywno$ci wyliczone dla innych projektow,
chociaz nie s3 tozsame z 1,0 (czyli brak roéznicy w trendzie zmian zachodzacych na
poréwnywanych obszarach) to ich wartosci nie dokumentuja statystycznie istotnej roznicy. Srednia
wyciagnigta dla wszystkich 13 projektow to 1,02, czyli identyczny z wynikiem, ktory uzyskali
Welsh i Farrington. Wniosek moze by¢ tylko taki sam jak w przypadku ich analizy: wielko$¢ ta
miesci si¢ w granicach bledu statystycznego, co nie pozwala stwierdzi¢ jakiegokolwiek wptywu
systemOw monitoringu wizyjnego na przestgpczos¢ na badanych obszarach.

Badacze zanalizowali zmiany zachodzace w poszczeg6élnych kategoriach przestepstw, m.in.
takich jak: wlamania, naruszenia porzadku publicznego, przestepstwa przeciwko zdrowiu 1 zyciu
(violence against the person), ,,przestepczos¢ samochodowsg” (vehicle crime — kradzieze pojazdow i
z pojazdow) 1 kradzieze ze sklepow oraz wyliczyli wskaznik efektywnosci dla poszczegodlnych
typow przestepstw na kazdym z obszardw, dla ktérego dysponowali danymi z konkretnej kategorii

321

przestepstw.”~ Wyniki podzielili na 4 grupy:
- liczba czyndw zmniejszyta si¢, w stosunku do obszaru kontrolnego, w istotny sposob (lub

zwigkszyla w istotnie mniejszym stopniu),

%1 Trumaczy to dlaczego liczba obszaréw w poszczegdlnych kategoriach czynéw nie sumuje si¢ do 13
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- liczba czyndw zmniejszyla si¢, wobec zmiany na obszarze kontrolnym, ale w granicach
btedu statystycznego,

- liczba czyndéw zwigkszyta si¢ w istotny sposob (w stosunku do obszaru kontrolnego), lub
spadta w znaczgco mniejszym stopniu,

- liczba czynow zwigkszyta si¢, lub spadta w mniejszym stopniu, ale w granicach btedu

statystycznego. (tab. 9.10.)

Tab. 9.10. Zmiany w poszczegéolnych typach przestepstw na badanych obszarach.322

Wiamania Naruszenia Przestepstwa | ,,Przestepczos¢ | Kradzieze ze
porzadku przeciwko samochodowa” | sklepow
publicznego zdrowiu i
zyciu

Zmniejszenie
liczby czynow 3 0 1 3 0
statystycznie

istotne

Zmniejszenie
liczby czynow 3 3 3 3 4
statystycznie

nieistotne

Wzrost liczby
CZynow 1 1 0 1 2
statystycznie
istotny

Wzrost liczby
cZynow 5 6 7 5 3
statystycznie

nieistotny

Wskaznik 1,03 0,85 1,02 1,05 0,87
efektywnosci

Przedstawione dane wskazuja na to, ze praktycznie w zadnej z kategorii analizowanych
przestgpstw ich liczba nie spadta w znaczacy, wobec zmian zarejestrowanych na obszarach

kontrolnych, sposob. Jednak fakt, ze nie zarejestrowano zmniejszenia przestepczosci jako zjawiska,

322 tamgze, str. 34
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ani liczby poszczegolnych typow przestepstw w stosunku do obszaréw kontrolnych nie stanowi
wcale dowodu na brak prewencyjnego wptywu systemow CCTV. Moze to wynika¢ z tego, ze dzieki
nadzorowi prowadzonemu za pomoca kamer wzrosta wykrywalno$¢ czynow, ktére wczesniej nie
byly ujete w policyjnych statystykach i zarazem liczba ta byla wicksza niz liczba czynow, ktoérym
monitoring zapobiegt.

Badacze zwrocili uwage na roznice w zmianach liczby jednej kategorii przestgpstw —
kradzieze pojazddéw i z pojazdéw — na terenie rdznych obszaroéw, kiedy jako kryterium przyjeli
wyjsciowy stan bezpieczenstwa. Podzielili je na obszary wysokiego ryzyka, $redniego ryzyka oraz
niskiego ryzyka. Najwieksza zmiana zaszta na obszarze zaklasyfikowanym jako wysokiego ryzyka
— liczba przestepstw spadta o 80%, na tym o $rednim poziomie ryzyka o 62%, a na niskim o 37%.
W tym samym czasie na obszarze kontrolnym, wszystkie 3 miaty jeden obszar kontrolny, liczba

323 Zaktadajac zwigzek pomiedzy instalacjg

przestgpstw (tej kategorii) spadta na nim o 10%.
systemOw monitoringu a zarejestrowanymi zmianami mozna wyciagnac¢ praktyczny wniosek —
systemy kamer przynosza najlepsze efekty na obszarach o ponadprzecietnej liczbie przestepstw i
tam przede wszystkim nalezy je instalowac.

W ramach ewaluacji dokonano rowniez badan poczucia bezpieczenstwa, pytajac zaro6wno o
poczucie zagrozenia stania si¢ ofiarg przestepstwa, jak 1 o ocen¢ generalnego bezpieczenstwa.
Badania przeprowadzono przed i po zainstalowaniu kamer, lecz zostaty one zrealizowane tylko na
czgsci obszarow kontrolnych, co w tych przypadkach pozbawia je punktu odniesienia
umozliwiajacego skonstruowanie wskaznika efektywnos$ci na takiej samej zasadzie jak w
przypadku pordwnywania zmian w liczbie rejestrowanych przestepstw (tab. 9.11.).

Tab. 9.11. Odpowiedzi twierdzace ,obawiam sie, ze padne ofiara przestepstwa na
badanym terenie”.324

Lokalizacja Odpowiedzi przed | Odpowiedzi po | Roznica Wskaznik

(nazwa projektu) | instalacjg [%] instalacji [%0] [%6] efektywnosci
(liczba bezwzgledna) | (liczba bezwzgledna)

Shire Town 33 (220) 21 (236) -12 0,8

Northern Estate 26 (43) 23 (38) -3 0,98

Westcape Estate 35 (122) 28 (93) -7 1,7

Dual Estate 35 (137) 26 (105) -9 1,6

obszar B

Southcap Estate 33 (137) 31 (121) -2 1,04

323

tamze, str. 29-30
324 Tamze, str. 48
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Deploy Estate 33 (106) 30 (89) -3 1,05

obszar E

Deploy Estate 28 (89) 27 (82) -1 0,95

obszar F

Jedynie na terenie dwoch obszarow liczba osdb obawiajacych si¢, ze moga pas¢ ofiarg
przestepstwa zmniejszyta si¢ w wigkszym stopniu niz na obszarze kontrolnym w tym samym
czasie, a na pozostatych obszarach zmiany te miesécily si¢ w granicach btedu statystycznego.
Wynika z tego, ze obecno$¢ kamer raczej nie poprawia oceny osobistego bezpieczenstwa,
przynajmniej posrod oséb bioracych udzial w badaniach, chociaz wielko$¢ proby wyklucza (a
przynajmniej ogranicza w znacznym stopniu) przypadkowy charakter wyciagnietych z udzielanych
odpowiedzi $rednich. Drugie z pytan stawianych mieszkancom badanych obszaréw dotyczyto
poczucia bezpieczenstwa en block (tab. 9.12.)

Tab. 9.12. Poczucie bezpieczenstwa przed i po zainstalowaniu systemow CCTV.325

Lokalizacja Osoby  czujace  si¢ | Osoby  czujace  si¢ | Rodznica Wskaznik
(nazwa $rednio i bardzo | srednio i bardzo [%] efektywnosci
projektu) bezpiecznie bezpiecznie

przed instalacjg [%] po instalacji [%]

(liczba bezwzgledna) (liczba bezwzgledna)
Shire Town 90 (394) 96 (403) +6 1,0
dzien
Shire Town noc 52 (169) 57 (169) +5 1,02
Northern Estate 70 (119) 78 (131) +8 1,0
Westcape Estate 74 (262) 76 (264) +2 0,79
Eastcape Estate 78 (207) 84 (197) +6 0,92
Dual Estate 75 (85) 89 (94) +14 0,84
obszar A
Dual Estate 73 (290) 79 (321) +6 0,84
obszar B
Southcap Estate 62 (259) 65 (259) +3 0,88
Deploy Estate 71 (230) 71 (230) 0 1,07

325 tamze, str. 49
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obszar E

Deploy Estate 74 (236) 72 (216) -2 1,08

obszar F

Podobnie jak w przypadku odpowiedzi na pytanie o poczucie zagrozenia (stania si¢ ofiarg
przestepstwa), takze wyniki badan generalnej oceny bezpieczenstwa nie wskazuja na zwigzek tych
ocen z faktem zainstalowania kamer w okolicy, w ktérej mieszkajg ankietowane osoby.

Zmienng, ktorej wptyw na bezpieczenstwo starano si¢ zmierzy¢ bylo takze ,,nasycenie
kamerami”, czyli liczba kamer przypadajaca na km? Pordwnanie ,nasycenia” ze zmiang liczby
zarejestrowanych czyndéw pozwolito wyciagna¢ wniosek o zachodzacym zwigzku przyczynowo-
skutkowym: im wigksze nasycenie kamerami, tym wigkszy jest ich wplyw na faktyczne
bezpieczenstwo. Stwierdzono jednak, Ze istnieje pewien poziom pelnego nasycenia terenu, czyli
liczba kamer optymalna, ktorej zwigkszenie nie przynosi zadnych efektow. %

Niebagatelne znaczenie w ewaluacji kazdych dziatan, takze z zakresu prewencji kryminalne;j
powinna mie¢ analiza poniesionych kosztow i1 uzyskanych korzysci. Takg analize przeprowadzit
zespot Gilla i Spriggs. Obliczono nie tylko koszt instalacji kazdego z systemow, ale takze koszt ich
rocznej obstugi (operatorow, konserwacji, amortyzacji). Koszt instalacji w przeliczeniu na jedna
kamer¢ w poszczegélnych systemach wynosit od 6669 funtow (Hawkeye) do 22978 funtéw
(Deploy Estate), za§ rocznej obstugi, rowniez w przeliczeniu na jedng kamere, od 1394 funtéw
(Hawkey) do 8227 funtow (Deploy Estate).?”’ Zakladajac, ze zmniejszenie liczby przestepstw
mozna przypisa¢é wylacznie instalacji systemu CCTV poprzez podzielenie rocznego kosztu
eksploatacji systemu przez liczbe o jaka zmniejszyta si¢ ujeta w policyjnych statystykach
przestepczos¢ wyliczono rowniez Sredni koszt zapobiegnigcia jednemu przestepstwu (dla obszarow,
dla ktérych byly dostgpne odpowiednie dane). Przyjmujac zalozenie, Ze cala roznica w liczbie
popetnionych przestepstw jest tylko 1 wylacznie efektem zainstalowania kamer (czemu przecza
zaprezentowane wczesniej wskazniki efektywnosci) koszt takiego dziatania w przeliczeniu na jeden

czyn waha si¢ od 408 do 19144 funtéw (tab. 9.13.)

36 tamze, str. 31-33 i 69-72
321 tamze, str. 106
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Tab. 9.13. Koszt zapobiegniecia jednemu przestepstwu.328

Lokalizacja

Roczny koszt

Liczba przestepstw,

Koszt zapobiegni¢cia

_ (funty szterlingi) | ktorym jednemu przestepstwu

(nazwa projektu) zapobiegnigto o
(dzigki instalacji | (funty szterlingi)
systemu CCTV)

City Outskirts 176452 437 408

Hawkeye — caty obszar 775185 567 1367

Hawkeye — obszar 270436 436 620

wysokiego ryzyka

Hawkeye — obszar 243950 111 2198

Sredniego ryzyka

Hawkeye — obszar 287164 15 19144

niskiego ryzyka

Borough Town 60115 37 1624

Northern Estate 77746 28 2777

Shire Town 39017 26 1500

Eastcape Estate 70899 14 5064

City Hospital 9303 10 930

Celem doktadniejszego przeanalizowania kosztow poszczegdlnych systemow 1 zyskow
dzigki nim osiagnietych wyliczono doktadnie, z jakich kategorii pochodzity przestepstwa, ktorym
zapobiegni¢to 1 policzono ich koszt. Bylo to mozliwe dzigki wykorzystaniu tabel kosztu
poszczeg6lnych przestepstw, jakie przygotowywane sg przez Home Office.*® Szacowanie kosztow
przestepstw moze budzi¢ pewne watpliwosci, ale jest to jeden z rozwijajacych sie kierunkéw
ekonomii prawnej i pomocniczo mozna si¢ do niego odwotywaé. Przyktadowo sredni koszt przyjety
(w badanym okresie) dla jednego wlamania wynosit 2300 funtéw szterlingdw, ze sktadowymi
takimi, jak: obstuga ubezpieczenia, fizyczny i psychiczny wpltyw na bezposrednie ofiary, koszty
administracyjne, warto$¢ skradzionych rzeczy, wielkos¢ szkody — zniszczen dokonanych w trakcie
wlamania, utracone korzysci, koszt pomocy medycznej, koszty poniesione przez organy $cigania i

aparat wymiaru sprawiedliwos$ci. Wartosci wyliczone przez Home Office zostaly zsumowane i

328 tamze, str. 108

%9 Brand S., Price R., The economic and social costs of crime, Home Office Research Study 217, London 2000; The
economic and social costs of crime against individuals and households 2004/04, Home Office Online Report 30/05,

London 2005
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poréwnane z kosztami systemow. Dla kazdego systemu wyliczono tez stosunek pomiedzy
naktadami a zyskami dzielgc zyski przez wydatki, czyli jezeli catkowity roczny koszt systemu w
City Outskirts wynidst 176452 funtéw, a suma kosztu wszystkich czynow ktérym zapobiegnigto
219548 funtow to stosunek ten wyniost 1,24. Wielko$¢ powyzej 1,0 oznacza, ze postugujac si¢ tg
metoda, system byl oplacalny, ponizej 1,0 oznacza, ze poniesione koszty byly wigksze od

osiagnigtych korzysci (tab. 9.14.).

Tab. 9.14. Analiza kosztow systemow i zyskow dzieki nim osiggnietych.>*
Lokalizacja Roczny koszt Liczba przestepstw, | Stosunek zyskéw do
_ o ktorym kosztow
(nazwa projektu) (funty szterlingi) zapobiegnieto (dzieki
instalacji  systemu
CCTV)
City Outskirts 176452 437 1,24
Hawkeye — caly 775185 567 0,67
obszar
Hawkeye — obszar 270436 436 1,27
wysokiego ryzyka
Hawkeye — obszar 243950 111 0,42
sredniego ryzyka
Hawkeye — obszar 287164 15 0,05
niskiego ryzyka
Borough Town 60115 37 0,63
Northern Estate 77746 28 0,18
Shire Town 39017 26 4,88
Eastcape Estate 70899 14 0,35
City Hospital 9303 10 1,79

Zyski, ktore mozna wyrazi¢ korzystajac z zaprezentowanej metody ich wyliczenia
(najbardziej korzystnej dla udowodnienia skutecznosci i optacalno$ci monitoringu, poniewaz, jak
Jjuz zaznaczono, zaktadajacej, ze kazdy czyn mniej byt efektem instalacji kamer) pojawity si¢ tylko
w przypadku czterech systemow (City Outskirts, Hawkeye — obszar wysokiego ryzyka, Shire Town
1 City Hospital). W pozostatych przypadkach poniesione koszty byty nieadekwatnie wysokie do
uzyskanych efektoéw (przynajmniej w badanym okresie), co w skrajnym przypadku jednego z

%0 Gill M. Spriggs A., op. cit., str. 111
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obszarow (Hawkeye — obszar niskiego ryzyka) oznaczato 20-krotnie wigksze koszty od zyskow.
Najwazniejszym z wnioskow koncowych, jakie zostatly wyciagnigte z przeprowadzonych
badan, jest taki, ze zaktadane (statystycznie istotne) zmniejszenie przestgpczosci nie zostato, poza
dwoma systemami, osiggni¢te. Autorzy nie odpowiadaja jednak zdecydowanie na pytanie, czy
wyniki badan pozwalajg stwierdzi¢ brak istotnego wptywu systemow CCTV na przestepczose,
postulujac dalsze doktadne badania. Zwracaja uwage, ze przynajmniej 2 z zaktadanych najczgsciej
celow programoéw prewencyjnych wykorzystujacych kamery sg ze sobg w konflikcie: zmniejszenie
przestepczosci 1 zwickszenie wykrywalnosci. Konflikt polega na ktopocie z ewaluacjg realizacji
tych zamierzen — obecnie brak jest narzedzi metodologicznych pozwalajacych zmierzy¢é wplyw
zmiennej, jakg w tym przypadku sa kamery, kiedy oba z wymienionych zatozen sg realizowane
roéwnoczes$nie. Bazujac na zebranych danych badacze opracowali liste wskazéwek, ktore w ich
ocenie przyczyni¢ si¢ powinny do wzrostu efektywnosci systemow CCTV:
- instalacje powinno poprzedzaé jasne zdefiniowanie celow, jakie maja zosta¢ osiagnigte
poprzedzone doktadnymi badaniami stanu bezpieczenstwa, zdefiniowaniem probleméw i
okresleniem, czy zastosowane $rodki sg adekwatne do oczekiwanych efektoéw (podobnie jak
w przypadku kazdego programu prewencyjnego),
- zarzadzanie obejmujace dostep do technicznych analiz, wlaczenie ostatecznych
uzytkownikoéw (policji) w kazdej fazie realizacji oraz wybdr odpowiedniej osoby, ktora
bedzie koordynowa¢ wszystkie dziatania i bedzie za nie odpowiedzialna od poczatku
realizacji projektu az do uruchomienia, a nast¢pnie begdzie nadzorowaé jego praceg, lub
wprowadzi kogo$ we wszystkie zagadnienia z nim zwigzane,
- odpowiednie ,,nasycenie” kamerami oraz ich wlasciwe umiejscowienie pozwalajace objacé
ich nadzorem najbardziej zagrozone przestepczoscia rejony, jak 1 wybor konkretnego
miejsca do montazu poszczegdlnych kamer, aby obraz z nich nie byt zakldcany przez
budynki, drzewa, inne konstrukcje,
- techniczne mozliwosci systemu, czyli m.in. mozliwo$¢ sterowania kamerami,
dokonywania zblizen, przelaczania na tryb nocny oraz odpowiednia jako$¢ obrazu i
dokonywanego zapisu,
- organizacja pracy centrOw odbiorczych polegajaca na zapewnieniu odpowiedniej liczby
(adekwatnej do liczby kamer) dobrze wyszkolonych operatordéw, organizacja kontaktow z
funkcjonariuszami policji znajdujacymi sie w terenie, jak i oficerami dyzurnymi.>**
Tab. 9.15. Poréwnanie projektow pod katem zdefiniowania celow systemu, wdrazania i

zarzadzania nimi.332

Bl tamze, 63-91
332 tamgze, str. 70
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Lokalizacja Jasno zdefiniowano | Zatrudniono Kierownik projektu | Ostateczni uzytkownicy

(nazwa projektu) zalozenia systemu kierownika projektu posiadal doswiadczenie | (policja) wlaczeni na
w zakresie systemOw | etapie wdrazania systemu
CCTV

City Outskirts tak tak NIE tak

Hawkeye tak tak NIE tak

City Hospital tak NIE NIE NIE

South City tak tak tak czesciowo

Market & Shire Town tak tak NIE tak

Borough Town tak tak tak tak

Northern Estate tak tak tak tak

Westcape Estate NIE NIE NIE NIE

Eastcap Estate tak tak tak tak

Dual Estate NIE tak NIE NIE

Southcap Estate tak NIE NIE NIE

Borough NIE tak tak tak

Deploy Estate tak tak NIE NIE

Zalecenia sformutowane przez Gilla i Sprggs wydaja si¢ oczywiste, chociaz jak wskazuje na
to, nie tylko brytyjska (tab. 9.15.) praktyka, niezwykle rzadko sa wprowadzane w Zycie.

Badania monitoringu, zwlaszcza pod katem jego wplywu na prace policji prowadzit w
Wielkiej Brytanii B. J. Goold. Jego praca objeta 6 miast w potudniowej Anglii. 4 spos$rod tych miast
byly $redniej wielkosci, od 30 do 70 tysigcy mieszkancow, jedno miato ponad 200 tysigcy, a jedno
ponizej 10 tysigcy. System monitoringu na ich terenie obejmowal od 6 kamer w najmniejszym z
nich do 35 w jednym ze $rednich (w najwigkszym liczyl 21 kamer). W trzech miastach centrala
(pokoj z monitorami odbierajacymi obraz z kamer i pulpitem kontrolnym) znajdowata si¢ na terenie
komisariatu policji, w trzech pozostatych w budynku miejskiej administracji.333

Goold miedzy innymi badat stosunki pomiedzy obstugg kamer, a policjantami. R6znity si¢
one znacznie w zaleznosci od lokalizacji centrali. W tych miastach, gdzie centrala miescila si¢ w
budynku komisariatu stosunki te byly przez obie strony okreslane jako idealne. Operatorzy kamer
nazywali policjantow ,,przyjacielskimi” 1 ,,otwartymi”, za§ wspélprace uwazali za w pelni
profesjonalng Policjanci z kolei wyrazali si¢ o obstudze jako: ,,profesjonalne;j”, ,,bardzo pomocne;j”
1 ,,ciezko pracujacej”. W przypadkach umieszczenia centrali w budynku miejskiej administracji
prawie wszyscy operatorzy widzieli mozliwo$¢ poprawy relacji z policjantami, czuli si¢ przez nich
niedoceniani, a czg$¢ okreslata wspodlprace jako ,,stabg”. Policjanci z kolei nie wyrazali si¢ o

obstudze tak entuzjastycznie jak ich koledzy z trzech miast, w ktorych centrala miescita si¢ w

%3 Goold B. J., op. cit., st. 48-50
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komisariacie. Narzekali na operatoréw, ktorzy wzywali ich do btahych przypadkéw. Dominowat
posrdd nich poglad, ze cywil nigdy nie wyrobi w sobie ,,szdstego zmyshu” pozwalajacego na
wlasciwe klasyfikowanie obserwowanych zdarzen. W miastach gdzie panowaty przyjacielskie
relacje pomiedzy policjantami i operatorami, ci ostatni byli czesto instruowani przez
funkcjonariuszy co do oznak zachowania budzacego podejrzenie, a takze w kwestiach zwigzanych z
praca policji. W pozostatych trzech miastach operatorzy sami musieli si¢ wszystkiego uczy¢, co
biorac pod uwage niezbyt poprawne relacje z policjantami lub ich brak, nie byto tatwe.*** Podobnie
z innych badan wynika, ze operatorzy mogg stanowi¢ najstabsze ogniwo w systemie. Wynika to
m.in. z faktu niskich zarobkéw tego personelu, a co za tym idzie rekrutowaniu si¢ sposrdéd oséb o
niskim wyksztalceniu, czegsto niezaradnych zyciowo, ktoérzy podejmuja prace na jakg nikt inny by
si¢ nie zdecydowal. W Wielkiej Brytanii czesto operatorzy rekrutuja si¢ sposroéd imigrantow, co
zwielokrotnia problemy komunikacyjne (wyst¢pujace w kazdej organizacji, gdzie istotny jest
przekaz informacji) poprzez dodanie do nich bariery jezykowo-kulturowej.>*

Pomimo opisanych réznic w stosunkach pomigdzy pracownikami centrali, a policjantami, w
zaleznos$ci od jej umieszczenia, Goold nie zaobserwowal r6znic we wplywie monitoringu na prace
policji. Zadziwiajace wydac si¢ moze, ale zainstalowanie monitoringu nie wptyneto na prace policji
w zadnym z sze$ciu badanych miast. Nie dokonano zmian w planowaniu rozmieszczenia patroli,
nawet w tych miastach, gdzie opinia policjantow o monitoringu byla pozytywna, a od jego
zainstalowania mingto prawie 5 lat. Wprawdzie komendanci wspominali o mozliwo$ci przesunigcia
patroli z miejsc objetych zasiggiem kamer do innych rejondéw, ale w zadnym z badanych przez
Goolda miast tego nie zrobiono.**® Co wiccej inne badania ujawnily, ze w trakcie ewaluacji
systemOw CCTV na obszary nimi objete kierowana jest wigksza liczba funkcjonariuszy w celu
»poprawienia” efektow prewencyjnych.337 Na pewno wptywa to na skuteczno$¢ w zapobieganiu
przestgpczosci na danym obszarze, jednak wyniki ewaluacji oceniaja tak naprawde skuteczno$¢
pracy wzmocnionych sit policyjnych wspomaganych przez monitoring wizyjny, a nie samych
kamer. Kamery wptywaja bez watpienia na zachowanie policjantow przebywajacych w ich zasiegu.
Goold opisat przypadki, kiedy to przetozeni ostrzegali szeregowych funkcjonariuszy, aby doktadnie
przestrzegali prawa, gdyz jego tamanie rejestrowane przez kamery moze mie¢ dla nich przykre
konsekwencje. Szeregowi policjanci przyznawali z kolei, Ze obecno$¢ kamer sprawia, iz zachowuja

si¢ ostrozniej. Niektérzy w monitorowanym rejonie czuli si¢ nieswojo i byli zdenerwowani.>®

¥ tamze, s. 126-147
5 Norris C., McCahill M., On the Threshold to the Urban Panopticon: Analysing the Employment of closed Circuit
Television (CCTV) In European Cities and Assesing its Social and Political Impacts, Hull 2003, str. 131
® tamze, s. 168-169
337 Squires P., Measor L., ,, Heres looking at You, Kids” Gender, Youth and CCTV Accountability in Crime Prevention,
Democracy and Justice Conference, Brunel University 1996, str. 1
%% Goold B., op. cit., s. 180-181
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Nieche¢ do zostania zarejestrowanym przez kamere w niewygodnej sytuacji doprowadzit w kilku
przypadkach do wypracowania umowy pomiedzy policjantami a operatorami. Na ustalony
wczesniej znak kamera miata by¢ przesuwana tak, aby nie obejmowata funkcjonariuszy.
Przyktadowo kiedy policyjne patrole spotykaly si¢ ze sobg w trakcie pracy w miejscach, w ktorych
nie powinny przebywac, funkcjonariusze machali w kierunku kamery aby ich nie ,Sledzita” 3
Podejmowane tez byly proby przejecia nagran niewygodnych dla poszczegdlnych
funkcjonariuszy.**° Podobne zachowania ujawnili Norris i Armstrong — policjanci zachowywali sig
duzo ostrozniej na obszarze objetym pracg kamer, mieli tez wypracowany system znakoéw, dzieki
ktorym przekazywali operatorom informacje, aby nie rejestrowali ich zachowania. W krytycznych
przypadkach kamera byla kierowana na $ciang, aby nic przypadkowo nie zarejestrowaé.>*! W takiej
sytuacji nie dziwi to, ze 24% policjantow z Doncaster (w ktérym prowadzono te badania) uwaza
systemy CCTV za istotny mankament we wlasnej pracy.342 Przypominajac, przywotywany w
poprzednim rozdziale, przypadek pomytkowego zabicia Jeana Charlesa de Menzesa przez
funkcjonariuszy w londynskim metrze i wykorzystanie nagran z monitoringu do odtworzenia ich
zachowania w $ledztwie mozna lepiej zrozumie¢ sceptyczny, wobec systemow CCTYV, stosunek
policjantow pracujacych w roznych warunkach, czasami nie przestrzegajacych regulaminu lub
wrecz famigcych prawo.

Monitoring wizyjny wptynat na prace policji w nieprzewidziany przez tworcOw systemow,
sposob. Doprowadzit do wigkszego kontrolowania si¢ samych funkcjonariuszy i przestrzegania
przez nich procedur. Natomiast brak jest (na podstawie zaprezentowanych badan) dowodéw na
wykorzystanie informacyjnego potencjalu monitoringu. Nagrania nie byly przez nikogo
analizowane, chociaz stanowily zrodlo wielu danych, a praca policji polega na zbieraniu 1
przetwarzaniu informacji.?** Jedyny przejaw wykorzystania monitoringu do zbierania informacji
polegal na wykorzystaniu kamer do zbierania informacji o zdarzeniach, do ktérych byty wysytane
patrole. Policyjni operatorzy dowiadywali si¢ dzigki temu o rodzaju i skali zdarzenia co pozwalato
im na adekwatne reagowanie.***

Rzadko prowadzone sg badania dotyczace efektywnos$ci pewnych dziatan z zakresu polityki
kryminalnej skupiajgce si¢ na opinii ostatecznych adresatow tej polityki — sprawcach przestgpstw.
Trudno ustali¢ powdd pominigcia takiego zrédta informacji. Jedynym argumentem za nim
przemawiajacym moze by¢ obawa, ze sprawcy (w swoim interesie) beda chcieli wprowadzi¢

badaczy 1 posrednio osoby odpowiedzialne za polityke kryminalng w btad. Wydaje sie, ze nalezy
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#1 Norris C., Armstrong G., The Maximum Surveillance Society, The Rise of CCTV, Oxford 1999, str. 190
342 tamze, str. 188
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mie¢ na uwadze takie zagrozenie, ale rbwnoczesnie go nie wyolbrzymia¢. Pierwsze takie badania
dotyczace monitoringu przeprowadzili E. Short i J. Ditton. W okresie od kwietnia do maja 1996
roku przeprowadzili w szkockim miescie Airdrie wywiady z trzydziestoma sprawcami. Szesnascie
0so0b odbywato wyrok ograniczenia wolnosci, 11 oséb realizowato prace spoteczne, a 3 skonczyly
juz odbywanie natozonych kar. Wiekszo$¢ z nich zostala skazana za czyny, ktérych dokonali w
miejscach publicznych, czyli potencjalnie obje¢tych nadzorem kamer. Siedemnascioro zostalo
skazanych za przestgpstwa nie skierowane przeciwko mieniu, ale glownie porzadkowi publicznemu
(napas¢, naruszenia porzadku pod wplywem alkoholu, posiadanie narkotykow), dziewigcioro
popehito czyny przeciwko mieniu (kradziez samochodu, kradziez ze sklepu, wtamanie do
mieszkania lub sklepu), a pozostata czworka odpowiadata zar6wno za czyny z jednej, jak i drugiej
kategorii.**® Wszyscy badani wiedzieli o istnieniu systemu CCTV we wlasnym mieécie (zostat
zainstalowany w listopadzie 1992 roku), chociaz rozne byly zrédla tej wiedzy. Wigkszos¢
dowiedziata si¢ o tym z lokalnej prasy, lub tzw. otwartego dnia miejscowego komisariatu policji, w
trakcie ktérego mozna dokladnie zapozna¢ si¢ z pracg aparatu S$cigania (jak si¢ okazuje
wykorzystuja to roéwniez potencjalni sprawcy do zapoznania si¢ z mozliwo$ciami swoich
przeciwnikdéw). Dwoch sprawcoéw przekonato si¢ o tym na ,,wlasnej skorze™:

»-..tak juz wiem o tym! Nie zwracalem na to uwagi, az ztapali mnie za pierwszym razem. Jak
moéwilem, po prostu zapomnialem o tym. Pamictam czytanie Advertisera,**® méwili o tym tam. Jak
cie zlapia to juz o tym pamietasz.”*’

Cze$¢ sprawcow doskonale orientuje si¢ nie tylko w liczbie kamer i ich lokalizacji, ale takze
bardzo doktadnie orientuje si¢ w tzw. martwych polach pracy kamer. Wynika to m.in. z wlasnych
doswiadczen popelnienia jakiego$ wykroczenia lub przestepstwa i braku interwencji ze strony
policji. Réwnoczesnie 12 z 26 biorgcych udziat w badaniu osob (ktére odpowiedzialy na to
pytanie), zostato zatrzymanych dzieki wykorzystaniu kamer, 4 osoby poinformowaty o znajomych,
ktorzy zostali zidentyfikowani dzigki nagraniom, 3 zostaly pomylone z kim innym, a tylko 7 nie
miato do czynienia z nagraniami pochodzacymi z monitoringu wizyjnego, ani osobiScie, ani
poprzez swoich znajomych. Nagrania w wigkszosci przypadkéw doprowadzity do przyznania si¢ do
winy przez badanych sprawcéw, ktorzy w nastgpujacy sposob opisywali swoje dos§wiadczenia z
systemami CCTV:

»raz [uchwycony przez kamer¢ — dop. autora]... ale nie zostalem za nic skazany... to bylo
zaklocenie porzadku, ale nic nie niszczyliSmy, przyszli 1 ostrzegli nas. Powiedzieli — jestescie

obserwowani, wigc lepiej uwazajcie co robicie... ostudzito to nas.. poszliémy dalej spokojnie.”

5 Short E., Ditton J., Seen and Now Heard. Talking to the Targets of Open Street CCTV, British Journal of
Criminology, Vol. 38 nr 3, 1998, str. 406
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,wiedzialem, Ze jest tam na gorze kamera, ale... to nie bylo, ze ja chcialem cos... to byt sklep
meblowy... to byto jakbym chcial wybi¢ ptyta wystawe... nie chciatem nic ukrasé, ani nic takiego,
to bylo jakies chwilowe szalenstwo. To byto po noworocznym meczu Celtic z Rangersami.”*

Tym, co moze zaskoczy¢ jest generalnie pozytywne zdanie sprawcoéw o systemach CCTV:
sposrdd 17 osob, ktoére odpowiedziaty na to pytanie 11 ocenito system CCTV jako ,,dobry”, 5 nie
miato zdania na ten temat, a tylko jedna ocenila go negatywnie. Uwazaja, ze moga by¢ z niego
korzysci ze wzgledu na miodziez, jak i zapobiec czesci przestepstw.**®

Pomimo wspomnianych do$§wiadczen z kamerami, jak 1 pozytywnego zdania o ich
funkcjonowaniu cze$¢ z badanych (8 osob) uwaza, ze kamery nie majag wpltywu na ich sposéb
(przestepczego) dziatania:
,Kamery po prostu mnie nie interesujg. To co robiliSmy na ulicy, robimy teraz gdzie indziej. Po
prostu. PiliSmy wczesniej na ulicy, teraz przeniesliSmy si¢ do parku. Jak tam zainstaluja kamery to
przeniesiemy si¢ gdzie indziej. Nie moga wszedzie zainstalowaé kamer, no nie? To by za duzo
kosztowalo...”
,Nie przeszkadzaja mi [kamery — dop. autora], nie sadze zeby mnie ztapali. Zbyt czgsto udawato mi
si¢ w przeszto$ci zebym si¢ teraz tym przejmowal. Nigdy mnie nie zlapig dzigki nagraniom z
kamer..”
»(...) oni tak naprawde nie obserwujg caly czas... Zrobilismy to kilka razy i nikt nas nie
niepokoit... kamery nie powstrzymaly mnie przed kradzieza samochodu w Airdrie... Jedyne przed
czym moglyby mnie powstrzymac to kradziez torebki na gldwnej ulicy, albo co§ podobnego. To
wszystko; ale nie powstrzymaja mnie przed kradzieza motoréw, albo samochodoéw. Po prostu je
ignorujesz. To trwa za dlugo... zanim pojawig si¢ psy [policjanci — dop. autora], zrobisz juz swoje 1
juz ci¢ tam nie ma. Nie mogg sledzi¢ wszystkich...”
»--- PO prostu czekasz, az kamera obrdci si¢ w inng strone... wigkszo$¢ czasu i tak patrza gdzie
indziej... np. na gtownej ulicy, wybijasz okno, zgarniasz towar... po prostu pod kamers... ona si¢
obraca. Kamera zawsze zatrzymuje si¢ w jednym punkcie przez chwile.. 30

Podobne do oméwionych badan przeprowadzili M. Gill 1 K. Loveday na stosunkowo duzej
probie, bo az 77 osadzonych z pigciu zaktadow karnych. Udziat w prowadzonych w ich toku
wywiadach byl dobrowolny, a jedynym kryterium wiaczenia do grupy badanych bylo popetnienie w
przesztosci przestepstwa kradziezy, rozboju, kradziezy z wlamaniem lub oszustwa z
wykorzystaniem karty kredytowej badz ptatniczej. Odpowiednio 19 osob byto sprawcami rozbojow,

25 wilaman, 26 oszustw z wykorzystaniem kart i 7 kradziezy sklepowych. 19 wiezniow byto

mtodocianych, reszte stanowili dorosli sprawcy. Pytano sprawcow zaréwno o wplyw systemow
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CCTV na ich sposob dziatania w trakcie popeiniania poszczegdlnych typoéw przestepstw,
szacowanie ryzyka zostania zatrzymanym oraz o generalng opini¢ na temat takiego narzedzia
prewencji kryminalnej.

Tylko dwoch sposrod dziewigtnastu sprawcow rozboju uznato systemy dozoru wizyjnego za
element wptywajacy na wiasne dziatania przestepcze. Te dwie osoby starajg si¢ do swoich dzialan
wybiera¢ miejsca pozbawione kamer. W tym samym czasie o$miu innych badanych byto
swiadomych tego, ze dokonato rozbojow ,,pod okiem” kamer — zaden nie zostal przez nie
zarejestrowany. Srodki ostroznosci, takie jak zaktadanie kapturéw, lub czapek majacych utrudniaé
rozpoznanie sg podejmowane w rownej mierze ze wzgledu na pokrzywdzonych, swiadkow, jak i
kamery. Badani wskazywali na to, ze rozbdj trwajacy krotka chwile powoduje wedtug nich mate
ryzyko zarejestrowania przez kamery:

,Jezeli nie masz pecha i oni majg zespot [policyjny] na ulicy, do czasu kiedy oni [kamera]
ci¢ znajdzie 1 zadzwonia po policj¢ ciebie juz tam od dawna nie ma.”

,Nie krece sie przeciez w miejscu czekajac po az mnie zgarng?”*

Dwunastu bioragcych udziat w badaniach osadzonych wltamywalo si¢ do pomieszczen
biurowych i sklepow, a dziesieciu do budynkéw mieszkalnych. Trzech sposréd nich dokonalo ich
do obiektow monitorowanych 1 Zaden nie uznal tego za majace jakikolwiek wplyw na
podejmowane dzialania. Czterech sprawcow bylo zatrzymanych dzigki zastosowaniu systemow
CCTYV, ale za przestepstwa popetnione wczesniej (dwoch za rozboje, jeden za kradziez ze sklepu i
jeden za wlamanie). Przypadek tego wlamywacza jest o tyle interesujacy, gdyz mial on $wiadomosé
istnienia systemu CCTV w okolicy, ale nie obejmowat budynku stanowigcego jego cel. Jak si¢
pozniej okazato inny budynek w okolicy byl poddany obserwacji policji ze wzglgdu na
przestepczos¢ narkotykowg — to spowodowato jego zatrzymanie. Wigkszo§¢ wlamywaczy
prezentowalo podobne do dokonujacych rozbojow zdanie na temat monitoringu:

»Pech jezeli ci¢ zauwaza, a w ogoble to czego oni szukaja? Nawet jezeli tam sg kamery to po
prostu idziesz sobie ulica. Idziesz od tylu zeby si¢ dosta¢ do srodka, a nie stoisz z przodu gdzie ci¢
moga zobaczyc¢.”

,»Czlowieku, mamy tyle kamer tyle, Ze nie moga ich wszystkich doglada¢. Musza cie
zauwazyé, zgadnaé co robisz i co$ z tym zrobi¢.”**?

Niektorzy natomiast prezentowali doglebniejsze przemyslenia na temat monitoringu
wizyjnego, np. dotyczace okolicznosci ograniczajacych jego zastosowanie:

»Deszczowe dni sg dobre na robotg, bo kiedy pada kamery nie widza tak dobrze.”

,Kiedy robisz swoje w nocy co za roznica, ze jest tam CCTV?”

%1 Gill M., Loveday K., What Do Offenders Think About CCTV? w: Gill M., (ed.) CCTV, London 203, s. 83.
32 Tamze, s. 84.
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,Bedzie je [kamery] widac i nie bedzie z nich pozytku — kazdy bedzie wiedziat gdzie sg. Nie
mysl, ze robig jakas réznicg — strata czasu, policja mogtaby si¢ zaja¢ czyms$ innym. CCTV nie jest
taka zla, jest dobra dla dzieciakow, zeby bezpiecznie doszly do szkoly. Powinna pilnowaé
dzieciakow.”**

Jak wida¢ swiadomos$¢ mozliwosci kamer bywa ograniczona, trzeba jednak pamigtac, ze
osoby wyglaszajace takie teorie maja na tym polu stosunkowo duze do§wiadczenie. Kolejng grupe
stanowili wiezniowie, ktoérzy dokonali przestgpstw z uzyciem kart. Dziesigciu dokonato swoich
czynow bez kontaktu ,twarza w twarz” ze swoimi ofiarami, dlatego skupiono si¢ na zdaniu
szesnastu pozostatych. Oszusci tacy bazuja na przekonujagcym i1 normalnym (w ich ocenie)
zachowaniu niezaleznie od pojawiajacych si¢ komplikacji. Przyktadowo kiedy wychodzi na jaw, ze
karta zostata zastrzezona nie ploszg si¢ tylko sg w stanie odby¢ rozmowe telefoniczng z bankiem i
wyrazaé ,,szczere” oburzenie. Takie przedstawienie jest niezbedne do osiggniecia zatozonych celow,
niezaleznie od obecnosci kamer. Jedynym S$rodkiem ostrozno$ci podejmowanym w czesci ze
wzgledu na mozliwos¢ zarejestrowania przez telewizj¢ przemystows jest zaktadanie czapek i nie
spogladanie do gory, gdzie sg zainstalowane kamery. Czynnikiem minimalizujagcym ryzyko takich
sprawcOw jest rowniez wspoOldziatanie z personelem — potowa z nich deklarowata posiadanie
wspolnikéw posrod pracownikow.

Najwicksza uwage do systemow CCTV pod katem ewentualnego utrudnienia dziatania
przyktadali ztodzieje sklepowi. Traktowali je jednak jako co$ z czym trzeba ,,sobie radzi¢” a nie
czynnik odwodzacy ich od przestepczej aktywnosci. Wybierali ,,martwe pole” - miejsca nie objete
zasi¢giem kamer, zastaniali sobg kamery. Wskazywali na sklepy z wysokimi regatami jako ,,dobre”
miejsca dzialania. Dwoch mtodocianych przyznato, ze kamery wywotuja u nich zdenerwowanie
poniewaz obawiajg si¢ zatrzymania.

Wszyscy skazani zostali spytani o to, jak ich zdaniem systemy CCTV wptywaja na
dziatalno$¢ handlarzy narkotykdéw. Grupe respondentdw mozna uzna¢ w tym zakresie za ekspertow
— 71% sposrod nich miato wlasne doswiadczenia zwigzane z obrotem narkotykami. Niecate 10%
uwazalo, ze obecno$¢ kamer utrudnia w pewnym zakresie sprzedaz zakazanych uzywek. Jednak
nawet te osoby wskazywaly na najprostsze sposoby rozwigzywania tego problemu —
przemieszczenie si¢ gdzie indziej, zwracanie uwagi na to gdzie jest kamera:

»Jest trudniej bo musisz ruszy¢ si¢ gdzies indziej, ale to ci¢ nie zatrzyma.”

,»Musisz pracowac sprytniej, ale to chyba nic zhego?”:"s4
Przewazaly zdecydowanie opinie, ze kamery nie maja wplywu na zachowanie dilerow

narkotykéw. Podkreslano rowniez profesjonalizm czesci z nich:

33 Tamze, s. 84.
4 .
3 Tamze, s. 87.
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,, 10 nie jest tak, ze stoisz na widoku 1 robisz interesy. Pracujesz tak, ze nawet jak kto$ patrzy
to nie widzi kiedy towar przechodzi z rak do rak.”

»Moze nie mam wyksztatcenia, ale mam merca. Dilowanie mi go dato, a oni mysla, ze
jestem debilem, ktérego ztapig tym gownem?”

,»53 doktadnie tak ghupi, jak mysla, ze my jestesmy.”

,» 10 nie jest tak, jak pokazuja w telewizji — dilerzy sg wystarczajaco sprytni zeby to obejsc.”

,,One [kamery] nie widza wszystkiego, wszystkie majg martwe pole. To co musisz zrobi¢ to
sprawdzi¢ gdzie jeste$ bezpieczny.”

,»W sumie trzeba bedzie pracowac troche ci¢zej, ale znajdziesz martwe pole 1 rozstawiasz
swoj stragan.”>>

Wszyscy skazani byli tez pytani m.in. o zdanie na temat jako$ci nagran pochodzacych z
systemoéw CCTV. 30% uznalo ich jako$¢ generalnie za slaba, 40% za dobra, a pozostate 30% za
zalezacg od systemu, ktory dokonywat rejestracji. Niektorzy pokazywali kadry pochodzace z
nagran, ktore byly zbyt niskiej jakos$ci, aby udato si¢ dokona¢ indywidualnej identyfikacji i w
rezultacie byli oczyszczani ze stawianych (slusznie) zarzutow.

Wypowiedzi sprawcoéw utwierdzaja w przekonaniu, ze efektem instalacji kamer sg przede
wszystkim poszczegdlne typy przemieszczenia — terytorialne 1 taktyczne. Sprawcy, ktorzy sa
profesjonalistami (chociaz mozna w to watpi¢ biorac pod uwage fakt, ze zostali ujeci przez policj¢)
deklarujag zmiane obszaru lub sposobu dziatania, a nie porzucenie swojej profesji w efekcie
instalacji systeméw CCTV. Wydaje si¢ jednak, ze sprawcy wprawdzie nie odstepuja od swojej
przestepczej dziatalnosci, co jest gtdwnym celem montazy kamer, ale rownocze$nie lekcewazg ich
potencjat §ledczy 1 dowodowy. Nagrania, nawet jezeli sg niskiej jakosci moga nakierowywacé na
miejsca ujawniania i zabezpieczania $ladow — daktyloskopijnych, biologicznych. W przypadku
braku identyfikacji na bazie filmu mozna jej dokona¢ np. na podstawie zabezpieczonego niedopatka
papierosa rzuconego przez zarejestrowang posta¢ w okreslone miejsce. Kiedy organy $cigania
czesciej beda korzysta¢ z nagran pomocniczo wowczas moze kamery zostang docenione przez
sprawcow. Pytanie tylko jak wptynie to na ich zachowanie, czy doprowadzi do poszukiwania
legalnych zrodet zarobkowania czy moze zostanie w wigksze] mierze niz obecnie potraktowane
jako dodatkowe, ale nieszkodliwe utrudnienie.

Zarowno wyniki ewaluacji przeprowadzonej przez Welsha i Farringtona, Gilla i Spriggs, jak
1 badania Goolda wskazuja na stosunkowo matly wplyw monitoringu na zmniejszenie liczby
popelnianych przestgpstw i prace policji.

W Polsce nie byly prowadzone Zadne badania majace na celu okreslenie skuteczno$ci

systemOw monitoringu wizyjnego. Bioragc to pod uwage, rodzi si¢ pytanie skad pochodza dane

%5 Tamze, 5.87-88.
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przytaczane miedzy innymi przez polska policj¢ oraz wladze samorzagdowe na temat skutecznosci
monitoringu. Zmiany liczby przestgpstw, ktorych spadek bywa przypisywany pracy kamer, sa
zjawiskiem ztozonym i1 wynikajg z wielu czynnikéw, dlatego powotywanie si¢ tylko i wytacznie na
statystyke liczby czyndw bez poréwnania jej z trendami zachodzacymi w miejscach pozbawionych
kamer jest calkowicie nieuprawnione. Pomimo tego wiladze samorzadowe, w tym Warszawy,
opierajac si¢ na danych policyjnych informuja ,,Skuteczno$¢ monitoringu wizyjnego w walce z
przestgpczoscia jest bardzo wysoka, co potwierdzaja dane z Komendy Stotecznej Policji — w
miejscach objetych monitoringiem przestepczos¢ spadta o 50 — 60%.”**® Komenda Stoteczna Policji
nie podaje kto 1 w jaki sposob doszedt do takich wnioskow, ale ,,informacja idzie w $wiat” pomimo
tego, ze brzmi jak slogan reklamowy producenta systemow CCTYV. Dziwi¢ moze powtarzanie takiej
informacji w opracowaniach naukowych, takze kryminalistycznych: ,,Dobre rezultaty przyniosto
instalowanie kamer telewizyjnych w waznych obiektach 1 miejscach najbardziej narazonych na
przestgpstwa (rozboje, kradzieze, kradzieze z wtamaniami). (...) Okazalo si¢, ze w rejonach, ktore
znalazly si¢ pod taka obserwacja, znacznie zmniejszyla si¢ liczba przypadkéw rozbojow i wltaman
oraz wszelkich zaktocen porzadku publicznego (z wyjatkiem stadionéw sportowych).”**
Zastanawiajace jest zwlaszcza dlaczego, pomimo takich wynikow (braku oczekiwanych efektow),
projektowane 1 instalowane sg kolejne systemy. Zwlaszcza, ze takie inwestycje sa bardzo drogie
(przyktady systemow badanych przez Gilla i Spriggs). Jak juz bylo przytaczane w samej Wielkiej
Brytanii zainstalowanych jest obecnie ponad 4 miliony kamer, a z kazdym tygodniem liczba ta

zwigksza sie;.358

Samo wsparcie projektow ze strony brytyjskiego Ministerstwa Spraw
Wewnetrznych (Home Office) w ciggu trzech lat (1996 — 1999) pochtongto 45 milionéw funtoéw, co
stanowito prawie 80% dotacji do programow prewencyjnych w tym okresie.®* Nalezy tez pamigtac
o kosztach zwigzanych z eksploatacjg istniejgcych sieci.

Wydaje sig, ze w przypadku monitoringu mamy do czynienia z samonakrecajaca si¢ spirala.
Politycy chcac pokaza¢ swoim wyborcom, ze traktuja kwesti¢ bezpieczenstwa jak najbardziej
powaznie finansujg drogi monitoring. Prawdopodobnie wigkszo$¢ z nich jest przekonana o
skuteczno$ci tego instrumentu, zwlaszcza kiedy twierdzenia takie poparte sa3 wynikami badan
przedstawianymi np. przez firmy zajmujace si¢ montazem catych systemow. W przypadku statystyk
policyjnych mamy za$ do czynienia z problemem poruszanym przez Welsha i Farringtona — rzadko
wdrazaniu monitoringu towarzyszg rzetelne badania ewaluacyjne. Jak to wyrazit Goold: ,,politycy

5,360

ptaca za technologig, ktorej efektow tak naprawde nie znajg 1 ,,monitoring stat si¢ drogim

%56 http://www.um.warszawa.pl/v_syrenka/miasto/monitoring.php

%7 Stawik K., op. cit., str. 247
%8 Colquhoun ., op. cit., str.189
%% Goold B. J., op. cit., str. 40
360 tamze, str. 39
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placebo na strach spoleczenstwa przed przestepczoscia”.*** Dochodzi do tego jeszcze ewentualna
nieche¢ do przyznania si¢, ze bardzo duzo pienigdzy zostalo wydanych na $rodek, ktéry nie do
konca dziata tak, jak wigkszos$¢ spoteczenstwa (wyborcow) uwaza, chociaz istnieja skuteczniejsze
alternatywy, takie jak poprawa oswietlenia, czy odpowiednie ksztattowanie przestrzeni — CPTED.
Dodatkowo w przypadku badan prewencyjnej skutecznosci systemOé6w monitoringu wizyjnego
mamy do czynienia z wynikami sprzecznymi z powszechnymi odczuciami. Intuicja przekonuje nas,
ze kamery spowoduja spadek liczby przestepstw. Jezeli dane tego nie potwierdzaja — mozna
strawestowac: tym gorzej dla nich (danych). Badacze, ktorych wyniki badan podwazaja obiegowe
prawdy nie spotykaja si¢ z zyczliwym przyjeciem, czego swiadectwem byl juz Galileusz 1 inni
naukowcy. Jezeli jednak celem nauki jest weryfikowanie hipotez, wowczas nalezy bada¢ zwiazKi
przyczynowo skutkowe, a nie poprzestawaé na intuicji lub wierze. Zapewne dhugo przyjdzie czekaé
na ewaluacj¢ spelniajaca wymogi poziomu pigtego skali SMS, ale warto tutaj przedstawic¢ zatozenia
takiego schematu. Z grupy poréwnywalnych obszaréw (pod wzgledem ekonomiczno-spoteczno-
kryminalnym), losowo dobrane zostaja 4 podgrupy. W pierwszej z nich wprowadzony zostaje sam
monitoring, drugiej polepszone zostaje oswietlenie, trzeciej polepszone oswietlenie i zainstalowane
kamery, natomiast w czwartej nie wprowadza si¢ zadnej zmiany. Przeprowadzane zostaja badania
wiktymizacyjne, jak i poréwnuje si¢ dane policyjne przed wprowadzeniem zmian i w rok po nich.
Nastegpnie prowadzi si¢ analize otrzymanych wynikéw, ktéra pozwala odpowiedzie¢ na pytanie,

jakie dziatania przynosza jakie efekty.®?

Taki schemat gwarantuje w najwyzszym stopniu faktyczne
okreslenie wplywu na przestgpczos¢ okre§lonej zmiennej — w tym wypadku monitoringu
wizyjnego.

W przypadku zdecydowania si¢ na instalacj¢ monitoringu warto pamigta¢ o tym, ze najlepiej
sprawdza si¢ on na parkingach 1 w wielopoziomowych garazach. Ponadto jego wplyw bedzie
wigkszy w przypadku rejonéw o wyzszym od przecigtnego wskazniku przes‘u;pczoéci.363 Nigdy tez
nie nalezy wprowadza¢ monitoringu samodzielnie, a jedynie jako element Szerszego programu
zapobiegania przestepczosci. Istotne jest tez, jak si¢ okazuje, umiejscowienie centrali. Jezeli ma ona
Scis$le wspotpracowac z policja, powinna znajdowac si¢ na terenie jej budynkow. Stwarza to jednak
zagrozenie ,,przymykania oka kamery” na wykroczenia zaprzyjaznionych funkcjonariuszy. Ponadto
zwlaszcza w zapalnych punktach kamery powinny pokrywaé swoim zasiggiem caty obszar, nie
pozostawiajac tzw. ,,martwych pol”. Wszystko to razem oczywiscie nie gwarantuje sukcesu oraz nie
eliminuje przemieszczenia, ale uprawdopodabnia osiggnigcie wczesniej wyznaczonych celow.

Wynikom badan nie potwierdzajacym prewencyjnego charakteru systemow CCTV

przeciwstawiana jest teza, ze w tych sytuacjach, w ktérych monitoring wizyjny nie odstrasza od

1 o
% tamze, s. 27

%2 Farrington D., Painter K., How to Evaluate the Impact of CCTV on Crime, w: Gill M., op. cit., 5.74-76.
%3 Colguhoun 1., op. cit., s. 190
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popehienia kryminalizowanego czynu to nagrania z niego pochodzace stanowig niezbity dowod
przed sadem, co prowadzi do skazania winnych.**® Nieunikniono$¢ kary ma byé¢ elementem
prewencji kryminalnej trzeciego stopnia. Mozliwo$ci wykorzystania nagran przez aparat §cigania i
organy wymiaru sprawiedliwo$ci oraz polska praktyka w tym zakresie zostang zaprezentowane w

kolejnym rozdziale.

Rozdzial 5

System CCTV w Warszawie. Funkcjonowanie i wyniki badan.

5.1 Cel badan

Na samym wstegpie tego rozdziatu nalezy wyjasni¢, co bylo (a co nie) celem badan do

niniejszej pracy. Ot6z na pewno nie byto nim zebranie, a nast¢pnie analiza wszystkich mozliwych
danych na temat funkcjonowania monitoringu wizyjnego. Praca taka miataby wowczas charakter
encyklopedyczny - opisu, ktory obejmowalby wszelkie obszary. Przetadowanie danymi
dotyczacymi m.in. technicznych aspektow pracy kamer, sieci przesytowych, czy sprzetu
rejestrujacego oddalatoby od skupienia si¢ na tematyce pracy, czyli wykorzystania monitoringu jako
srodka prewencji kryminalnej. Dla potrzeb pracy wystarczajacy wydaje si¢ by¢ schemat
funkcjonowania systemoéw CCTV zaprezentowany w rozdziale drugim. Jakie byly w takim razie
cele prowadzonych badan? Gtownym celem bylo zbadanie czy, i jezeli tak to jak, zainstalowanie
kamer w przestrzeni publicznej wptywa na przestgpczos¢ — czy ogranicza ja, czy nie ma na nig
wptywu, czy moze powoduje jej zwigkszenie. Drugim z pytan, na jakie te badania miaty pozwoli¢
odpowiedzie¢, byto stwierdzenie, czy istnieje zwigzek pomiedzy instalowaniem kamer a poczuciem
bezpieczenstwa mieszkancow obszarow, gdzie sg instalowane. Podobnie, jak przy pierwszym z
pytan, rowniez 1 w tym przypadku uzyskanie odpowiedzi twierdzacej miato by¢ punktem wyjscia

do zbadania, jak wyglada ten zwigzek (czy poczucie bezpieczenstwa mieszkancow wzrasta, czy

%4 Brew N., An overview of the effectiveness of closed circuit television (CCTV) surveillance, Research Note no. 14
2005-06, Parliament of Australia, Foreign Affairs, Defense and Trade Section, 2005, s. 6.
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nie). Trzecim pytaniem badawczym bylo za§ ustalenie, jak przedstawia si¢ praktyczne
wykorzystanie nagran z systemOw monitoringu w pracy organow S$cigania i aparatu wymiaru
sprawiedliwo$ci. Odpowiedzi na te pytania miaty pozwoli¢ stworzy¢ obraz kryminalistycznego
znaczenia monitoringu wizyjnego 1 poréwna¢ go z innymi dostepnymi S$rodkami prewencji
kryminalnej.

Nie bylo do tej pory w Polsce badan, ktéore mialyby taki sam cel i prowadzone byly z
zastosowaniem takiej metodyki. Trudno za takie uzna¢ statystyki przestgpczosci jako zjawiska, czy
poszczegbdlnych kryminalizowanych czynow rejestrowane przez policj¢. Nawet ich rozbicie na
teren komend wojewddzkich, czy poszczegdlnych mniejszych jednostek terenowych (powiatow,
rejonéw), nie pozwala na zbadanie faktycznego wplywu implementowanych s$rodkow
prewencyjnych (w tym systeméw CCTV) na przestepczo$¢. Moga one stanowi¢ pewien punkt
odniesienia, ale wobec duzej liczby niekontrolowanych czynnikdéw nie pozwalaja stwierdzi¢, co tak
naprawde wplywa na rejestrowane zmiany. Podobne ograniczenia dotycza badan poczucia
bezpieczenstwa Polakow, ktore s3a regularnie prowadzone przez roézne osrodki badania opinii
publicznej. Dobodr proby, ktéra ma by¢ reprezentatywna dla terenu catego kraju a nie pewnych
wyodrebnionych obszaréw, wplywa na wyniki obrazujace pewne ogolnokrajowe trendy a nie
zmiany zachodzace w miejscach objetych konkretnymi programami prewencyjnymi. Takze w tym
przypadku, chociaz z duza ostrozno$cia, mozna traktowaé te wyniki jako pewien punkt odniesienia.
Z kolei obszar wykorzystania pewnych $rodkéw prewencyjnych przez organy $cigania i aparat
wymiaru sprawiedliwos$ci stanowi swego rodzaju terra incognita, ktorej eksploracja jest
prowadzona w sposob niesystematyczny 1 wyrywkowy. Wszystko to sprawia, Ze na gruncie polskim
brak nawet danych, ktore moglyby stanowi¢ punkt odniesienia do uzyskanych wynikow. Na
przyktadzie prezentowanych w rozdziale pigtym wynikéw badan prowadzonych w innych krajach
widaé, Ze sytuacja ta jest charakterystyczna nie tylko dla Polski. Poza badaniami stosunku policji do
systemOéw monitoringu wizyjnego i ich wplywu na pracg poszczegdlnych jednostek (m.in. Goold,
Norris 1 Armstrong) badania dotyczace wykorzystania nagran jako srodka dowodowego w trakcie
procesu sagdowego mialy jedynie charakter pilotazowy.

5.2 Monitoring wizyjny w Warszawie. Dobor proby.

Dobor proby, obok wyboru metody badawczej, pomimo swojego trudnego do przecenienia
znaczenia, bywa niedoceniany w trakcie konstruowania planu badan. Ma to w p6zniejszym etapie
nieodwracalne skutki w postaci powstawania artefaktéw (wywolanych przez samego badacza
btednych wynikow) zamiast odzwierciedlenia rzeczywisto$ci. Oczywiscie juz same zainteresowania
badawcze autora i wybor przedmiotu badan wptywaja na uzyskane wyniki. Jest to jednak
nieuniknione — decyzja o zglgbianiu pewnego tematu wynika zazwyczaj z licznych, czesto

nieuswiadomionych przez badacza pobudek.
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Przedstawione powody sprawily, ze doborowi proby poswigcono wiele uwagi. Okreslenie
wptywu jakiej§ zmienne] na rzeczywistos¢, w ktoérej zaistniala, wymaga znalezienia lub
zaprojektowania obszaru, na ktorym zmienna ta wystepuje (ew. bedzie wystepowaé w chwili
prowadzenia badan). W wypadku opisywanych badan oznaczalo to wybor obszaru, na ktérym
zainstalowano kamery. Przedmiotem zainteresowania byl monitoring wizyjny jako $rodek
prewencji kryminalnej na terenach zurbanizowanych, co bylo jednym z powodéw wyboru
Warszawy jako miejsca badan. Innym byt fakt, ze w tej najwigkszej polskiej metropolii
zainstalowano najwigksza liczb¢ kamer, nie tylko w warto$ciach bezwzglednych, ale takze w
przeliczeniu na liczb¢ mieszkancoOw oraz powierzchni¢. Uwidacznia si¢ to dobrze, kiedy
porownamy samg liczbe kamer miejskiego systemu monitoringu z dwédch najwickszych polskich
miast — Warszawy i Krakowa. W Warszawie miejski system liczy prawie 800 kamer,*®*® a w

historycznej stolicy Polski 17 kamer.*®®

Dla poréwnania oficjalna liczba mieszkancéw w tych
dwodch miastach to odpowiednio 1,7 miliona 1 760 tysiecy, a powierzchnia 517 km? 1 327 km?.%"
Wiasne kamery instalujg tez miejskie spotki. Wedlug danych podanych przez ZSOM jest ich 2114,
z czego 200 w autobusach. Oprocz tego w trzystu warszawskich szkotach jest zamontowanych
kolejne 2 tysigce kamer, a liczbg pozostajacych pod prywatnym nadzorem Dyrektor ZSOM ocenia
na 8 tysif;cy.368

Stolica (i jej mieszkancy) nie jest oczywiscie reprezentatywna dla polskich miast, ani pod
wzgledem demograficznym, ani socjo-ekonomicznym, ani tez urbanistycznym. Jednak
paradoksalnie w przypadku niniejszych badan stanowi to zalet¢. Monitoring wizyjny stanowi
bowiem narzedzie formalnej kontroli spotecznej, ktére ma za zadanie uzupehlnia¢, a czasami
zastgpowaé mechanizmy nieformalnej kontroli spotecznej (wigcej na ich temat w rozdziale 1.).
Warszawa bedac najwigkszym osrodkiem miejskim charakteryzuje si¢ tez najwigksza liczba
mieszkancoOw przyjezdnych (tych, ktdrzy urodzili si¢ i wychowali poza jej granicami). Mamy wigc

do czynienia z najwigkszg anonimowo$cia, w zwigzku z czym mozna $mialo przyjac, ze

365 . L . . . . .
Liczba kamer miejskiego systemu CCTV w stolicy systematycznie si¢ zwicksza. Niestety warszawski Zaktad

Obstugi Systemu Monitoringu nie aktualizuje na swoich stronach internetowych informacji o liczbie obstugiwanych
kamer. Zgodnie z zamieszczonymi jest to 353 kamer. Rozne informacje sg przekazywane mediom, np. blisko 800 kamer
za: Rejnson A., Kamery na kazdym rogu, Polska The Times, 26 lutego 2010, dostgpny online:
http://www.polskatimes.pl/warszawa/stronaglowna/226107,kamery-na-kazdym-rogu,id,t.html; 750 kamer w: koz,
Kamery monitoringu przeciwko mafii, Zycie Warszawy 22 grudnia 2009, dostepny online:
http://www.zw.com.pl/artykul/1,431228 Kamery monitoringu_przeciwko mafii.html. Zagadke roznicy w
publikowanych danych moze stanowi¢ wlaczanie (lub nie) do podawanych liczb 260 kamer z warszawskiego metra
oraz 104 kamer zintegrowanego systemu zarzgdzania ruchem — za: Warszawa jest najbezpieczniejszym z duzych miast,
http://polskalokalna.pl/wiadomosci/mazowieckie/warszawa/news/warszawa-jest-najbezpieczniejszym-z-duzych-
miast,1435619.

%6 Krajewski L., Jedna kamera na 860 metréw kwadratowych, Gazeta Stoleczna 5-6 kwietnia 2008, s. 6

%7 http://pl.wikipedia.org/wiki/Warszawa, http://pl.wikipedia.org/wiki/Krak%C3%B3w
368

mdaw, Obserwuje nas 10 tys. kamer a bedzie ich jeszcze wiecej,
http://www.tvnwarszawa.pl/28415,1645333,wiadomosc.html sprawdzone 10 kwietnia 2010r.
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nieformalna kontrola spoteczna jest tu najstabsza. Z tego powodu teren Warszawy stanowi
modelowe wrecz pole do badania monitoringu wizyjnego.

Stoteczny system CCTV jest bez watpienia najwickszy w Polsce, a przyjmowane w
Warszawie rozwigzania organizacyjne stanowig czg¢sto wzor dla organizowania systemow
monitoringu wizyjnego w innych miastach. Rozwigzanie to polega na powotaniu odrebnej jednostki
w strukturze miasta, ktérej zadaniem jest obstuga monitoringu. Nie zostata ona wiaczona w ramy
Strazy Miejskiej, ani Komendy Stotecznej Policji, co ma umozliwi¢ jego niezalezne od tych stuzb
dziatanie. Niezalezne nie oznacza braku wspotpracy — na mocy porozumien z poszczegolnymi
stuzbami (policja, Biurem Ochrony Rzadu) ma ona miejsce i odbywa si¢ udostepnianie materiatow
Z tego systemu.

Rada Miasta Stolecznego Warszawy uchwatg nr 1X/101/2003 dnia 27 marca 2003r.,
powotata Zaktad Obstugi Systemu Monitoringu (ZOSM), jako samodzielng jednostke budzetowa i
organizacyjng m.st. Warszawy. Do zakresu dziatania tego Zaktadu nalezy (§ 3 statutu zalaczonego
do uchwaty):

e obstuga osobowa systemu monitoringu wizyjnego zapewniajagca catodobowa obserwacje
I rejestracje obrazu miejsc objetych nadzorem kamer,

e prowadzenie dokumentacji na stanowiskach ogladowych,

e prowadzenie gospodarki zaopatrzeniowej wynikajacej z potrzeb obstugi systemu,

¢ finansowanie kosztoéw zwigzanych z obslugg systemu,

e opracowywanie analiz efektow funkcjonowania systemu,

e sporzadzanie rocznych sprawozdan z uzyskanych w wyniku pracy operatorow systemu efektow
dzialalnosci,

e inicjowanie dziatan i wspotpraca z innymi instytucjami przy rozwoju systemu,

e wspoOlpraca z wykonawca systemu,

e propagowanie systemu, w tym prowadzenie strony internetowej,

e wspolpraca z jednostkami Policji, Zarzadem Drog Miejskich oraz innymi instytucjami
samorzagdowymi.

Centra ogladowe znajduja si¢ na terenie komend policji — w wyznaczonych pomieszczeniach, do
ktorych dostep maja tylko pracownicy ZOSM i funkcjonariusze w ramach prowadzonych przez nich
dziatah. Obecnie w pigtnastu dzielnicach istniejg takie centra. Nie ma ich w Rembertowie, Wesotej 1
Witochach, a obraz z kamer z tych dzielnic trafia do najblizszych centrow. Dodatkowo do
oddzielnego centrum trafia obraz z kamer zainstalowanych na terenie Dworca Centralnego oraz

369

Dworca Srodmiescie.”” W 2009 roku system kosztem 480 tysigcy ztotych zostat rozbudowany o 4

%9 Regulamin organizacyjny w Zakladzie Obstugi Systemu Monitoringu, Zarzadzenie 4/09,
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kamery monitorujagce mosty, Wiste 1 jej brzegi. Kamery z 35-krotnym zoomem majg pozwoli¢ na
wykonywanie zblizen twarzy osob przebywajacych w ich zasiggu. Maja ulatwi¢ prace policji
rzecznej, na terenie ktorej powstato centrum ogladowe.>”® Do miejskiego systemu monitoringu moze
w przysztosci trafia¢ tez obraz z systeméw ,lokalnych” — finansowanych i tworzonych przez
spotdzielnie 1 wspolnoty mieszkaniowe.?"! Przyktadem jest wspomniana Spotdzielnia Mieszkaniowa
Stuzew nad Dolinka, na terenie ktorej mieszka okoto 15 tysigcy 0sob, a wszystko co si¢ dzieje na jej

terenie rejestruje ponad 240 kamer.?"

Podglad na obraz z kamer w kazdej dzielnicy ma oficer
dyzurny i jemu tez przyshuguje ,,wyzszy priorytet” — moze w kazdej chwili przejaé sterowanie
kamera, ale nagrywanie odbywa si¢ w pomieszczeniach ZOSM. Ponadto mozliwos¢ przegladu
obrazu ze wszystkich kamer z catego miasta oraz przejecie sterowania nad kazda z nich w kazde;j
chwili posiadajg: Stoleczne Stanowisko Kierowania w Komendzie Stotecznej Policji oraz Centrum
ZOSM.*" Dostep do noénikow danych jest ograniczony i dokumentowany, co ma zapobiegac
naduzyciom (np. sytuacjom wykradania niewygodnych nagran).

Cele warszawskiego monitoringu wizyjnego miejsc szczegdlnie zagrozonych zostaty
sformutowane w nastepujacy sposob:

e szybkie uzyskiwanie informacji w czasie rzeczywistym o zaistniatej w danym miejscu

sytuacji,

¢ uruchomienie reakcji stuzb odpowiednich do zdarzenia oraz koordynacja ich wspolnych

dziatan,

e rejestrowanie przebiegu zachodzacych zdarzen,

e wykorzystanie zarejestrowanego materialu w pdzniejszych dziataniach o charakterze

procesowym. 3"

Wylaczenie obstugi systemu monitoringu miejskiego ze struktury konkretnej stuzby moze mie¢
kilka zalet, z ktorych chyba najwigksza jest uniknigcie ,,niebezpieczenstwa powstawania naduzy¢
lub nieprawidtowego wykonywania obowigzkow przez formacje, ktorej podstawowe zadania nie
pokrywaja si¢ z zastosowaniem 1 mozliwosciami wykorzystania monitoringu. Nie mozna
wykluczy¢, ze CCTV byloby wykorzystywane do poprawienia wiasnej efektywnosci, statystyk
interwencji, kosztem innych uprawnionych stuzb.”¥" Spory 1 rywalizacja pomig¢dzy instytucjami

powotanymi do zapewnienia bezpieczenstwa sg powszechne, a dzigki przyjetemu rozwigzaniu

www.zosm.pl/bip/_private/Regulamin_organizacyjny.doc sprawdzone 10 kwietnia 2010r.
370 http://www.um.warszawa.pl/3lataprezydentury/files/pdf/bezpieczenstwo_wisla.pdf
31 Zawisliska M., Miejski monitoring to za malo. Mieszkaricy inwestujq we wlasny,

http://www.tvnwarszawa.pl/0,1642623,wiadomosc.html sprawdzone 10 kwietnia 2010r.

372
Kamery rejestrujq kazde przestepstwo, http:/lwww.tvnwarszawa.pl/8637,program.html sprawdzone 10

kwietnia 2010r.
378 http://zosm.pl/_private/aktual.html sprawdzone 10 kwietnia 2010r.
* tamze.
3 Gruza E., Opinia prawna dotyczqca zasad funkcjonowania monitoringu miejskiego z dnia 31.03.2008
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unika si¢ ich z korzyScig dla realizacji glownego zadania — zapewniania bezpieczenstwa.
Utworzenie oddzielnej jednostki dzigki jasnemu okres$leniu jej zadan moze pozwoli¢ na
profesjonalizacje w zakresie podejmowanych dziatan. Z drugiej jednak strony pracownicy
zatrudniani w ZOSM nie podlegaja wymogom stawianym funkcjonariuszom formacji

mundurowych.3’®

Natomiast powotanie do zycia nowej instytucji zajmujacej si¢ bezpieczenstwem
moze prowadzi¢ do wykreowania kolejnego ,,gracza” na tym obszarze, zainteresowanego w
pokazaniu wtlasnej skuteczno$ci na tle innych podmiotéw. Siedem lat funkcjonowania ZOSM
potwierdzito cze$¢ tych obaw. Wspolpraca z warszawska policja wydaje si¢ przebiega¢ wrecz
modelowo, natomiast na linii ZOSM — Straz miejska miaty miejsce pewne tarcia, wydaje si¢ to tym
dziwniejsze jezeli uwzgledni¢ faktyczne podleganie obu instytucji Prezydentowi Miasta
Stotecznego Warszawy.*”’

Trudne do oszacowania sg pelne koszty warszawskiego miejskiego systemu monitoringu
wizyjnego. Zainteresowany dotarciem do nich Piotr Waglowski twoérca portalu prawo.vagla.pl
przedstawit wyliczenia na podstawie projektu budzetu Warszawy na rok 2009 i nastepnie 2010.%
Na rozbudowg¢ miejskiego systemu monitoringu planowane w 2009 roku wydatki wynosity 2,5
miliona ztotych, natomiast na ,,Zapewnienie sprawnosci systemu monitoringu”, czyli finansowanie
pracy operatoréw i administracji w tym samym roku przeznaczono ponad 13,3 milionow ziotych.379
Wydatki w podobnej wysoko$ci zostaty zaplanowane w ,.kryzysowym” budzecie na rok 2010.
Kolejne 2,5 miliona zlotych na rozbudowe systemu i 13,3 miliona zlotych na ,,zapewnienie
sprawnoéci”.380 Nie sg to jednak wszystkie wydatki, poniewaz jak stusznie zauwazyl P. Waglowski
w budzecie mozna znalez¢ tez nastgpujace pozycje: ,,Modernizacja Parku Czechowickiego wraz z
oczkiem wodnym oraz wykonanie monitoringu wizyjnego”, na co przewidziano 1,13 miliona
ztotych czy ,,Urzadzenie terenu zieleni przy ul. Karlinskiego wraz z budowg o$wietlenia 1

h.381

monitoringu oraz placami zabaw” za kwot¢ 5,7 miliona zlotyc Na podstawie budzetu mozna

okresli¢ koszt montazu jednej kamery: wynosi on okoto 139 tysiecy Ziotych.382 Dyrektor ZOSM

%76 Zwracano na to uwage w rozdziale dotyczacym regulacji prawnych systeméw CCTV.
7 Krajewski L., Monitoring w reku straznikéw? Gazeta Stoleczna 23 kwietnia 2008, dostepny online:

http://warszawa.gazeta.pl/warszawa/1,86767,5150441.html sprawdzone 10 kwietnia 2010r.

378
Waglowski P., Monitoring miejski w budzecie m. st. Warszawy na 2009 rok, http://prawo.vagla.pl/node/8275

sprawdzone 10 kwietnia 2010r.;

3 Uchwata Nr XLV/1407/2008 Rady Miasta Stotecznego Warszawy z dnia 11 grudnia 2008 roku w sprawie budzetu
m.st. Warszawy na 2009 rok, Kompendium, s. 365 i 592, dostepny online:
http://bip.warszawa.pl/NR/rdonlyres/574343F2-7F9A-4CE9-952C-F3F9436F62C6/668735/kompendium2.pdf
sprawdzone 10 kwietnia 2010r.

80 Uchwala Nr LXIX/2173/2009 Rady Miasta Stolecznego Warszawy z dnia 17 grudnia 2009 roku w sprawie budzetu
m.st. Warszawy na 2010 rok, Kompendium s. 365-366 oraz 610, dostgpny online:
http://bip.warszawa.pl/NR/rdonlyres/574343F2-7F9A-4CE9-952C-F3F9436F62C6/714082/KOMPENDIUM3.pdf
sprawdzone 10 kwietnia 2010r.

%1 \Waglowski P., W rozbudowie miejskiego monitoringu wizyjnego moze chodzié¢ o prywatng kase,
http://prawo.vagla.pl/node/8891 sprawdzone 10 kwietnia 2010r.

%2 Uchwata Nr LXIX/2173/2009..., op. cit., s. 610 — na montaz 18 kamer przewidziano 2.5 miliona ztotych.
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informuje, ze ,,za jedno tylko oko Wielkiego Brata wraz infrastrukturg trzeba zaptaci¢ okoto 200

h.”%® Natomiast $redni roczny koszt utrzymania jednej kamery to 37,5 tysigca

tysigcy ztotyc
zlotych.® W celu poréwnania tych wydatkow ze $rodkami przeznaczanymi na realizacje
programéw prewencyjnych warto pozna¢ wysokos¢ tych ostatnich: to niewiele ponad 560 tysigcy
zlotych w skali roku.*® Nieznane sg koszty wdrozenia w Warszawie automatycznego systemu
rozpoznawania twarzy potaczonego z kamerami, chociaz od 2007 roku wtadze stolicy Polski

%0 ZOSM ma tez zamiar wdrozy¢ aplikacje alarmujaca np. o

planuja sprawdzi¢ takie rozwigzanie.
pozostawionym bagazu, malowaniu napisow na murach oraz o innych przypadkach wandal izmu. 3%

Miejsca, w ktorych sg zainstalowane miejskie kamery w Warszawie do kwietnia 2009 roku
nie byly w zaden sposob oznakowane (oprdocz instalowanych w pojazdach transportu publicznego).
Biorac pod uwage fakt, ze ich zdecydowana wigkszo$¢ jest montowana na stupach o wysokosci ok.
6 metrow w plastikowych obudowach przypominajacych lampy o ich lokalizacjach nie wiedzieli
nawet dtugoletni mieszkancy. Ich wplyw na subiektywne poczucie bezpieczenstwa mogt wiec by¢
mocno ograniczony. Po zainteresowaniu si¢ ta sprawg przez dziennikarzy Zycia Warszawy podjeto
decyzje o zainstalowaniu w czeéci miejsc tabliczek informacyjnych.

ZOSM zatrudnia 216 pracownikow, w tym 186 operatorow kamer, ktorzy w ciagu 2008 roku
powiadomili policje i1 straz miejskg o 8877 zdarzen (gltdéwnie wybrykow chuligar'lskich).389 Daje to
41 zgtoszen rocznie przypadajacych na jednego zatrudnionego w ZOSM pracownika, lub prawie 48
zgloszen jezeli uwzglednieni zostang wylacznie operatorzy. Daje to $rednio jedno zgloszenie
tygodniowo kierowane przez operatora do strazy miejskiej lub policji. Dla poréwnania w trakcie
optacanych przez miasto stuzb ponadnormatywnych policji, na ktore w 2009 roku miasto
przeznaczyto 8 milionéw ztotych zostato podjetych 48 tysiecy in‘[erwencji.390
Pracownicy ZOSM przechodzg szkolenia we wspodlpracy z policjg. Posréd operatorow sg

391

emerytowani funkcjonariusze i oficerowie policji.””" Najlepsi operatorzy biorg udziat w specjalnych

392 . -
h.”* Duze kontrowersje

konkursach, ktére pozwalaja nagrodzi¢ najbardziej spostrzegawczyc
wywotato natomiast upublicznienie przez Piotra Waglowskiego systemu premiowania operatorow.

Zgodnie z Zarzadzeniem Nr 2/08 Dyrektora Zakladu Obstugi Systemu Monitoringu z dnia 11

383
384

Rejnson A., op. cit.

Tamze, s. 503. Podana w tym dokumencie liczba kamer w systemie wynosi 365.

385 Tamze, s. 359.

%8 Elektroniczny towca gléw w Polsce, Dziennik 3 grudnia 2007, dostepne online:
http://dziennik.pl/wydarzenia/article90469/Elektroniczny _lowca_glow_w_Polsce.html sprawdzone 10 kwietnia
2010r.

Rejnson A., op. cit.

Kozubal M., Kamery wychodzq z cienia, Zycie Warszawy 3.04.2009r.

Blikowska J., Kozubal M., Monitoring w kryzysie, Zycie Warszawy 25.02.2009r.

Warszawa jest najbezpieczniejszym..., op. cit.

Rejnson A., op. cit.

Msz/mz, Wielka Siostra ma na Ciebie oko, http://www.tvnwarszawa.pl/0,1624505,wiadomosc.html sprawdzone 10
kwietnia 2010r.
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stycznia 2008 roku w sprawie wprowadzenia ,,Regulaminu wynagradzania 1 premiowania
pracownikow Zaktadu Obslugi Systemu Monitoringu”. Zalacznik nr 2 okres§lal punktacje
stanowigca podstawe wyptacania operatorom premii, zgodnie z ktérym za zgloszenie okreslonych
wykroczen 1 przestepstw przystugiwaly punkty (od 1 w przypadku np. nielegalnego plakatowania
lub spozywania alkoholu w miejscu publicznym do 15 za m.in. bojke, kradziez 1 gwatt). Waglowski
sprowokowal nastgpujagcym stwierdzeniem: ,,system motywacyjny nie sluzy zapobieganiu
przestgpstw, a wpatrywanie si¢ w monitory CCTV moze latwo przeistoczy¢ si¢ w cos na ksztalt
okrutnej gry wideo z udzialem mieszkancéow Warszawy. Jesli zbiera si¢ punkty za gwalty,
morderstwa 1 pobicia, a nie dostaje si¢ punktow za ich zapobieganie, to - bazujgc na lekturze tych
materiatéw - tylko frajer bedzie zapobiegal. Reszta begdzie czekala i przypatrywala sig, jak bija,
gwalca 1 morduja, by moc w tabelce wpisa¢ punkty zliczane do premii. Rodzinie nie trzeba o tym
mowic. Jak byto w pracy? Dobrze kochanie, dostalem premi¢ na §wieta.”3% Oczywiscie zagrozenie
zostalo mocno przerysowane, ale wywolalo sluszne refleksje nad mozliwoscia zmotywowania
operatoréw do dziatania prewencyjnego, jak 1 transparentnos$cig funkcjonowania miejskiego
monitoringu.*** Sprawa kontrowersyjnego regulaminu zajat si¢ Rzecznik Praw Obywatelskich, a
Dyrektor ZOSM tlumaczyt, ze: ,,wigkszo$¢ punktow przyznawana jest za informacje o usitowaniu

dokonania przestepstwa, czyli juz o zachowaniach niezgodnych z przepisami prawa”. 39

Warszawa w swoich granicach administracyjnych stanowi obszar rozlegty i niejednorodny,
CO utrudnia prowadzenie badan efektywnosci dzialan prewencyjnych. Na jej terenie znajduja si¢
kraficowo rozne pod praktycznie kazdym wzgledem dzielnice, m.in. stanu bezpieczenstwa, profilu
mieszkancow, typu zabudowy. Z jednej strony cieszaca si¢ zta stawa Praga Potnoc — z drugiej
(wciaz) posiadajacy ekskluzywny charakter Wilanéw czy Zoliborz. Srodmiescie i dawny Stuzew
Przemystowy sa dzi$ rejonami tetnigcymi korporacyjno-biurowym zyciem (przynajmniej w ciaggu
dnia), gdy Rembertow, Wawer czy Wesota stanowia praktycznie niezintegrowane z tkanka miejska
spokojne miasteczka. Funkcje wielkiej sypialni, jaka jeszcze w latach dziewigcdziesigtych XX
wieku pemit Ursynow, przejely Bialoteka i Bemowo. Roznice pomiedzy dzielnicami z duzym
prawdopodobienstwem przetoza si¢ na zroznicowane wyniki instalacji kamer. Inny bedzie wplyw
zainstalowania kamer na ul. Brzeskiej na Pradze niz na osiedlu Marina Mokotéw na pograniczu

Mokotowa i Ochoty.

393
Waglowski P., Monitoring miejski w Warszawie: 15 pkt za gwatt, 0 pkt za przeciwdzialanie gwattom,

http //prawo.vagla.pl/node/8271 sprawdzone 10 kwietnia 2010r., wyrdznienie tekstu jak w oryginale.

Mitosz M., Kozubal M., 15 punktéw za gwatt, Zycie Warszawy 19.12.2008; czs, bl, Chory system
premiowania operatorow Premla za gwaltt przed kamerq,
http://www.dziennik.pl/wydarzenia/article284532/Premia_za_gwalt_przed_kamera.html html sprawdzone 10 kwietnia
2010r.

%% mdaw/ec/mz/par, Rzecznik Praw Obywatelskich sprawdza miejski monitoring,
http://www.tvnwarszawa.pl/28415,1578096,0,1,rzecznik_praw_obywatelskich_sprawdza_miejski_monitoring,wiad
omosc.html sprawdzone 10 kwietnia 2010r.
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Rys. 2.1.2. Wola na mapie Warszawy.396

Do przeprowadzenia badan poszukiwany byl obszar w wysokim stopniu zurbanizowany
oraz taczacy funkcje charakterystyczne dla wspotczesnego miasta: mieszkalng, handlowa, ustugowa
i biurowa. Takim obszarem wydaje si¢ by¢ rejon Woli graniczacy ze Srédmiesciem (rys. 2.1.2.).
Wilasnie na tym terenie wyodrgbniono obszary badawcze. Przyjecie schematu quasi
eksperymentalnego wykorzystanego m.in. w prezentowanych badaniach Welsha i Farringtona oraz
Gilla i Spriggs wymagato wyboru poréwnywalnych obszarow — eksperymentalnego i kontrolnego.
Obszar eksperymentalny w tym wypadku to taki, na ktérym wprowadzono zmienng, ktorej wptyw
zamierzano zbadaé, czyli kamery, a kontrolny to taki, na ktorym brak bylo tej zmiennej, ale
poréwnywalny pod innymi wzglgedami: urbanistycznym, jak 1 demograficznym.

Po doktadnej analizie wybrano 2 obszary eksperymentalne i 2 obszary kontrolne (po jednym
dla kazdego eksperymentalnego). Mialo to zniwelowaé ryzyko zwigzane z przeprowadzeniem
poréwnania wynikow tylko z jednego obszaru eksperymentalnego i kontrolnego. Istnieje bowiem
zagrozenie, ze uzyskane wyniki bylyby przypadkowe. Zostalty one wybrane z dwoch czesci Woli
réznigcych si¢ swoim charakterem. Jeden z czesci $rodmiejskiej, (rys. 2.1.3.) graniczacej z
Dworcem Centralnym i $cistym centrum miasta, a drugi z Muranowa — okolicy bliskiej Centrum,

ale o charakterze mieszkalnym.

396 Hiuppo, http://pl.wikipedia.org/wiki/Grafika:PL_Warsaw_wola_location.svg
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Rys. 2.1.3. Zaznaczone obszary eksperymentalny i kontrolny w czesci

sSrodmiejskiej Woli.397

© 2008)RPPWKY :
52°13'40.75" na péinoc 20°59'40.90" na wschod sd Wys" widoku 487 metrow.

397 Wszystkie zdjecia satelitarne pochodza z programu Google Earth, opisy autora
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Rys. 2.1.4. Obszar E1 z zaznaczonym centrum — miejscem montazu kamery.

1
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Rys. 2.1.5. Obszar K1 z zaznaczonym centrum - skrzyZzowaniem uli Siennej i Miedziane;.

Centrum pierwszego obszaru eksperymentalnego (E1) stanowito skrzyzowanie ulic Zelaznej
1 Chlodnej (rys. 2.1.4), na ktorym zainstalowano kamer¢ miejskiego systemu monitoringu, a caly
obszar zawierat si¢ w promieniu 150 m od tego punktu. Obszar kontrolny (K1) dla niego stanowit
teren wyznaczony promieniem 150 m od skrzyzowania ulic Siennej i Miedzianej (rys. 2.1.5.).
Znajdowal si¢ w bliskim sasiedztwie obszaru eksperymentalnego, ale na jego terenie nie

zainstalowano kamer CCTV.

146




OHL ] B g,
Obszar eksperymentalny (E2)

S/

52°14' 40 75ina polnoc 20° 58 55 767 na wschod "t Wys. widoku k] 01 km

Rys. 2.1.6. Zaznaczone obszary eksperymentalny i kontrolny w czesci ,,mieszkaniowej”
Woli.

Centrum drugiego obszaru eksperymentalnego (E2) wyznaczalo skrzyzowanie ulic
Anielewicza i Smoczej (rys, 2.1.7.), a jego wielkos¢ bylo ponownie wyznaczona promieniem 150
m. Takze obszar kontrolny (K2) mial ksztalt kota o promieniu 150 m, ktoérego srodkiem byto

skrzyzowanie ulic Nowolipki 1 Smoczej (2.1.8.).
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Rys. 2.1.7. Obszar E2 z zaznaczonym centrum — miejscem montazu kamery.

*

Image ©,2008 DigitalGlobe,

T e PN 7T
. v el ; AL ‘

| Vo - ¥ .
'52°14'35.98" na potnoc 20°59'15/16" na wschod ™ Wys. widoku 454 metrow il

Rys. 2.1.8. Obszar K2 z zaznaczonym centrum — skrzyzowaniem uli Smoczej i Nowolipki.

Zatozenie, jakie przyswiecalo autorowi w trakcie wyboru obszarow, na ktorych terenie
mialy by¢ zrealizowane badania, czyli znalezienie takich, ktore beda roznic si¢ jedng tylko zmienng

— kamerg systemu monitoringu miejskiego w przypadku opisanych obszarow zostato zrealizowane.
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Na terenie kazdego z dwoch obszarow — w jego centrum zostata zamontowana jedna kamera
miejskiego systemu monitoringu.

Niektore badania wplywu monitoringu wizyjnego na przestgpczos¢ 1 poczucie
bezpieczenstwa wykorzystuja identyczny schemat, ale obejmujg swoim zasiggiem inng grupe
docelows. Przyktadowo badania prowadzone w Maladze (Hiszpania) majg ten sam cel co niniejsze,
ale na obszarach eksperymentalnych i kontrolnych badani sg przypadkowi przechodnie, a nie
mieszkaficy.>® Na pewno ulatwia to przeprowadzenie badan, ale wydaje sie, ze przypadkowe osoby
pojawiajace si¢ na danym terenie nie sg najbardziej miarodajnym zrodlem informacji. Oprocz tego
korzystanie z takiego modelu grozi duza fluktuacja prob na poszczegdlnych obszarach, np. za
pierwszym razem (przed instalacja) mozna trafi¢ na wyzsza niz przecigtna liczbe turystow, ktorej za
drugim razem juz nie bedzie, lub pogoda moze spowodowac, ze na ulicach miasta pojawig si¢ tylko
przedstawiciele pewnych grup przy braku innych (brak spacerowiczow, przy nadreprezentowanej
grupie pracownikow pobliskich sklepow 1 biur). Nie wyklucza to prowadzenia badan nad
poczuciem bezpieczenstwa posrdd przypadkowych przechodnidow, jak m.in. badania prowadzone w
Hamburgu®®°, ale forma taka nie sprawdzi sig, jezeli celem jest uchwycenie zmian wywotanych
jakas interwencja, np. taka jak instalacja kamer. Wydaje si¢, ze juz w fazie konstruowania badan
popelniono w Maladze btad, ktory w istotnym stopniu bedzie rzutowal na wyniki (tamtejsze
badania jeszcze si¢ nie zakonczyty).

5.3 Narzedzie badawcze i przebieg badan

Badania, zgodnie z quasi eksperymentalnym modelem, zostaly przeprowadzone w dwoch
fazach — przed instalacjg kamer i po ich instalacji. Pomigdzy obiema fazami uptyneto 12 miesigcy.
Do badan wykorzystano formularze ankiet, gdzie obok pytan zamknigtych pojawity sie tez liczne
pytania otwarte. Przygotowano dwie wersje kwestionariusza, jedng dla pierwszej, a drugi dla
drugiej fazy badan. Roznily sie one jedynie sformutowaniem czterech pytar'l.400

Badania ankietowe byly uzupelnione obserwacja uczestniczaca zaro6wno dokonywang na
terenie opisanych obszardéw, ale takze prowadzong w centrach monitoringu. W trakcie badan do
niniejszej pracy autor spedzit 4 o$miogodzinne zmiany w czterech roznych centrach monitoringu
(Wola, Praga Pétnoc, Zoliborz i Mokotéw) w celu zapoznania si¢ z ich funkcjonowaniem. Oprocz
tego dwie zmiany w mobilnym centrum monitoringu (MCM) — jedng w trakcie pracy w
Srédmiesciu i jedna w trakcie zabezpieczania meczu warszawskiej Legii. Badania byly
uzupelniane tez licznymi rozmowami z funkcjonariuszami policji, prokuratorami, jak 1

mieszkancami (gtownie po przeprowadzeniu ankiety). W trakcie badan wykonano tez dokumentacje

%% Miller J., Evaluacion de la videovigilancia en Malaga: El diseno de un quasi-experimento, Boletin Criminologico
nr 94 Febrero 2007, str. 1-4

%99 Zurawski N., Videoiiberwachung in Hamburg. Abschlussbericht, Hamburg 2007, str. 52

% Oba formularze ankiety znajduje si¢ w zatacznikach na koficu pracy
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fotograficzng, czgs¢ fotografii zostata wiaczona do pracy.

Niestety wyniki wilasnych badan nie mogly zosta¢ uzupeilnione danymi statystycznymi
zdarzen rejestrowanych przez policj¢ — policja dysponowata takimi danymi tylko na poziomie
komend lub rewirow dzielnicowych, ktére nie pokrywaja si¢ z opisanymi obszarami
eksperymentalnymi i kontrolnymi wigc ich wykorzystanie mogloby jedynie ,,zaciemni¢” opisywang
rzeczywistosc¢.

W celu uzyskania pozwolenia na przeprowadzanie badan zwrdcono si¢ do administracji
spotdzielni mieszkaniowych i1 zarzadow wspolnot z odpowiednim pismem wyjasniajacym cel badan
oraz proszacym o zgod¢ 1 pomoc. Procedura wydania takich pozwolen byta niekiedy
skomplikowana, jednak w wigkszo$ci przypadkéw takie pozwolenia zostaty udzielone. Na terenie
obszaru El byly to: Wspdlnota Mieszkaniowa ,,Chmielna 73 A”, Wspdlnota Mieszkaniowa
,Chmielna 73 B”, Wspdlnota Mieszkaniowa ,,Zelazna 167, oraz Spoldzielnia Budowlano-
Mieszkaniowa ,,Zachod”. Na terenie obszaru K1 byly to: Spotdzielnia Mieszkaniowa ,,Staréwka” 1
Wspolnota Mieszkaniowa ,,Sienna 87”. Teren obszaru E2 w catosci pokrywat si¢ z obszarem
Spotdzielni Mieszkaniowe] ,,Mila”, natomiast na terenie obszaru K2 byly to: Wspdlnota
Mieszkaniowa ,Nowolipki 27A”, Wspolnota Mieszkaniowa ,Dzielna 177 1 Wspolnota
Mieszkaniowa ,,Dzielna 17B”. Na przeprowadzenie badan wyrazaty zgode zarzady wspdlnot lub
zarzady spotdzielni. W przypadku Spotdzielni Mieszkaniowej ,,Starowka” pomoc nie ograniczyta
si¢ do wydania zgody, ale takze do oplakatowania terenu badan oraz osobistego poinformowania
przez panig gospodarz mieszkancéw o badaniach, co znacznie utatwilo przeprowadzenie ankiet.

We wszystkich obszarach po uzyskaniu zgody mieszkancy byli informowani o badaniach,
oraz o zgodzie wyrazonej przez zarzad ich wspolnoty lub spoétdzielni, w formie ogloszen
wywieszonych na drzwiach do klatek schodowych. Na ogtoszeniach znajdowaty si¢ rowniez dane
kontaktowe do Katedry Kryminalistyki oraz telefon i adres mailowy osoby prowadzacej badania.

Badaniami zostali objeci wylacznie pelnoletni mieszkancy ww. obszarow w liczbie co
najmniej 100 z kazdego obszaru, co pozwolito na uzyskanie reprezentatywnej proby z kazdego z
nich.

Trudnosci z realizacja ankiet wigzaty si¢ gtownie z tym, ze wigkszo$¢ z mieszkancow jest
aktywna zawodowo, co powodowalo, ze wiele os6b pojawiato si¢ w swoim miejscu zamieszkania
po godzinie 20. Decyzja o nie zaktocaniu weekendow, pozostawiata niewiele czasu, kiedy mozna
byto do nich dotrze¢ (nie chciano tez zaktoca¢ spokoju po godzinie 21, zwlaszcza ze wiele rodzin
ma na tych osiedlach mate dzieci).

W pierwszej fazie badan autor osobiscie chodzit od jednej klatki schodowej do kolejnej, a w
ich obrebie od drzwi do drzwi. Kazdorazowo legitymowat si¢ dowodem osobistym oraz legitymacja

doktorancka nawigzujac do pisma, ktére w przeddzien badan (lub 2-3 dni wczes$niej) pojawilo sie
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na drzwiach wejsciowych. Biorgc pod uwage logistyke prowadzenia badan kazdego respondent
otrzymywat formularz ankiety wraz z dodatkowa informacja o badaniach i umawiano si¢ na jego
odbiér w dogodnym terminie. Pewnej niewielkiej (0k.2%) czesci ankiet nie udato si¢ odebraé, ale
taki sposob prowadzenia badan okazat si¢ niezwykle skuteczny. Pierwsza faza badan miata miejsce
na przestrzeni pazdziernika i listopada 2006 roku, czyli w okresie poprzedzajacym instalacje kamer
na skrzyzowaniach ulic Zelaznej z Chmielng i Anielewicza ze Smocza. Druga faza nastapila po
uptywie 12 miesigcy, czyli w pazdzierniku i listopadzie 2007 roku. W trakcie drugiej fazy duzej
pomocy udzielit owczesny student V roku Wydzialu Prawa 1 Administracji Uniwersytetu
Warszawskiego — Pan Szymon Danitowicz, ktory osobiScie przeprowadzit wigkszg cze$¢ ankiet.

Po odrzuceniu ankiet catkowicie niewypetnionych lub wypetnionych przez t¢ sama osobe
(kazde gospodarstwo domowe otrzymywalo w kopercie dwie ankiety, co przez niektorych
respondentdéw bylo najwyrazniej rozumiane jako prosba o wypelnienie obu ankiet, nawet w
gospodarstwach jednoosobowych) liczba ankiet z kazdego obszaru przedstawiala si¢ nastgpujaco:

Tab. 2.1.1. Liczba ankiet z poszczeg6lnych obszar6w w obu fazach badan

Obszar 2006 (przed instalacja) 2007 (po instalacji)
El 103 101
K1 106 100
E2 100 113
K2 119 102

Ankiety byly w pelni anonimowe, co nie pozwala na stwierdzenie zmian zachodzacych u
poszczego6lnych mieszkancoéw, jednak w duzej mierze osoby, ktore zgadzaty si¢ wzig¢ udzial w
badaniach w drugiej fazie byty uczestnikami badan w fazie pierwszej. Mowili o tym sami

respondenci komentujgc zmiany, ktore zaszty w ciggu ostatniego roku.

5.4 Charakterystyka badanych grup

Charakterystyke badanej grupy pozwolity skonstruowa¢ odpowiedzi na pytania zawarte w
metryczce zamieszczonej na koncu kwestionariusza ankiety. W metryczce tej zadano pytania o:
pte¢, wiek, wyksztalcenie, stan cywilny 1 liczbe posiadanych dzieci (lub ich brak). Oprocz tego 2
pierwsze pytania kwestionariusza ankiety dotyczyty czasu zamieszkania w Warszawie i w obecnym
miejscu zamieszkania, co takze uzupeiiato charakterystyke grup. Wszystkie obliczenia byly
prowadzone przy uzyciu programu komputerowego SPSS.

Tab. 2.2.1. Struktura pici w badanych grupach.
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Grupa Procent
(Czas) Obszar Czestose Procent waznych
2006 El Wazne Brak odpowiedzi 10 9,7 9,9
Mezczyzni 43 41,7 42,6
Kobiety 48 46,6 47,5
Ogotem 101 98,1 100,0
Braki danych  Systemowe braki danych 2 1,9
Ogotem 103 100,0
K1 Wazne Brak odpowiedzi 18 17,0 17,0
Mezczyzni 34 32,1 32,1
Kobiety 54 50,9 50,9
Ogotem 106 100,0 100,0
E2 Wazne Brak odpowiedzi 17 17,0 17,0
Mezczyzni 39 39,0 39,0
Kobiety 44 44,0 44,0
Ogétem 100 100,0 100,0
K2 Wazne Brak odpowiedzi 19 16,0 16,1
Mezczyzni 45 37,8 38,1
Kobiety 54 45,4 45,8
Ogotem 118 99,2 100,0
Braki danych  Systemowe braki danych 1 0,8
Ogdtem 119 100,0
Grupa Procent
(Czas) Obszar Czestosc Procent waznych
2007 E1l Wazne Brak odpowiedzi 13 12,9 13,0
Mezczyzni 41 40,6 41,0
Kobiety 46 45,5 46,0
Ogotem 100 99,0 100,0
Braki danych  Systemowe braki danych 1 1,0
Ogotem 101 100,0
K1 Wazne Brak odpowiedzi 17 17,0 17,2
Mezczyzni 30 30,0 30,3
Kobiety 52 52,0 52,5
Ogotem 99 99,0 100,0
Braki danych  Systemowe braki danych 1 1,0
Ogotem 100 100,0
E2 Wazne Brak odpowiedzi 19 16,8 16,8
Mezczyzni 39 34,5 34,5
Kobiety 53 46,9 46,9
Systemowe braki danych 2 1,8 1,8
Ogotem 113 100,0 100,0
K2 Wazne Brak odpowiedzi 17 16,5 16,5
Mezczyzni 32 31,1 31,1
Kobiety 54 52,4 52,4
Ogotem 103 100,0 100,0

Ponad potowe badanych oséb stanowity kobiety — prawidlowos$¢ ta miata miejsce w kazdej z
grup (tab. 2.2.1.). Nie odbiega to od $redniej dla cate;] Warszawy, ktorej 55% mieszkancow stanowig

kobiety a 45% mezczyzni. W reprezentatywnej dla Woli probce ta rdznica jest jeszcze wigksza, tzn.
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42,8% mezezyzn 1 57,2% kobiet.* W tabeli wida¢ tez, ze od 9,7% do 17% badanych nie
odpowiedziato na to pytanie. Metryczka stanowila cze$¢ ankiety, ktéra byta czesto pomijana przez
respondentéw — trudno stwierdzié, co bylo tego powodem, zwlaszcza, ze brak w niej bylo pytan
drazliwych (dotyczacych zarobkow, preferencji seksualnych czy politycznych). Nie mozna zatozy¢
celowego jej pomijania, gdyz czes¢ respondentéw odpowiadata np. na dwa-trzy pytania z tej czgsci
nie odpowiadajac na pozostate.

Struktura wieku w badanych grupach byta bardzo podobna o tyle, ze najwickszy odsetek
badanych miescit si¢ zazwyczaj w przedziatach skrajnych: 18-25 lat 1 powyzej 65 lat, lub
graniczacych z nimi — 26-35 lat i 56-65 lat (respondenci byli proszeni o wskazanie jednego z
szesciu przedziatow). Dzigki temu mozna okresli¢ tez $redni wiek osoby badanej na mieszczacy si¢
w okolicach 44-47 lat (tab. 2.2.2.). Odpowiadatlo by to zarowno $redniemu wiekowi mieszkanca
402

Warszawy — niecate 47 lat, jak i sredniemu wiekowi mieszkanca Woli — 45 i p6t roku.

Tab. 2.2.2. Struktura wieku w badanych grupach.

Grupa Procent

(czas) obszar Czestos¢ Procent waznych
2006 E1l Wazne Brak odpowiedzi 16 15,5 15,8
18-25 20 19,4 19,8
26-35 9 8,7 8,9
36-45 9 8,7 8,9
46-55 13 12,6 12,9
56-65 19 18,4 18,8
powyzej 65 15 14,6 14,9
Ogotem 101 98,1 100,0

Braki danych  Systemowe braki danych 2 1,9
Ogotem 103 100,0

K1 Wazne Brak odpowiedzi 20 18,9 18,9
18-25 11 10,4 10,4
26-35 18 17,0 17,0
36-45 8 7,5 7,5
46-55 21 19,8 19,8
56-65 6 5,7 5,7
powyzej 65 22 20,8 20,8
Ogotem 106 100,0 100,0
E2 Wazne Brak odpowiedzi 13 13,0 13,0
18-25 19 19,0 19,0
26-35 20 20,0 20,0
36-45 8 8,0 8,0
46-55 11 11,0 11,0
56-65 8 8,0 8,0
powyzej 65 21 21,0 21,0
Ogotem 100 100,0 100,0
K2 Wazne Brak odpowiedzi 16 13,4 13,7

01 Cichomski B., Zréznicowanie spoleczne mieszkaricow Warszawy w perspektywie poréwnawczej, w: Grzelak J.,
Zarzycki T. (red.), Spoteczna mapa Warszawy. Interdyscyplinarne studium metropolii warszawskiej, Warszawa 2004,
s. 32

402 .
%2 tamze, s. 32
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18-25 24 20,2 20,5
26-35 22 18,5 18,8
36-45 10 8,4 8,5
46-55 16 13,4 13,7
56-65 10 8,4 8,5
powyzej 65 19 16,0 16,2
Ogotem 117 98,3 100,0
Braki danych  Systemowe braki danych 2 1,7
Ogotem 119 100,0
Grupa Procent
(czas) obszar Czestosé Procent waznych
2007 El Wazne Brak odpowiedzi 11 10,9 11,0
18-25 20 19,8 20,0
26-35 17 16,8 17,0
36-45 10 9,9 10,0
46-55 16 15,8 16,0
56-65 15 14,9 15,0
powyzej 65 11 10,9 11,0
Ogdtem 100 99,0 100,0
Braki danych  Systemowe braki danych 1 1,0
Ogotem 101 100,0
K1 Wazne Brak odpowiedzi 18 18,0 18,2
18-25 15 15,0 15,2
26-35 16 16,0 16,2
36-45 8 8,0 8,1
46-55 1 11,0 1,1
56-65 5 5,0 5,1
powyzej 65 26 26,0 26,3
Ogdtem 99 99,0 100,0
Braki danych  Systemowe braki danych 1 1,0
Ogotem 100 100,0
E2 Wazne Brak odpowiedzi 13 11,5 11,5
18-25 23 20,4 20,4
26-35 22 19,5 19,5
36-45 15 13,3 13,3
46-55 9 8,0 8,0
56-65 7 6,2 6,2
powyzej 65 24 21,2 21,2
Ogotem 113 100,0 100,0
K2 Wazne Brak odpowiedzi 10 9,7 9,7
18-25 17 16,5 16,5
26-35 32 31,1 31,1
36-45 3 2,9 2,9
46-55 15 14,6 14,6
56-65 11 10,7 10,7
powyzej 65 15 14,6 14,6
Ogdtem 103 100,0 100,0
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Analizujac rozktad odpowiedzi w pytaniu o posiadane wyksztalcenie wydaje si¢, ze albo
mieliSmy do czynienia z ponadprzecigtnie wyksztalconymi respondentami, albo na pytanie to
odpowiedziano nie do konca zgodnie z rozumieniem poszczegdlnych typéw wyksztatcenia. W tak
duzej grupie trudno moéwi¢ o przypadku, jakim miatoby by¢ trafienie tak specyficznej grupy.
Mozliwym wytlumaczeniem bytaby wigksza ch¢¢ pomocy w badaniach naukowych witasnie ze
strony osob z wyzszym wyksztalceniem. Taka mozliwo$¢ mozna jednak wyeliminowa¢ biorac pod
uwage mala liczb¢ odméw wziecia udziatu w badaniach. Innym wytlumaczeniem moze by¢
tendencja do prezentowania si¢ w lepszym $wietle wobec badacza, nawet ujawniana w badaniach
catkowicie anonimowych. Mogla ona by¢ jeszcze wigksza niz zwykle w przypadku wystepowania
autora jako osoby przygotowujacej doktorat na znanej polskiej uczelni. Niezaleznie od faktycznego
powodu takiego stanu rzeczy bezsprzeczne pozostaje to, ze odsetek oséb deklarujacych wyzsze
wyksztatcenie w prawie kazdej z grup jest znacznie wyzszy od $redniego dla Warszawy (21%),
Woli (17,2%), a nawet takich dzielnic, jak: Zoliborz (34,6%), Wilanow (36,3%), czy Ursynow
(37,8%).% Charakterystyczne jest tez to, ze pytanie to sposrod zadanych w metryczee ankiety
respondenci najrzadziej pozostawiali bez odpowiedzi (tab. 2.2.3.).

Tab. 2.2.3. Wyksztalcenie deklarowane przez respondentow.

Procent
grupa obszar Czestosc Procent waznych
2006 E1l Wazne Brak odpowiedzi 8 7.8 7,9

Podstawowe 2 1,9 2,0
Zawodowe 2 1,9 2,0
Srednie 46 44,7 455
Wyzsze 43 41,7 42,6
Ogotem 101 98,1 100,0
Braki danych  Systemowe braki danych 2 1,9
Ogotem 103 100,0
K1 Wazne Brak odpowiedzi 5 4,7 47
Podstawowe 3 2,8 2,8
Zawodowe 19 17,9 17,9
Srednie 43 40,6 40,6
Wyzsze 36 34,0 34,0
Ogotem 106 100,0 100,0
E2 Wazne Brak odpowiedzi 12 12,0 12,0
Podstawowe 1 1,0 1,0
Zawodowe 2 2,0 2,0
Srednie 42 42,0 420
Wyzsze 43 43,0 43,0
Ogotem 100 100,0 100,0
K2 Wazne Brak odpowiedzi 8 6,7 6,8
Podstawowe 5 4.2 4,2
Zawodowe 15 12,6 12,7
Srednie 52 43,7 44,1
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Wyzsze 38 31,9 32,2
Ogodtem 118 99,2 100,0
Braki danych  Systemowe braki danych 1 0,8
Ogotem 119 100,0
Procent
grupa obszar Czestos¢ Procent waznych
2007 E1l Wazne Brak odpowiedzi 3 3,0 3,0
Podstawowe 3 3,0 3,0
Zawodowe 9 8,9 9,0
Srednie 39 38,6 39,0
Wyzsze 46 45,5 46,0
Ogotem 100 99,0 100,0
Braki danych  Systemowe braki danych 1 1,0
Ogotem 101 100,0
K1 Wazne Brak odpowiedzi 7 7,0 7,1
Podstawowe 1 1,0 1,0
Zawodowe 12 12,0 12,1
Srednie 45 45,0 455
Wyzsze 34 34,0 34,3
Ogotem 99 99,0 100,0
Braki danych  Systemowe braki danych 1 1,0
Ogotem 100 100,0
E2 Wazne Brak odpowiedzi 7 6.2 62
Podstawowe 1 0,9 9
Zawodowe 8 7,1 7,1
Srednie 48 42,5 425
Wyzsze 49 43,4 43,4
Ogotem 113 100,0 100,0
K2 Wazne Brak odpowiedzi 5 4,9 49
Podstawowe 2 1,9 1,9
Zawodowe 9 8,7 8,7
Srednie 44 42,7 42,7
Wyzsze 43 41,7 41,7
Ogotem 103 100,0 100,0

Jedno z pytan zawartych w metryczce dotyczyto stanu cywilnego respondentow. W probie
reprezentatywnej dla Warszawy kawaleréw/panien byto 20,2%, osoéb zamegznych i Zonatych 58,7%,
rozwiedzionych 1 w separacji 9,3%, a owdowialych 11,8%, natomiast dla Woli wartosci te byty
nastgpujace: osoby stanu wolnego 22,6%, w zwiazku malzenskim 58%, rozwodnicy i rozwodki

10,8% oraz wdowcy i wdowy 8,6%.*%

Badane grupy charakteryzuje wyzszy odsetek osob stanu
wolnego (38% w niektorych grupach) 1 odpowiednio nizsza liczba o0s6b w statych
sformalizowanych zwigzkach, jak 1 wdéw oraz wdowcow. Wyjatek od tej prawidtowosci stanowia
mieszkancy obszaru K1 (tab. 2.2.4.). Jako, ze na poczucie bezpieczenstwa istotny wplyw ma

przebywanie w stabilnym zwigzku, fakt, ze respondenci w wigkszos$ci nie majg tego oparcia moze

404 .
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wplywac na ich postrzeganie rzeczywisto$ci w nieco ciemniejszych barwach.

Tab. 2.2.4. Stan cywilny respondentéw.

Grupa Procent
(czas) obszar Czestosc Procent waznych
2006 E1l Wazne brak odpowiedzi 8 7.8 7,9
wolny/a 31 30,1 30,7
zamezna/zonaty 48 46,6 47,5
rozwiedziony/rozwiedziona 6 5,8 59
wdowa/wiec 10 9,7 9,9
Ogotem 103 100,0 100,0
K1 Wazne brak odpowiedzi 5 47 47
wolny/a 27 25,5 25,5
zamezna/zonaty 54 50,9 50,9
rozwiedziony/rozwiedziona 3 2,8 2,8
wdowa/wiec 17 16,0 16,0
Ogotem 106 100,0 100,0
E2 Wazne brak odpowiedzi 19 19,0 19,0
wolny/a 27 27,0 27,0
zamezna/zonaty 41 41,0 41,0
rozwiedziony/rozwiedziona 6 6,0 6,0
wdowa/wiec 7 7,0 7,0
Ogétem 100 100,0 100,0
K2 Wazne brak odpowiedzi 16 13,6 13,7
wolny/a 34 28,6 28,8
zamezna/zonaty 50 42.0 42,4
rozwiedziony/rozwiedziona 9 7.6 7,6
wdowa/wiec 10 8,4 8,5
Ogotem 119 100,0 100,0
2007 El Wazne brak odpowiedzi 9 8,9 8,0
wolny/a 37 36,6 37,0
zamezna/zonaty 40 39,6 40,0
rozwiedziony/rozwiedziona 6 5,9 6,0
wdowa/wiec 9 8,9 9,0
Ogotem 101 100,0 100,0
K1 Wazne brak odpowiedzi 8 8,0 8,1
wolny/a 31 31,0 31,3
zamezna/zonaty 35 35,0 35,4
rozwiedziony/rozwiedziona 7 7,0 7.1
wdowa/wiec 19 19,0 19,2
Ogotem 100 100,0 100,0
E2 Wazne brak odpowiedzi 17 15,0 15,0
wolny/a 38 33,6 33,6
zamezna/zonaty 45 39,8 39,8
rozwiedziony/rozwiedziona 8 7,1 7,1
wdowa/wiec 5 4.4 4.4
Ogotem 113 100,0 100,0
K2 Wazne brak odpowiedzi 7 6,8 6,8
wolny/a 38 36,9 36,9
zamezna/zonaty 44 427 42,7
rozwiedziony/rozwiedziona 4 3,9 3,9
wdowa/wiec 10 9,7 9,7
Ogotem 103 100,0 100,0
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Ostatnie z pytan zadanych w metryczce dotyczylo posiadanego potomstwa.
Zbadanie, czy respondenci maja dzieci i scharakteryzowanie grup takze pod tym katem jest tym
bardziej istotne, gdyz fakt ten ma wptyw na percepcje stanu bezpieczenstwa. Dzieci i mtodziez sa
grupg stosunkowo czesto wiktymizowang, o czym z jednej strony informujg media a z drugiej sami
rodzice czesto dowiadujg si¢ tego bezposrednio od swoich dzieci, czy ich nauczycieli. Moze to
wywotywac¢ wigkszy niepokdj, a co za tym idzie postrzeganie otoczenia jako mniej bezpiecznego u
rodzicow, niz u oso6b bezdzietnych. Z tych powodow mieszkancy poszczegdlnych obszaréw zostali
poréwnani takze pod tym wzgledem. Wydaje si¢ jednak, ze sformutowanie pytania nie bylo do
konca jasne, zwlaszcza dla czesci starszych os6b majacych doroste i samodzielne juz dzieci. Czes$¢
badanych informowata, ze ma dzieci doroste i na tym poprzestawata, nie podajac ile tych dzieci
posiada. Jednym z metodologicznych pomystow na przyszte badania tego typu byloby
przeformutowanie tego pytania na dotyczace dzieci mieszkajacych wspolnie w jednym
gospodarstwie domowym. Srednia liczba dzieci dla dorostego mieszkanca Warszawy wynosi 1,3 a
dla Woli 1,18.*® W badanych grupach érednia liczba dzieci wynosita od 0,53 (obszar K1 w 2006
roku), do 0,82 (obszar E1 w 2007 roku) — tab. 2.2.5. Pamigtajac jednak o omdéwionym wyzej
ograniczeniu nie mozna nadinterpretowywac tych danych.

Tab. 2.2.5. Liczba potomstwa respondentow.

Grupa Procent

(czas) obszar Liczba dzieci Czestos¢ Procent waznych
2006 El Wazne Brak 52 50,5 51,5
1 dziecko 25 24,3 24,8
2 dzieci 20 19,4 19,8
3 dzieci 3 2,9 3,0
4 dzieci 1 1,0 1,0
Ogodtem 101 98,1 100,0

Braki danych  Systemowe braki danych 2 1,9
Ogotem 103 100,0
K1 Wazne Brak 70 66,0 66,0
1 dziecko 21 19,8 19,8
2 dzieci 9 8,5 8,5
3 dzieci 6 57 57
Ogotem 106 100,0 100,0
E2 Wazne Brak 59 59,0 59,0
1 dziecko 19 19,0 19,0
2 dzieci 15 15,0 15,0
3 dzieci 6 6,0 6,0
4 dzieci 1 1,0 1,0
Ogotem 100 100,0 100,0
K2 Wazne Brak 68 57,1 57,6
1 dziecko 18 15,1 15,3
2 dzieci 26 21,8 22,0
3 dzieci 5 4,2 4,2
4 dzieci 1 8 8
Ogotem 118 99,2 100,0
405 tamze, s. 33
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Braki danych  Systemowe braki danych 1 8
Ogotem 119 100,0

2007 E1l Wazne Brak 49 48,5 48,0
1 dziecko 29 28,7 29,0

2 dzieci 18 17,8 18,0

3 dzieci 3 3,0 3,0

4 dzieci 2 2,0 2,0

Ogotem 101 100,0 100,0

K1 Wazne Brak 63 63,0 62,6
1 dziecko 17 17,0 17,2

2 dzieci 14 14,0 14,1

3 dzieci 6 6,0 6,1

Ogotem 100 100,0 100,0

E2 Wazne Brak 71 62,8 62,8
1 dziecko 20 17,7 17,7

2 dzieci 18 15,9 15,9

3 dzieci 3 2,7 2,7

5 dzieci 1 ,9 9

Ogotem 113 100,0 100,0

K2 Wazne Brak 53 51,5 51,5
1 dziecko 21 20,4 20,4

2 dzieci 24 23,3 23,3

3 dzieci 5 4,9 4,9

Ogotem 103 100,0 100,0

Charakterystyce grupy stuzyty tez pytania dotyczace dlugosci zamieszkania w Warszawie
(pytanie 1.) i w obecnym miejscu zamieszkania (pytanie 2.) — tab. 2.2.6 i tab. 2.2.7. Jednym z
istotnych czynnikéw wpltywajacych na poczucie bezpieczenstwa jest znajomo$¢ otoczenia,
,»Ooswojenie” miejsc. Miasto to oczywiscie nie tylko budynki, ale takze ludzie, ktorych zazwyczaj
tym wigcej 1 lepiej si¢ zna, im dluzej si¢ w jakim$§ miejscu mieszka. Wychowanie si¢ w jakiejs$
okolicy — spegdzenie w niej pierwszych najwazniejszych dla rozwoju lat, wigze si¢ z powstaniem
relacji kolezenskich, podworkowych 1 niezaleznie jak pdZniej tocza si¢ losy poszczegdlnych oséb
pozostaje pewien sentyment. Nawet rozpoczecie dziatalno$ci nie bedacej w zgodzie z prawem nie
dotyka kolegow 1 kolezanek z podworka 1 szkoly podstawowej. Warszawa, o czym byla juz mowa,
ze wzgledu na swoja stotecznos$¢ przyciagga wiele 0sob z calej Polski, dla ktorych stanowi ona nowe
srodowisko zarowno spolecznie, jak 1 urbanistycznie. Odsetek osoéb mieszkajacych w Warszawie od
urodzenia wynosit od 38% (obszar E1 w 2006 roku, obszary K1, E2 w 2007 roku) do przeszto 56%
(obszar K2 w 2006 roku). Srednia oscyluje wigc wokot sredniej dla Warszawy, ktorej 46,5%
mieszkancoOw urodzito si¢ w jej granicach (dla Woli warto$¢ ta wynosi 45,8%).406 Sposrod
badanych, ktorzy nie urodzili si¢ w Warszawie $rednia dtugo$¢ mieszkania w Warszawie wynosita
od niecatych 25 lat (obszary E1 1 K2 w 2007 roku) do 34 lat (obszar K1 w 2007 roku). Rysuje si¢ w
tym pewna prawidlowos$¢ — na terenach gdzie odsetek osob urodzonych w stolicy jest nizszy,
srednia przebywania w Warszawie pozostatych osob jest wyzsza. Nawet jednak czas zblizony do 25

lat jest okresem stosunkowo dlugim. Mozna stwierdzi¢, ze pomimo nie urodzenia w Warszawie

4 .
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przecigtny respondent jest osoba dobrze zakorzeniong w stolicy, gdyz mieszka w niej juz od
¢wieréwiecza.

Obok dlugosci mieszkania w miescie (i wynikajacej stad znajomosci okolicy 1 jej
mieszkancow) istotne dla poczucia bezpieczenstwa jest konkretne miejsce zamieszkania —
dzielnica, osiedle czy ulica. Dlatego wazne jest ustalenie czasu zamieszkania w konkretnym
miejscu. Dotyczylo tego pytanie nr 2, na ktére odpowiedzieli prawie wszyscy respondenci — od
ponad 90% na obszarze E1 w 2006 roku do 100% udzielonych odpowiedzi w obszarze K2 w 2007
roku. Srednia dlugos¢ zamieszkania dla poszczegodlnych obszaréw wynosi od ponad 19 lat (obszar
E1 w 2007 roku) do ponad 24 lat (obszar K1 w 2006 roku). Najwieksza roznica pomiedzy
obszarami eksperymentalnymi a kontrolnymi wynosi mniej niz 4 lata, co przy dlugosci
zamieszkania wynoszacej okoto 20 lat nie stanowi duzej rdéznicy. Generalnie $redni okres
zamieszkania (ponad 21 lat) jest stosunkowo dlugi, pamigtajac o znacznej liczbie o0sOb nie
urodzonych w stolicy.

Wyniki badan zostaly przedstawione w tabeli w formie $redniej dtugosci wyliczonej dla

. L 407
kazdego z obszarow.*

Tab. 2.2.7. Srednia dlugos¢ zamieszkania w obecnym miejscu zamieszkania (jednym z

czterech obszarow) wyrazona w miesiacach.

Obszar
Wszystkie
czas El K1 E2 K2 obszary
Srednia
2006 233,4 295,5 237,1 279,8 262,6
2007 230,3 253,6 230,8 281,4 248,7
Obie fazy
Srednia 231,8 275,3 233,7 280,5 255,7

Zaprezentowane charakterystyki demograficzno-spoteczne $wiadczg o tym, ze wybrane
obszary sg do siebie poréwnywalne zarowno architektoniczno-urbanistycznie, jak i spolecznie.
Pewne réznice sa w tego typu badaniach nie do uniknigcia — istotne jest znaczne zblizenie $rednich
wynikéw, ich identyczno$¢ bytaby wrecz podejrzana. Przebadane grupy sa tez porownywalne pod

wzgledem demograficznym ze $rednig dla Warszawy 1 swojej dzielnicy. Dzigki temu uzyskane

07" Zbiorcza tabela ze wszystkimi wskazaniami respondentow, umozliwitaby poznanie doktadnego rozkladu dhugosci
zamieszkania, a nie tylko jego $redniej wartosci. Ze wzgledu na to, ze takie zestawienie byloby interesujace jedynie
dla waskiej grupy czytelnikdw pomini¢to ja w niniejszej publikacji. Osoby zainteresowane mogg otrzymac takie
zestawienie bezposrednio od autora.
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wyniki sg reprezentatywne dla mieszkancéw i terenu calej stolicy co pozwala na wycigganie
wnioskow nie tylko ograniczonych do badanych obszarow.
5.5 Czynniki wplywajace na bezpieczenstwo
Konstruowanie jakichkolwiek programéw prewencyjnych wymaga zarowno zidentyfikowania
zagrozen, jak i ustalenia sposobow radzenia sobie z nimi. Planujgc wszelkie dziatania prewencyjne
trzeba tez uswiadomi¢ sobie jej ograniczenia i czynniki na nie wptywajace. Holenderski raport
Poldera, powstaty w wyniku badan programéw zapobiegawczych, wymienia czynniki wplywajace
na powodzenie dziatan prewencyjnych. Sg to:
e wspoldziatanie i wielokierunkowa aktywno$¢ powinna by¢ skierowana na jeden maty cel,
e szanse oddzialywania sg odwrotnie proporcjonalne od ci¢zaru gatunkowego przestepczosci,
e skutecznos$¢ prewencji kryminalnej zwigkszy si¢, gdy sprawcy dojda do przekonania, ze na
skutek metod prewencyjnych musza wlozy¢ wiele wysitku, by osiagnaé¢ swoj cel i gdy
jednoczesnie zwigksza si¢ niebezpieczenstwo ich wykrycia.408

Zwlaszcza dwa pierwsze czynniki, z wyzej wymienionych, zastluguja na uwage. Po
pierwsze, zwrocenie uwagi na to, ze cel ktory chcemy zrealizowa¢ powinien by¢ jeden, a oprocz
tego maty. Nie mozna wigc oczekiwac, ze osiagnie si¢ wszystkie cele na raz. Drugim za$ jest fakt,
ze szansa oddzialywania na przestepstwa powazne jest wigksza niz na mata, ale dokuczliwg
przestgpczos¢ pospolita. Zwlaszcza na poziomie lokalnym, gdzie zazwyczaj to wiasnie drobna
przestgpczos¢ stanowi najwigkszy problem trzeba pamigtac¢ o tym ograniczeniu.

Czgsto jednak wychodzi si¢ z zalozenia, ze eksperci zajmujacy si¢ kwestiami
bezpieczenstwa begda najbardziej kompetentni do zidentyfikowania czynnikow wplywajacych na
bezpieczenstwo mieszkancow. O ile takie zaloZzenie moze sprawdzi¢ si¢ w przypadku
bezpieczenstwa odzwierciedlonego w policyjnych statystykach, tak subiektywne poczucie
bezpieczenstwa poszczegdlnych jednostek 1 grup nie zawsze idzie z nim w parze. Zbadanie, jakie
czynniki wptywaja na bezpieczenstwo mieszkancow badanych obszaréw bylo wigc istotne dla
stwierdzenia, czy podejmowane dziatania prewencyjne moga by¢ postrzegane przez ich gtownych
adresatow jako skuteczne. W tym celu w trakcie pierwszej fazy badan (2006 rok) w formularzu
ankiety zostalo zamieszczone pytanie o czynniki wplywajace na poczucie bezpieczenstwa
respondentéw (pytanie 9.). Badani byli proszeni o wskazanie czterech najwazniejszych czynnikdéw
wptywajacych na ich poczucie bezpieczenstwa i uszeregowanie ich od najwazniejszego do najmnie;j
waznego. Odpowiedzi zostaty zliczone w poszczegdlnych kategoriach od najwazniejszego czynnika
— kategoria pierwsza, do najmniej, wedlug respondentéw, waznego — Kkategoria czwarta.
Zamierzeniem badawczym nie bylo sugerowanie, czy chodzi o czynniki poprawiajace

bezpieczenstwo, czy tez zmniejszajace je. Dlatego czgs$¢ respondentow wskazata na zagrozenia, ale

48 tamze str. 15
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zdecydowana wigkszo$¢ wymienita te czynniki, ktore poprawiajg ich poczucie bezpieczenstwa.
Respondenci nie wybierali swoich odpowiedzi z gotowej kafeterii, tylko sami je wpisywali (pytanie
polotwarte), nastgpnie odpowiedzi te zostaly pokategoryzowane. Pewna czg¢$¢ respondentéw nie
odpowiedziata na to pytanie w ogdle (od 10,7% na obszarze E1 do 27,4% w obszarze K1). Czgsé
badanych wskazywata tylko jeden, dwa lub trzy czynniki, co jest widoczne w tabelach
przedstawiajacych wyniki.

Najwigcej wskazan, co nie jest zaskoczeniem, padato na policje. Jako najwazniejszy czynnik
wplywajacy na poczucie bezpieczenstwa wskazato ja od 37% (obszar E2) do 48% (obszar K2)
respondentéw. Policja, lub patrole policji, byly tez najczg¢sciej wskazywane jako drugi, trzeci i
czwarty co do znaczenia czynnik wptywajacy na bezpieczenstwo. Prawie wszyscy odpowiadajacy

na to pytanie (94,7%) wymienili policj¢ — nie zawsze na pierwszym miejscu — tab. 2.3.1.

Tab. 2.3.1. Liczba os6b uwazajacych policje za czynnik wplywajacy na bezpieczenstwo

Policja/patrole Obszar Suma Procent wszystkich
wskazan w

poszczegdélnych

kategoriach

El K1 E2 K2
Kategoria | 39 35 31 44 149 43,4%
Kategoria Il 21 17 16 15 69 21,6%
Kategoria lll 5 13 13 17 48 17,8%
Kategoria IV 9 4 7 6 26 11,9%
Suma 94, 7%

Inna formacja mundurowa zajmujaca si¢ zapewnieniem porzadku i bezpieczenstwa — Straz
Miejska, zostala wskazana na pierwszym miejscu jedynie przez pojedyncze osoby. Uzyskata za to
czwartg pozycje jako drugi co do wagi czynnik wptywajacy na bezpieczenstwo oraz odpowiednio
trzecig 1 szosta w kategorii trzeciego i czwartego z najwazniejszych czynnikow wptywajacych na
bezpieczenstwo — tab. 2.3.2. Ta ro6znica w pozycjach pomiedzy obiema formacjami $wiadczy o
wysokim spotecznym zaufaniu, jakim cieszy si¢ policja. Straz miejska byta wskazywana prawie
czterokrotnie rzadziej niz policja. Zwraca tez uwage¢ na to, jak istotna jest obecnos¢
umundurowanych (i dzigki temu widocznych) funkcjonariuszy policji blisko mieszkancow — ,,w
terenie”.

Tab. 2.3.2. Liczba os6b uwazajacych straz miejska za czynnik wplywajacy na

bezpieczenstwo

Straz miejska Obszar Suma Procent wszystkich
wskazan w
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poszczegolinych
kategoriach

El K1 E2 K2
Kategoria | 1 1 1 0 3 0,9%
Kategoria Il 3 9 9 7 28 8,8%
Kategoria lll 11 9 5 7 32 11,9%
Kategoria IV 3 4 3 1 11 5%
Suma 26,6%

Drugim, po policji, najcze$ciej wymienianym przez respondentdw czynnikiem
wpltywajacym na ich bezpieczenstwo bylo oswietlenie ulic (w tej kategorii znalazty si¢ tez
odpowiedzi wskazujace na latarnie). Os$Swietlenie jako najbardziej wplywajace na poczucie
bezpieczenstwa wskazato od 6,5% (obszar K1) do 12% (obszar E1) respondentow. Czynnik ten
zajat rowniez drugg pozycje w trzeciej kategorii oraz trzecig pozycje w drugiej i czwartej kategorii
— tab. 2.3.3. Sposrod wszystkich innych czynnikéw (obok policji) to wlasnie o$wietlenie bylo
najczesciej samodzielnie podawane przez badanych — w sumie 47,4% wymienilo ten czynnik.
Okazuje si¢, ze nie tylko wyniki badan prowadzonych nad prewencyjnym wplywem tego prostego
czynnika wskazujg na jego skuteczno$¢ (zgodnie z duzymi badaniami poroéwnawczymi liczba

)409, ale takze sami

przestgpstw na obszarach gdzie poprawiono o$wietlenie spada $rednio o 8%
adresaci programow prewencyjnych wymieniaja go jako majacy bardzo duzy wplyw na ich
poczucie bezpieczenstwa. Wigkszy od niego ma tylko policja, ale cata reszta jest postrzegana przez
respondentéw jako mniej istotna.

Tab. 2.3.3. Liczba os6b uwazajacych oswietlenie za czynnik wplywajacy na

bezpieczenstwo
Oswietlenie Obszar Suma Procent wszystkich
wskazan w
poszczegolnych
kategoriach
El K1 E2 K2

I 0
Kategoria | 11 5 10 10 36 10,5%
Kategoria Il 9 5 14 13 a1 12,9%

i 0
Kategoria lll 8 9 15 7 39 14,4%
Kategoria IV 1 6 10 4 21 9,6%
Suma 47,4%

% Farrington D. P, Welsh B. C., Effects of improved street lighting on crime: a systematic review, London 2002., str.
28-34
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Kamery, lub systemy monitoringu wizyjnego, znalazty si¢ dopiero na 6smej pozycji wsrod
czynnikow o najwigkszym wplywie na poczucie bezpieczenstwa (taka samag liczbe wskazan
otrzymaly: ,,brak przestgpcoOw/meneli/meliniarzy” oraz ,,towarzystwo innych oséb”). Jednak jako
drugi najwazniejszy czynnik wskazalo na nie juz 15% respondentéw (sposrdd tych, ktorzy udzielili
odpowiedzi na to pytanie). Wiecej wskazato tylko na policje. Podobnie w kategorii czwartego
najwazniejszego czynnika wplywajacego na poczucie bezpieczenstwa badanych kamery uzyskaty
druga w kolejnosci liczbe wskazan, a w kategorii trzeciego czynnika czwartg. Suma wskazan na
monitoring wizyjny jest duza — 37,4% (tab. 2.3.4.), ale juz w porownaniu np. do o$wietlenia nie tak
wysoka, jak mozna by przypuszcza¢. Duze pole do interpretacji daje zwlaszcza dopiero désma
pozycja systemow CCTV w pierwszej kategorii (czynnik najwazniejszy) — rzadko ankietowani na
pierwszym miejscu wskazywali na kamery jako czynnik wptywajacy na ich poczucie
bezpieczenstwa.

Tab. 2.3.4. Liczba os6b uwazajacych monitoring 2za czynnik wplywajacy na

bezpieczenstwo
Monitoring Obszar Suma Procent wszystkich
wskazan w
poszczegolinych
kategoriach

El K1 E2 K2

Kategoria | 4 2 1 0 7 2%
Kategoria Il 16 12 11 9 48 15%
Kategoria lll 7 6 23 8,5%
Kategoria IV 5 9 26 11,9%
Suma 37,4%

Kolejnym wymienianym przez respondentow czynnikiem byli ludzie, okreslani tez jako
znajomo$¢ ludzi, znajomi, znajomos$ci (tab. 2.3.5.). Kategoria ta zostala wyodrgbniona w
statystykach 1 zar6wno odpowiedzi wskazujace na sgsiadoéw, jak i1 na towarzystwo innych oséb
zostaly wykazane w odregbnych kategoriach. Decyzja o tym wyodrgbnieniu jest spowodowana
rdéznica pomiedzy wskazywaniem na ,,Judzi”’, co moze oznacza¢ osoby znane takze ,,z widzenia”,
ktorych spotkanie na drodze, nawet bez wchodzenia w jakiekolwiek interakcje wptywa pozytywnie
na poczucie bezpieczenstwa, od ,towarzystwa innych oséb”, czyli swiadomego przebywania w
grupie znajomych, oraz od sasiadow, ktorzy dzigki swojej czujno$ci maja gwarantowaé wigksze
bezpieczenstwo. Zsumowanie tych kategorii przesunetoby je na druga pozycje, ale celem badan nie
bylo uzyskanie wynikdw na wysokim stopniu ogolnosci, tylko jak najbardziej doktadnych. Czgste

udzielanie odpowiedzi ,,ludzie” moze obrazowac przeswiadczenie znacznej czgsci respondentow, ze
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obecnos¢ 0sob trzecich zmniejsza zagrozenie, rdwnoczesnie zwickszajagc prawdopodobienstwo
uzyskania od nich pomocy. O tym, jak zludne jest to przeswiadczenie §wiadcza liczne
eksperymenty z  zakresu psychologii spotecznej dokumentujace zjawisko  dyfuzji
odpowiedzialnosci. Dowodza one, ze prawdopodobienstwo uzyskania pomocy (niezaleznie, czy jest
to zdarzenie o charakterze przestgpnym, czy zwykly wypadek) jest odwrotnie proporcjonalne do
liczby ,,widzow”.*° Duza liczba ludzi nie gwarantuje wigc bezpieczefistwa, czy pomocy w sytuacji
zagrozenia, ale jak ilustruja to omawiane wyniki, daje to poczucie bezpieczenstwa badanym.
Wyborem, jakiego dokonata cze$¢ ankietowanych kierowato zapewne poczucie bezpieczenstwa
dawane przez obecnos$¢ oséb znanych, czyli nie ludzi ,,w ogole”. Jest to mechanizm podobny do
(wspomnianego juz) poczucia bezpieczenstwa w znanym Srodowisku/otoczeniu, ktore w tym
wypadku ma charakter spoleczny a nie materialny.

Tab. 2.3.5. Liczba os6b uwazajacych ludzi/znajomosci za czynnik wplywajacy na

bezpieczenstwo
Ludzie/ Obszar Suma Procent wszystkich
znajomosci wskazan w
poszczegolnych
kategoriach

El K1 E2 K2

Kategoria | 0 3 5 8 16 4,7%
Kategoria Il 3 2 5 10 20 6,3%
Kategoria lll 2 2 3 12 4,4%
Kategoria IV 2 5 3 13 5,9%
Suma 21,3%

Czwartym najcze$ciej] wskazywanym jako najbardziej wplywajacy na poczucie
bezpieczenstwa czynnikiem byla dzielnica/okolica/osiedle — tab. 2.3.6. Obszar moze wptywaé na
poczucie bezpieczenstwa zarOwno pozytywnie, jak 1 negatywnie. Pozytywnie, kiedy jest
postrzegany jako bezpieczny lub znany (przy czym wyodrebnione zostaly odpowiedzi bezposrednio
wskazujagce na znajomos¢ otoczenia — poz.7.). Z negatywnym wplywem mamy do czynienia w
przypadku dzielnic, czy miejsc cieszacych si¢ ,,ztg stawa”. W kazdym mie$cie 1 miasteczku istnieja
takie okolice — to moze by¢ przystanek PKS, boisko szkolne po godzinach pracy czy cate osiedle.

W przypadku Warszawy taka dzielnicg jest Praga Potnoc, a zwlaszcza jej starsza czesc.

410 Aronson E., Czlowiek istota spoleczna, Warszawa 2000, s. 52-59
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Tab. 2.3.6. Liczba os6b uwazajacych dzielnice/okolice/osiedle za czynnik wplywajacy na
bezpieczenstwo

Dzielnica/ Obszar Suma Procent wszystkich
okolica/ wskazan w
osiedle poszczegdinych

kategoriach

El K1 E2 K2
I 0,

Kategoria | 6 5 7 0 15 4,4%
Kategoria ll 2 1 1 0 4 1,3%
Kategoria lll 4 2 1 1 8 3%
Kategoria IV 2 0 5 0 7 3,2%
Suma 11,9%

Rownie czgsto, jak znajomo$¢ otoczenia, respondenci wskazywali na por¢ dnia (lub
godzing) jako element majacy wptyw na ich poczucie bezpieczenstwa. Odpowiedzi te sg ilustracja

tego, ze w ciagu dnia jest (statystycznie) bezpieczniej niz po zmroku.**!

Empirycznie
zweryfikowana prawidlowo$¢ ma odzwierciedlenie w potocznych opiniach o wigkszym zagrozeniu
przestepczoscia ,,po ciemku”.

Wskazania na ,brak przestgpcow/meneli/meliniarzy” to podobnie jak w przypadku
systemow CCTV jedynie 2% ogolnej liczby odpowiedzi w pierwszej kategorii. Do tej pozycji
mozna by jeszcze doliczy¢ ,.blokerséw 1 dresiarstwo”, ktore wybral 1% badanych. Czynniki te
wydaja si¢ by¢ stosunkowo jasne — obecno$¢ 0sob postrzeganych jako bezposrednie zagrozenie
wywotuje strach. Do grupy takich oséb zaliczy¢ mozna zaréwno ,,meneli”, czyli zapewne
bezdomnych 1 osoby pijace alkohol wyrdzniajgce si¢ swoim niechlujnym wygladem, jak 1 tzw.
,blokersow 1 dresiarzy” — mtode osoby w sportowym ubiorze zachowujace si¢ w wulgarny 1 gtosny

sposOb zwracajacy uwage otoczenia.

Tab. 2.3.7. Liczba os6b uwazajacych ochrone za czynnik wpltywajacy na bezpieczenstwo

Ochrona Obszar Suma Procent wszystkich
wskazan w

poszczegolinych

kategoriach

El K1 E2 K2
1 0,
Kategoria | 4 5 0 0 6 1,7%
Kategoria ll 6 1 1 2 10 3,1%
Kategoria lll 7 1 4 1 13 4,8%
Kategoria IV 5 2 0 3 10 4,6%
Suma 14,2%

Czynnikiem, ktory jako najwazniejszy wskazato mniej niz 2%, ale w kategorii drugiej,

1 Ramsey M., Newton R., The effect of better street lighting on crime and fear, London 1991, s. 10
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trzeciej 1 czwartej zebral odpowiednio 3,1%, 4,8% 1 4,6% jest ochrona. Ponad 15% ankietowanych
wskazato ja jako jeden z czterech gléwnych czynnikdw wptywajacych na ich poczucie
bezpieczenstwa — tab. 2.3.7. Nie jest to duza liczba biorac pod uwage duza liczbe pracownikdéw
agencji ochrony osob i mienia w stolicy. Powodem tego moze by¢ przyzwyczajenie si¢ do ich
obecnosci, ale taki sam mechanizm powinien ujawni¢ si¢ w przypadku policji, czy strazy miejskiej.
Wydaje si¢, ze fakt niewielkiej liczby wskazah na ochrong jako czynnik wptywajacy na poczucie
bezpieczenstwa wynika z postrzegania jej jako nie do konca skutecznej. W dodatkowych
komentarzach ankietowani wskazywali na ,,$pigcych starszych ochroniarzy” — przy takim odbiorze
pracownikow ochrony nie mozna liczy¢, ze bedg oni oceniani jako zwigkszajacy bezpieczenstwo w
istotnym stopniu. Prawie taka sama liczb¢ wskazan w pierwszej kategorii otrzymata odpowiedz
,maz/syn”. Biorac pod uwagg, ze nie sg to osoby, ktérych gléwna rolg jest poprawa poczucia
bezpieczenstwa zony lub matki to jest to liczba znaczaca, zwlaszcza porownujac to z odsetkiem,
ktéry wybrat ochrong (ktérej gldownym zadaniem jest wilasnie zapewnienie bezpieczenstwa).
Jeszcze mniej osob wskazalo na zamknigcie osiedla poprzez jego ogrodzenie jako czynnik
wplywajacy na zwickszenie poczucia bezpieczenstwa, ale w kolejnych trzech kategoriach
odpowiedz ta znajdowata si¢ zawsze w pierwszej dziesigtce.

Tab. 2.3.8. Najwazniejsze czynniki wplywajace na poczucie bezpieczenstwa
mieszkancow czterech obszaréw — pierwsze wskazanie.

Czynnik Obszar suma
El K1 E2 K2
Policja/patrole 39 35 31 44 149
Oswietlenie/latarnie 11 5 10 10 36
Ludzie/znajomosci 0 3 5 8 16
Dzielnica/okolica/osiedle 6 2 7 15
Sasiedzi (czujni) 0 7 1 6 14
Pora dnia/godzina 6 0 3 2 11
Znajomosc¢ otoczenia 1 2 4 4 11
Kamery/monitoring 4 2 1 7
Brak przestepcow/ 2 2 1 2 7
"meneli’/’meliniarzy
Towarzystwo innych 1 1 3 2 7
0sob
Ochrona 4 2 0 0 6
Maz/syn 1 1 3 0 5
Ogrodzenie/zamkniete 3 0 1 0 4
podworze/zamkniete
osiedle
Domofon 0 2 1 1 4
Wiasna przezornos¢ 0 2 1 1 4
Czeste napady/brak 0 2 0 2 4
przestepczosci w
okolicy
Straz miejska 1 1 1 3
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Blokersi/dresiarstwo 1 0 0 2 3
Dobre 0 1 2 0 3
prawo/egzekwowane/ 0

toleranciji

Warunki fizyczne 0 1 1 1 3
Wczesniejsza 0 0 2 1 3
wiktymizacja/ brak

wczesniejszej

wiktymizacji

Przyzwyczajenie/ 1 1 0 0 2
zwyczaje/ unikanie

niebezpiecznych miejsc

Wiasny charakter/’bycie 1 1 0 0 2
czynnym”

Cisza 0 0 1 1 2
Odwaga 0 1 0 1 2
Wiara 0 1 0 1 2
Wyzsze kary dla 1 0 0 0 1
przestepcow/ surowe

prawo

Dobra widocznosc¢ w 1 0 0 0 1
terenie

Dobre samopoczucie 1 0 0 0 1
Kraty w oknach 1 0 0 0 1
Bliskos¢ Dworca 1 0 0 0 1
Centralnego

Bezsilnosc¢ 1 0 0 0 1
Miejsce urodzenia 1 0 0 0 1
Wiek 1 0 0 0 1
Zamki 0 0 0 1 1
Pies 0 0 1 0 1
Brak doniesien o 0 0 0 1 1
przestepstwach

Przemieszczanie sie 0 1 0 0 1
autem

N6z 0 1 0 0 1
Zyczliwosé 0 0 1 0 1
Intuicja 0 0 1 0 1
Spokoj spoteczny 0 0 1 0 1
Praca 0 0 1 0 1
Wolnos¢ 0 0 0 1 1
Brak odpowiedzi 11 29 16 26 82
Suma odpowiedzi 101 106 100 118 425

Sposrod odpowiedzi, ktore powtarzaly si¢ w kazdej kategorii wspomnie¢ nalezy o
oczekiwaniu dobrego i konsekwentnie egzekwowanego prawa (0 tolerancji), oraz wyzszych
(surowych) kar dla przestepcow — tab. 2.3.8. — 2.3.11. Oczekiwania takie moga $wiadczy¢ o
poczuciu, ze wielu sprawcoéw jest bezkarnych, jak i1 o przekonaniu, ze surowe kary odstrasza

potencjalnych sprawcow. Jest to zgodne z pogladem o prewencyjnej funkcji prawa karnego
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materialnego - rozdziat 1.).

Wplyw na poczucie bezpieczenstwa badanych oséb maja w ograniczonym zakresie: wlasne
doswiadczenia wiktymizacyjne (lub ich brak) oraz wiedza, czerpana takze z mediéw, o
popetnianych przestepstwach.

Tab. 2.3.9. Najwazniejsze czynniki wplywajace na poczucie bezpieczenstwa
mieszkancow czterech obszarow — drugie wskazanie.

Czynnik Obszar suma
El K1 E2 K2
Policja/patrole 21 17 16 15 69
Kamery/monitoring 16 12 11 9 48
Oswietlenie/latarnie 9 5 14 13 41
Straz miejska 3 9 9 7 28
Ludzie/znajomosci 3 2 5 10 20
Sasiedzi (czujni) 1 2 7 4 14
Ochrona 6 1 1 2 10
Znajomos¢ otoczenia 2 4 0 4 10
Wyzsze kary dla 1 6 1 1 9
przestepcéw/ surowe
prawo
Towarzystwo innych oséb 3 0 2 3 8
Ogrodzenie/zamkniete 5 1 0 0 6
podwérze/zamkniete
osiedle
Dobre 2 3 0 0 5
prawo/egzekwowane/ 0
tolerancji
Domofon 2 0 0 2 4
Dzielnica/okolica/osiedle 2 1 1 0 4
Zamki 1 2 0 1 4
Telefon 1 2 1 0 4
Czeste napady/brak 0 0 1 3 4
przestepczoéci w okolicy
Brak przestepcow/ 1 0 1 1 3
"meneli”/’meliniarzy
Bezkarnosc¢ 3 0 0 0 3
Wiasna przezornosé 0 1 2 0 3
Warunki fizyczne 0 1 0 2 3
Pora dnia/godzina 1 1 0 2
Przemieszczanie sie 0 0 2 0 2
autem
Porzadek (czyste ulice) 0 0 0 2 2
Ruch na ulicy 1 0 0 0 1
Cisza 1 0 0 0 1
Obecnos¢é domownikéw 1 0 0 0 1
Gaz tzawigcy 1 0 0 0 1
Unikanie odludnych/ 0 1 0 0 1
niebezpiecznych miejsc
Zwyczaje 0 1 0 0 1
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Wczesniejsza 0 0 1 0 1
wiktymizacja/ brak

wczesniejszej wiktymizaciji

Pies 0 0 0 1 1
Brak doniesien o 0 0 0 1 1
przestepstwach

Jakosé zycia 1 0 0 0 1
Nie prowokowanie 0 0 1 0 1
Sklepy z alkoholem 0 1 0 0 1
zamkniete po 20-tej

Zrozumienie 0 0 0 1 1
Brak odpowiedzi 14 33 23 36 106
Suma odpowiedzi 101 106 100 118 425

Tab. 2.3.10. Najwazniejsze czynniki wplywajace na poczucie bezpieczenstwa
mieszkancow czterech obszarow — trzecie wskazanie.

Czynnik Obszar suma
El K1 E2 K2

Policja/patrole 5 13 13 17 48

Oswietlenie/latarnie 8 9 15 7 39

Straz miejska 11 9 5 7 32

Kamery/monitoring 7 4 6 6 23

Ochrona 7 1 4 1 13

Ludzie/znajomosci 2 2 3 5 12

Sasiedzi (czujni) 3 1 4 2 10

Ogrodzenie/zamkniete 7 0 0 1 8

podworze/zamkniete

osiedle

Dzielnica/okolica/osiedle 4 2 1 1 8

Zamki 1 2 2 1 6

Domofon 0 4 0 1 5

Towarzystwo innych oséb 0 0 1 4 5

Wiasna przezornosé 1 3 0 0 4

Dobre 2 0 0 1 3

prawo/egzekwowane/ 0

tolerancji

Znajomosc¢ otoczenia 0 1 2 0 3

Wczesniejsza 1 1 1 0 3

wiktymizacja/ brak

wczesniejszej wiktymizacji

Czeste napady/brak 0 1 1 1 3

przestepczoéci w okolicy

Obiekty handlowe 0 1 2 0 3

Telefon 112 0 0 1 2 3

Brak przestepcéow/ 0 0 0 2 2

"meneli”’/’meliniarzy

Cisza 0 0 1 1 2

Wyzsze kary dla 0 1 0 1 2

przestepcoéw/ surowe

prawo

Biurokracja policji 2 0 0 0 2
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Tab. 2.3.11 Najwazniejsze czynniki wplywajace na poczucie bezpieczenstwa mieszkancow

czterech obszarow — czwarte wskazanie.

Czynnik Obszar suma
El K1 E2 K2
Policja/patrole 9 4 7 6 26
Kamery/monitoring 5 5 7 9 26
Oswietlenie/latarnie 1 6 10 4 21
Sasiedzi (czujni) 8 7 1 2 18
Ludzie/znajomosci 2 5 3 3 13
Straz miejska 3 4 3 1 11
Ochrona 5 2 3 10
Wiasna przezornosé 1 4 1 2 8
Domofon 3 2 2 7
Dzielnica/okolica/osiedle 2 0 5 0 7
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Suma odpowiedzi 101 106 100 118 425

Sporadycznie (praktycznie w kazdej kategorii) pojawiaty si¢ odpowiedzi wskazujace na
fizyczne $rodki zapewniania bezpieczenstwa, takie jak: domofon (taka sama liczba wskazan jak
ogrodzenie osiedla), zamki, alarm czy kraty. Ich skutecznos¢ jest wigc oceniana niezbyt wysoko.
Rownie rzadko byly wskazywane czynniki zwigzane z wlasnym ,,uzbrojeniem” w: ndz, gaz
tzawigcy, patke, bron palng, czy ,bile w skarpetce” (!). Czesciej od tego swoistego uzbrojenia
respondenci polegali na ,,wlasnej sprawnosci fizycznej”, ,,odwadze” oraz ,,wtasnym charakterze”.
Unikaniu zagrozen moze sprzyja¢ przede wszystkim ,,unikanie niebezpiecznych miejsc”, ale takze
,hie prowokowanie”, ,,przemieszczanie si¢ wlasnym autem”, a bezpiecznemu oddaleniu ,buty
pozwalajace szybko ucieka¢”. Niewielkiemu odsetkowi poczucie bezpieczenstwa poprawia
towarzystwo psa. Pojedyncze osoby wskazywaly na wiarg, jako czynnik wplywajacy na ich
poczucie bezpieczenstwa.

Respondenci wierzg przede wszystkim w stuzby mundurowe (nie tylko wskazania policji i
strazy miejskiej, ale takze telefonu 112) i innych ludzi, oprécz tego na ich poczucie bezpieczenstwa
wptywa o$wietlenie 1 (w mniejszym zakresie) kamery. Inne $rodki zapewniania bezpieczenstwa sa
przez nich postrzegane jako znacznie mniej istotne.

5.7 Wiktymizacja i poczucie bezpieczenstwa

Pytania dotyczace wiktymizacji i poczucia bezpieczenstwa stanowity gtowna cze$¢ badan
majaca za zadanie zmierzy¢ faktyczny wplyw instalacji kamer na przestgpczo$¢ (mierzone
raportowang wiktymizacja) i poczucie bezpieczenstwa mieszkancow. W tym celu zostaty najpierw
dobrane obszary eksperymentalne i kontrolne (proces ten omowiono wczesniej), a nastepnie na ich
terenie przeprowadzone dwie fazy badan (przed instalacjg kamer i po ich zainstalowaniu).

5.7.1 Wiktymizacja

W tym miejscu nalezy powtornie zaznaczy¢, ze policja nie dysponuje danymi dla badanych
obszarow, ale skorzystanie tylko i wylacznie z danych uzyskanych od samych mieszkancow
pozwala unikna¢ konfuzji przy ich analizowaniu. Omawiano mozliwo§¢ paradoksalnego
zwigkszenia liczby rejestrowanych przez policje czynow dzigki sprawnej pracy operatoréw kamer,
ktora de facto zmniejsza ciemng liczbe przestgpstw. W przypadku anonimowych badan
wiktymizacyjnych nie mamy do czynienia z niedoszacowaniem liczby przestepstw spowodowane;j
niezglaszaniem ich przez poszkodowanych. Jedyng kategorig nie ujeta w tego typu danych sg
zaklocenia porzadku publicznego (np. spozywanie alkoholu w miejscach publicznych lub
demolowanie obiektéw uzyteczno$ci publicznej), gdyz to nie respondenci sg jej bezposrednimi
ofiarami.

Podobnie, jak w (omawianych) badaniach Farringtona i Welsha oraz Spriggs i Gilla
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przyjeto, ze oczekiwang zmiang, jaka powinna wystgpi¢ na obszarze eksperymentalnym jest
zmniejszenie liczby przestgpstw oraz zwigkszenie poczucia bezpieczenstwa mieszkancow. Obie te
zmiany powinny wystapi¢ w stopniu wickszym niz na kontrolnym. Innym przypadkiem, ktory
mozna by uzna¢ za przemawiajacy na korzys¢ kamer jako srodka prewencyjnego, to zwickszenie
liczby przestepstw 1 spadek poczucia bezpieczenstwa na obszarach eksperymentalnych, ale w
mniejszym stopniu niz na obszarach kontrolnych. Uniknigciu nadinterpretacji wynikéw shuzyto
wykorzystanie procentowego poréwnania zachodzacych zmian, jak i skorzystanie z meta analizy.
Meta analiza zostala zaprojektowana dokladanie w sposob, jaki zaproponowali Farrington i
Welsh*?, czyli iloraz przestepstw (1 wykroczen) zgloszonych przed instalacjg kamer 1 przestepstw (i
wykroczen) po instalacji. Nastgpnie iloraz ten poréwnano z wyliczonym w ten sam sposob ilorazem
dla obszaru kontrolnego.

Badaniu wiktymizacji respondentow, ich dzieci oraz poczucia bezpieczenstwa stuzyt blok
pytan od trzeciego do 6smego. Pytanie trzecie dotyczylo doswiadczen wiktymizacyjnych samych
respondentéw w ciggu dwunastu miesiecy poprzedzajacych badanie. Obliczono zmiang, jaka zaszla
zarowno w liczbie, jak i procentowg (wielko§¢ prob zmieniata si¢ nieznacznie, przy minimalnej
liczbie respondentéw réwnej 100, co powoduje nierowne wagi pojedynczych odpowiedzi). Przy
obliczaniu zmiany przyjeto warto$¢ z pierwszej fazy badan za 100%.

Mieszkancy kazdego z badanych obszarow byli zdecydowanie rzadziej wiktymizowani w
roku 2007, niz w 2006 (biorac pod uwage fakt, ze obie fazy badan byly prowadzone w ostatnich
miesigcach roku uproszczenie to jest uprawnione). Spadek liczby mieszkancow, ktorzy stali si¢
ofiarami przestgpstw lub wykroczen siggat od 37,7% (obszar E2) do 71,4% (obszar K2). Jak wida¢
(tab. 2.4.1.) sytuacja mieszkancow obszaru kontrolnego znacznie si¢ pod tym wzgledem poprawita
w stosunku do obszaru eksperymentalnego.

Tab. 2.4.1. Wiktymizacja mieszkancoéw czterech obszarow badana w 2006 i 2007 roku.

Odsetek 0sob, ktore zadeklarowaty Zmiana
Obszar | wiktymizacje na terenie Warszawyw ciggu procentowa
12 miesiecy poprzedzajgcych badanie (w wartosciach
(wartosci bezwzgledne) bezwzglednych)
| Faza (2006) Il Faza (2007)
El 11,7 5,9 -49,6 %
(12) (6) - (6)
K1 15,1 9 -40,4 %
(16) 9) - (7)

12 \Welsh B. C., Farrington D. P., op. cit., str. 8
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E2 17 10,6 -37,7%
(17) (12) - (5)

K2 21 5,8 - 71,4 %
(25) (6) - (19)

Zaprezentowane wyniki sa jednak obarczone pewnym ograniczeniem, ktére moze
powodowaé ich nadinterpretacje. Ot6z badani mieszkancy nie byli wiktymizowani tylko i
wylacznie na obszarach objetych badaniami, ale takze w innych cze$ciach Warszawy. Badajac
wpltyw kamer na bezpieczenstwo nalezato to uwzgledni¢. W tym celu wyniki zostaty zanalizowane
takze pod tym katem, korzystajac z doktadnego okreslenia przez respondentéw w jakich miejscach
zostaty popetnione czyny. Wyniki z uwzglednieniem tylko czynéw popetnionych na terenie
obszaréw badawczych przedstawiono w tabeli 2.4.2.

Podobnie, jak w przypadku wiktymizacji na terenie Warszawy, takze na terenie kazdego z
czterech obszaréw liczba (i odsetek) zgloszonych przez osoby badane czynéw zmniejszyla sig.
Trudno jednak stwierdzi¢ jakikolwiek zwigzek pomig¢dzy zainstalowaniem kamer a tym faktem,
gdyz w obu parach liczba przestepstw 1 wykroczen spadla bardziej na obszarze gdzie kamer nie
zainstalowano. Oczywis$cie przy tak matych liczbach mozna zarzuci¢ tym wyliczeniom niewielka
warto$¢ diagnostyczng, jednak nalezy zwroci¢ uwage na fakt, ze roznica ta jest widoczna zard6wno
w liczbie czyndw, jak i wyrazonych procentowo.

Wyliczony czynnik do meta analizy (iloraz czynéw zgloszonych w czasie poprzedzajacym
montaz kamer i po ich instalacji) wynosi 1,33 dla obszaru E1 a 2,0 dla obszaru K1 i odpowiednio
2,51 3,75 dla obszarow E2 1 K2. To co wida¢ wyliczajac zmiany procentowe jest jeszcze lepiej
widoczne dzigki skonstruowaniu tego czynnika. Na podstawie tych danych nie mozna stwierdzié, ze
kamery wptyngly na faktyczne bezpieczenstwo mieszkancow obszaréw, na ktorych je
zainstalowano. Nieuprawniony wydaje si¢ wniosek, Ze instalacja kamer spowodowata mniejszy
spadek liczby przestepstw na obszarach eksperymentalnych niz na kontrolnych. Okazuje si¢, na
podstawie uzyskanych wynikow, ze kamery nie przyniosty oczekiwanych efektow.

W tym miejscu warto tez opisa¢ charakter czynoéw, jakie zostaly zgloszone przez
respondentéw:

- na obszarze E1 w 2006 roku byly to: wltamanie do auta (3 wskazania) i kradziez rozbojnicza, a w
2007 roku: uszkodzenie auta, rozbdj 1 wlamanie do piwnicy,

- na obszarze K1 w 2006 roku: wlamania do mieszkania (3 wskazania), pobicie, oszustwo, kradziez
rozbdjnicza, wlamanie do auta, wlamanie do piwnicy, a w 2007 roku: kradziez rozbdjnicza,
oszustwo, wlamanie do mieszkania 1 wtamanie do piwnicy,

- na obszarze E2 w 2006 roku: kradziez auta (2 wskazania), kradziez rowerow (2 wskazania),

wilamanie do auta, uszkodzenie auta, kradziez czg$ci auta, kradziez kieszonkowa i zaktdcanie ciszy
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nocnej, a w 2007 roku kradziez rozbojnicza, wlamanie do auta, kradziez czgSci auta (tablic
rejestracyjnych) i zaktocanie porzadku publicznego przez narkomanow,

- na obszarze K2 w 2006 roku: kradziez kieszonkowa (4 wskazania), wtamania do piwnicy (3
wskazania), wlamania do mieszkania (2 wskazania), rozbdj, kradziez auta, kradziez rowerdw,
kradziez wozka dziecigcego, uszkodzenie auta i zakldcanie porzadku publicznego, a w 2007 roku
witamania do: mieszkania, garazu i piwnicy oraz rozboj.

Zdecydowana wickszo$¢ wymienionych czyndw jest skierowanych przeciwko mieniu, a ich
przedmiotem s3: pojazdy, mieszkania i przedmioty ruchome oraz pienigdze. Kilka zdarzen miato
charakter czynéw przeciwko porzadkowi publicznemu, a jeden przeciwko zdrowiu. Mozna
oczekiwac, ze zwlaszcza przestgpstwa popelniane w przestrzeni publicznej, takie jak: przestepczosé
samochodowa, kradzieze kieszonkowe i rozbojnicze oraz rozboje i pobicia stanowig czyny, ktore
montaz kamer powinien ograniczy¢ lub im zapobiec. Tak si¢ jednak nie stato.

Tab. 2.4.2. Wiktymizacja mieszkancow na terenie obszarow badawczych badana
w 2006 i 2007 roku.

Odsetek osob, ktore zadeklarowaty Zmiana procentowa
Obszar wiktymizacje na terenie badanego (w warto$ciach
obszaru w ciggu 12 miesiecy bezwzglednych)
poprzedzajgcych badanie
(wartosci bezwzgledne)
| Faza (2006) Il Faza (2007)
El 3,9% 3% -23,1%
4) 3 -(1)
K1 7,6 % 4 % -47,4 %
(8) 4) - (4)
E2 10 % 3,5% - 65 %
(10) 4) - (6)
K2 12,6 % 3,9% - 69,1 %
(15) 4) - (11)

Badanie obj¢to tylko petnoletnich mieszkancow wybranych obszarow, ale respondentow
zapytano rowniez o wiktymizacje ich dzieci. Mozna przypuszczaé, ze rodzice nie wiedzg o
wszystkich przypadkach, kiedy ich potomstwo pada ofiarg przestepstw lub wykroczen, jednak na
pewno w przypadku czynéw o powazniejszym charakterze, ktorych skutkow nie da si¢ ukry¢
(pobicie, kradziez lub wymuszenie cennych przedmiotow) beda o tym poinformowani.

Mtodzi ludzie (zwlaszcza w okresie dojrzewania i mtodzi doro$li) padaja statystycznie
czgSciej ofiarami przemocy niz osoby od nich starsze. ,,Grupe szczegdlnego ryzyka

wiktymizacyjnego stanowig badani w wieku 16-29 lat. Okazuje si¢, ze nie tylko przestgpcy - jak
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skadingd wiadomo - lecz rowniez ich ofiary rekrutujg si¢ przede wszystkim z mtodszych grup
wiekowych. Warto jednak nadmieni¢, ze analiza regresji nie ujawnita liniowej zaleznosci od

*M3 Do obliczen odsetka dzieci, ktorych rodzice dowiedzieli sic o ich wiktymizacji zostaly

wieku.
uwzglednione tylko osoby posiadajace potomstwo, czyli waga wartosci bezwzglednych (liczba
czynow) przekladala si¢ na odsetek w innym stosunku niz w przypadku wiktymizacji dorostych
mieszkancow.

Zaprezentowane wyniki, podobnie jak w grupie dorostych, obrazuja pewng zmiane, ktora
zaszta na terenie (prawie) wszystkich obszarow badawczych. Jednak ze wzgledu na mniejsze
wartosci bezwzgledne wyciagganie z nich wigzacych wnioskdéw jest nieuprawnione. Zmniejszenie
liczby zgloszonych czyndéw o dwa (obszar E2) oznacza spadek o 100%, kiedy w tym samym czasie
na obszarze K2 roznica wynoszaca sze$¢ przektada sie na 75%. To wiasnie tego typu ograniczenia
wynikajace z analizy matej liczby czynow (w wartos$ciach bezwzglednych) kierowaty Welshem i
Farringtonem przy ograniczeniu analizy do programéw, w ktorych rejestrowano minimalnie 20
czynow przed wprowadzeniem zmiennej. O ile dane wiktymizacyjne dla dorostych mieszkancow
zblizajg si¢ do tej wartosci, co pozwala na ich dokladniejsza analize, to w przypadku dzieci
mieszkancow ze wzgledu na rzetelno$¢ metodologiczng mozna si¢ nimi poslugiwaé tylko

pomocniczo (tab. 2.4.3. — 2.4.4).

Tab. 2.4.3. Wiktymizacja dzieci mieszkancow czterech obszarow badana w 2006 i
2007 roku.

Odsetek rodzicow, ktorzy zadeklarowali | Zmiana procentowa
Obszar | wiktymizacje wiasnych dzieci w ciggu 12 (w wartosciach
miesiecy poprzedzajgcych badanie bezwzglednych)
(wartosci bezwzgledne)
| Faza (2006) Il Faza (2007)
El 16,3 % 1,9% -88,4 %
8 1 -(7)
n=49 n=52
K1 8,3 % 8,1 % 0%
3 3 0)
n=36 n=37
E2 4,9 % 0% - 100 %
2 0 -(2)
n=41 n=42
K2 16% 4% -75%
8 2 - (6)
n=50 n=50

3 Siemaszko A., Kogo bijg, komu kradng. Przestepczo$é nie rejestrowana w Polsce i na $wiecie, Warszawa 2001, str.
137
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Oprocz wskazanych juz ograniczen w interpretacji uzyskanych wynikow wynikajacych z
malej liczby zgloszonych przestepstw i wykroczen, ktorych ofiarg padly dzieci respondentow
nalezy wspomnie¢ o dodatkowym. Jest nim, podobnie jak w przypadku wiktymizacji dorostych
respondentéw, miejsce, gdzie zgloszone czyny zostaly dokonane. Wyodrebniajac tylko czyny z
terenu obszarow badawczych otrzymujemy jeszcze nizsze wartosci, w przypadku ktérych
zmniejszenie liczby czyndw o jeden oznacza stuprocentowy spadek. Mozna by to ujaé jako
,catkowita likwidacje¢ przestepczosci”, ktérej ofiarg padaja nieletni na trzech badanych obszarach,
ale bytoby to oczywiscie duze naduzycie.

Zgodnie z przewidywaniami wsrod czynow o charakterze przestepnym, o ktorych wiedzieli
rodzice (respondenci) dominowaty rozboje i kradzieze rozbdjnicze, w trakcie ktorych dochodzito do
zaboru telefonow komorkowych i portfeli oraz pobicia. Czyny, ktorych efektow nie sposob ukryé
przed opiekunami (rodzicami).

Nie wyciaganie daleko idacych wniosko6w nie ogranicza przed zaproponowaniem
rozwigzania dla przygotowywania tego typu badan w przysziosci. W celu uzyskania danych
pozwalajacych na ich statystyczng analize nalezy albo wybiera¢ znacznie wicksze proby, ktorych
wielko§¢ pozwoli uzyskac statystycznie istotny material, albo skierowa¢ badania réwniez do
niepetnoletnich. Pierwsze z rozwigzan znacznie podwyzsza koszt prowadzenia tego typu badan
pozostawiajac jego istotne ograniczenie w postaci uzyskania wiedzy tylko o powazniejszych
czynach. Drugie wydaje si¢ by¢ metodologicznie wlasciwsze, przy zatozeniu, ze niepelnoletnim uda
si¢ zagwarantowa¢ anonimowos¢, takze wobec wlasnych rodzicéw, jednoczesnie uzyskujac od tych
rodzicow zgode na udziat ich potomstwa w badaniach.

Tab. 2.4.4. Wiktymizacja dzieci mieszkancow na terenie obszarow badawczych
badana w 2006 i 2007 roku.

Odsetek rodzicéw, ktorzy zadeklarowali
Obszar | wiktymizacje wtasnych dzieci na terenie
obszaréw badawczych w ciggu 12
miesiecy poprzedzajgcych badanie
(wartosci bezwzgledne)
| Faza (2006) Il Faza (2007) |Zmiana procentowa
(w wartosciach
bezwzglednych)
El 2% 0% - 100 %
1 0 - (1)
n=49 n=52
K1 2,8 % 0% -100 %
1 0 - (1)
n=36 n=37
E2 4,9 % 0% - 100 %
2 0 -(2)
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n=41 n=42

K2 4 % 2% -50 %
2 1 - (1)
n=50 n=50

5.7.2 Poczucie bezpieczenstwa

Poczucie bezpieczenstwa jest subiektywng oceng rzeczywisto$ci dokonywang przez
kazdego cztowieka pod katem spostrzeganych przez niego zagrozen (wigcej cze$¢ I rozdziat 3.).
Zaktadajac, ze kamery maja prewencyjny wplyw na przestepczo$¢ zmiany wynikajace z ich
instalacji powinny zosta¢ odzwierciedlone nie tylko w liczbie popelnionych czynow, ale takze w
ocenie bezpieczenstwa dokonanej przez mieszkancow obszaréw, na ktorych je zainstalowano.
Mieszkancy doswiadczajac mniejszego zagrozenia przestepczoscig powinni czué si¢ bezpieczniej.
Innym z potencjalnych i oczekiwanych efektéw jest wyzsze poczucie bezpieczenstwa wynikajace
ze $wiadomosci stosowania przez odpowiednie stuzby nowych $srodkéw walki z przestepczoscia.
Moze wiec mie¢ to charakter efektu placebo, czyli wynikaé tylko 1 wylacznie z przekonania o
skuteczno$ci pewnych $rodkow (w tym wypadku kamer), albo faktycznej, chociaz subiektywnej
oceny bezpieczenstwa.

Ocenie poczucia bezpieczenstwa stuzyta grupa pytan od pigtego do 6smego. Respondenci
byli proszeni o okreslenie swojego poczucia bezpieczenstwa na trzech roznych obszarach:
Warszawie, dzielnicy/osiedlu oraz podworku/bloku, poprzez wybdr jednej z czterech odpowiedzi:
bardzo bezpiecznie, raczej bezpiecznie, raczej niebezpiecznie i bardzo niebezpiecznie. Istnieje
tendencja wyboru wartosci srodkowej, dlatego kafeteria zostala skonstruowana w sposob
uniemozliwiajacy jej wybor poprzez przedstawienie parzystej liczby mozliwych odpowiedzi.
Respondenci byli zmuszeni do zdecydowania, czy czuja si¢ ,raczej bezpiecznie”, czy ,raczej
niebezpiecznie”. Poszczegodlne obszary si¢ w sobie zawieraja, tzn. dzielnica lub osiedle jest czescia
catego miasta, ale dla celow niniejszych badan zostata wykorzystana znana z badan poczucia
bezpieczenstwa zalezno$¢ polegajaca na tym, ze bezpieczenstwo na wigkszym obszarze (calym
kraju, wojewodztwie czy miescie) jest oceniane nizej niz we wlasnej okolicy osoby badanej. Dzigki
zadaniu pytania o rdézne obszary mozna porownac¢ zmiany poczucia bezpieczenstwa ogolnego (na
terenie kraju lub miasta), jak i na wybranych mniejszych obszarach.

Zmianom, jakie zaszly w przypadku wiktymizacji (ktéra w istotny sposob si¢ zmniejszyta),
towarzyszylo podwyzszenie poczucia bezpieczenstwa mieszkancow wszystkich czterech obszaréw
(tab. 2.4.5.). Wzrést odsetek osob czujacych sie w Warszawie bezpiecznie 1 bardzo bezpiecznie. Do
jego wyliczenia przyjeto wartos¢ z pierwszej fazy jako 100%, czyli jezeli w przypadku obszaru E1l

69,6% (wartos¢ z | Fazy badan) stanowi 100% to 79% (wartos¢ z Il Fazy badan) odpowiada 113%,
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czyli zmiana wyniosta 13%. W ten sposob wyliczono tez zmiang dla poczucia bezpieczenstwa na
terenie dzielnicy/osiedla, podworka/bloku oraz po zapadnigciu zmroku.

Zmiana poczucia bezpieczenstwa na kazdym z obszaro6w byla istotna statystycznie — od
13% (obszar E1) do 40% (obszar K1). Pamigtajac, ze to wtasnie na obszarach eksperymentalnych
(w tym El) zaszla zmiana w postaci objecia nadzorem miejskiego systemu monitoringu wizyjnego
trudno, na podstawie tych danych, jest stwierdzi¢ jego dzialanie. Moze wynika to z faktu, ze pytanie
dotyczyto poczucia bezpieczenstwa w Warszawie. Jezeli to jest powodem, a system CCTV wplynat
na ocen¢ stanu bezpieczenstwa w najblizszej okolicy zmiany powinny zosta¢ uwidocznione w
odpowiedziach na kolejne pytania.
Tab. 2.4.5. Poczucie bezpieczenstwa mieszkancow czterech obszarow na terenie
Warszawy w 2006 i 2007 roku.

Obszar | Faza (2006) Il Faza (2007) Zmiana
Bardzo Niebezpiecznie i |Bardzo Niebezpiecznie i
bezpiecznie i [bardzo bezpiecznie i |bardzo
bezpiecznie |niebezpiecznie |[bezpiecznie |niebezpiecznie

El 69,6 % 30,4 % 79 % 21 % + 13 %
71 31 79 21 bezp.
(wzrost w
— — grupie
=102 n=100 bezp. i b.
bezp.)
K1 50,5 % 49,5 % 70 % 30 % + 40 %
53 52 70 30 bezp.
n=105 n=100
E2 62 % 38 % 74,8 % 25,2 % + 20,6 %
62 38 83 28 bezp.
n=100 n=111
K2 70,9 % 29,1 % 83,3 % 16,7 % + 17,5 %
83 34 85 17 bezp.
n=117 n=102

Zmiana poczucia bezpieczenstwa mieszkancow (prawie) kazdego z obszarow byla,
podobnie jak w przypadku oceny bezpieczenstwa w miescie, istotna statystycznie — od 2,3%

(obszar K2 — jedyny, gdzie zmiana byta niewielka) do 26,4% (obszar E1). Jest to jeden z dwoch
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wypadkow, kiedy na obszarach objetych badaniami ujawniona zostala oczekiwana tendencja —
zmiana (zwigkszenie) poczucia bezpieczenstwa mieszkancow obszarow, gdzie zainstalowano
kamery byla proporcjonalnie wicksza niz na terenie obszarow kontrolnych, gdzie ta zmienna nie
zostala wprowadzona. Wprawdzie tylko w drugiej parze roznica ta jest istotna — zwigkszenie grupy
czujacej sie ,,raczej bezpiecznie” 1 ,,bezpiecznie” o 25,8% (obszar E2) w stosunku do zwigkszenia
si¢ tej grupy o 2,3% na obszarze K2. Roznica pomi¢dzy zmianami, jaka zaszty na obszarach EI i
K1 jest niewielka — 26,4% i 24,5%, ale jak wspomniano jest to jeden z dwoch przyktadow, kiedy
oczekiwana tendencja ujawnia si¢ w obu parach (tab. 2.4.6.).

Tab. 2.4.6. Poczucie bezpieczenstwa mieszkancow czterech obszaréw na terenie

dzielnicy/osiedla w 2006 i 2007 roku.

Obszar | Faza (2006) Il Faza (2007) Zmiana
Bardzo Niebezpiecznie i |Bardzo Niebezpiecznie i
bezpiecznie i [bardzo bezpiecznie i [bardzo
bezpiecznie |niebezpiecznie |bezpiecznie [niebezpiecznie

El 68,9 % 31,1% 87,1 % 12,9 % + 26,4 %
73 28 88 13 bezp.
(wzrost w
— = grupie
n=101 n=101 bezp. i b.
bezp.)
K1 60,9 % 39,1 % 75,8 % 242% |+245%
64 41 75 24 bezp.
n=105 n=99
E2 71,7 % 28,3 % 90,2 % 9,8 % + 25,8 %
71 28 101 11 bezp.
n=99 n=112
K2 77,8 % 22,2 % 79,6 % 204% [H+2,3%
91 26 82 21 bezp.
n=117 n=103

Najistotniejsza powinna by¢ zmiana, jaka zaszla w poczuciu bezpieczenstwa na terenie
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najblizszym miejscu zamieszkania respondentow: ich podworku, bloku (tab. 2.4.7.). Kamery
zostaty zainstalowane w ich bezposrednim sgsiedztwie, czyli ich prewencyjne dziatanie powinno
by¢ najwigksze wlasnie na terenie, ktory obejmuja swoim zasiegiem. Tak si¢ jednak nie stato.
Zarejestrowano wprawdzie istotne zmiany w poczuciu bezpieczenstwa trzech z czterech obszarow i
podobnie jak w przypadku poczucia bezpieczenstwa na terenie osiedla/dzielnicy mozna zauwazy¢
oczekiwang tendencj¢ (na obszarach eksperymentalnych poczucie bezpieczenstwa si¢ poprawito
proporcjonalnie bardziej niz na obszarach kontrolnych, chociaz w pierwszej parze — E1 1 K1 —
réznica ta wynosi tylko 0,3%). Jednak zmiany te sg mniejsze niz w przypadku poczucia
bezpieczenstwa na terenie osiedla/dzielnicy, czy catego miasta. Moze to wynika¢ z faktu, ze
warto$ci wyjsciowe (zmierzone w trakcie I Fazy) byty znacznie wyzsze dla najblizszego sasiedztwa
niz dla inaczej zdefiniowanych obszarow. W takiej sytuacji zwiekszenie si¢ liczby oséb czujacych
si¢ bezpiecznie o takg samg warto$¢ bezwzgledng w tak samo licznej probie nie przektada si¢ na
takg samg zmiang¢ procentowa. Bezsprzeczny pozostaje fakt, ze gdyby w obu parach wystapita taka
sama zmiana jak w parze drugiej (E2 i K2) mozna by z tego wysnu¢ wniosek o widocznej roznicy
jaka zaszta pomiedzy obszarami eksperymentalnymi a kontrolnymi. Uwzgledniajac niktg réznice w
zmianach jakie zaszly pomiedzy obszarami E1 1 K1 wyciagniecie takiego wniosku wydaje si¢ by¢
nieuprawnione.

Tab. 2.4.7. Poczucie bezpieczenstwa mieszkancow czterech obszarow na terenie

podworka/bloku w 2006 i 2007 roku.

Obszar | Faza (2006) Il Faza (2007) Zmiana
Bardzo Niebezpiecznie i |Bardzo Niebezpiecznie i
bezpiecznie i |bardzo bezpiecznie i [bardzo
bezpiecznie [niebezpiecznie |bezpiecznie |niebezpiecznie

El 83,3 % 16,7 % 91 % 9 % +9,2 %
85 17 91 9 bezp.
(wzrost w
n=102 n=100 boPe
ezp.ib.
bezp.)
K1 79,4 % 20,6 % 86,5 % 13,5% +8,9 %
81 21 83 13 bezp.
n=102 n=96
E2 81,6 % 18,4 % 92,9 % 7,1 % + 13,8 %
80 18 105 8 bezp.
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n=98 n=113

K2 82 %

96

18 %
21

79,4 %
81

20,6 %
21

-3%
bezp.

n=117 n=102

Celem zbadania poczucia bezpieczenstwa wykorzystuje si¢ tez w badaniach opinii
publicznej pytania dotyczace wychodzenia z domu po zapadnig¢ciu zmroku (tab. 2.4.8.). Pozwala
ono doktadniej zmierzy¢ skale postrzeganych przez respondentéw zagrozen, jakie wplywaja na ich
faktyczne zachowania (w tym wypadku wychodzenie z domu). W niniejszych badaniach réwniez
skorzystano z takiego pytania. Podobnie, jak w przypadku innych wskaznikéw poczucia
bezpieczenstwa, takze w tym przypadku jego oceny poprawily si¢ posrod mieszkancow wszystkich
czterech obszarow. Roznice, jakie zaszly pomiedzy obszarami eksperymentalnymi i kontrolnymi
nie s3 jednak jednoznaczne. W pierwszej parze na obu obszarach liczba mieszkancow czujacych sie¢
po zapadnigciu zmroku raczej bezpiecznie 1 zdecydowanie bezpiecznie zwigkszyla sie¢ w sposob
istotny (40,2% 1 51,5%). Wigkszy przyrost poczucia bezpieczenstwa nastgpit jednak na obszarze
kontrolnym (K1). W drugiej parze, podobnie jak w przypadku dwoch poprzednich pytan o poczucie
bezpieczenstwa widoczna jest istotna rdznica pomi¢dzy dwoma obszarami. Mieszkancy obszaru
kontrolnego w 2007 roku czuli si¢ wprawdzie bezpieczniej, ale tylko o 4,1%, kiedy mieszkancy
eksperymentalnego az o 37,3%. Podobnie jak w przypadku omoéwionych wynikéw, takze i te nie
pozwalajg na stwierdzenie prewencyjnej skutecznosci dziatania systemow CCTV.

Tab. 2.4.8. Poczucie bezpieczenstwa po zmroku mieszkancow czterech obszaréw w 2006 i
2007 roku.

Obszar | Faza (2006) Il Faza (2007) Zmiana
Zdecydowanie [Zdecydowanie [Zdecydowanie [Zdecydowanie
bezpieczniei |niebezpiecznie i |bezpiecznie i  |niebezpiecznie i
raczej raczej raczej raczej
bezpiecznie niebezpiecznie |bezpiecznie niebezpiecznie
El 44,5 % 55,5 % 62,4 % 37,6 % + 40,2 %
45 56 63 38 bezp.
(wzrost w
- - grupie bezp. |
n=101 n=101 b. bezp.)
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K1l 34 % 66 % 51,5% 48,5 % + 51,5 %
36 70 51 48 bezp.
n=106 n=99
E2 49 % 51 % 67,3 % 22,7 % + 37,3 %
48 50 76 37 bezp.
n=98 n=113
K2 65,3 % 34,7 % 68 % 32% + 4,1 % bezp.
77 41 70 33
n=118 n=103

5.7.3 Wyniki badan a szersze tendencje

Niewatpliwie na kazdym z badanych obszaré6w nastapitla zmiana pod wzgledem liczby
przestgpstw, jakimi ofiarg padli mieszkancy i ich dzieci — ich liczba zmalata. Ponadto subiektywna
ocena poczucia bezpieczenstwa polepszyla si¢ w istotnym stopniu. Stalo si¢ tak jednak na
wszystkich obszarach. Jak zostalo podniesione, réznice zarejestrowane pomigdzy poszczegdlnymi
obszarami kontrolnymi i eksperymentalnymi nie pozwalaja potwierdzi¢ skuteczno$ci systemow
CCTV w przestrzeni publicznej. Jedynym wnioskiem jest taki, Ze nie przyniosly one
spodziewanych efektow. Oczekiwany efekt zostal zdefiniowany jako wigkszy spadek
przestepczosci (1 wzrost poczucia bezpieczenstwa) na obszarach eksperymentalnych niz na
obszarach kontrolnych. Innymi stowy nie wiedzac, na ktorych obszarach zainstalowano kamery, a
na ktorych nie i1 bazujac tylko na uzyskanych wynikach badan trafne okreslenie, na jakim obszarze
wprowadzono zmienng byloby niemozliwe .

Pomimo wspominanych ograniczen policyjnych statystyk oraz stosunkowo niewielkiego
rozmiaru proby mozna sprobowac poréwnac z nimi uzyskane w toku badan wyniki. W ciggu 2007
roku liczba zarejestrowanych przez stoteczna policj¢ przestepstw spadta w stosunku do roku
poprzedniego o ponad 19 tysiecy (ze 108168 do 88916)**. Oznacza to spadek o 17,8% ogolnej
liczby rejestrowanych czynow. Skala tej zmiany jest porownywalna do tej, jaka zaszta na obszarze
El (spadek o 23,1%), ale znacznie mniejsza od zarejestrowanej na trzech pozostatych obszarach
(K1 — 47,4%, E2 — 65% i K2 — 69,1%). Rownoczes$nie spadek wiktymizacji respondentow na
terenie Warszawy byl duzo wigkszy (od 37,7% do 71,4%), niz wskazywatyby na to policyjne

statystyki. Swiadczyé to moze o nie ujawnianiu w policyjnych statystykach znacznej liczby czynow,

4 Bezpieczenstwo w Warszawie, http://www.ksp.waw.pl/?page=Structure&id=12&nid=6041
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ktore ujawniajg badania wiktymizacyjne. Wedtug najnowszych polskich badan ciemnej liczby
przestepstw, tylko 47% przestepstw jest (z réznych powodow) zglaszanych i rejestrowanych przez

5 Moze to mieé¢ istotny wplyw zwlaszcza w przypadku czyndéw odbieranych przez ich

policje.
ofiary jako btahe — brak w statystykach przeklada si¢ na roznice w rejestrowanej zmianie (jezeli np.
zmiana dotyczy wlasnie czynow, ktore nie sg zgtaszane policji). Wszelkie zastrzezenia 1 wskazane
réznice nie zmieniajg faktu, ze tendencja, ktora uwidocznily wyniki badan prowadzonych na matym
wycinku Warszawy jest cze$cig tendencji szerszej — widoczne] zardwno na podstawie
przytoczonych danych z obszaru dziatania komendy stotecznej policji (KSP), jak i w skali catego
kraju, gdzie liczba przestepstw kryminalnych ujetych w policyjnych statystykach spadta z 893389
(2006 rok)*'® do 749317 (2007 rok)*"’, co oznacza spadek o 16,1%. Mamy wicc do czynienia ze
zmianami zachodzacymi na bardzo szeroka skale, ktorych najbardziej prawdopodobne powody to
zmiany demograficzne (starzenie si¢ spoteczenstwa) oraz masowa emigracja zarobkowa.

Interesujace jest pordwnanie uzyskanych wynikéw z wynikami dwoéch edycji Polskich
Badan Przest¢pczosci. W ich ramach konsorcjum trzech o$rodkéw badawczych (CBOS, DGA PBS
1 TNS OBOP) przeprowadzito je dwukrotnie: w styczniu 2007 roku i w styczniu 2008 roku. Dzigki
jedynie kilkumiesigcznemu przesunieciu w stosunku do obu faz badan uzyskane w ich toku wyniki
mogg stanowi¢ materiat do porownan. Najbardziej interesujace sa wyniki osiagnigte na terenie
dzialania Komendy Stotecznej Policji, gdzie préba mieszkancoOw powyzej 15 lat (istotna rdznica w
stosunku do badan w ramach niniejszej pracy, ktore obejmowaty tylko pelnoletnie osoby) liczyla
tysigc osob. Byla ona reprezentatywna dla terenu KSP (nie tylko teren Warszawy, ale takze
przylegajace miejscowosci), co odroznia ja od prob reprezentatywnych dla badanych obszardw.
Pomimo tych ograniczen warto si¢ zapoznac z rezultatami tych badan.

Badania prowadzone w styczniu 2007 roku wykazaty, ze 62,1% ankietowanych czuto si¢
bezpiecznie podczas spacerow po zmroku w miejscu zamieszkania. Rok pdzniej grupa ta wyniosta
74,3%.*'® Zmiana (wyliczona wedlug schematu przyjetego w tym rozdziale) wynosi 19,6%. Jest
wiec przeszto dwukrotnie mniejsza od zarejestrowanej na trzech badanych obszarach (mniejsza
wystagpita tylko na obszarze K2). Badane obszary roznily si¢ od terenu KSP stosunkowo niskim
poczuciem bezpieczenstwa w pierwszej fazie badan, co wplywa na rejestrowang zmiang, ale
okazuje si¢, ze tendencja zaobserwowana na badanych obszarach nie jest odosobniona — poczucie
bezpieczenstwa zwigkszyto si¢ nie tylko w skali Polski (z 70,1% do 75,5%), ale takze terenu KSP.
Jezeli zwigkszenie poczucia bezpieczenstwa nastgpito w tak szerokiej skali tym trudniej jest

przypisa¢ to zmiennej w postaci kamer tylko podobnie jak w przypadku zmniejszenia liczby

415
4
417
418

razembezpieczniej.mswia.gov.pl/download.php?s=23&id=204

Raport statystyczny 2006, http://www.policja.pl/portal/pol/1/5485/

15 przestepstw mniej co godzine, http://www.policja.pl/portal/pol/1/13255/15 przestepstw_mniej co godzine.html
Strachu coraz mniej, http://mwww.policja.pl/portal/pol/1/18437/Strachu_coraz_mniej.html
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przestepstw innym czynnikom — m.in. zmianom demograficznym i emigracji.

Rozdzial 6. Wykorzystanie nagran z systeméw CCTV w pracy aparatu Scigania i organow
wymiaru sprawiedliwosci

wystemy CCTV to cudowne technologiczne wsparcie policji. Systemy CCTV lapig
przestgpcow, wykrywajq przestepstwa, identyfikujq tamigcych prawo i pomagajg udowodnic ich
wing”.*® Stowa Michalea Howarda ministra spraw wewnetrznych Wielkiej Brytanii w rzadach
torysow w latach 1993-1997, czyli okresie dynamicznego rozwoju systemdéw monitoringu
wizyjnego w tym kraju, odzwierciedlajag olbrzymie oczekiwania zwigzane z tym narz¢dziem.
Gltéwnym celem badan empirycznych i1 porownawczych prowadzonych w ramach tej pracy byto
stwierdzenie, jaki prewencyjny efekt przynosza lub mogg przynosi¢ systemy CCTV. Badania
prowadzone przez autora dotyczyly prewencji kryminalnej i obejmowaly zbadanie zwigzku
pomiedzy instalacja kamer a liczbg przestepstw 1 poczuciem bezpieczenstwa (wyniki
zaprezentowane w poprzednim rozdziale). Interesujace jest rdéwniez okreSlenie mozliwosci
prewencji indywidualnej realizowanej poprzez wykorzystanie nagran w trakcie Sledztwa oraz w
celach dowodowych. Niniejszy rozdzial mozna w pewnej mierze potraktowac jako sprawdzenie
zasadno$ci stow bylego brytyjskiego ministra, zwlaszcza ze jednym z pytan badawczych byto
ustalenie, jak przedstawia si¢ praktyczne wykorzystanie nagran z systemoéw monitoringu W pracy
organOw $cigania i aparatu wymiaru sprawiedliwosci. Stanowi ono istotny element prewencji

kryminalnej, a jego dzialanie moze przedstawiac¢ si¢ nastepujgco:

19 Campbell D., Two million pounds boost for security TV, The Guardian z 19 pazdziernika 1994r, s.4.
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e psychologiczny wplyw na funkcjonariuszy pracujacych w terenie; §wiadomo$¢ nadzoru ze
strony przetozonych moze powodowa¢ wigkszg staranno$¢ w dziataniu oraz zwigksza
przestrzeganie prawa,

e kryminalistyczny wptyw na prac¢ sledcza — informacje pochodzace z nagran mogg pozwolic¢
na wytypowanie potencjalnych sprawcow lub $wiadkow, a oprocz tego poznaé modus
operandi sprawcow,

e dowodowy, nie zawsze oznaczajacy identyfikacj¢ indywidualng sprawcy, ale przebieg
catego zdarzenia (lub jego wycinka).*?

Mozliwos¢ wpltywu systeméw monitoringu wizyjnego na zachowanie 1 pracg
funkcjonariuszy w terenie zostata przedstawiona na podstawie badan prowadzonych w Wielkiej
Brytanii (Goold, McCabhill i Armstrong). Interesujace sa wyniki badan nad wplywem wykorzystania
nagran w trakcie procesu sadowego na orzekane wyroki. Nagranie jest uznawane za
odzwierciedlajace rzeczywisto$¢ znacznie dokladniej niz nawet najdokladniejszy opis
przedstawiony przez bezstronnego i1 spostrzegawczego naocznego $wiadka. W zwiazku z brakiem
mozliwo$ci przeprowadzenia eksperymentu spotecznego z zachowaniem naukowej metodologii w
toku rzeczywistego procesu grupa brytyjskich badaczy (Chenery S., Henshaw C., Parton N., Pease
K.) stworzyla pewien model, ktory moze przybliza¢ mechanizm wptywu emisji zarejestrowanego
czynu na sagdowe rozstrzygniecie. Badania polegaty na przedstawieniu grupie 37 sedziow akt tych
samych o$miu prawdziwych spraw. Akta sktadaty si¢ z trzech czesci:

danych oskarzonego, w tym informacji o karalno$ci, informacji o pokrzywdzonych, aktu
oskarzenia, wywiadow §rodowiskowych,

pisemnego opisu zdarzenia - na bazie zgromadzonych dowodéw w tym nagrania wideo,

nagranie wideo czynu zarejestrowane przez system CCTV.

Kazdy z bioragcych udziat w badaniach sedzia otrzymal 4 sprawy, ktérych badacze
przekazali pisemny opis zdarzenia (b), ale nie miat nagrania (c) oraz 4 sprawy, w ktorych miat
nagranie (c), ale nie dostal pisemnego opisu (b). Prawie doktadnie potowa sqdziéw421 otrzymala
nagrania do spraw, w ktorych drugiej czesci sedzidw przekazano jedynie opisy. Na bazie tych
danych s¢dziowie zostali poproszeni o wydanie rozstrzygnigcia.

Badacze zaktadali, ze wyroki wydawane po obejrzeniu nagran wideo beda surowsze od tych
wydawanych na podstawie jedynie pisemnego opisu zdarzenia. Walor nagrania wideo nawet przy
jego niezbyt wysokiej jakosci nie polega na umozliwieniu identyfikacji indywidualnej tak pewnej

jak uzyskana na podstawie badan daktyloskopijnych czy biologicznych. Pozwala natomiast

420 Waszkiewicz P., Wphw systemow monitoringu wizyjnego na prace policji, Gruza E., Tomaszewski T., Goc M.

(red.) Problemy Wspotczesnej Kryminalistyki t. XII, 2008 str. 345
a2t Biorac pod uwage nieparzysta liczbe sedziow (37), ktorzy zgodzili si¢ uczestniczy¢ w badaniach nie mozna
byto dokona¢ doktadnego podziatu grupy na poét.
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odtworzy¢ faktyczny przebieg zdarzenia, dzigki czemu osoba podejmujaca decyzje o kwalifikacji
prawnej czynu ma znacznie mniej watpliwosci. Wyniki badan potwierdzily przyjete zalozenia.
Rozstrzygnigcia byly surowsze w sytuacjach, w ktorych sedzia obejrzal nagranie - tylko w
przypadku jednego z oskarZonych422 wiecej sedziow ocenito go tagodniej po obejrzeniu nagrania.
Dotyczyto to zar6wno wyboru srodka karnego, kary, jak i ich wymiaru w sytuacjach wyboru
takiego samego. Oznacza to, ze jezeli wszyscy sedziowie w przypadku trzech oskarzonych nie mieli
zadnych watpliwosci co do orzeczenia kary bezwarunkowego pozbawienia wolnosci lub kary
grzywny dla sze$ciu innych oskarzonych, to §redni wymiar tej ,,wyrokowanej” kary byt wyzszy w
grupie, ktéra obejrzata nagranie wideo. Rdznica ta wynosita odpowiednio 12 miesigcy do 8
miesigecy pozbawienia wolnosci w przypadku jednego z oskarzonych, 26 miesigcy do 8 miesiecy
dla drugiego (czyli ponad dwukrotnie wigcej), oraz 20 miesiecy do 16 miesiecy w przypadku
trzeciego.*?

Nalezy zwroci¢ uwage na fakt, ze w opisanych badaniach wykorzystano nagrania zdarzen,
ktore rzeczywiscie dokumentowaly popetniane przestepstwa. W sytuacjach watpliwych, czyli tam
gdzie nagranie podwazaloby przyjety przez prowadzacych $ledztwo przebieg zdarzenia, wedtug
ktérego gtownymi bohaterami byli oskarzeni, jego rola bylaby zdecydowanie korzystniejsza dla
oskarzonych. Mozna oczekiwaé, ze w takich przypadkach - ewidentnego braku winy ze strony
podejrzanych organy procesowe nie wnosityby aktéw oskarzenia. Z drugiej strony bioracy udziat w
badaniach sedziowie znali ich cel, co moglo wptyna¢ na zachowanie wigkszej ostroznos$ci przy
podejmowaniu przez nich decyzji. Nie bedzie naduzyciem zalozenie, Ze przy braku takiej
Swiadomosci przy wydawaniu prawdziwych wyrokéw réznice moglyby by¢ jeszcze wigksze.

Brak bylto dotychczas badan dotyczacych kryminalistycznego wptywu na prace sledcza.
Czeste sa informacje medialne dotyczace wykorzystania monitoringu w pracy Sledczej
(najgtosniejsze sprawy zostaty krotko omowione w rozdziale drugim), rowniez polska policja na
swoich stronach internetowych praktycznie codziennie umieszcza informacje o sprawach, w
ktorych wykorzystano nagrania z kamer (rys. 2.5.1). Nie ma jednak zadnych naukowych analiz w
jakim stopniu jest wykorzystywane to zrodto informacji. Sama brytyjska policja przyznaje, ze
wykorzystuje nagrania bardzo rzadko, gdyz jedynie do rozwigzania 3 procent ulicznych
rozbojow.*** Rowniez nie prowadzono badafh majacych na celu okreslenie w jakim stopniu materiat

uzyskany z kamer dzialajagcych w systemach monitoringu wizyjnego wykorzystywany jest jako

422
423

Sedziowie wydawali wyroki w stosunku do kazdego z jedenastu oskarzonych w o§miu sprawach.

Chenery S., Henshaw C., Parton N., Pease K., Does CCTV Evidence Increase Sentence Severity? The Scottish
Journal of Criminal Justice Studies, 2001 vol. 7 (1), s. 87-99.

424 Bates D., Billions spent on CCTV have failed to cut crime and let to an ‘utter fiasco’, says Sctoland Yard
surveillance chief, Daily Mail, 6 May 2008, dostepny online:http://www.dailymail.co.uk/news/article-564240/Billions-
spent-CCT V-failed-cut-crime-led-utter-fiasco-says-Scotland-Yard-surveillance-chief.html
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materiat dowodowy. Dlatego zdecydowano si¢ aby w trakcie powstawania niniejszej pracy

przeprowadzi¢ badania, ktére przynajmniej w cze$ci wypetnia te luke.
) Komenda Gléwna Policji - Mozilla Firefox
Plik Edycja Widok Historia Zakltadki Narzedzia Pomoc

<,"3 X b @ Q ‘pﬂ, http://www.policja.pl/portal/pol/1/23080/Niezawodny_monitoring.html
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B Niezawodny monitoring

W rece stolecznych policjantéw wpadio dwéch zlodziei. 40-letniego Zbigniewa S. i 18-letniego Krystiana D.
zyt t iejski itoringu. Obser i i Zni ladali zawartos¢ damskiej torebki,

ktora wezesniej ukradli. Jak sie ok to, 18 latek jest uciekini z 08 -Wy

Dzisiejszej nocy pracownicy obstugujacy kamery monitoringu miejskiego na ekranie jednego z monitoréw , w okolicach Patacu Kultury i Nauki,
zauwazyli dwdch mezczyzn, ktdrzy rozgladajac sie nerwowo wokdt siebie przegladali zawartosé damskiej torebki. Na miejsce natychmiast zostata
skierowana policyjna zatoga. Gdy funkcjonariusze podchodzili do obserwowanych wczesniej na monitorze mezczyzn, jeden z nich chciat pozbyé
sie dowodu winy i odrzucit torebke w pobliskie krzaki. 40-etni Zbigniew S. byt kompletnie pijany i natychmiast przewieziono go do izby
wytrzezwien. Miodszy ze sprawcéw poczatkowo podawat falszywe dane personalne. Po chwili przyznat sie jednak policjantom, ze nazywa sie
Krystian D. Nie chdiat podac swojego nazwiska, poniewaz byt poszukiwany przez osrodek opiekuriczo-wychowawczy.

Dzisiaj dochodzeniowcy przedstawig obu zatrzymanym zarzut za kradziez. Czyn ten zagrozony jest kara do 5 lat wiezienia.

Zobacz inne teksty z kateqorii Kradziez.
]

Rys. 2.5.1. WiadomosS¢ ze strony internetowej policji na temat wykorzystaniu
monitoringu.+425
5.1 Mozliwo$¢ kryminalistycznego wykorzystania nagran z systeméw CCTV

Na przykladzie jednego z wiodacych polskich laboratoriow kryminalistycznych, zostanie
przyblizone, jakiego typu ekspertyzom mozna podda¢ nagrania z systemow CCTV. W
Laboratorium Kryminalistycznym Komendy Stotecznej Policji zajmujg si¢ tym eksperci skupieni w
Pracowni Badan Zapisow Wizualnych wchodzacej w sktad Sekcji Fotografii i Technik Audio-
Wizualnych. Zadania pracowni sg nastepujace:

1. Wykonywanie ekspertyz na podstawie zapisow wideo zarejestrowanych przez urzadzenia

monitoringu wizyjnego.

2. Wykonywanie dokumentacji pogladowych znagran zarejestrowanych na tasmach

magnetowidowych oraz ptytach CD i DVD.

3. Wykonywanie zdjg¢¢ rozpoznawczych osoOb irzeczy znagran zarejestrowanych na

tasmach magnetowidowych oraz ptytach CD 1 DVD.

4. Analiza autentycznosci zapisOw magnetowidowych.

5.Analiza jakosci zapisow magnetowidowych i ich ocena przydatnosci do identyfikacji osob

I rzeczy.

425 http://www.policja.pl/portal/pol/1/23080/Niezawodny_monitoring.html
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6. Kopiowanie zapisow wideo zarejestrowanych w standardzie TIME LAPSE, HI8, SVHS

na standard SP, LP VHS.*?°

W strukturach Centralnego Laboratorium Kryminalistycznego Komendy Gloéwnej Policji
eksperci zajmujacy si¢ nagraniami pochodzacymi z systemow CCTYV pracujg w Zespole Fotografii 1
Badan Zapisow Wizyjnych stanowigcego czes¢ Wydzialu Badan Dokumentow 1 Technik
Audiowizualnych. Zakres ich dzialania okreslany jest w nast¢pujacy sposob: na zlecenia prokuratur,
sadow 1 jednostek Policji przeksztatca si¢ na stanowisku komputerowo-poligraficznym zapis wideo
na dokumentacje¢ fotograficzng stuzacg w dalszym procesie do identyfikacji 0sob i rzeczy. Eksperci

tego zespotu zajmujg si¢ roéwniez identyfikacjg aparatury stuzacej do zapisu obrazu (rys. 2.5.2.).427

Rys. 2.5.2. Stanowisko pracy ekspertow Zespolu Fotografii i Badan Zapisow
Audiowizualnych CLK KGP.

Dokumentacja fotograficzna przygotowana w Zespole Fotografii i Badan Audiowizualnych czesto trafia do
ekspertow pracujacych w Zespole Badan Antroposkopijnych. Jest to jedyny zespol o specjalnosci
antroposkopii funkcjonujacy w strukturach polskich policyjnych laboratoriow kryminalistycznych.

antroposkopia a antropometria.

g <
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http://www.ksp.waw.pl/laboratorium/sekcje.html#sekcja%201V
http://www.policja.pl/portal.php?serwis=pol&dzial=257&id=3680 spr. 20.08.2008.

Gruza E., Goc M., Moszczynski J., op. cit., s. 287; Hotyst B., Kryminalistyka, Warszawa 2007, s. 874, jako
pierwszego, ktéry uzyl terminu antropometria w “bliskim nam rozumieniu” wymienia Adolphe Queteleta.
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Kryminalistyczne Komendy Gioéwnej Policji okresla tego typu analizg jako antroposkopijna(.429
Antroposkopia jest definiowana jako: jedna z metod opisu cech jako$ciowych cztowieka, przy
uzyciu schematycznych rysunkow (np. profile nosa) lub skal wzorcowych, np. barwy wloséw lub
oczu — rys. 2.5.3.%% Jest to tylko z pozoru niezbyt duza rdznica, ale faktycznie ma istotne
konsekwencje w zakresie przygotowywanej ekspertyzy. W przedmiotowej literaturze uzywane jest
okreslenie ,,mapowania twarzy” (facial mapping). Polega ono na ,,porownaniu zawartosci dwoch
lub wigkszej liczby obrazéw fotograficznych, wideo lub innych w celu stwierdzenia czy
przedstawiajg ta samg osobe, lub poréwnanie wizerunku fotograficznego, wideo lub innego z
»ZyWa’’ 0sobg aby stwierdzi¢ czy to ona znajduje si¢ na danym obrazie. Proces poréwnywania moze
obejmowa¢ dokonywanie pomiardw, okre$lanie cech charakterystycznych oraz inne techniki i
koncentrowaé sie wylacznie na samej twarzy lub dotyczyé takze innych czesci ciata.”**! Rozroznia
si¢ dwa typy takiej ekspertyzy: iloSciowa i jako$ciowa. Metoda ilosciowa okreslana jest jako
fotoantropometria (photo-anthropometry) Iub fotogrametria ~ (photogrammetry) i polega na
pomiarach kluczowych cech twarzy lub ciata, jak réwniez odleglosci oraz katow pomigdzy nimi.
Podejscie jakosciowe opiera si¢ na porownaniu wystepowania lub braku cech szczegdlnych, stopniu
podobienstwa oraz porownaniu proporcji.432 Literatura polskojezyczna postuguje si¢ okresleniami:
somatometria (w przypadku identyfikacji na podstawie cech opisowych) oraz somatoskopii (jezeli
identyfikacja odbywa si¢c w oparciu o cechy opisowe).”*® Zatozenia jednego z dwéch opisanych
typow ekspertyzy dominujg w ré6znym stopniu w poszczegolnych metodach wykorzystywanych w
pracy polskich laboratoriow kryminalistycznych w zakresie identyfikacji na podstawie fotografii
lub nagran wideo. Wyrdznia si¢ nastepujace:

1. metoda pomiarowo-poréwnawcza, ktéra polega na dokonaniu pomiaréw
poszczegolnych elementéw twarzy, takich jak np. wysokos$¢ ucha, dlugos¢ nosa, wysokos¢ czesci
nosowo-ustnej, wysoko$¢ czesci ustnej czy odleglos¢ od krawedzi goérnej czesci listwy ucha do
czubka brody. Pomiar taki jest dokonywany zaréwno na obrazie dowodowym, jak i
poréwnawczym, co w przypadku zgodnosci wynikoéw stanowi podstawe do sformutowania wniosku
0 zidentyfikowaniu tej samej osoby na obu obrazach.

2. metoda graficzno-opisowa, polega na ocenie cech indywidualnych twarzy z

uwzglednieniem ich charakterystyki, form geometrycznych oraz rozmieszczenia wzgledem siebie.

429 http://www.policja.pl/portal php?serwis=pol &dzial=257&id=3680 spr. 20.08.2008.

430 http://encyklopedia.pwn.pl/haslo.php?id=3870026

1 Kemp R., Coulson K., Facial mapping and forensic photographic comparsion, niepublikowany artykut za:
Edmond G, Biber K., Kemp R., Porter G,, Laws Looking Glass: Expert Identification Evidence Derived from
Photographic and Video Images, Current Issues In Criminal Justice vol.20 Number 3 2009, s. 338.

2 Edmond G., Biber K., Kemp R., Porter G, op. cit., s. 339.

8 Kedzierski W. (red.) Technika kryminalistyczna, Szczytno 1995, s. 141.
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Cechy te zostajg oznaczone na analizowanych obrazach i w przypadku ich powtérzenia si¢, na bazie
doswiadczenia eksperta wyciggany jest wniosek o rozpoznaniu tej samej osoby na obu obrazach.

3. metoda montazowa opiera si¢ na zestawianiu wybranych elementow twarzy na
dostarczonych obrazach dowodowych 1 porownawczych za pomoca nalozenia wybranych
wycinkoéw jednego ze zdje¢ na drugim. Jest ona praktycznie niemozliwa do wykorzystania jezeli nie
dysponuje si¢ zdjgeciami wykonanymi z tej samej odlegtosci 1 pod tym samym katem.

4, metoda antropometryczna, zaktada pomiar poszczegdlnych elementow twarzy w
ustalonych jej punktach i porownaniu ich wielkosci lub proporcji.434

5. metoda pomiaréw katowych, w ramach ktorej dokonywane s3 pomiary katow
pomigdzy liniami tgczacymi wybrane punkty twarzy. Zgodno$¢ wynikow pomiaréw na materiale
dowodowym i poréwnawczym podobnie jak w przypadku innych metod stanowi podstawe do
wydania opinii o zidentyfikowaniu osoby.**

Badania prowadzone w pracowni Badan Antroposkopijnych to, zgodnie z terminologia
uzywang w samej pracowni, gtownie ekspertyzy identyfikacyjno-porownawcze. Dotycza one
identyfikacji 0sob i nieznanych zwtok, ofiar katastrof, na podstawie zdje¢ fotograficznych oraz
zapisu wideo. ,,Jako materiat dowodowy w tych ekspertyzach wystgpuja wszelkiego typu wizerunki

0osOb  zarejestrowane na kliszach filmowych, negatywach fotograficznych, nagraniach

magnetowidowych oraz cyfrowe zapisy pochodzace z np. systeméw monitoringowych.”**®

Rys. 2.5.3. Wizualizacja przygotowania ekspertyzy antroposkopijnej w Zespole
Badan Antroposkopijnych CLK KGP.
Na podstawie badan prowadzonych w polskich laboratoriach mozna wyr6zni¢ nastgpujace

mozliwosci kryminalistycznego wykorzystania nagran :

3 Ze wzgledu na znaczne podobienstwo mozna uznac jg za pewng odmiang metody pomiarowo-porownawcze;.
® Hotyst B., op. cit., 5. 903-914.
436 http://clk.policja.pl/portal/clk/499/10842/Zespol_Badan_Antroposkopijnych.html spr. 2 kwietnia 2010r.
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12. odtworzenie przebiegu zarejestrowanych zdarzen, co umozliwia odpowiedz na
pierwsze i1 czwarte z siedmiu ztotych pytan kryminalistyki — co si¢ wydarzylo? oraz w jaki
sposob? Zapis wideo moze np. postuzy¢ okresleniu predkosci pojazdow jezeli zostanie
zarejestrowany doktadny czas nagrania oraz mozna wyrdzni¢ punkty charakterystyczne na
drodze poruszajacego si¢ auta odlegtos¢ pomiedzy ktoérymi jest znana.*®’

- ustalenie miejsca i czasu zdarzen, dzigki wiedzy o umiejscowieniu kamery

rejestrujacej obraz oraz ustaleniu czasu zapisu pozwala odpowiedzie¢ na kolejne (drugie i

trzecie) ztote pytania kryminalistyki: gdzie? i kiedy?

- wykonanie zblizen i dokumentacji fotograficznej umozliwia ustalenie jakimi

narze¢dziami poshugiwali si¢ uczestnicy zarejestrowanych zdarzen daje odpowiedz na pytanie

szoste — jakimi $rodkami?

- identyfikacja osob uczestniczacych w zdarzeniach pozwala za$ na ustalenie ich

tozsamosci, zarowno $wiadkéw, jak 1 potencjalnych sprawcow, co stanowi ukoronowanie

pracy kryminalistycznej — jest odpowiedzig na pytanie siodme — kto?

Powyzszy wykaz uzmystawia, jak duzy kryminalistyczny potencjal daje wykorzystanie
nagran z systemow telewizji dozorowej. Na prawie wszystkie ztote pytania kryminalistyki mozna
odpowiedzie¢ positkujac si¢ nagraniami. Realizacja wymienionych zadan jest jednak mozliwa tylko
wowczas, gdy zarejestrowano przebieg catego zdarzenia, uczestnicy w trakcie jego przebiegu
ujawnili cechy pozwalajace na ich p6zniejsza identyfikacje, a obraz jest odpowiedniej jakosSci. Jest
to sytuacja idealna, ktora rzadko ma miejsce w praktyce. Zazwyczaj rejestrowany jest pewien
wycinek przebiegu zdarzen, a dodatkowo warunki atmosferyczne, o§wietlenie, czy niska jakos¢
sprzetu CCTV lub nosnika uniemozliwiajg jednoznaczng identyfikacje uczestnikow. Wina lezy
czgsto po stronie osob instalujagcych system, kiedy np. kamery zostajg zamontowane tak, ze
rejestruja tylko czubki glow lub pdzniejszych operatorow, ktorzy w trakcie zdarzenia nerwowo
poruszaja kamerami.”® Sposob popelnienia jakiego$ przestepstwa nawet w sytuacji, kiedy sprawcy
sg catkowicie ,,nieidentyfikowalni” pozwala ustali¢ ich modus operandi, a dzigki temu pozwoli¢ na
polaczenie z innymi zdarzeniami. W czgsci spraw bedzie mozliwa identyfikacja grupowa a nie
indywidualna. Z tego co wida¢ nawet wykorzystanie niektorych mozliwosci, czyli odtworzenie
wycinka wydarzen lub identyfikacja cze$ci uczestnikdw, moze w znacznym stopniu pomoc
przedstawicielom organow $cigania 1 wymiaru sprawiedliwosci. Materiaty pochodzace z systemow
monitoringu wizyjnego moga wiec uzupetniaé, a nie zastgpowac inne srodki dowodowe.

Znaczenie przeprowadzenia kryminalistycznej ekspertyzy nagran pochodzacych z systemow

monitoringu wizyjnego moga najlepiej unaoczni¢ przyktady blednej identyfikacji sprawcow

7 Pporter G., Australian Journal of Forensic Sciences, vol. 41 No. 1, June 2009, s. 16.
438 Popielski A., Bez wartosci dowodowej, Ochrona Mienia 2-3/2003, str. 12-13
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dokonane na podstawie zarejestrowanych przez systemy CCTV filméw popartych dodatkowo
zeznaniami $wiadkoéw. Blednym rozpoznaniom dokonanym przez $wiadkéw w trakcie okazania

9 1ch efektem moga byé wieloletnie wyroki

poswigcono liczne badania i opracowania naukowe.
pozbawienia wolnosci, jak np. w przypadku Laslo Viraga, wegierskiego emigranta skazanego w
Wielkiej Brytanii za kradzieze z parkomatéw i1 usilowanie zabojstwa na podstawie jedynie
rozpoznania przez $wiadka na karg 10 lat pozbawienia wolnosci. W trakcie odbywania przez niego
orzeczonej kary zostat zatrzymany faktyczny sprawca, jak si¢ okazato nie zwigzany z Viragiem. Po
czterech latach przebywania w zaktadzie karnym zostat on oczyszczony ze stawianych wczesniej
zarzutOw oraz wyplacono mu odszkodowanie.**® Znacznie powazniejsze konsekwencje maja
pomylki §wiadkoéw w systemach prawnych, w ktérych orzekana jest kara $mierci. Z takim realnym
zagrozeniem mial do czynienia John Demianiuk — oskarzany o zbrodnie dokonane w trakcie drugiej
wojny $wiatowej jako ,,Jwan Grozny” okrutny straznik w obozie koncentracyjnym w Treblince. W
1987 roku dokonano jego ekstradycji ze Stanéw Zjednoczonych do Izraela, gdzie na podstawie
rozpoznania przez dziewigcioro bylych wieznidow obozu w Treblince zostal skazany na kare
$mierci. Dopiero odtajnienie akt radzieckich doprowadzito do ustalenia tozsamos$ci prawdziwego
»Iwana GroZnego”.441 Nalezy pamigtaé, ze btedne rozpoznania przytaczane w literaturze pomimo
swojej ,,anegdotycznosci” nie s3 az tak rzadkie. Ocenia sig, ze co siddme rozstrzygnigcie skazujace
niewlasciwa osobe spowodowane jest bledna identyfikacja.*”> Roznice w tym co spostrzegaja i
zapamigtujg $wiadkowie moga dotyczy¢ nawet oczywistych i trudnych do pomylenia cech, jak np.

443 Okazuje si¢ jednak, ze z blednym rozpoznaniem mozemy mie¢ do czynienia nie

kolor skory.
tylko w przypadku zeznah $§wiadkow, ale rowniez na podstawie nagran wideo pochodzacych z
systemow CCTV. W literaturze przedmiotu wymieniane sg przypadki takich ewidentnych pomytek.
Jedna z nich jest dosy¢ nietypowa, poniewaz na posterunek policji zglosit si¢ mezczyzna o
nazwisku Church, ktory po obejrzeniu programu telewizyjnego Crimestoppers chciat wyjasnic, ze

to nie on zostal zarejestrowany przez kamer¢ w trakcie przestgpstwa, chociaz faktycznie

9 m.in. Gruza E., Okazanie, problematyka kryminalistyczna, Torun 1995, Gruza E., Psychologia sqdowa dla
prawnikow, Warszawa 2009, s.159-166.

*9 Devilin Lord P., Report to the Secretary of State for the Home Department on the Departmental Committee on

Evidence of Identification in Criminal Cases, London 1976.

Wagenaar W., ldentifying Ivan, London 1988. Sprawa Johna Demjanjuka ma jednak swdj cigg dalszy. Jest

prawdopodobne, ze Demianiuk byt straznikiem w obozie w Trawnikach, chociaz nie “Iwanem Groznym”. Obecnie

w Izraelu ponownie toczy si¢ postgpowanie sgdowe. Co prawda Demjaniuk zostat w procesie rewizyjnym

oczyszczony, ale oskarzono go o mordowanie wielu Zydéw w innych obozach koncentracyjnych na terenie Polski i

Niemiec. W roku 2008 niemiecki Glowny Urzad Scigania Zbrodni Narodowosocjalistycznych wystapil o

ekstradycj¢ Demianiuka na podstawie nowo odnalezionych dokumentow. Wynika¢ z nich ma, ze Demianiuk

osobiscie kierowat transporty Zydéw do komér gazowych w Sobiborze. W maju 2009 r. zostat deportowany do

Niemiec, gdzie 13 lipca 2009 roku zostal formalnie oskarzony o wspoétudziat w 27 900 morderstwach.

Davies G, Mistaken Identification: Where Law Meets Psychology Head On, Howard Journal of Criminal Justice,

vol. 35 (3) 1996, s. 234.

M. in. w sprawie Mundarra Smith v The Queen (2001) HCA 50 naoczni $wiadkowie napadu na bank opisujac

przynaleznos$¢ rasowg tego samego sprawcy uzyli nastepujacych okreslen: ,,aborygen”, ,,koloru kawy”, ,,latynos’

oraz ,,biaty”.

441

442

443

]
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przypomina z wygladu t¢ osobe. Nie wplyne¢to to na sposdb postgpowania prowadzacych sprawe —
Church zostat oskarzony na podstawie jedynie nagrania z systemu monitoringu wizyjnego. Liczni
eksperci analizujac nagranie wskazywali natomiast na réznice w wygladzie osoby z filmu w
stosunku do oskarzonego. Nie przeszkodzito to w skazaniu oskarzonego w sadzie pierwszej
instancji, sad apelacyjny nakazal powtdrne rozpatrzenie sprawy.*** W innej sprawie (R. v. T.P.
Ahmed) doszlo do oskarzenia o oszustwo me¢zczyzny na podstawie nagrania wideo dobrej jako$ci
zarejestrowanego przez sklepowy system CCTV. Oskarzony twierdzit, Ze nawet nie bylo go w tym
sklepie. Dopiero analiza nagrania dokonana przez ekspertow potwierdzita, ze s3 to dwie rdzne
osoby. W tym przypadku oskarzony zostal oczyszczony z postawionych mu zarzutow.**

Celem sprawdzenia, czy pomytki w rozpoznawaniu oséb na podstawie nagran s3 jedynie
marginesem generalnie bezbtgdnych identyfikacji przeprowadzone zostaty eksperymenty naukowe.
Ich celem byto m.in. poréwnanie, jaki obraz jest lepszy dla tych celow: czarno-biaty czy kolorowy,
oraz jaki wplyw ma rozpoznawanie na podstawie nagran dokonanych z innego kata niz normalnie
widzimy ludzi — kamery systeméw CCTV sg zazwyczaj montowane kilka metrow ponad ziemig.
Biorgce udzial w badaniach osoby ogladaty filmy zarejestrowane przez systemy monitoringu
wizyjnego, a nastepnie mialy za zadanie rozpoznaé posrod zdje¢ osoby z nagrania — zarowno bez
powtdrnego ogladania filmu, jak i z takg mozliwoscig. W jednym z badan film miat dtugos¢ 30
minut, a w jego 18 minucie dochodzito do ,,podejrzanego zdarzenia” trwajgcego niecatg minute. W
trakcie rozmowy dwojga mtodych ludzi mezczyzna pokazywat kobiecie zawarto$¢ swojej sportowe;j
torby, ktora kiwala glowa, przekazywata mu grubg koperte, po czym zabierata torbg i odchodzita.
Kamera rejestrowata zdarzenie i uczestniczagce w nim osoby w $rednim zblizeniu — obserwowana
para zajmowala ok. 40% ekranu. Badani mieli nast¢pnie rozpozna¢ zarejestrowang kobiete posrod
12 zdje¢ wykonanych osobom w podobnym wieku — potowie uczestnikow prezentowano §lepa
probe, czyli bez fotografii zarejestrowanej kobiety.**°

Tab. : Identyfikacja dokonywana z pamieci lub na podstawie nagran po obejrzeniu

zapisu w kolorze lub czarno-biatego.447

Identyfikacja z pamieci

Poprawna Falszywe Brak wskazania Niepewno$¢
wskazanie

Nagranie kolorowe

444

Walker C., Starmer K. (red.), Miscarriages of justice: a review of justice in error, Oxford 2004, s. 344.

445 Davies G., CCTV Identification in court and in the laboratory, Forensic Update 72 — styczen 2003, s. 9.

% Davies G, Thasen S., Closed-circuit television: How effective an identification aid? British Journal of Psychology,
vol. 91 2000r., s. 411-426.
447 tamze, S. 418.
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Obiekt w probie 10 70 20 0

Proba §lepa 15 80 - 5
Nagranie czarno-biale

Obiekt w probie 25 45 5 25
Proba Slepa 10 50 - 40

Identyfikacja z nagrania
Poprawna Falszywe Brak wskazania Niepewno$¢
wskazanie

Nagranie kolorowe

Obiekt w probie 35 60 5 0
Proba §lepa 15 85 - 0
Nagranie czarno-biate

Obiekt w probie 30 60 10 0
Proba §lepa 35 55 - 10

Wyniki badan uwidaczniajg jak czegsto dochodzi do fatszywych rozpoznan, nawet w oparciu
o nagrania wideo. Nie ma tutaj wigkszego znaczenia czy nagranie jest monochromatyczne czy
kolorowe. Najczesciej rozpoznawano wprawdzie ,,obiekt” w przypadku nagran w kolorze, ale 1 tak
bylo to tylko 35% rozpoznan przy jednoczesnych 60% przypadkow wyboru z 12 fotografii zdjecia
osoby nie pojawiajacej si¢ na nagraniu. Ostrzezeniem dla funkcjonariuszy organdéw $cigania moze
by¢ wysoki odsetek wskazan w §lepej probie ogladanej osoby — oznacza to, ze podobna sytuacja
moze mie¢ takze miejsce w realnych sprawach. Swoistym usprawiedliwieniem bt¢dnych rozpoznan
moze by¢ fakt, ze nagrania z systeméw CCTV pokazujg rzeczywisto$¢ pod (dostownie) innym
katem niz jest znana z zycia codziennego. K3t nagrania, spowodowany montazem kamer na duzej
wysokosci (w przypadku opisywanego badania wynosita ona 6m) rézni sie tez od kata, pod ktorym
wykonywane sg policyjne zdjecia sygnalityczne. Wptyw nietypowego kata na pomyltki w trakcie
rozpoznawania zostal potwierdzony dzigki innemu eksperymentowi przeprowadzonemu przez tych
samych badaczy. W jego trakcie uczestnikom pokazywano zarejestrowane z pewnej odlegtosci 4
osoby, ale w odroznieniu od pierwszego eksperymentu kamera znajdowala si¢ na wysokosci ich
twarzy. Odsetek pomylek w trakcie dokonywania wyboru zdje¢ sfilmowanych osob znacznie si¢
obnizyt. W 87% przypadkow badani dokonywali wiasciwych Wybor(')w.448 Nie zmienia to jednak
tego, ze w przypadku systemow CCTV zdecydowanie czesciej organy $cigania beda miaty do
czynienia z nagraniami dokonanymi z gory, pod ,,nietypowym” katem. Tym wigksze znaczenie ma

korzystanie z pomocy ekspertow w celu dokonania rzetelnej identyfikacji osob, a nie poleganie na

448 Tamze, s.421.
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ocenie operatorow, funkcjonariuszy czy nawet sedziego w przypadku postepowania sadowego, w
toku ktorego ma zosta¢ ustalona prawda materialna.

Nie mozna jednak bezkrytycznie podchodzi¢ do opinii poréwnawczych sporzadzanych
nawet przez zatrudnionych w laboratoriach kryminalistycznych laboratoriach. Przede wszystkim
brak jest badan naukowych potwierdzajacych prawdziwos¢ (stusznosé) tez, na ktérych opierajg si¢
eksperci w swojej pracy. Sami eksperci pytani o wyniki takich badan wskazuja na wysoki odsetek
osob skazanych w sprawach, w ktorych dokonali identyfikacji indywidualnej na podstawie
nagrania. Stanowi to raczej dowod swoistej ,,skutecznosci” przygotowywanej opinii, czyli wptywu
na decyzje podejmowane przez organ procesowy. Nie byly prowadzone badania, w ramach ktorych
metoda bylaby weryfikowana przy znanych danych wejsciowych. Prowadzone nieliczne
eksperymenty podwazaja zaufanie do specjalnych zdolno$ci ekspertow w stosunku do nie
przeszkolonych osob. Jeden z nich polegal na pokazaniu 46 uczestnikom (15 z do$§wiadczeniem
identyfikacji os6b na podstawie nagran wideo z systemow CCTV i 31 bez jakiegokolwiek nawet
przeszkolenia w tym zakresie) dwunastu 15-sekundowych klipéw z jednej kamery imitujacej
system CCTV o slabej jako$ci zapisu. Nagranie przedstawiato te same cztery osoby wchodzace do
budynku 1 spogladajace w kierunku kamery w trzech réznych wariantach: bez nakrycia gtowy, w
czapce bejsbolowej oraz czapce welnianej. ,,Aktorami” byli m¢zczyzni w wieku okoto dwudziestu
lat, czyli zgodnie ze statystykami przedstawiciele grupy najczesciej wchodzacej w konflikt z
prawem. Uczestnikom badania pokazano réwniez zdjecia przedstawiajace ,,podejrzanych” oraz
dobranych o0s6b w tym samym wieku w celu dokonania rozpoznania. Bioracy udzial w tym
eksperymencie mogli oglada¢ klipy, przewijac je i zatrzymywac¢ dowolng liczbe razy. Nie byli tez
ograniczeni zadnym limitem czasu. Okazalo si¢, ze osoby doswiadczone dokonywatly
prawidlowych wyborow roéwnie czesto co catkowici laicy — w ok. 67% przypadkow. Roéwniez
dhugo$¢ doswiadczenia nie miata wptywu na poprawnos¢ dokonywanych wyboréw — tyle samo
btedow popelnialy osoby z rocznym doswiadczeniem co z 3-letnim. W 22,4% przypadkow
dokonano biednego rozpoznania — osoba nie bedgca zarejestrowana zostala uznana wtasnie za taka,
aw 10,7% ,,sprawca” nie zostat rozpoznany. Najczesciej dochodzito do btedow kiedy bohaterowie
nagrania mieli na glowach czapki bejsbolowki (zastanialy twarz), a najrzadziej kiedy nosili czapki
welniane — pozwalato to obserwatorom skupi¢ si¢ na widocznej twarzy a nie fryzurze.449
Zastrzezenia moze budzi¢ to, ze nagrania byly stabej jakos$ci, ale w praktyce wtasnie z takimi maja
do czynienia funkcjonariusze policji oraz pracownicy wymiaru sprawiedliwosci. Zgodnie z danymi

przytoczonymi w opublikowanej przez brytyjskie Ministerstwo Spraw Wewnetrznych Narodowe;j

44 A . I .
1. o Lee W.-J., Wilkinson C., Memon A., Houston K., Matching Unfamiliar Faces from Poor Quality

Closed-Circuit Television (CCTV) Footage. An evaluation of the effect of training on facial identification
ability, Axis: The Online Journal of CAHId, Vol 1, No 1 (2009), s. 19-26.
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Strategii CCTV (National CCTV Strategy) okoto 80% nagran pochodzacych z systemow
monitoringu wizyjnego wykorzystywanych do pracy $ledczej jest ,,dalekich od ideatu”.**® Z kolei
pilotaz podobnego badania przeprowadzony w Manchasterze przynidost odmienne wyniki.
Uczestniczacy w nim dwoje ekspertow rozpoznawato osoby z nagran imitujacych system CCTV
zdecydowanie czeSciej niz osoby bez zadnego doswiadczenia w tym zakresie. Poprawne

451 .
Pewne zastrzezenia wobec

odpowiedzi byty udzielane odpowiednio w 85% i 53% przypadkow.
tych wynikow budzi to, ze bralo w nim udziat tylko dwoje ekspertow, ktorzy ponadto sami byli
tworcami schematu badawczego. Ponadto nawet w takich okolicznosciach w 15% spraw dokonali
oni btednego rozpoznania.

Drugim ktopotem jest nie sprawdzanie wiarygodnosci metody, poprzez np. testowanie czy
rézne osoby z niej korzystajace na podstawie tych samych danych dojda do takich samych
wnioskow, ewentualnie jaki jest mozliwy margines btedu.*** Nie potwierdzona metoda jest bardziej
podatna na wystgpienie innych bledow, np. wptywu kontekstu sytuacyjnego lub sugestii na wyniki
ekspertyzy. Nawet w przypadku analizy daktyloskopijnej ktora opiera si¢ na wystandaryzowanych
technikach dochodzi do takiego wptywu. Eksperyment dowodzacy takiego wptywu polegal na
wyborze spraw, w ktorych pigciu doswiadczonych specjalistow w zakresie daktyloskopii wydato
pozytywne opinie pi¢¢ lat przed prowadzonym badaniem. Powtdérnie przedstawiono im $lady, na
podstawie ktorych sporzadzili swoje opinie tylko zasugerowano im, ze materiat dowodowy
zdaniem innych ekspertéw nie zgadza si¢ z materiatem poréwnawczym. Nie poinformowano ich, ze
tak naprawde pracuja na materiale, ktory byt w przesztosci podstawa do wydania przez nich
pozytywnych opinii 1 ktory dodatkowo zostal przeanalizowany przez dwoéch niezaleznych
ekspertow potwierdzajacych wyniki pierwotnych opinii. Czterech z pigciu ekspertow zmienito
swoje poprzednie kategoryczne opinie. Trzech zmienito je na calkowicie przeciwng, jeden
stwierdzil, ze na podstawie dostarczonego materiatu nie moze sporzadzi¢ zadnej opinii i tylko jeden

pozostal przy swojej pierwotnej ocenie.**?

Podobne badania nie byly prowadzone w przypadku
ekspertow z zakresu analizy porownawczej zapisu wideo, ale praktyka sagdowa dostarczyta dobry
przyktad analogicznego mechanizmu. Réwnie istotne zmiany opinii jak w przypadku ekspertyzy
daktyloskopijnej mialy miejsce w sprawie zabdjstwa, ktorego sprawca zostal utrwalony przez
system CCTV. W trakcie postgpowania przygotowawczego czterech specjalistow z zakresu facial

mapping dziatajac niezaleznie od siebie zidentyfikowalo podejrzanego jako osobe zarejestrowang

0 Gerrard G., Parkins G., Cunningham 1., Jones W., Hill S., Douglas S., National CCTV Strategy, Home Office 2007,
s. 12.

“81 Wilkinson C., Evans R., Are facial image analysis experts any better than the general public at identifying
individuals from CCTV images? Science and Justice, 49 (2009), s. 191-196.

2 Edmond G, Biber K., Kemp R., Porter G,, op. cit., s. 351.

3 Dror I.E., Charlton D., Peron A.E., Contextual information renders experts vulnerable to making erroneous
identifications, Forensic science International 156 (2006), s. 76.
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na nagraniu. W krétkim czasie po tej identyfikacji prowadzacy sledztwo doszedt do wniosku, ze
zatrzymana zostata niewlasciwa osoba 1 zidentyfikowal nowego podejrzanego. Skierowano
nagrania wraz ze zdjgciem ,,nowego” domniemanego sprawcy do tej samej czworki ekspertow.
Dwoch sposréd nich uznato, ze brak jest wystarczajacej liczby cech aby przygotowac¢ jednoznaczng
opini¢, jeden uznat, ze istniejg przestanki potwierdzajace identyfikacje podejrzanego, a czwarty
dokonat identyfikacji z duzym prawdopodobienstwem.***

Oprocz opisanego wptywu kontekstu sytuacyjnego lub sugestii na opinie przygotowywane
przez ekspertow w zakresie identyfikacji osob na podstawie zapisu fotograficznego lub wideo brak
badan rzetelnosci samej metody skutkuje w mozliwosci popetnienia dodatkowych bledow. Dotyczy
to zwlaszcza metody montazowej, antropometrycznej oraz pomiarow katowych. W celu
zilustrowania r6znic w pomiarach dokonywanych na zdjeciach wykonywanych z réznej odlegtosci
Glenn Porter przeprowadzit prosty eksperyment. Wykonat seri¢ zdje¢ z roznej odlegtosci twarzy
manekina z zaznaczonymi na niej punktami stuzacymi do identyfikacji antropometrycznej.
Fotografie ilustrowaty zmiane nie tylko wielkos$ci poszczegdlnych elementdéw, ale réwniez ich
wzajemnych proporcji, podobnie jak proporcje odleglosci pomiedzy zaznaczonymi punktami.**® W
takiej sytuacji znajduje si¢ np. ekspert, ktory dokonuje pordéwnania obrazu podejrzanego
zarejestrowanego przez kamer¢ w bankomacie (odlegto$¢ mniejsza niz 1m) ze zdjeciem
sygnalitycznym wykonywanym z odleglo$ci 3-4 metrow. Identyfikacja prowadzona na bazie
takiego materialu jest obcigzona ryzykiem bledu. Podobnie zaburzenia perspektywy moga
powodowac btedne okreslenie wzrostu osoby zarejestrowanej oraz poszczegdlnych czesci jej ciala.
W takiej sytuacji nie wystarczy wykorzystanie techniki ,sktadania zdje¢, przy zachowaniu
proporcjonalnos$ci przeksztatcanych obiektow — kazda zmiana wielkosci w pionie, potaczona jest z
odpowiednig zmiang obiektu w poziomie — tak by nie doszto do znieksztatcenia.”**® Srodowisko
ekspertow ,,mapowania twarzy” podnosi argument, ze wprawdzie brak jest regulacji w tym
zakresie, ale ich wtasna organizacja (The Forensic Imagery Analysis Group) zajmuje si¢
wprowadzaniem odpowiednich procedur. Z kolei zarzut dotyczacy braku metodologii
udokumentowane] mozliwymi do powtorzenia reprezentatywnymi testami jest odpierany poprzez
oparcie si¢ na wynikach badan prowadzonych w innych dziedzinach kryminalistyki. Wskazywane
jest rowniez to, ze oprocz pewnych wspdlnych technik, kazdy ekspert dysponuje wlasnymi
procedurami. Podkreslane jest rowniez to, ze przygotowana opinia nie stanowi wyroku, ktory jest

wydawany przez niezawisty sqd.457 Przytaczane wyjasnienia wydaja si¢ wskazywac na to, ze

4 R v Stockwell [1993] 97 Cr App R 260; Campbell-Tiech A., “Stockwell” revisited: The unhappy state of facial
mapping, Archbold News Issue 6 2005, s. 4-6.
® Porter G, op. cit., 5. 19-20.
8 Kempinska A., Szydtowski L., Zastosowanie metod antropometrycznych w identyfikacji poréwnawczej na
podstawie zapisow systemow monitoringu, Archiwum Medycyny Sadowej i Kryminologii, nr 1 (55) 2005, s. 20.
7 Bromby M., CCTV and Expert Evidence: Addressing the Reliability of New Sciences, Archbold News Issue 9 2006,

199




narzedzia stosowane przez ekspertow w tym zakresie sg blizsze metodyce niz metodologii. W
przypadku wydawania opinii mogacych mie¢ istotny wptyw na podejmowanie decyzji przez organy
procesowe wydaje si¢ to by¢ standardem niewystarczajacym. Zaczynaja dostrzegac to niektore sady
kwestionujac kwalifikacje eksperckie 0sob przygotowujacych opinie identyfikujace oskarzonych na
podstawie catkowicie nieczytelnych nagralr'l.458

Zrédtem probleméw z przeprowadzeniem ekspertyzy antropometrycznej w oparciu o
nagrania z systemOéw monitoringu wizyjnego moga by¢ tez wskazywane wczesniej czynniki,
gléwnie niewtasciwa lokalizacja kamer oraz jakos$¢ rejestracji (niekiedy brudna obudowa kamer

catkowicie uniemozliwia rozpoznanie nagranych os()b)459

. Nawet zapis z systemow CCTV
montowanych w bankach czy przy bankomatach nie stanowi czgsto wystarczajacego materialu do
przeprowadzenia jakichkolwiek poréwnan. Wskazuja na to sami biegli w tym zakresie, ktorzy na
podstawie np. nagran z nietypowej perspektywy maja za zadanie okresli¢ zgodno$¢ pomiedzy osoba
utrwalong na no$niku danych, a podejrzanym.460 Postulat opracowania doktadnej 1 weryfikowalne;j
metodologii pracy ekspertow prowadzacych identyfikacje na podstawie nagran wideo wydaje si¢
by¢ jak najbardziej trafny, jezeli uwzgledni si¢ coraz szersze wykorzystanie nagran pochodzacych z
systeméw CCTV w praktyce sadowej 1 mozliwos¢ wplywu opinii na podejmowane
rozstrzygnie;cia.461 W S$wietle przytaczanych wynikéw badan stwierdzenie z konca XIX wieku,
dotyczace wykorzystania fotografii jako dowodu w trakcie postepowania sagdowego gloszace ze
.,,fotografia stanowi doskonaty zapis faktow nie podlegajacy stronniczej ocenie, uprzedzeniom ani

klopotom z pamiqciq”462

463

przestaje by¢ tak oczywiste i nie podlegajace watpliwosci jak w chwili

jego wygtoszenia.

5.2 Badania wykorzystania nagran z systeméow CCTV w pracy organow S$cigania i wymiaru
sprawiedliwosci

Celem okreslenia znaczenia §ledczego i dowodowego nagran pochodzacych z systemow
monitoringu wizyjnego mozna wybra¢ sposrod jednej z kilku metod badawczych. Jedng z nich jest

analiza akt postgpowan. Ma ona zalet¢ w postaci bezposredniego zapoznania si¢ z pelnym

s.7-9.

% R v BLM (2005) District Court of NSW, za: Edmond G., Biber K., Kemp R., Porter G., op. cit., s. 346; pomimo
podniesionych watpliwosci odmiennie potraktowano opinie tego samego eksperta w sprawie R v Tang (2006)
NSWCCA 167.

9 Blikowska J., Kozubal M., Kamery $lepe od brudu, Zycie Warszawy 9 lutego 2010.

“%0" Kempinska A., Szydtowski L., op. cit., s. 19-21.

“1 porter G, op. cit., s. 18.

%62 Mnookin J., The image of truth: Photographic evidence and the power of analogy, Yale Journal of Law and the
Humanities vol. 10 1998, s. 18.

Salleh A., Courts rely on ‘unreliable' CCTV images,
http://www.abc.net.au/news/stories/2009/12/03/2760766.htm spr. 4 kwietnia 2010 r.
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materiatem zebranym w toku konkretnych postgpowan, na podstawie czego mozna oceni¢ warto$¢
materialdow pochodzacych z systeméw CCTV na tle innych dowodéw. W przypadku postepowan
zakonczonych analiza taka umozliwia tez zbadanie, jak na roznych etapach prowadzacy
postepowanie, a nastgpnie sagd ocenit warto$¢ zebranego materiatu. Metoda badan aktowych ma
wiec wiele zalet. Najwigkszym ograniczeniem zwigzanym z jej wykorzystaniem jest jednak dobor
proby. Losowe wybranie prokuratury lub sadu, a w kolejnym kroku konkretnych spraw moze
skonczy¢ sie porazka badawcza. Nawet w duzej probie (np. losowo wybranych stu spraw) moze
zabrakna¢ przypadkow, w ktorych wystepuje materiat z systeméw CCTV. Uniemozliwi¢ by to
moglto wyciaggniecie rzetelnych wnioskow. Inng z mozliwych metod badawczych jest zapoznanie si¢
z doswiadczeniami praktykow, ktorzy w swojej pracy korzystaja z tych nagran, jak i innych zrodet
dowodowych. Mozna korzysta¢ z techniki wywiadu lub ankiety, przy czym ankieta moze sktadac
si¢ z pytan zamknigtych, otwartych lub taczy¢ te dwie grupy pytan. Grupe praktykow, ktorzy
korzystaja z nagran z kamer, jak i innych S$rodkéw dowodowych tworza przede wszystkim
prokuratorzy i sedziowie. Wykorzystanie ankiety pozwala zebra¢ i opracowa¢ material od wigkszej
grupy (metoda ilosciowa) niz w przypadku korzystania z wywiadu. Ankieta w przypadku
niniejszych badan ma t¢ przewagg nad analizg akt, ze przy odpowiednio licznej i reprezentatywnej
probie nie istnieje ryzyko braku do$wiadczen z nagraniami pochodzacymi z systemow CCTV.
Jednocze$nie nie ogranicza to mozliwosci porownania wykorzystania nagran z kamer CCTV z
innymi $rodkami dowodowymi. Wymienione powody zdecydowaly o wyborze ankiety jako
narzedzia badawczego.

Skonstruowano ankiete, ktora skladata si¢ z 12 pytan — czg$§¢ miata charakter pytan
zamknigtych, nieliczne otwartych, oraz metryczki.*®® Badania ankietowe w pierwszym etapie
zostaly przeprowadzone wsrod sedziow z wydziatow karnych oraz prokuratorow. Objety one 72
prokuratorow 1 sedzidow (po polowie z kazdej korporacji) z terenu centralnej i podinocnej Polski.
61% sposrod badanych pracuje w sadach i prokuraturach rejonowych, reszta w sadach i
prokuraturach okrggowych (poza o$mioma prokuratorami z prokuratury apelacyjnej).465 Daje to
przekrdj pionowy przez caly system polskiego wymiaru sprawiedliwosci. Drugi etap badan miat
miejsce niecale dwa lata po pierwszym — w listopadzie 2009 r. W jego ramach przeprowadzono
ankiet¢ w grupie 47 prokuratoréw z terenu catej Polski, ktorzy w chwili badan w zdecydowanej
wiekszosci pracowali w prokuraturach rejonowych, a jedna trzecia w prokuraturach okregowych (z

prokuratury apelacyjnej byt tylko jeden prokurator). Niektore pytania w ankiecie zostalty na bazie

464
465

Formularz ankiety znajduje si¢ w zatacznikach

W dalszej czgscei tego rozdzialu zrezygnowano z postugiwania si¢ warto§ciami procentowymi — grupa 72 oséb
jest na tyle mata, ze waga odpowiedzi jednej osoby jest wieksza niz jeden procent, podobnie w przypadku drugiej fazy
badan.
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wnioskOw z pierwszego etapu zmienione. Zmiany te zostang omoéwione w trakcie prezentowania
wynikow badan.*®®

Pierwsze z pytan ankiety dotyczylo typu dowoddéw, z jakimi najczesciej spotykaja si¢ w
swojej praktyce zawodowej badani. Posrod dowodow rzeczowych zdecydowanie dominowaty:
dokumenty (m.in. finansowe, bankowe, lekarskie), narzedzia stuzace do popetnienia przestepstwa i
przedmioty pochodzace z przestgpstwa. Drugg grupg tworzg wskazania czeste. Znalazty si¢ w niej:
samochody/pojazdy mechaniczne, (pirackie) ptyty CD/DVD, kasety VHS, §lady biologiczne, linie
papilarne/slady daktyloskopijne, $rodki odurzajace/narkotyki, nagrania z kamer/monitoringu.
Pojedynczy praktycy wymieniali: nieoryginalng odziez, nagrania audio, fotografie, $lady
mechanoskopijne, osmologiczne, odciski butdw, odtamki szkta, bron palng, kije bejsbolowe,
siekiery 1 poroze. Najczesciej spotykane dowody osobowe to zeznania §wiadkéw i wyjasnienia
oskarzonych, zdecydowanie rzadziej opinie biegtych. Brak byto wiekszych roznic we wskazaniach
z obu faz badan.

Drugie z pytan dotyczylo wykorzystania jako dowodu nagran z systemu monitoringu.
Jedynie dwoje respondentéw nie korzystato w swojej praktyce z takich nagran. Reszta korzysta z
nich, cze$¢ incydentalnie — jeden, dwa razy w ciggu catego okresu pracy w zawodzie, czg$é
stosunkowo czgsto — pieé, szes¢ razy rocznie. Cze$¢ badanych (jedna trzecia) pamigtata o 10-30
sprawach ze swojej praktyki, w ktorych wykorzystano dowod z nagran z kamer z systemow
monitoringu. W drugiej fazie badan w celu dokladniejszej oceny skali wykorzystania nagran
zawezono okres, o jaki pytano do 12 miesigcy poprzedzajacych przeprowadzenie ankiety (w
pierwszej fazie pytano o calg praktyke zawodowa). Prawie jednej trzeciej prokuratoréw w ciagu
roku nie zdarzyto si¢ wykorzystywa¢ dowodu z nagran systemu monitoringu. W grupie tej
znajdowali si¢ prawie wylgcznie prokuratorzy z prokuratur okregowych. Jedna trzecia korzysta z
nagran pochodzacych z systemoéw CCTV stosunkowo rzadko - od jednego do trzech razy w roku.
Natomiast okolo 30% badanych prokuratorow wykorzystuje w swojej praktyce taki dowod dosy¢
czgsto - od czterech do kilkunastu razy w ciggu 12 miesigcy. Opierajac si¢ juz na tych danych
Mozna $miato stwierdzi¢, ze dowod z nagrania pochodzacego z kamer systemOw monitoringu
wizyjnego ,,zadomowil” si¢ w praktyce polskiego wymiaru sprawiedliwosci. Nie jest niczym
niezwyktym, spotykaja si¢ z nim prawie wszyscy prokuratorzy i sedziowie wydziatow karnych z
prokuratur 1 sgdoéw réznych szczebli.

Interesujace jest, jaki byt charakter czynow, w ktorych nagrania z systeméw monitoringu
wizyjnego byty wykorzystywane jako dowdd. Nie jest zaskoczeniem, ze zdecydowana wigkszos¢ to
przestepstwa przeciwko mieniu, przy czym dominowaly kradzieze. Byly to gtownie kradzieze

dokonywane w placéwkach handlowych (sklepach, supermarketach) — 39 wskazan respondentéw,

466 Formularz ankiety uzyty w trakcie II etapu badan znajduje si¢ w zalgcznikach.
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czyli ponad potowa miata z nimi do czynienia, ale duzg grupe stanowity kradzieze paliwa — 12
wskazan. Jedna z kradziezy dotyczyta cze$ci samochodowych w zaktadzie produkcyjnym. Czgsto
nagrania byly wykorzystywane w sprawach dotyczacych rozbojow — 16 wskazan. Druga
dominujacg grupe stanowily przestepstwa przeciwko zyciu 1 zdrowiu — pobicia (15 wskazan) 1 bojki
(5 wskazan). Rzadziej, od tych dwoch grup, ale relatywnie czgsto wymieniane byly napady
rabunkowe — 4 razy (ich gléwnym celem byly stacje benzynowe) oraz przestgpstwa, ktorych
dokonaniu stuzyly skradzione lub podrobione karty ptlatnicze/kredytowe: kradzieze gotowki z
bankomatu — 12 razy, oszustwa — 7 razy. Inne czyny (wymieniane kilkakrotnie), ktorych dotyczyty
nagrania, to: wykroczenia drogowe (m.in. kierowanie pojazdami w stanie nietrzezwym) — 9
wskazan, imprezy stadionowe/zniszczenie mienia podczas meczu pitkarskiego — 5 razy.
Przestgpstwa korupcyjne/tapowka 1 naruszenie nietykalno$ci cielesnej funkcjonariusza
publicznego/czynna napas$¢ na funkcjonariuszy policji byly wymieniane dwukrotnie. Pojedyncze
sprawy dotyczyly: przekroczenia uprawnien przez policjantéw — pobicie oskarzonego, wlaman,
wlaman do samochodéw, posiadania §rodkow odurzajacych, usitowanie zabdjstwa, zabojstwa (!),
czynow lubieznych, prania pieni¢dzy, wyludzen, wykroczen przeciwko porzadkowi i upozorowania
kradziezy samochodu w celu wytudzenia odszkodowania. W jednej ze spraw nagranie stanowilo
dowod na alibi podejrzanego.

W trakcie drugiej fazy badan prokuratorzy wskazywali najczesSciej na 4 kategorie
penalizowanych czyndéw, w ktorych sprawach podczas 12 miesigcy poprzedzajacych badanie
wykorzystywano dowod z nagran z systemow CCTV. Byly to rozboje (15 wskazan), bojki i pobicia
(14 wskazan), kradzieze (14 wskazan) i kradzieze z wlamaniem (12 wskazan). Kilkakrotnie
wymieniali niszczenie mienia, oszustwa, falszowanie dokumentow w celu uzyskania kredytow,
uszkodzenia ciata, wypadki komunikacyjne, zniewazanie funkcjonariusza publicznego i dziatanie
na szkodg¢ interesu publicznego lub prywatnego przez funkcjonariusza publicznego. Pojedyncze
wskazania dotyczyly katalogu spraw szerszego od podanego przez respondentdw rok wczesniej.
Pojawity si¢ przestepstwa: kradziezy rozbdjniczej, zgwatcenia, przerwanie cigzy bez zgody kobiety
cigzarnej, zmuszenie do okreslonego zachowania, bezprawne wywieranie wplywu na czynnosci
urzedowe sadu, bezprawne wywieranie wptywu na czynno$ci urzgdowe organu administracji i
porzucenie matoletniego. Ponownie, jak w pierwszej fazie respondentom zdarzalo sie
wykorzystywaé w sprawach przestepstwa z art.148 kk (zabojstwo) i1 jego usitowania dowod z
nagrania.

Zaprezentowany katalog czynoéw, w sprawie ktorych wykorzystywany byt dowod w postaci
nagran z systemOw monitoringu jest bardzo szeroki. Jak wskazano najczgéciej s to kradzieze oraz
rozboje (sposrdd przestepstw przeciwko mieniu) oraz bojki 1 pobicia (przestepstwa przeciwko zyciu

I zdrowiu). Jednak czeste jest rowniez wykorzystanie nagran z kamer w przypadkach chuliganéw
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stadionowych, czy w sytuacjach, kiedy sprawcy korzystaja z kradzionych lub podrobionych kart
ptatniczych. Katalog uzupelniaja wykroczenia drogowe, ale w zaprezentowanych wynikach zwraca
uwage fakt wykorzystania nagran z kamer takze przy najpowazniejszych czynach: usitowaniu
zabojstwa 1 zabdjstwa. Dane te uwidaczniajg zakres wykorzystania nagran nie tylko liczbowy
(udokumentowany przytaczanymi wczesniej odpowiedziami) ale i przedmiotowy. Dowody
pochodzace z systemow CCTV wykorzystuje si¢ zarowno w sprawach wykroczen, jak i
najpowazniejszych zbrodni (zabdjstwa).

Nagrania, z ktorymi w swojej pracy spotykali si¢ uczestniczacy w badaniach prokuratorzy i
sedziowie pochodzily z systemow roznych typow. Wsrdd zrddet nagran dominowaly systemy
monitoringu placowek handlowych (sklepéw, supermarketow). Inne z czesto wymienianych zrodet
to: systemy monitoringu stacji benzynowych, placowek bankowych i miejskie systemy monitoringu
wizyjnego. Rzadziej nagrania pochodzity z kamer instalowanych na stadionach, a pojedyncze osoby
wskazaty na: system monitoringu w sadzie, szkole, przejsciu granicznym, wspolnocie
mieszkaniowej, kawiarni, zakladzie produkcyjnym i urz¢dzie pocztowym. Nagranie z urzedu
pocztowego wykorzystano do zidentyfikowania nadawcy paczki, ktorej adresatem byt
pensjonariusz zakladu karnego, a zawarto$¢ stanowity $rodki odurzajace. Jest to kolejne
potwierdzenie szerokiego wykorzystania materiatow pochodzacych z systemoéw CCTV w praktyce
polskiego wymiaru sprawiedliwo$ci. Informacja o tym, ze w jednej ze spraw materiat pochodzit ze
szkolnego systemu monitoringu jest swoistym znakiem czasow, w ktorych kamery towarzysza
zyciu mtodego pokolenia od samego poczatku instytucjonalnej socjalizacji. W drugiej fazie badan
jako miejsce pochodzenie nagran prokuratorzy najczes$ciej wskazywali na banki (19 razy) oraz
stacje benzynowe (17 razy). Niewiele rzadziej (15 wskazan) wymieniane byty placowki handlowe 1
systemy monitoringu miejskiego (13 wskazan). Systemy monitoringu stadionowego byty wskazane
tylko dwukrotnie, a komenda policji, jako miejsce skad pochodzilo nagranie trzykrotnie.
Pojedyncze wskazania dotyczyly systemu monitoringu w sadzie, pubie, hurtowni, izbie
wytrzezwien 1 kosciele (!).

Kryminalistycznie istotne jest to, jakim ekspertyzom poddawane sg nagrania z systemow
monitoringu. Okazuje si¢, ze ponad potowa z ankietowanych praktykow wskazata, Zze materiat
dowodowy z kamer CCTV nie byl poddawany zadnym ekspertyzom, czyli wykorzystywano go
jako dowdd rzeczowy. Z drugiej strony wskazywane sg liczne rodzaje ekspertyz jakim poddawany
jest materiat pochodzacy z systemow CCTV (nie byto uscislane na jakich no$nikach zostaje on
dostarczany, ale katalog mozliwosci jest ograniczony do kaset wideo, pltyt CD/DVD i twardych
dyskow). Najczescie] wskazywang analiza byla ,,obrobka” i ,,oczyszczanie” nagran. Jest to dosy¢
enigmatyczne okreslenie, pod ktorym zapewne kryje si¢ odtworzenie nagrania, jego opisanie i

sporzadzenie zdje¢ dokumentujacych pewne istotne fragmenty oraz ewentualnie wizerunki osob.
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Mozna chyba zatozy¢, ze okreslenie ,,obrobka” jest pewnym skrotem myslowym, ewentualnie
wynika z niepelnej wiedzy jakie czynnosci sag podejmowane w laboratoriach kryminalistycznych.

Wiedzg na temat pracy ekspertéw odzwierciedlajg inne odpowiedzi np. okreslajace analize
jako: audiowizualng. Zapewne nastgpito to przypisanie analizie nazwy pracowni lub sekcji
laboratorium kryminalistycznego dokonujacego tego typu ekspertyzy — poza opisywanymi
laboratoriami takze m.in. Laboratorium Kryminalistyczne Komendy Wojewddzkiej Policji w
Bydgoszczy posiada Sekcje Technik Audiowizualnych.*®” Nie do konca mozna by¢ pewnym, co
oznacza odpowiedz wskazujaca na mechanoskopijng analiz¢ nagran pochodzacych z monitoringu
wizyjnego. Jedng z mozliwo$ci jest rozumienie przez to sprawdzania oryginalno$ci nagrania,
chociaz nie wykonuje si¢ tego poprzez wykorzystanie technik mechanoskopijnych. Wskazywano
réwniez na analiz¢ antropologiczng oraz antropometrig.

Posréd odpowiedzi prokuratorow i s¢dziow pojawialy si¢ roOwniez wskazania na analizg,
ktéra miata za zadanie stwierdzi¢: oryginalno$¢ nagrania, czy brak manipulacji przy nagraniu. Jest
to faktycznie jedna z podstawowych ekspertyz wykonywanych w odpowiednich pracowniach
laboratoriow kryminalistycznych. Podobnie jak odtworzenie nagrania i sporzadzenie protokotu z tej
czynnos$ci, w ktorym znajdg si¢ informacje o tym, co dany materiat zawiera. Innym z zadan jest
przygotowanie materiatu stuzacego dalszym czynno$ciom. Zawiera si¢ w tym ,,wyizolowanie
poszczeg6lnych torow wizyjnych”, ktora si¢ wykonuje przy systemach obejmujacych wigksza
liczbe kamer, gdzie obraz z kamer przechodzi przez tzw. multiplekser. W takich przypadkach sygnat
podlegajacy ekspertyzie jest rozdzielany od reszty. Mozna to uzna¢ jako dozwolona metode
»poprawy jakosci nagrania”. Grupa czynnosci przygotowawczych obejmuje rowniez wymieniane
przez sedziow 1 prokuratorow ,,przygotowanie dokumentacji fotograficznej” (takze materiatow
wizualizacyjnych), kadrowanie obrazoéw, czy ,wykonanie stop-klatek w celu identyfikacji
sprawcy”, jak 1 ,,wykonanie powigkszen do wykorzystania przy portrecie pamigciowym”.

Druga faza badan przeprowadzona niecale 2 lata po pierwszej przyniosta odmienne wyniki.
Przede wszystkim sposrod prokuratoréw wykorzystujacych w swojej pracy dowdd z nagrania z
systemu CCTV w prawie 70% przypadkéw poddawano go ekspertyzom. W jednej trzeciej spraw
zaniechano tego. Sposrod rodzajow ekspertyz najczgsciej wymieniana byta wizualizacja (6 razy) —
wykonanie kadréw, czasem powigkszonych z materialu dowodowego. Czworo prokuratoréw
wskazywalo na dwie kategorie ekspertyz: przeprowadzenie ogledzin materialu dowodowego 1
analiz¢ antropologiczng. Rzadziej wymieniane byly: “obrobka”, odczyt materialu 1 identyfikacja
0s0b — kazda z nich przez dwie osoby. Inne odpowiedzi dotyczyty takich ekspertyz, jak: opis

zabezpieczonej kasety, rekonstrukcja wypadku drogowego i ekspertyza porownawcza badan.

467 http://www.kujawsko-

pomorska.policja.gov.pl/_portal/118217466346768dc7250b0/KRY MINALISTY KA .html
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Zdecydowana wigkszo$¢ wymienionych czynno$ci sluzy¢ ma identyfikacji osob, ktora
zazwyczaj polega na poréwnaniu wizerunku z obrazem pochodzacym z nagrania. Pytani o
instytucje, w ktorych wykonano wymienione ekspertyzy zdecydowana wigkszo$¢ respondentow z
obu faz badan wskazywata na laboratoria kryminalistyczne policji (zazwyczaj wojewodzkie, ale
pojawito si¢ tez wskazanie na Centralne Laboratorium Kryminalistyczne). Kilkoro badanych
wskazywalo na ,,prywatnych” biegtych lub prywatne placowki, w tym Polskie Towarzystwo
Kryminalistyczne. Pojedyncze osoby wymienialy Agencje Bezpieczenstwa Wewngtrznego lub
wskazywaly na prokuratora jako przeprowadzajacego ekspertyze. Jeden respondent wymienit
biegltego z zakresu informatyki. Rowniez raz zostal wymieniony biegly z nazwiska - prof.
Mtodziejowski.

Poréwnujac przedstawione wyzej odpowiedzi prawnikow praktykow z faktycznym
zakresem ekspertyz przygotowywanych w laboratoriach kryminalistycznych zwraca uwage fakt, ze
znaczna cze$¢ prokuratorow i sedziow, zwlaszcza w trakcie pierwszej fazy badan nie wiedziata
jakie sg faktyczne mozliwo$ci kryminalistyki w zakresie analizy zapisow z systemow CCTV. Brak
takiej wiedzy nie pozwala im w pelni wykorzysta¢ potencjatu tego srodka dowodowego.

Badani prokuratorzy i s¢dziowie byli pytani tez o efekt wykorzystania nagran z systemow
monitoringu w prowadzonych przez nich sprawach. Efektem, w rozumieniu tych badan, byty
wnioski wyciagniete z przeprowadzonych ekspertyz. W celu ufatwienia prowadzenia badan
przygotowano kafeterie, w ktorej sktad wchodzily nastepujace mozliwosci odpowiedzi: materiat
stabej jakosci nie pozwala na dokonanie identyfikacji, materiat dobrej jakos$ci, ale nie pozwala na
dokonanie identyfikacji, identyfikacja indywidualna pozytywna, identyfikacja negatywna, nagranie
nieautentyczne. W zwigzku z tym, ze wnioski wyciagni¢te z analizy nagrania mogg si¢ rozni¢ od
wymienionych nie domknigto kafeterii pozostawiajagc odpowiedz ,,inne”. Kazdej z odpowiedzi
towarzyszylo dodatkowe pytanie o orientacyjng liczbe spraw, w ktoérych dane wnioski zostaly
wyciagniete — miato to pozwoli¢ na poréwnanie kryminalistycznej, a przez to rOwniez procesowej
wartosci dostarczanych do ekspertyz nagran.

Zadna z ekspertyz w sprawach, z ktorymi zetkneli sie badani praktycy nie zakonczyta sie
wyciagnigciem wnioskow nie przewidzianych w formularzu ankiety. Jedynie w trzech sprawach
(wskazanych przez jednego respondenta) w efekcie ekspertyzy ustalono, ze dostarczone nagranie
bylo nieautentyczne. Najwigksza liczba ekspertyz (67 — jest to liczba spraw a nie respondentow) z
jakimi zetkneli si¢ respondenci konczyta si¢ wnioskiem stwierdzajacym, ze zbyt staba jako$¢
materiatu nie pozwala na dokonanie identyfikacji. Jednak niewiele mniejsza liczba spraw (60)
konczyta sie¢ identyfikacja pozytywna. Trzecig liczna grupa (47 spraw) byty te, w ktérych
stwierdzano zadowalajaca jako$¢ materiatu, ale niemozno$¢ identyfikacji z innych powodow. W

czternastu przypadkach nastgpita identyfikacja negatywna. Z przytoczonych danych wynika, ze w
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okoto 40% spraw, w ktorych skierowano nagrania do ekspertyzy doszio do identyfikacji. Jest to
kryminalistycznie istotny fakt. Niezaleznie, czy jest to identyfikacja pozytywna, czy negatywna, to
pozwala ona na zblizenie si¢ do prawdy materialnej. Analizujac pozostale odpowiedzi mozna
przypuszczaé, ze dzieki polepszeniu jakos$ci nagran, m.in. poprzez wykorzystanie sprzetu i
no$nikow danych o wyzszej jakosci, lub wyboru innych lokalizacji do montazu kamer mozna by
dokona¢ identyfikacji w ponad potowie spraw. Podsumowujac te wyniki mozna stwierdzié¢, ze juz
obecnie aparat wymiaru sprawiedliwo$ci dysponuje silnym $rodkiem dowodowym w postaci
nagran z systemoéw CCTYV, a niewielkim kosztem (lezagcym po stronie wilascicieli 1 administratoréw
systemOw) jego warto§¢ mozna by zwigkszy¢. Odnoszac si¢ do tych wnioskow nalezy tylko
pamigta¢ o tym, ze bazuja na odpowiedziach tylko od tych praktykéw, ktorzy zetkngli si¢ z
ekspertyzami tego materialu dowodowego (mniej niz potowa proby). W drugiej fazie badan
stosunek poszczegdlnych efektow prowadzonych ekspertyz byt podobny z jedng widoczng rdznica.
Najczestszym wnioskiem, jaki byt wyciggany na podstawie ekspertyz byl: “materiat stabej jakoS$ci

nie pozwala na dokonanie identyfikacji” (40 spraw).*®

Wprawdzie w 25 sprawach dokonano
identyfikacji indywidualnej pozytywnej, ale jest to prawie o potowe mniej przypadkow. W reszcie
spraw albo material pomimo dobrej jako$ci nie pozwalal na dokonanie identyfikacji (6 spraw), albo
doprowadzil do identyfikacji negatywnej (4 sprawy). Dwoje prokuratorow wybrato odpowiedz
“inne efekty”. Byly nimi: ustalenie przebiegu zdarzenia i zbyt maty obszar objety kamera, co nie
pozwolito na pokazanie calej postaci sprawcy. Zaden z prokuratoréw bioracych udziat w tej fazie
badan nie wybrat odpowiedzi “nagranie nieautentyczne”, niektorzy nawet dodawali przy tym polu
wlasne komentarze, takie jak: “nie zdarza si¢”, “nie spotkatem sig”.

W drugiej fazie badan w celu doktadniejszej analizy wykorzystania dowodu z nagrania
pochodzacego z systemu CCTV przez organy wymiaru sprawiedliwosci dodano dwa pytania: czy
materiatl byl pokazywany podejrzanym lub oskarzonym (pytanie 8.) oraz czy material zostat
odtworzony w trakcie postepowania sadowego (pytania 9.). W obu przypadkach pytano o
uzasadnienie takiego wyboru i1 jego ewentualny efekt. Prawie doktadnie potowa prokuratorow
pokazywata material podejrzanym lub oskarzonym (14 osob), a druga grupa (15 osob) nie robita
tego. Uzasadnienia nie odtwarzania podejrzanym 1 oskarzonym nagran byty bardzo rdzne.
Dwukrotnie wskazywano nastepujace powody: “podejrzany nie ztozyl takiego wniosku”,
“wystarczyto zapoznanie z protokotem ogledzin”, “niska jako$¢ nagrania” i1 “brak zarzutow —
postepowanie umorzone”. Pojedyncze odpowiedzi, ktére si¢ pojawily to: “dowod nieprzydatny”,
“nie bylo takiej koniecznos$ci”, “nie ujawniono sprawcy”, “pokazywano $wiadkom, a nie

podejrzanemu ze wzgledu na dobro pokrzywdzonych” i1 wreszcie “sprawa w toku, bedzie

pokazany”. Polowa przypadkow, w ktorych pokazano nagranie zaowocowala przyznaniem si¢

%8 W trakcie drugiej fazy badan prokuratorzy wymienili 71 spraw, w ktorych prowadzona byla jakakolwiek ekspertyza.
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podejrzanych do popetnionych czynow (po rozpoznaniu si¢ na zarejestrowanym filmie). Inne efekty
wyliczane czg¢$ciej niz jeden raz to: sktadanie wyjasnien lub ich zmiana, stwierdzanie, ze kto$ inny
zostal zarejestrowany. Jednorazowo wymieniano “polemike z jakoscig i czasem nagrania”,
“zdumienie”, 1 “nie rozpoznanie si¢”. Zazwyczaj materiat dowodowy byl pokazywany w
przypadkach, kiedy mozliwa byta identyfikacja indywidualna podejrzanych. W tych przypadkach
mialo to pozytywny efekt dla postgpowania. Podejrzani przyznawali si¢ do zarzucanych im czynow
oraz sktadali wyjasnienia. Mozna przypuszczaé, ze pewien potencjat “perswazyjny” w stosunku do
podejrzanych tkwi nawet w nagraniach o nizszej jako$ci — sami rozpoznajgc si¢ na zapisie z kamer
beda bardziej sklonni do skladania wyjasnien. Z tego wzgledu mozna by proponowaé wickszg
inicjatywe ze strony organdw procesowych, zamiast thumaczenia “podejrzany nie ztozyt takiego
whniosku”.

Rzadziej niz w trakcie postgpowania przygotowawczego zapis z systemoéw CCTV byl
odtwarzany podczas postgpowania sgdowego — 11krotnie. Uzasadnienia nie prezentowania go byly
najczesciej podobne do tych wymienianych wczesniej, czyli: “brak takiego wniosku” i “staba
jako$¢ nagrania”. Dodatkowo pojawily sie¢ odpowiedzi “brak postepowania sadowego — sprawa
umorzona” 1 “sprawa w toku”. Powody odtwarzania nagran w trakcie postepowania przed sadem
mozna podzieli¢ na 2 grup najczesciej pojawiajacych si¢ odpowiedzi: “kwestionowanie przebiegu
zdarzenia przez oskarzonego/brak przyznania si¢ do winy” i “cele dowodowe”. Oznacza to, ze
nagrania, lub kadry z nich pochodzace miaty petnié¢ przede wszystkim role udowodnienia przebiegu
zdarzenia, za$ dodatkowo byly konfrontowane z wyjasnieniami oskarzonych.

Wyniki dotyczace efektéw ekspertyzy przeprowadzanej w mniej niz potowie prowadzonych
przez prokuratoréw 1 sedziow spraw w trakcie pierwszej fazy i w prawie 70% spraw w toku drugiej
fazy nie przesadzaja jak wida¢ z odpowiedzi zebranych w 2009 r. nieprzydatnosci takiego
materiatu. Nawet w przypadkach braku jakichkolwiek ekspertyz nagrania sa wykorzystywane w
trakcie postgpowania przede wszystkim jako $rodek dowodowy. Pytanie, jakie mozna sobie
postawi¢ to, co wnosi do spraw prowadzonych przez sedziow i prokuratoréw dowodd z nagran z
systemow CCTV. W celu wyjasnienia tej kwestii zostalo zadane pytanie numer 10.%%°
Zdecydowanie najwicksza liczba respondentow (w 2008 roku) wskazywala na to, Zze nagrania
umozliwily identyfikacj¢ sprawcoéw/sprawcy (m.in. dzigki identyfikacji znakow szczegodlnych na
ich ciatach). Jest to zgodne z odpowiedziami na poprzednie pytanie wykazujacymi duzy potencjat
tkwigcy w identyfikacyjnym wykorzystaniu nagran. Druga liczna grupa respondentéw

odpowiedziata, ze nagrania nie wniosty nic do spraw, w ktorych je wykorzystano. Czes$¢

“9 Jak zasygnalizowano wczeéniej doktadne pytania o pokazywanie materiatu podejrzanym lub oskarzonym oraz
odtwarzanie nagran w trakcie postgpowania sadowego zostaly dodane dopiero w drugiej fazie badan. W jej trakcie
nie zrezygnowano jednak z zadania pytania o to, co wniosto do sprawy wykorzystanie takiego dowodu (pyt. 10).
Uznano, ze odpowiedzi na poprzednie pytania nie wyczerpuja wszystkich mozliwych efektow skorzystania z
takiego dowodu.
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uzasadniata swoje odpowiedzi niskg jakos$cig nagran. Najpewniej w innych przypadkach nagrania
nie pozwolily na identyfikacj¢ z innych przyczyn, co bytlo powodem nieprzydatnosci tego $rodka.
Dziwi¢ moze, ze w takich sytuacjach w ogdle korzysta si¢ z takiego dowodu. Trzecig najczesciej
powtarzajaca si¢ odpowiedzig byto wskazanie na nagranie jako srodek umozliwiajacy weryfikacje
zeznan 1 wyjasnien uczestnikow postepowania. Badani wskazywali, ze dzigki wykorzystaniu tego
materialu mozliwe bylo potwierdzenie lub wykluczenie wersji podanej przez $wiadka,
pokrzywdzonego, oskarzajacego lub oskarzonego. Inne odpowiedzi wskazujace na weryfikacje
wersji dzigki temu dowodowi to: ,,umozliwil odtworzenie rzeczywistego przebiegu zdarzen”,
»wykluczyto jakiekolwiek watpliwosci co do sprawstwa”, ,ustalenie ilo$ci oséb 1 pojazdow
bioracych udzial w zdarzeniu”, ,,podwazenie wiarygodnosci wyjasnien oskarzonego”, ,,weryfikacja
dowoddéw osobowych”, ,,wyjasnienie roli sprawcow”. Praktycy wskazywali tez na to, ze nagrania
pozwalaja uzyska¢ ,,pelniejszy obraz” sprawy, ,,wiecej szczegotow”, czyli nie tylko umozliwiajg
weryfikacje wersji zdarzen stron procesowych, ale wnosza zupelie nowe informacje. Prokuratorzy
i sedziowie podawali tez praktyczny wymiar uzycia jako dowodu nagran z monitoringu.
Wymieniali przyktady, kiedy dowdd ten wzmocnit lini¢ oskarzenia, umozliwit szybsze zakonczenie
postgpowania, udowodnienie winy lub skazanie. Zdarzyly si¢ odpowiedzi, ze ,oskarzony
zaakceptowal wyrok skazujacy bo ten dowdd go przekonal”. Odpowiedzi z drugiej fazy badan nie
r6znig si¢ zbytnio od udzielonych przez sedziow i1 prokuratorow w 2008 roku. Najczesciej
wskazywano na “ustalenie tozsamosci/ustalenie sprawcy”, “odtworzenie przebiegu/charakteru
zdarzenia”, “skazanie oskarzonego” i stabg jako$¢, ktéra powodowata, ze materiat nie nadawat si¢
do wykorzystania lub nic nie wnosit. Rzadziej wymieniano, ze efektem bylo “potwierdzenie tez
oskarzenia/obalenie wersji oskarzonego”, co zapewne miato tez miejsce w sprawach okreslonych
w odpowiedziach jako “skazanie oskarzonego”. W trzech sprawach mozna mowi¢ o korzysSci
oskarzonego wynikajacej z takiego materialu dowodowego, tylu prokuratoréw wymieniato
uniewinnienie 1 umorzenie postgpowania. Pojedyncze odpowiedzi dokumentowaty uzytecznosé
nagrania do ustalenia momentu przest¢pstwa lub ustalenia dalszych wspotsprawcow.
Zaprezentowane wyniki mozna interpretowac przynajmniej na dwa rdézne sposoby. Z jednej
strony (co zaprezentowano) respondenci odpowiadali, ze dowdd w postaci nagrania nie wnosit nic
do spraw, niektorzy odpowiadali ,,dowod jak kazdy inny”, czyli nie wyrdznili go, ale prawie roéwnie
liczna grupa okres$lata go jako ,,dowod z kregu kluczowych”, majacy ,.czasem rozstrzygajace
znaczenie”. Wbrew pozorom nie ma pomig¢dzy tymi skrajnymi odpowiedziami sprzecznosci. Ocena
dotyczy tak naprawd¢ wiasnych doswiadczen. Jezeli byty one pozytywne, tzn. $Srodek dowodowy w
postaci nagrania z systemu CCTV sprawdzil si¢ procesowo wowczas i1 ocena byla dobra. W
przypadkach, kiedy wykorzystanie tego dowodu nie wniosto ,,nic” trudno oczekiwaé entuzjazmu od

praktykéw. Warto jednak zwrdci¢ uwage na powdd nie wnoszenia ,,niczego nowego” do
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postepowania. Jak wynikato z analizy odpowiedzi na wnioski prowadzonych ekspertyz, znaczna
cz¢$¢ nagran nie nadaje si¢ do wykorzystania procesowego — s3 zbyt niskiej jakosci, lub bedac
dobrej jakosci nie przedstawiaja nic, co mozna by procesualnie ,,zagospodarowac”. Pozwala to
wyprowadzi¢ wniosek, ze juz obecnie nagrania z systemdw monitoringu wizyjnego odgrywaja
istotng role w procesie karnym, a poprawa jakosci i lepsza selekcja nagran przy postepujace]
rozbudowie prywatnych 1 publicznych systeméw moga doprowadzi¢ do jeszcze szerszego
wykorzystania ich potencjatu. Wskazywali na to sami respondenci komentujac niskg jako$é¢
dostarczanych z roznych systeméw CCTV nagran. Nie zmienito si¢ w tym zakresie wiele w czasie
jaki mingt pomigdzy pierwsza a drugg faza badan.

Zaprezentowane wyniki badan §wiadcza o szerokim wykorzystaniu nagran pochodzacych z
systemow CCTV w praktyce polskich organéw $cigania i wymiaru sprawiedliwosci. Prawie
wszyscy badani prokuratorzy i1 sedziowie korzystaja z nich w swojej pracy. Zakres przedmiotowy
ich wykorzystania pokrywa prawie caly kodeks karny. Z drugiej rysuje si¢ niedostatecznie
zagospodarowany obszar — niewykorzystanie techniki kryminalistycznej objawiajacy si¢ brakiem
ekspertyz w potowie zgloszonych przez respondentéw spraw. W czesci przypadkow wynika to z
braku takiej potrzeby, ale w czg$ci moze to wynika¢ z niedostatecznej wiedzy prokuratoréw i
sedzidow na temat mozliwych ekspertyz. Krotkie profesjonalne szkolenia z udzialem ekspertow
kryminalistyki moglyby polepszy¢ t¢ wiedze. Niepokojace sa rowniez efekty zlecanych ekspertyz —
znaczna ich czg$¢ (prawie 40% w pierwszej fazie i ponad polowa w drugiej fazie) nie prowadzi do
identyfikacji ze wzgledu zbyt niska jako$¢ materiatu. To jest z kolei wazna wiadomo$¢ dla
wilascicieli 1 administratorow systemow — jezeli chca pozwoli¢ na wykorzystanie nagran ze swoich
systemOw powinni powaznie poprawi¢ ich funkcjonowanie. Umozliwi¢ to moze m.in.
uwzglednianie wskazan z Polskiej Normy na Systemy alarmowe - Systemy dozorowe CCTV
stosowane w zabezpieczeniach — czg¢$¢ 7: Wytyczne stosowania (PN-EN-50132-7:2003). Liczba
systemow rosnie 1 nic nie wskazuje na to, aby tendencja ta miata si¢ zmieni¢. O ile ich prewencyjny
wplyw na liczbe popetlianych przestepstw jest watpliwy, tak w toku prowadzonych §ledztw 1
postepowan nagrania z nich pochodzace mogg by¢ nieocenione. Warunkiem jest jednak po pierwsze
odpowiednia jako$¢, po drugie za§ umiejetne wykorzystanie przez osoby prowadzace postgpowania
oraz ich wspolpraca z laboratoriami kryminalistycznymi.

W trakcie badan dodano tez kilka pytan majacych za zadanie zbada¢ generalng opinie
pracownikoOw wymiaru sprawiedliwo$ci na temat monitoringu wizyjnego. Wykorzystano do tego
grupe pytan uzytych w trakcie projektu Urbaneye (Miejskie Oko).*”® W latach 2001 — 2004 brali w
nim udziat naukowcy z siedmiu europejskich panstw (Austrii, Danii, Niemiec, Norwegii, Hiszpanii,

Wielkiej Brytanii 1 Wegier) reprezentujacych roézne dyscypliny naukowe (nauki spoteczne, prawo,

410 \www.urbaneye.net
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nauki techniczne). W jego ramach zajeli si¢ m.in. odbiorem spotecznym systemow CCTV. Czy
mieszkancy europejskich metropolii w ogole dostrzegaja go jako co$ istotnego dla ich zycia, czy
widza w nim zagrozenie, czy moze statlo si¢ ono tak powszechne, ze nie wzbudza zadnych
refleksji.*"* Bioracym udzial w badaniach sedziom i prokuratorom przedstawionych zostato siedem
zdan dotyczacych instalowania kamer w miejscach publicznych z prosbg o okreslenie czy zgadzaja
si¢ z nimi, czy nie. Odpowiedzi zebrane w toku obu faz badan zostaty poréwnane z odpowiedziami
uzyskanymi od ,,cywilnych” respondentéw z pigciu stolic.*’2

Tab. Zgoda z opiniami na temat monitoringu w poszczeg6lnych stolicach (wyniki w procentach)*”

Sedziowiei = Berlin  Budapeszt Londyn = Oslo Wieden Srednia
prokuratorzy dla pieciu
stolic

nie muszg si¢
obawiaé(kamery mi
nie przeszkadzaja),
bo nie mam nic do

ukrycia 70 70 77,6 75 671 43 66,4

nagrania mogg byc¢
naduzyte/
wykorzystane w
niewlasciwy sposob 78,5 65,7 31,3 55| 418 73 53,2

monitoring narusza
prywatnosé

obserwowanych 0sob 635

49,3 37,8 411 429 35,5 41,4

kamery nie zastepuja
patroli stuzb 88
mundurowych 65,5 22,4 444 445 19,5 39,3

chcialbym zeby
kamery byty
zainstalowane na
mojej ulicy 80 28,6 29,4 685 175 3,5 28,5

czulbym si¢
bezpieczniej, gdyby
kamery byty
wszedzie 37 29,2 22,4 456 284 3,5 25,4

"I Wigcej na ten temat - Waszkiewicz P., Rozwdj systemow monitoringu wizyjnego w miastach i stosunek do nich
mieszkancow europejskich stolic w: Girdwoyn P. (red.) Prawo wobec nowoczesnych technologii, Warszawa 2008.

“2 Dzieki polaczeniu wynikéw z obu faz mozna je byto zaprezentowaé w postaci procentowej. Proby nie mozna uznaé
za reprezentatywng dla catego polskiego systemu wymiaru sprawiedliwosci. Jednak w przypadku badan nad
opiniami dwoch grup zawodowych, ktora razem liczg niewiele ponad 13 tysiecy 0s6b proba wielkosci 104-112 0sob
(suma odpowiedzi na poszczegodlne pytania) w znacznej mierze odzwieciedla rzeczywiste wyniki.

" Hempel L., Topfer E., CCTV in Europe. Final Report, Berlin 2004, s. 46
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Sedziowiei = Berlin  Budapeszt Londyn = Oslo  Wieden Srednia
prokuratorzy dla pieciu
stolic
monitoring chroni
(zapobiega) przed
powaznymi
przestepstwami 61 23,8 14,9 49,6 27,1 4 22,8

Zaprezentowane wyniki badan mozna analizowac przynajmniej na dwa sposoby: catkowicie
oddzielnie odpowiedzi udzielane przez polskich sedziow 1 prokuratoréw lub poréwnujac z
odpowiedziami respondentéw reprezentatywnych dla mieszkancoOw 5 miast. Pierwszy sposob
ujawnia wiedze¢ o zagrozeniach zwigzanych z wykorzystaniem kamer, jaka maja pracownicy
wymiaru sprawiedliwosci. Prawie 80% uwaza, Ze nagrania moga by¢ wykorzystane w niewlasciwy
sposob, a powyzej 60% zgadza si¢ z tym, ze monitoring narusza prywatno$¢ obserwowanych oséb.
Wida¢ tutaj rownocze$nie pewien rozdzwick pomiedzy ta $wiadomoscia, a faktem, ze 70%
badanych uznaje, Ze ,,nie mam nic do ukrycia, wigc kamery w ogdle mi nie przeszkadzaja”.
Podobny dysonans wystepuje pomigdzy zdecydowang zgoda na to, ze kamery nie zastepujg patroli
shuzb mundurowych (80%) i generalnym brakiem przekonania, ze poczucie bezpieczenstwa mozna
by uzyska¢ dzigki instalacji kamer ,,wszedzie” (63% bylo przeciwnych takiemu rozprzestrzenieniu
telewizji przemystowej) a chgcig na to aby kamery zostaty zainstalowane na ulicy, gdzie mieszkaja
(80% chetnych). Porownujac natomiast odpowiedzi sedziéw i prokuratorow ze $rednig dla pigciu
miast zwraca uwagg kilka istotnych rdznic. Najbardziej widoczna jest w oczekiwaniach od
systemow CCTV aby zapobiegaly powaznym przestepstwom. Badani pracownicy wymiaru
sprawiedliwosci uwazajg tak prawie trzy raz czesciej niz ,,cywile” (61% do 22,8%). Prawie tak
samo duza jest rozbiezno$¢ w checi przywitania instalacji kamer na wiasnej ulicy (80% do 28,5%).
Mozna ja bezposrednio powigza¢ z przekonaniem, Ze instalacja ta zapobiegnie popetnianiu
przestgpstw w sasiedztwie. Dziwi to, kiedy uwzgledni¢ fakt, Zze wyobrazenie o kamerach
zastepujacych patrole stuzb mundurowych jest znacznie czgstsze posrdod oséb nie zwigzanych z
praca organdéw S$cigania (39,3% wobec 88%). Prawnicy praktycy realistycznie w tym zakresie
oceniaja mozliwosci systemoéw dozoru wizyjnego. Podobnie czgsciej wskazuja na mozliwosé
wykorzystania nagran w niewtasciwy sposob i na naruszenia prywatnosci oséb obserwowanych.
Wydaje si¢, ze mozna to przypisa¢ doswiadczeniom w pracy zawodowej. Podsumowujac uzyskane
wyniki rodzi si¢ obraz swoistego bataganu w ocenie systeméw CCTV 1 stosunku do nich.
Pomieszania oczekiwan i obaw, ktore przy doktadniejszej analizie okazuja si¢ w czgsci oparte na
obiegowych opiniach lub stereotypach, a w czg¢sci na wlasnych doswiadczeniach.

Nalezy zauwazy¢, ze omawiane badania majg charakter sygnalizacyjny. W celu

wyciagni¢cia dokladniejszych wnioskow wymagane byloby ich przeprowadzenie na bardziej
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reprezentatywnej probie. W zwigzku z tym, ze dowdd z nagran jest w coraz wigkszym zakresie
wykorzystywany w pracy organd6w wymiaru sprawiedliwo$ci mozna postulowac siggnigcie do akt
spraw 1 doktadne sprawdzenie, jaka role odgrywa w postgpowaniu przygotowawczym i sgdowym.
Odpada¢ bedzie powoli obawa o niereprezentatywno$¢ takiej metody badan, ktora byla powodem

nie skorzystania z niej w toku dotychczas prowadzonych prac naukowych w tym zakresie.

ZAKONCZENIE
Systemoéw CCTV przybywa z kazdym dniem w praktycznie kazdym =zakatku globu.

Uruchomienie najwigkszych systemow poprzedzato otwarcie olimpiady w Pekinie. W stolicy Chin
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w przededniu igrzysk olimpijskich zainstalowano 300 tysiecy kamer.*’* Wobec takiego ,,rozmachu”
bledng wszelkie inne systemy, nie tylko polskie, ale takze brytyjskie. Jednak, czy ta powszechnos¢
wykorzystania tego $rodka technicznego na calym §wiecie jest uzasadniona?

Nie byto dotychczas polskich opracowan naukowych poswieconych temu zagadnieniu.

Celem tej pracy bylo wypeknienie tej luki oraz odpowiedz na pytanie, w jakim zakresie systemy
monitoringu wizyjnego maja dziatanie prewencyjne. Dokonany zostal przeglad zagranicznych
badan naukowych, ktore badaty istnienie zwigzku pomiedzy Systemami telewizji dozorowej a
przestepczoscia 1 poczuciem bezpieczenstwa mieszkancéw. Brak takich badan na gruncie polskim
byl powodem przeprowadzenia analogicznych w naszym kraju. Zostaly one rozszerzone o badania
wykorzystania nagran z systemow CCTV w pracy organow §cigania i wymiaru sprawiedliwosci.

Praca ta, a w szczeg6élno$ci wyniki badan zagranicznych i wlasnych oraz pordéwnanie

regulacji prawnych wykorzystania systemow CCTV pozwalaja wyciagna¢ nastgpujace wnioski:

1. Brak jest dowoddéw na to, ze systemy monitoringu wizyjnego zapobiegaja popetnianiu
przestepstw, ale rowniez, poza wyjatkowymi przypadkami nie powoduja tez zwickszenia
liczby przestepstw — rys. Z1. Badania brytyjskie Faringtona i Welsha wskazuja jednak na
to, ze istnieja okreslone zastosowania, w ktorych systemy CCTV dzialaja prewencyjnie.
Obecnos¢ kamer zapobiega przestgpstwom w garazach 1 na parkingach — s3 to miejsca,
w ktorych ich instalacja jest uzasadniona. Nie stwierdzono jednak wptywu na liczbe
przestgpstw popelnianych na obszarach otwartych.

2. Brak jest dowodow na to, Zze systemy monitoringu wizyjnego maja wptyw na poczucie
bezpieczenstwa mieszkancéw terendw, na ktorych sa instalowane. Jednym z powodow

takiego stanu moze by¢ niewystarczajace oznakowanie takich obszarow.

4™ Gardner D., Bejing under lock down, AlJazeera.net, http://english.aljazeera.net/news/asia-
pacific/2008/07/20087305107426461.html
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Rys. Z1.

Przyklad wykroczenia sprowokowanego przez system CCTV.475

Brak jest dostatecznych regulacji w polskim systemie prawnym wykorzystania
systemOw monitoringu wizyjnego, lub niedostatecznie wykorzystywane sg obowigzujace
obecnie. Stanowi to zagrozenie dla praw 1 wolno$ci przystugujacych obywatelom
demokratycznych panstw, o czym $wiadcza opisywane przyklady naduzy¢. Potrzebne
jest dziatanie ustawodawcy oraz odpowiednich instytucji (przede wszystkim GIODO)
zaproponowano w pracy szkic regulacji tej problematyki.

Systemy CCTYV sa postrzegane przez politykdw i opini¢ publiczna, a takze niestety przez
czg$¢ srodowiska naukowego, jako skuteczny Srodek walki z przestgpczoscia. Jest to
powodem szerokiego wykorzystania ich zar6wno przez sektor publiczny, jak i prywatny.
Dzieje sie tak pomimo wysokiego kosztu inwestycji, jak i obstugi systemow. Swiadczy
to o szerszym problemie zwigzanym z wdrazaniem dziatan prewencyjnych w Polsce — sa
one zazwyczaj niewystarczajaco przygotowane i chaotycznie realizowane. Dominuje
»akeyjnosé”, co moze konczy¢ sie tylko w jeden sposob — brakiem faktycznych efektow
niezaleznie od ponoszonych kosztow.

Powszechno$¢ wykorzystania systemoéw CCTV nie pozostaje bez wplywu na prace
organ6w Scigania. Wyniki brytyjskich badan (zaréwno Goolda, jak Norrisa i
Armstronga) $wiadczg jednak o nieprzewidywanym wplywie na praceg policji. Policjanci
postrzegaja kamery jako forme nadzoru nad ich pracg — sprawdzanie, czy wykonuja

swoje zadania zgodnie z przepisami. Pomimo tego, ze zazwyczaj nie zaktada si¢ takiego

475 http://www.flickr.com/photos/bioxid/2542290319/
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wpltywu instalujgc systemy jest to efekt pozadany. Przestrzeganie procedur przez
funkcjonariuszy instytucji stojacych na strazy bezpieczenstwa obywateli jest
niewatpliwg korzyscig. Jest to powodem coraz czgstszego montowania systemow
telewizji dozorowej na posterunkach policji — nagrania moga stanowi¢ dowodd
obcigzajacy funkcjonariuszy, ale w przypadkach pomowien beda $wiadczyty o ich
niewinnosci.

6. Nagrania z systemow CCTV coraz czgsciej sa wykorzystywane w trakcie postepowan
przed sadem. Prawie wszyscy badani sedziowie i1 prokuratorzy spotykaja si¢ z nimi w
swojej pracy. Efekty wykorzystania nagran sg jednak roézne - powodem
niedostatecznego wykorzystania ich potencjatu sg najczesciej btedy popelniane na etapie
instalacji systemu, a takze jego obstugi. Sa to zazwyczaj problemy, ktérych rozwigzanie
nie stwarza wigkszych klopotow, czgsto wystarczytoby stosowanie Polskiej Normy na
Systemy alarmowe - Systemy dozorowe CCTV stosowane w zabezpieczeniach — cze$¢
7: Wytyczne stosowania (PN-EN-50132-7:2003).

7. Problematyka zwigzana z wykorzystaniem systemow CCTV jest bardzo szeroka i
stanowi cze¢$¢ nowego interdyscyplinarnego paradygmatu naukowego — studiéw nad

inwigilacja (surveillance studies).*’®

Réwniez w Polsce powoli rozpoczyna si¢ debata
publiczna nad sensem, kosztami (nie tylko finansowymi) i granicami korzystania z

nowoczesnych technologii w stuzbie bezpieczefistwa publicznego i prywatnego.*’’

Niewatpliwie niniejsza publikacja nie wyczerpuje tematyki, jakiej jest poswigcona.
Jednoznaczna ocena przydatnosci systeméw CCTV wymaga dalszych badan, chociaz zbiezno$¢
wynikoéw osigganych zagranicg 1 w Polsce trudno przypisa¢ przypadkowi. Wyniki badan mogg by¢
jednak punktem wyjScia do rzeczowej debaty — pozwalaja wyjs¢ poza sfere przypuszczen,
»gdyban” 1 spektakularnych, ale odosobnionych przypadkow dostarczajac empirycznych danych.
Uzyteczno$¢ monitoringu w poszczeg6dlnych sytuacjach, czy miejscach nie uzasadnia traktowania
go jako cudowne panaceum. Zwtlaszcza, ze postugujac si¢ pordéwnaniem medycznym — to nie jest
srodek bez efektow ubocznych. Sferg, jaka moze doznaé uszczerbku jest zycie prywatne kazdego
czlowieka. Niektore spoteczenstwa powoli dostrzegaja zagrozenia zwigzane z zyciem w $wiecie
rodem z ,,Roku 1984”. Nieprzypadkowo najwiecej glosow krytycznych pojawia si¢ w Wielkiej
Brytanii, jak wspominano przodujacej w liczbie kamer. Tamtejsza policja zaczeta tez oficjalnie
przyznawaé, ze kamery nie przyczynily si¢ do spadku liczby przestepstw.*’® Wydaje sig, ze warto

czerpa¢ z doswiadczen zdobytych w innych krajach. Nie trzeba przechodzi¢ tej samej drogi, od

476 zurawski N., Surveillance Studies. Perspektiven eines Forschungsfeldes, Opladen & Farmington Hills
7 Jest to jeden z celow dziatania Fundacji Panoptykon: http://www.panoptykon.org/home
4% Bowcott O., CCTV boom has failed to slash crime, say police, The Guardian 6.05.2008
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fascynacji owocujacej olbrzymimi wydatkami na rozbudowe¢ systemow do rozczarowania ich

efektami. Mam nadziej¢, Ze ta praca chociaz w malym stopniu przyczyni si¢ do refleksji nad tymi

kwestiami.

Rys. Z2. Brytyjski artysta Banksy wykonal jedna ze swoich prac wyrazajacych
stosunek do systeméw CCTV na murze pod ,,czujnym okiem” kamery.479

Zaprezentowane publicznie wyniki badan spotkaty si¢ z nieprzychylng reakcja zwolennikow
systemow CCTV. Pomijajgc argumenty ad personam zarzucano im przede wszystkim oparcie si¢ na
danych pochodzacych jedynie z dwoch obszarow eksperymentalnych, a na terenie kazdego
zamontowano jedng kamere, co faktycznie jest ich ograniczeniem. Jeden z mozliwych do
zacytowania komentarzy przedstawia si¢ nastepujaco: ,,Powaznymi metodami, z uwzglgdnieniem
roznych stusznych zatozen, z badaniem kontrolnym, etc, etc, przeprowadzono eksperyment typu:
"Do jeziora wlewamy szklanke oleju. Po tygodniu badamy, czy ryby wyzdychaty. Nie wyzdychaty,
z czego wniosek: nie ma dowodéw, by wycieki z tankowcow zagrazaly stworzeniom morskim".
Zeby bylo zabawniej, pokazujemy zaskoczonej publice, ze w sasiednim jeziorze kontrolnym (bez
oleju) w tym czasie zdechty trzy ryby. Publika w szoku! Eksperymentantor dopiero zapytany,
przyznaje, ze oleju byla tylko szklanka (czyt. w eksperymencie udziat wziela jedna kamera).”**
Jezeli badania z Warszawy bytyby jedynymi dzialaniami majacymi na celu okresli¢ wystepowanie
zwigzku pomigdzy montazem kamer a liczbg przestepstw 1 poczuciem bezpieczenstwa, oraz

ewentualnie jego skali trudno by bylo si¢ nie zgodzi¢ z przedstawionym zarzutem. Jednak, jak

wskazywano, wyniki innych, znacznie szerszych badan nie potwierdzaty takiego zwiazku. Wydaje

479 http://www.flickr.com/photos/un-sharp/2442995109/
80 pduncz, Sampoczucie po seminarium, http:/prawo.vagla.pl/node/8707 pisownia i wyrdznienie jak w oryginale.
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si¢ tez, ze doszto do pewnego odwrdcenia rél. Wdrazanie rozwigzan mogacych narusza¢ prawa
obywatelskie 1 zwigzanych z powaznymi kosztami dla budzetu publicznego (samo utrzymanie
monitoringu miejskiego w Warszawie niesie ze sobg koszt ponad 15 milionéw ztotych rocznie, nie
liczagc nowych inwestycji) powinno by¢ poprzedzone i oparte na rzetelnych badaniach. Podawanie
»danych” o spadku liczby przestgpstw nawet o 90%*! budzi niedowierzanie kazdej osoby
zajmujacej si¢ zjawiskiem przestgpczosci. Koszt badan 4 obszaréw na warszawskiej Woli zamknat
si¢ w kwocie mniejszej niz utrzymanie jednej kamery przez 5 miesigcy. Wydaje sie, ze jezeli
systemy CCTV maja by¢ finansowane z publicznych srodkow i stuzy¢ zapobieganiu przestgpczosci
warunkiem koniecznym jest prowadzenie ich zewnetrznej ewaluacji. Odwracajac zaprezentowang
metafor¢ jeziora: jezeli kto$ twierdzi, ze wlanie oleju do jeziora (instalacja kamer) przynosi
oczekiwane efekty (spadek przestepczosci, wzrost poczucia bezpieczenstwa) to niech to udowodni
korzystajac z modelu quasi eksperymentalnego.

Pomimo zaprezentowanych licznych watpliwo$ci dotyczacych mozliwosci wykorzystania
systemow CCTV nie znam jednoznacznej odpowiedzi na pytania:,,Korzysta¢ z CCTV czy nie?”
oraz ,,Te kamery w koncu dziatajg czy nie?” Zaleza one od tego jaki jest nasz cel i gdzie chcemy go
osiggna¢. Wskazano wczesniej, ze brak jest naukowych dowodow na prewencyjng skuteczno$é
monitoringu, czyli chcac zwigkszy¢ szanse zapobiegania popelnianiu przestgpstw nalezatoby
skorzysta¢ z innych srodkéw niz kamery. Czasem sg one mato spektakularne jak np. poprawa
o$wietlenia czy ksztaltowanie przestrzeni mieszkalnej we wlasciwy sposob. Natomiast w miejscach,
gdzie zainstalowane sa kamery nie tylko mozna, ale i nalezy z nich korzysta¢. Jezeli nagrania sa
odpowiedniej jako$ci moga i powinny pomaga¢ w dochodzeniu do prawdy materialnej. Nie ma
,cudownych srodkow” walki z przestgpczoscig. Na tle innych metod prewencji kryminalnej
systemy CCTV wypadaja przecietnie, tzn. ich skuteczno$¢ opiera si¢ na wierze, ze wilasciwie
dzialaja. Wydaje si¢, ze najwyzszy czas przej$¢ do prewencji opartej na wynikach oraz analizie

kosztow 1 efektow.

“81 Rejnson A., op. cit.
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ZALACZNIKI:

. UNIWERSYTET WARSZAWSKI | ul. Krakowskie Przedmiescie 26D/28

N WYDZIAL PRAWA | ADMINISTRACJI 00-927 Warszawa
INSTYTUT PRAWA KARNEGO tel. 5524315

““““““““““““ ™ KATEDRA KRYMINALISTYKI tel. 5524309

Ankieta anonimowa do pracy doktorskiej mgr Pawla Waszkiewicza

1. Jak dtugo mieszka Pan/Pani w Warszawie?

urodzenia

2. Jak dtugo mieszka Pani/Pan w tym miejscu? (prosze wpisac ile lat)

3. Czy w ciagu ostatnich12 miesiecy padia Pani/Pan w Warszawie ofiarg przestepstwa lub
wykroczenia?

Nie
Tak GAZIC? o

radziezy kieszonkowe;j
famania do domu
famania do piwnicy
ozboju

nnego (jakiego?)..........cccu.....
4. Czy w ciagu ostatnich12 miesigecy Pani/Pana dziecko padto w Warszawie ofiarg przestgpstwa lub
wykroczenia?

Nie
Tak — jakiego?.......cccovvveinnninnnn, GAZIE?...oiiiice
Nie mam dzieci

5. Jak bezpiecznie czuje si¢ Pan/Pani w Warszawie? ( prosze zakresli¢ wybrang odpowiedz)
bardzo raczej raczej bardzo
bezpiecznie bezpiecznie niebezpiecznie niebezpiecznie

1. Jak bezpiecznie czuje si¢ Pan/Pani w swojej dzielnicy/osiedlu?

bardzo raczej raczej bardzo
bezpiecznie bezpiecznie niebezpiecznie niebezpiecznie
1. Jak bezpiecznie czuje si¢ Pan/Pani na swoim podwoérku/bloku?
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bardzo raczej raczej bardzo
bezpiecznie bezpiecznie niebezpiecznie niebezpiecznie

8. Czy czuje si¢ Pan/Pani bezpiecznie spacerujac w swojej okolicy po zmroku? (jezeli nigdy nie
wychodzi Pani/Pan po zmroku, to czy czutby/aby si¢ Pan/Pani wychodzgc?)

zdecydowanie raczej raczej zdecydowanie

tak tak nie nie
9. Czy w ciagu ostatnich 12 miesigcy zaszly w Pani/Pana zyciu/zyciu rodziny/sasiedztwie jakie$
istotne zmiany mogace mie¢ wptyw na Pana/Pani poczucie bezpieczenstwa?

A. Nie

B. Tak JAKIE? ..
10. Czy wie Pan/Pani o kamerach zainstalowanych w najblizszej okolicy?

Tak

Nie

11. Czy w najblizszej okolicy miejsca zamieszkania (w promieniu 500m) widziata Pani/Pan zainstalowane

kamery stuzace do obserwowania i kontrolowania okolicy?

TaK — GUZIE? ...
Nie
12. Czy zgadza si¢ Pan/Pani z nastepujacymi zdaniami dotyczacymi instalowania kamer w miejscach
publicznych:
a) Nie mam nic do ukrycia, wiec kamery w ogole mi nie przeszkadzaja TAK/NIE
b) Nagrania mogg by¢ wykorzystane w niewlasciwy sposob TAK/NIE
¢) Chciatbym, zeby kamery zostaly zainstalowane na mojej ulicy TAK/NIE
d) Czutbym si¢ bezpieczniej, gdyby wszedzie w miejscach publicznych byty kamery ~ TAK/NIE
¢) Kamery naruszajg prywatno$¢ obserwowanych osob TAK/NIE
f) Kamery nie zastgpig patroli stuzb mundurowych TAK/NIE
g) Obecno$¢ kamer zapobiega powaznym przestgpstwom TAK/NIE
Pte¢ Wiek = Wyksztalcenie Stan cywilny  Dzieci
(w latach)
M  18-25  Podstawowe Wolny\a Brak
26-35
Zawodowe Zamg¢zna\zonaty
36-45 Liczba
K | 46-55 Srednie Rozwiedziony\a
56-65 Wyzsze Wdowa\wiec
pPoOwyzej
65 lat

220




Bardzo dzi¢kuje za wypehienie ankiety ©

Tab. Z.2. Wiktymizacja mieszkancow czterech obszarow badana w 2006 i 2007
roku. Odpowiedzi na pytanie nr 3.

Faza

badan Doswiadczona Procent
(czas) obszar  wiktymizacja Czesto$¢ | Procent waznych
2006 El Wazne Nie 91 88,3 88,3
Tak 12 11,7 11,7
Ogotem 103 100,0 100,0

K1 Wazn Brak
ane odpowiedzi 1 9 9
Nie 89 84,0 84,0
Tak 16 15,1 15,1
Ogotem 106 100,0 100,0
E2 Wazne Nie 83 83,0 83,0
Tak 17 17,0 17,0
Ogotem 100 100,0 100,0
K2 Wazne Nie 94 79,0 79,0
Tak 25 21,0 21,0
Ogotem 119 100,0 100,0

2007 El Wazn Brak
% e od%owiedzi ! 1.0 10
Nie 94 93,1 93,1
Tak 6 59 59
Ogotem 101 100,0 100,0
K1 Wazne Nie 91 91,0 91,0
Tak 9 9,0 9,0
Ogotem 100 100,0 100,0
E2 Wazne Nie 101 89,4 89,4
Tak 12 10,6 10,6
Ogotem 113 100,0 100,0
K2 Wazne Nie 97 94,2 94,2
Tak 6 5,8 5,8
Ogotem 103 100,0 100,0

Tab. Wiktymizacja dzieci mieszkancow czterech badana w 2006 i 2007 roku.
Odpowiedzi na pytanie nr 4.

Faza
badan Doswiadczona Procent
(czas) obszar wiktymizacja Czestos¢ Procent waznych
2007 El Tak 8 7.8 7.8
Brak 36 35,0 35,0
dzieci
Ogotem 103 100,0 100,0
K1 Wazne Brak odp 5 47 47
Nie 63 59,4 59,4
Tak 3 2,8 2,8
5“.""‘ . 35 33,0 33,0
zieci
Ogotem 106 100,0 100,0
E2 Wazne  Brak odp 1 1,0 1,0
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Nie 62 62,0 62,0
Tak 2 2,0 2,0
Brak 35 35,0 35,0
dzieci
Ogétem 100 100,0 100,0
K2 Wazne Brak odp 1 8 8
Nie 74 62,2 62,2
Tak 8 6,7 6,7
Brak 36 30,3 30,3
dzieci
Ogétem 119 100,0 100,0
2006 El Wazne Brakodp |2 2,0 2,0
Nie 64 63,4 63,4
Tak 1 1,0 1,0
Brak 34 33,7 33,7
dzieci
Ogodtem | 101 100,0 100,0
K1 Wazne Brakodp |1 1,0 1,0
Nie 60 60,0 60,0
Tak 3 3,0 3,0
Brak
dzieci 36 36,0 36,0
Ogodtem | 100 100,0 100,0
E2 Wazne Brakodp | 2 1,8 1,8
Nie 75 66,4 66,4
Brak | 55 31,9 31,9
dzieci
Ogotem | 113 100,0 100,0
K2 Wazne Nie 73 70,9 70,9
Tak 2 1,9 1,9
Brak 28 27.2 27,2
dzieci
Ogotem | 103 100,0 100,0

Tab. Z.3. Poczucie bezpieczenstwa mieszkancow czterech obszaréw na terenie Warszawy
w 2006 i 2007 roku. Odpowiedzi na pytanie nr 5.

Faza
badan Procent
(czas) obszar Czesto$C | Procent = waznych
2006 E1l Wazne  Brak odpowiedzi 1 1,0 1,0
Bardzo 3 2,9 2,9
bezpiecznie
Racze] 68 66,0 66,0
bezpiecznie
Racze] — 23 223 22,3
niebezpiecznie
B_ardzo _ _ 8 7.8 7.8
niebezpiecznie
Ogotem 103 100,0 100,0
K1 Wazne  Brak odpowiedzi 1 9 9
Racze] 53 50,0 50,0
bezpiecznie
Racze] 42 39,6 39,6
niebezpiecznie
B'ardzo _ _ 10 9.4 9.4
niebezpiecznie
Ogotem 106 100,0 100,0
E2 Wazne Bard_zo _ 1 1,0 1,0
bezpiecznie
Raczej 61 61,0 61,0
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bezpiecznie
Racze] =~ 36 360 36,0
niebezpiecznie
Bardzo 2 20 20
niebezpiecznie ' !
Ogétem 100 100,0 100,0
K2 Wazne  Brak odpowiedzi 2 1,7 1,7
Bardzo 4 34 34
bezpiecznie ' !
necze] 79 664 66,4
ezpiecznie
Racze] =~ 31 261 26,1
niebezpiecznie
Bardzo 3 25 25
niebezpiecznie ' !
Ogoétem 119 100,0 100,0
2007 E1l Wazne Brak
odpowiedzi 1 1.0 1.0
Bardzo
bezpiecznie 4 4.0 4.0
Raczej
bezpiecznie S 743 743
Racze] 19 188 18,8
niebezpiecznie
Bardzo
niebezpiecznie 2 2,0 2.0
Ogétem 101 100,0 100,0
K1 Wazne Bardzo
bezpiecznie 3 3.0 3.0
Raczej
bezpiecznie 67 67.0 67.0
Racze] 28 280 28,0
niebezpiecznie
Bardzo
niebezpiecznie 2 2,0 2.0
Ogodtem 100  100,0 100,0
E2 Wazne Brak 2 18 18
odpowiedzi ’ ’
Bardzo
bezpiecznie 3 2.7 2.7
Racze] 80 708 70,8
bezpiecznie
Raczej 28 248 24,8
niebezpiecznie
Ogotem 113 100,0 100,0
K2 Wazne Brak 1 1.0 10
odpowiedzi ’ ’
Bardzo 3 29 29
bezpiecznie ’ '
Racze] 82 796 79,6
bezpiecznie
Racze] 17 165 16,5
niebezpiecznie
Ogotem 103 100,0 100,0

Tab. Z.4. Poczucie bezpieczenstwa mieszkancow czterech obszarow na terenie
dzielnicy/osiedla 2006 i 2007 roku. Odpowiedzi na pytanie nr 6.

Faza
badan Procent
(czas) obszar Czestos¢ = Procent | waznych
2006 El Wazne Brak _ _ 5 1.9 1.9
odpowiedzi
Bardzo 6 58 58
bezpiecznie
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Raczej

. . 67 65,0 65,0
bezpiecznie
Racze] — 22 214 21,4
niebezpiecznie
Bardzo
niebezpiecznie 6 58 58
Ogotem 103 100,0 100,0
K1 Wazne Brak
odpowiedzi 1 9 9
Bardzo
bezpiecznie 2 1.9 1.9
Eacz.eJ . 62 585 58,5
ezpiecznie
Racze] 36 340 34,0
niebezpiecznie
Bardzo
niebezpiecznie 5 47 4.7
Ogotem 106 100,0 100,0
E2 Wazne Brak
odpowiedzi 1 1.0 1.0
Bardzo 4 4.0 4.0
bezpiecznie ! '
Raczej
bezpiecznie 67 67.0 67.0
Racze] 26 26,0 26,0
niebezpiecznie
Bardzo
niebezpiecznie 2 2,0 2.0
Ogodtem 100  100,0 100,0
K2 Wazne Brak 2 1.7 17
odpowiedzi ' ’
Bardzo
bezpiecznie 6 5.0 5.0
Raczej
bezpiecznie 85 14 714
Racze] 24 20,2 20,2
niebezpiecznie
Bardzo
niebezpiecznie 2 L7 L7
Ogotem 119 100,0 100,0
2007 E1l Wazne Bardzo 9 8.9 89
bezpiecznie ’ ’
Eacz.el . 79 78,2 78,2
ezpiecznie
Raczej 12 11,9 11,9
niebezpiecznie
Bardzo
niebezpiecznie ! 1.0 1.0
Ogétem 101 100,0 100,0
K1 Wazne Brak
odpowiedzi 1 1.0 1.0
Bardzo 9 9.0 90
bezpiecznie ’ ’
Raczej 66 66,0 66,0
bezpiecznie
Raczej 22 22,0 22,0
niebezpiecznie
Bardzo
niebezpiecznie 2 2,0 2.0
Ogoétem 100 100,0 100,0
E2 Wazne Brak 1 9 9
odpowiedzi ' '
Bardzo 10 8,8 8,8
bezpiecznie ' ’
Racze] 91 805 80,5
bezpiecznie
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Tab. Z.5. Poczucie bezpieczenstwa mieszkancow czterech obszaro6w na terenie
odworka /bloku w 2006 i 2007 roku. Odpowiedzi na pytanie nr 7.

K2 Wazne

Raczej
niebezpiecznie
Ogotem
Bardzo
bezpiecznie
Raczej
bezpiecznie
Raczej
niebezpiecznie
Bardzo
niebezpiecznie
Ogotem

11
113
11

71

20

1
103

9,7
100,0
10,7

68,9
19,4

1,0
100,0

9,7
100,0
10,7

68,9
19,4

1,0
100,0

Faza
badan Procent
czas) obszar zestose rocent | waznyc
( ) b Czesto$¢ P znych
2006 E1l Wazne Brak 1 10 10
odpowiedzi ! '
Eard.zo . 19 184 18,4
ezpiecznie
Eacz.el . 66 64,1 64,1
ezpiecznie
Raczej
niebezpiecznie 16 15,5 15,5
Bardzo
niebezpiecznie 1 1.0 1.0
Ogotem 103 100,0 100,0
K1 Wazne Brak 4 38 38
odpowiedzi ! '
Bardzo 7 6.6 6.6
bezpiecznie ’ '
Raczej
bezpiecznie & 69.8 69.8
Raczej
niebezpiecznie 21 19.8 19.8
Ogotem 106 100,0 100,0
E2 Wazne  Brak
odpowiedzi 2 2,0 2,0
Bardzo 12 120 12,0
bezpiecznie
Eacz.el . 68 68,0 68,0
ezpiecznie
Raczej 15 15,0 15,0
niebezpiecznie
Bardzo
niebezpiecznie 3 3.0 3.0
Ogdtem 100 100,0 100,0
K2 Wazne  Brak > 17 17
odpowiedzi ! '
Eard.zo _ 22 185 18,5
ezpiecznie
Racze] 74 62,2 62,2
bezpiecznie
Raczej 18 151 151
niebezpiecznie
Bardzo
niebezpiecznie 3 2.5 2.5
Ogotem 119 100,0 100,0
2007 E1l Wazne  Brak
odpowiedzi 1 1.0 1.0
Bardzo 31 307 30,7
bezpiecznie
Eacz.eJ . 60 59,4 59,4
ezpiecznie
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Raczej 8 79 79

niebezpiecznie ! '

Bardzo 1 10 10

niebezpiecznie ! '

Ogotem 101 100,0 100,0
K1 Wazne Brak 4 40 40

odpowiedzi ! '

Eard.zo . 14 140 14,0

ezpiecznie

Eacz.el . 69 69,0 69,0

ezpiecznie

Raczej 13 13,0 13,0

niebezpiecznie

Ogétem 100 100,0 100,0
E2 Wazne Bardzo

bezpiecznie 29 25,7 25,7

Eacz.el . 76 67,3 67,3

ezpiecznie

Raczej 8 7.1 7.1

niebezpiecznie !

Ogotem 113 100,0 100,0
K2 Wazne Brak

odpowiedzi 1 1.0 1.0

Bardzo

bezpiecznie 24 23,3 233

Eacz.el . 57 55,3 55,3

ezpiecznie

Racze] — 20 194 19,4

niebezpiecznie

Bardzo

niebezpiecznie 1 1.0 1.0

Ogotem 103 100,0 100,0

Tab. Z.6. Poczucie bezpieczenstwa po zmroku mieszkancow czterech obszarow w 2006 i
2007 roku. Odpowiedzi na pytanie nr 8.

Faza
badan Procent
(czas) obszar Czesto$¢ | Procent | waznych
2006 El Wazne Brak _ _ 2 1,9 1,9
odpowiedzi
Zdecydowanie 5 4,9 49
bezpiecznie
Raczej 40 38,8 38,8
bezpiecznie
Racze] 43 41,7 41,7
niebezpiecznie
Zdecydowanie 13 12,6 12,6
niebezpiecznie
Ogotem 103 100,0 100,0
K1 Wazne Zdecydowanie
: ; 1 9 9
bezpiecznie
Raczej 35 33,0 33,0
bezpiecznie
Raczej 48 45,3 45,3
niebezpiecznie
Z_decydqwanl_e 22 20,8 20,8
niebezpiecznie
Ogotem 106 100,0 100,0
E2 Wazne Brak 2 2,0 2,0
odpowiedzi
Zdecydowanie 3 3,0 3,0
bezpiecznie
Racz_ej _ 45 45,0 45,0
bezpiecznie
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Raczej

. . . 48 48,0 48,0

niebezpiecznie

Zdecydowanie 5 20 20

niebezpiecznie ! '

Ogdtem 100 100,0 100,0
K2 Wazne Brak 1 8 8

odpowiedzi ' !

Zdecydowanie

bezpiecznie 9 7.6 7.6

Eacz.el . 68 57,1 57,1

ezpiecznie

Raczej 36 30,3 30,3

niebezpiecznie

Zdecydowanie 5 49 42

niebezpiecznie ! '

Ogodtem 119  100,0 100,0

2007 El Wazne Zdecydowanie 7 6.9 6.9

bezpiecznie ! '

Raczej

bezpiecznie 56 55,4 55.4

Raczej 30 297 29,7

niebezpiecznie

Zdecydowanie

niebezpiecznie 8 7.9 7.9

Ogdtem 101 100,0 100,0
K1 Wazne Brak

odpowiedzi 1 1.0 1.0

Zdecydowanie

bezpiecznie 8 8.0 8.0

Eacz.el . 43 43,0 43,0

ezpiecznie

Racze] 40 400 40,0

niebezpiecznie

Zdecydowanie 8 80 80

niebezpiecznie ! '

Ogdtem 100 100,0 100,0
E2 Wazne Zdecydowanie

bezpiecznie 12 10,6 10,6

Raczej 64 56,6 56,6

bezpiecznie

Racze] 35 31,0 31,0

niebezpiecznie

Zdecydowanie

niebezpiecznie 2 1.8 1.8

Ogdtem 113 100,0 100,0
K2 Wazne  Zdecydowanie 9 87 87

bezpiecznie ’ '

Raczej 61 59,2 59,2

bezpiecznie

Raczej 23 223 223

niebezpiecznie

Zdecydowanie

niebezpiecznie 10 9.7 9.7

Ogotem 103 100,0 100,0
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UNIWERSYTET WARSZAWSKI | ul. Krakowskie Przedmiescie 26/28

& WYDZIAL PRAWA | ADMINISTRACJI 00-927 Warszawa
INSTYTUT PRAWA KARNEGO tel. 5524315
e Y KATEDRA KRYMINALISTYKI tel. 5524309

Ankieta anonimowa do pracy doktorskiej mgr Pawla Waszkiewicza

1. Z jakiego typu dowodami spotyka si¢ Pani/Pan najczgsciej w swojej praktyce zawodowe;j?

2. Czy w Pani/Pana praktyce zdarzyto si¢ wykorzystanie jako dowodu nagran z kamer systemu
monitoringu?

Nie (prosze przejs¢ do pytania nr 10)

Tak orientacyjnie ile razy? .................

3. Jaki byl charakter spraw(y), w ktérych zostat wykorzystany ten dowod?

4. Jakie byto pochodzenie tego materiatu?

a) system monitoringu bankowego

b) system monitoringu stacji benzynowej

¢) system monitoringu placowki handlowej (sklep, supermarket)

d) system monitoringu stadionu

e) system monitoringu miejskiego

F) INNE — JAKI? L.ttt et e,
5. Czy material dowodowy zostat poddany jakims ekspertyzom?

NIE (proszg przejs¢ do pytania nr. 8)

TAK = JAKIM? .ot et e et s et e e et e et e e e e et e et e e et e et e e s e e o
6. Kto przeprowadzit ekspertyze?
7.Jakie wnioski zostaty wyciagnicte w efekcie przeprowadzonych ekspertyz?

(prosze podac orientacyjnie liczbe spraw)

a) material stabej jako$ci nie pozwala na dokonanie identyfikacji liczba.....
b) materiat dobrej jakosci, ale nie pozwala na dokonanie identyfikacji liczba.....
c) identyfikacja indywidualna pozytywna liczba....
d) identyfikacja negatywna liczba....
e) nagranie nieautentyczne liczba....
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) iNne — JaKie?......ocoveieci e liczba....
8.Czy materiat zostal odtworzony podczas postepowania sgdowego?
Tak DlACZEZO7 . .. ettt e

Nie DIACZEGO?.. .ttt e
9. Co wniosto do sprawy wykorzystanie tego dowodu?

11. Czy uwaza Pani/Pan za zasadne utworzenie og6lnopolskiej bazy danych zawierajacej nagrania
niezidentyfikowanych sprawcéw (na wzor bazy AFIS z odciskami palcow)?
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12. Czy zgadza si¢ Pan/Pani z nastepujacymi zdaniami dotyczacymi instalowania kamer w miejscach

publicznych:
a) Nie mam nic do ukrycia, wiec kamery w ogole mi nie przeszkadzaja TAK/NIE
b) Nagrania moga by¢ wykorzystane w niewtasciwy sposob TAK/NIE
¢) Chcial(a)bym, zeby kamery zostaty zainstalowane na mojej ulicy TAK/NIE
d) Czul(a)bym si¢ bezpieczniej, gdyby wszedzie byly kamery TAK/NIE
¢) Kamery naruszajg prywatno$¢ obserwowanych osob TAK/NIE
f) Kamery nie zastepuja patroli stuzb mundurowych TAK/NIE
g) Obecno$¢ kamer zapobiega powaznym przestgpstwom TAK/NIE
Pte¢ | Staz pracy Obecne miejsce pracy Liczba rozpoznawanyc
(w latach) miesigcznie spraw
M Sad Rejonowy
Sad Okrggowy
K Sad Apelacyjny
Inne — jakie?

Bardzo dzi¢kuje za wypehienie ankiety ©
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