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Kandydat na stanowisko Prezesa Urzedu Ochrony Danych Osobowych

Misja Prezesa UODO

Prezes UODO musi by¢ rzecznikiem ochrony danych kazdego cztowieka tzn. chroni¢ jego

prywatnos¢, godnos¢ 1 prawa w sposob proaktywny.

Na wstepie nalezy zaznaczy¢, ze w Polsce odpowiedzialnymi za ochron¢ danych
osobowych s3: Minister Cyfryzacji w szczegolnosci w ksztattowaniu polityki panstwa
w zakresie ochrony danych osobowych oraz Prezes Urzgdu Ochrony Danych Osobowych jako
niezalezny organ nadzorczy w rozumieniu RODO, ktéry m.in. monitoruje 1 egzekwuje
przestrzeganie przepisow. Aktualnie w Polsce mamy czas zmian na najwyzszych stanowiskach
panstwowych. Zadaniem os6b pelnigcych te dwie jakze wazne funkcje jest podjecie szerokiej

wspoOltpracy 1 nawigzanie dobrych relacji. Na przestrzeni lat, wida¢ jak bardzo jest to potrzebne.

Kolejng bardzo wazng kwestig jest znaczne zwickszenie budzetu Urzedu Ochrony
Danych Osobowych. Najlepsze idee i inicjatywy, w tym takze interesujace wizje pozostatych
kandydatéw ubiegajacych si¢ o stanowisko Prezesa UODO nie bgda mogty by¢ zrealizowane,
jesli panstwo polskie nie uzbroi Urzedu w odpowiedni budzet. Mysle, ze w czasach
dynamicznego rozwoju nowych technologii, w tym sztucznej inteligencji, Urzad Ochrony
Danych Osobowych bedzie jednym z najwazniejszych urzedow dla wszystkich os6b. Powinien

by¢ wigc rownie wazny dla ich przedstawicieli w parlamencie.

Niezaleznie od wyksztatcenia 1 do$wiadczenia jakie bedzie posiadal nowy Prezes
UODO, uwazam, ze powinien rozpocza¢ swoja kadencj¢ od audytu otwarcia tzn. zweryfikowaé
jaki zastaje stan faktyczny wewnatrz organizacji. Mimo, Ze posiadam doswiadczenie
urzednicze w tym ponad roczne w UODO, jako menadzer wilasnie od tego bym zaczal,
by moc sprawnie wdraza¢ swoje kolejne inicjatywy usprawniajgce prace Urzedu,

a tym samym wzmacniajgce system ochrony danych osobowych w Polsce.
Priorytety, wizja Urze¢du i najwazniejsze wyzwania przed Prezesem UODO.

W 2022 r. organ nadzorczy zaopiniowal 775 projektéw aktéw prawnych. Prezes UODO
w kolejnej kadencji stoi przed wyzwaniem dbatosci o jakos¢ wprowadzanych nowych

przepisow do porzadku prawnego. Warto zwrédci¢ uwage, ze nowy Minister Cyfryzacji jest



rowniez Wicepremierem, co prawdopodobnie bedzie wigzalo si¢ z kontynuacja rozwoju
rozwigzan cyfrowych, uslug cyfrowych, e-administracji czy e-zdrowia. Dodatkowo,
nowy Prezes UODO musi podja¢ szeroka wspotprace z Rzadowym Centrum Legislacji
- ma to na celu przede wszystkim wyeliminowanie sytuacji, w ktorych projektowane
rozwigzania od poczatku ich tworzenia nie zwracajg wystarczajgcej uwagi na ochron¢ danych
osobowych. Wspotpraca powinna opiera¢ si¢ réwniez na edukacji, czyli na szkoleniach
legislatorow z zakresu ochrony danych osobowych. Analogicznie dotyczy to réwniez kazdego
ministerstwa i innych urzedéw, aby wprowadzane rozwigzania juz w fazie projektowania
uwzglednialy ochrong danych osobowych. Wiele z nich przetwarza dane osobowe przy
wykorzystywaniu w swojej pracy nowych technologii. Wdrazanie takich rozwigzan musi by¢
poprzedzone wnikliwag oceng skutkéw dla ochrony danych, a niestety do tej pory nie byto

to czesto praktykowane.

Cyberbezpieczenstwo to nieroztgczny i jeden z najwazniejszych elementéw systemu
ochrony danych osobowych. W Urzedzie Ochrony Danych Osobowych powinien powstac
dobrze rozwiniety Departament Cyberbezpieczenstwa. W Urzedzie pracuje wielu znakomitych
1 do$wiadczonych ekspertow w tej dziedzinie. Stosowanie odpowiednich $rodkow
technicznych jest przedmiotem praktycznie kazdej kontroli przeprowadzanej przez UODO
u  Administratoréw Danych czy podmiotow przetwarzajagcych. Minister Cyfryzacji
zapowiedzial prace nad ustawa o Krajowym Systemie Cyberbezpieczenstwa. Do zbudowania
kompetentnego zespotu w nowym Departamencie Cyberbezpieczenstwa, a takze utrzymania
dotychczasowych ekspertow w Urzedzie, niezaleznie kto bedzie nowym Prezesem UODO,
konieczne jest, aby pracownicy UODO zostali w niej uwzglednieni 1 otrzymali
tzw. cyberdodatki. Pozwoli to na zbudowanie silnego nowego departamentu, poprzez
zatrudnienie w Urzedzie nowych ekspertoéw 1 jednoczesnie zatrzymac dotychczasowych

z wieloletnim do$wiadczeniem.

Departament Nowych Technologii wymaga rozbudowania. Jednym z pomystow jest
utworzenie wewngtrznego laboratorium - tak, aby szkoli¢ wewngtrznie pracownikow,
by m.in. w czasie opiniowania projektow aktow prawnych, przeprowadzania kontroli
czy prowadzenia postepowania skargowego mieli aktualng i1 najlepsza wiedzg w tym zakresie.
Nie ukrywam, ze w tym przypadku widze potrzebe rozwoju juz istniejacej wspodtpracy UODO,
w ramach zawartych porozumien, z uczelniami wyzszymi i kadra naukowa. Nowe Technologie
to nie sg tylko ogromne mozliwos$ci, ale rowniez zagrozenia. Ze wzgledu na fakt, ze sg to

zagadnienia bardzo skomplikowane, uwazam, ze powinna powsta¢ przy Prezesie UODO grupa



robocza ds. nowych technologii. Nie ukrywam, ze widz¢ tu znaczacg role Stowarzyszenia
Prawa Nowych Technologii, z ktérym podjeliSmy juz wspolprace, a ktore zrzesza w tym

zakresie jednych z najlepszych ekspertow.

W 2022 r. do Prezesa UODO wplyneto ok. 7000 skarg oséb, ktorych dane dotycza.
Z jednej strony mysle, ze zwigzane jest to przede wszystkim ze wzrostem $wiadomosci swoich
praw, a z drugiej strony moze by¢ to spowodowane takze zniesieniem wymaganej oplaty przy
ztozeniu skargi. Wbrew opinii niektorych komentatoréw, pracownicy Departamentu Skarg
wyrdzniajacy si¢ ogromnym zaangazowaniem posiadaja znakomite wyniki statystyczne
w prowadzonych postepowaniach. Mimo to, uwazam, ze konieczne jest przeprowadzenie
reformy trybu rozpatrywania skarg osob, ktérych dane dotycza, poniewaz ich liczba bedzie
systematycznie wzrasta¢. Nie tylko wedle mojej opinii, ale rdowniez niektérych wybitnych
przedstawicieli §rodowiska ochrony danych osobowych bedzie wymagalo to reformy
czy nowelizacji prawa. Mam tu na mys$li jednolity formularz skargi, czy mediacje miedzy
skarzagcym a innymi stronami postgpowania, nad ktorymi pracuje obecnie Komisja Europejska.
Postepowanie skargowe to nie tylko statystyka, ale przede wszystkim rozstrzyganie
w sprawach, ktore maja wptyw na sytuacje prawng jednostki. Mysle, Ze wraz z podnoszeniem
swiadomosci obywateli, a takze rozwojem nowych technologii pomoze to szybciej i skuteczniej

chroni¢ osoby fizyczne.

Minister Cyfryzacji zapowiedzial réwniez Kkontynuacje¢ programoéw rozwoju
kompetencji cyfrowych uczniow. W zwigzku z tym, dla lepszej ochrony praw 1 wolnosci
w sieci, Prezes UODO powinien powotac zespot roboczy ds. bezpieczenstwa dzieci i mtodziezy

w Internecie, ze szczegdlnym naciskiem na ochrong ich danych osobowych.

W debacie publicznej wiele mowi si¢ o powotaniu rady ds. ochrony danych osobowych
funkcjonujacej przy Prezesie UODO. W mojej ocenie rdwniez jest to konieczne,
jednak nie w obecnym stanie prawnym. W tej kwestii powinna zosta¢ znowelizowana ustawa
o ochronie danych osobowych. Zgodnie z obowigzujacym prawem, organ nadzorczy w swojej
dzialalnosci jest niezalezny, w zwigzku z czym nie moze otrzymywaé wigzacych polecen,
tym bardziej od oséb pobierajacych za to wynagrodzenie. MysSle, Zze ta kwestia pozostaje
w sprzecznosci z RODO 1 jego filozofig. Prezes UODO jako organ niezalezny powinien mie¢
przy sobie rad¢ spoteczna, ktora nie pobiera wynagrodzenia, a sktada si¢ z przedstawicieli nauki

1 praktyki roznych dziedzin i specjalizacji.



Wzmocnienie pozycji Inspektora Ochrony Danych to kolejne wyzwanie nie tylko
dla Prezesa UODO w Polsce, ale mysle, ze w catym EOG. Uwazam, ze znaczenie bedzie miat
przygotowywany raport CEF, ktéry moze wplyna¢ na ujednolicenie w EOG podejscia
do pozycji inspektora. Niezaleznie od tego, sadze, ze nalezy znaczaco rozwing¢ wspotprace
UODO z Inspektorami Ochrony Danych. Mysle, ze konieczne jest utworzenie tzw. Klubu IOD
dziatajagcego  przy  Urzedzie, w  ktorym  przedstawiciele  Prezesa ~ UODO
wraz z zainteresowanymi IODami beda mogli si¢ cyklicznie wymienia¢ wiedza
1 doswiadczeniem przy wspdlnych webinariach, seminariach czy warsztatach. Pamigtajmy,

ze kompetentny i merytoryczny IOD to priorytet dla administratora i procesora.

Jednym ze strategicznych dziatan Prezesa UODO musi by¢ wspieranie Administratorow

Danych r6znych branz i obszarow dziatalno$ci, m.in. poprzez:

1. Wydawanie wytycznych dla poszczegdlnych branz po wuprzednich wspolnych
konsultacjach, aby jak najlepiej pozna¢ potrzeby danego sektora. Mam tu na mysli
m.in. organizacje tj.: Izba Gospodarki Elektronicznej, Polska Izba Informatyki
i Telekomunikacji, organizacje pozarzadowe, organizacje spoteczne i wiele innych.

2. Wsparcie w tworzeniu kodekséw postepowania zgodnosci z RODO - kampanie
edukacyjne, webinary 1 otwarto§¢ Urzedu na kazda inicjatywe kodeksowa.

3. Wprowadzenie do polskiego systemu certyfikacji zgodnosci z RODO. Wspotpraca
z Polskim Centrum Akredytacji, a takze reprezentantami rynku zainteresowanymi
certyfikacja majaca na celu stworzenie efektywnego systemu certyfikacji w Polsce.

4. Aktualizacja poradnikdw branzowych w szczego6lnosci dla tych, gdzie nastapito wiele
zmian przepisOw np. prawo pracy czy oswiata.

5. Stworzenie ogdlnodostepnej Internetowej wyszukiwarki decyzji Prezesa UODO.

6. Zachecanie do korzystania z uprzednich konsultacji - otwartos¢ 1 wsparcie ze strony

Urzedu a takze przejrzystos¢ mozliwosci z nich skorzystania.

W celu wzmocnienia systemu ochrony danych osobowych w Polsce dostrzegam
konieczno$¢ powstania delegatur Urzgdu Ochrony Danych Osobowych w Bydgoszczy,
Gdansku, Katowicach, Krakowie, Lublinie, Lodzi, Poznaniu i Wroctawiu. Aby zwigkszy¢
skuteczno$¢ dziatan Prezesa UODO, nalezy rowniez podda¢ dyskusji konieczno$¢ zmian
w obowigzujacym prawie, w kwestii zwolnienia Prezesa UODO z ponoszenia kosztow
sagdowych. Pozwoli to Prezesowi UODO naktada¢ skuteczne, proporcjonalne i odstraszajace

administracyjne kary pieni¢zne w stosunku do dokonywanych naruszen.



Dostrzegajac rozbiezno$¢ sagdoéw administracyjnych w orzekaniu w sprawach z zakresu
ochrony danych osobowych, w tym samej definicji danych osobowych nalezy poddac
pod szeroka dyskusje potrzebe powstania wyspecjalizowanego Sadu Ochrony Danych
Osobowych.

Nawigzujac do rzecznikowskiego charakteru Prezesa UODO, nalezy podejmowac
proobywatelskie dziatanie polegajace na realizacji uprawnien wynikajacych z art. 99 ustawy
o ochronie danych osobowych, ktory to stanowi o mozliwosci wyrazania przez Prezesa UODO
istotnego pogladu w kazdej sprawie z zakresu ochrony danych osobowych przed sgdem

cywilnym, jesli przemawia za tym interes spoteczny.

Nie nalezy zapomina¢ réwniez o konieczno$ci rozwoju nawigzanej wspOtpracy
z pozostalymi regulatorami, tj.: UOKIK, UKE, KRRIT, URE, KNF, UTK, WP w zakresie
wydawania wytycznych dla danego sektora, a takze w kwestiach legislacyjnych

1 edukacyjnych.

W obszarze edukacji, konieczne jest rozszerzenie flagowego programu edukacyjnego
Twoje Dane Twoja Sprawa o kontent dedykowany Seniorom. Moze to polega¢ na organizacji
spotkan z seniorami, wspOlpracy z Uniwersytetami Trzeciego Wieku, a takze organizacji zajec¢
migdzypokoleniowych dla dzieci i mlodziezy szkolnej wraz ze swoimi dziadkami. Program
realizowany jest od wielu lat we wspotpracy 1 pod patronatem Ministra Edukacji 1 Nauki,
a takze Rzecznika Praw Dziecka. Modyfikacja tego programu powinna by¢ szeroko

konsultowana ze wskazanymi podmiotami.

Zauwazam roOwniez potrzebe stworzenia programu stazowego ,Liderzy RODO”
dla studentow 1 absolwentow studiow prawniczych, administracyjnych, Informatyki
czy stosunkow mig¢dzynarodowych. Z uwagi na fakt, Zze ochrona danych osobowych jest
interdyscyplinarng dziedzing, zauwazam potrzebg ksztalcenia w tym zakresie przyszilych
radcow prawnych, adwokatow, sedziow 1 prokuratorow, a takze programistow, urzednikow
czy dyplomatow. Stwarza to rowniez mozliwos¢ budowania nowych kadr Urzedu Ochrony

Danych Osobowych.

Dotychczasowa wspolpraca z uczelniami wyzszymi nie moze opierac si¢ tylko 1 wyltacznie
na organizacji studidéw dla Inspektoréw Ochrony Danych. Uwazam, ze istnieje potrzeba
wprowadzenia zaj¢¢ z zakresu ochrony danych osobowych na wielu kierunkach pokrewnych
studiow I 1 II stopnia, a takze jednolitych magisterskich. Chcialbym, aby Urzad Ochrony
Danych Osobowych byt zawsze otwarty dla doktorantow 1 innych 0sob przygotowujacych



rozprawy doktorskie. Przyjete modele biznesowe w organizacjach musza uwzgledniac
na wysokim poziomie w swojej hierarchii system ochrony danych osobowych,
dlatego konieczne jest wprowadzenie tematyki ochrony danych osobowych na studiach

podyplomowych, tj.: MBA, DBA, LLM dla menadzeréw roznego szczebla.

Przedstawiona przeze mnie wizja Urzedu Ochrony Danych Osobowych jest wynikiem
zdobytego doswiadczenia w administracji rzadowej oraz ponad rocznej pracy w organie
nadzorczym. Jestem $wiadomy, ze nie wypelnia i nie rozwigzuje wszystkich oczekiwan
oraz wyzwan kierowanych wobec UODO. Niezaleznie od tego kto zostanie powotany
na stanowisko Prezesa Urzedu Ochrony Danych Osobowych, organ nadzorczy musi by¢
wsparciem dla Administratorow Danych, podmiotéw przetwarzajacych jak roéwniez
Inspektorow Ochrony Danych. Nalezy pamigta¢, ze Prezes UODO jest organem,
ktéry ma chroni¢ ludzi - osoby fizyczne, a nie tylko ich danych osobowych. Nie mozemy
zapominaé, ze RODO zostato uchwalone po to, aby w dobie dynamicznego rozwoju nowych

technologii, w tym sztucznej inteligencji to cztowiek i jego prawa byly w centrum uwagi.
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