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WNIOSEK

o stwierdzenie niezgodnosci przepiséw ustawy o Policji, ustawy o Strazy Granicznej, ustawy o
kontroli skarbowej, ustawy o Zandarmerii Wojskowej, ustawy o ABW oraz AW, ustawy o CBA,
ustawy o SWW oraz SKW z Konstytucja RP oraz art. 8 Konwencji o ochronie praw cztowieka i

podstawowych wolno$ci oraz o stwierdzenie niezgodnosci przepisOw ustawy Prawo

telekomunikacyjne w zw. z przepisami ustawy o Policji, ustawy o Strazy Granicznej, ustawy o
kontroli skarbowej, ustawy o Zandarmerii Wojskowej, ustawy o ABW oraz AW, ustawy o CBA,

ustawy o SKW oraz SWW z Konstytucja Rzeczypospolitej Polskie;j.

Whniosek na podstawie art. 191 ust. 1 Konstytucji RP

Akty prawne bedace przedmiotem badania konstytucyjnosci:

1. Ustawa z dnia 6 kwietnia 1990 r. o Policji (Dz. U. z 1990 r. Nr 30 poz. 179 ze zm.)(dalej:
,ustawa o Policji”)

2. Ustawa z dnia 12 pazdziernika 1990 r. o Strazy Granicznej (Dz. U. z 1990 r. Nr 78 poz. 462
ze zm.) (dalej: ,,ustawa o Strazy Granicznej”™)

3. Ustawa z dnia 28 wrzesnia 1991 r. o kontroli skarbowej (Dz. U. z 1991 r. Nr 100 poz. 442 ze



zm.)(dalej: ,,ustawa o kontroli skarbowe;j”)

4, Ustawa z dnia 24 sierpnia 2001 r. o Zandarmerii Wojskowej i wojskowych organach
porzadkowych (Dz. U. z 2001 r. Nr 123 poz. 1353 ze zm.)(dalej: ,justawa o Zandarmerii
Wojskowej™)

5. Ustawa z dnia 24 maja 2002 r. o Agencji Bezpieczenstwa Wewnetrznego oraz Agencji
Wywiadu (Dz. U. z 2002 r. Nr 74 poz. 676 ze zm.)(dalej: ,,ustawa 0 ABW oraz AW”)

6. Ustawa z dnia 16 lipca 2004 r. Prawo telekomunikacyjne (Dz.U. z 2004 r. Nr 171, poz. 1800
ze zm.)(dalej: ,,Prawo telekomunikacyjne”)

7. Ustawa z dnia 9 czerwca 2006 r. o Centralnym Biurze Antykorupcyjnym (Dz .U. z 2006 Nr
104 poz. 708 ze zm.)(dalej: ,,ustawa o CBA”)

8. Ustawa z dnia 9 czerwca 2006 r. o Shuzbie Kontrwywiadu Wojskowego oraz Stuzbie
Wywiadu Wojskowego (Dz. U. z 2006 r. Nr 104 poz. 709 ze zm.)(dalej: ,,ustawa o SKW oraz
SWW?)

Na podstawie art. 191 ust. 1 w zw. z art. 188 pkt 1 i 2 Konstytucji RP nizej podpisani, ktérzy

wnosimy o stwierdzenie, iz:

I
Art. 19 ust. 7 pkt 3 ustawy o Policji, art. 9e ust. 7 pkt 3 ustawy o Strazy Granicznej, art. 36¢ ust. 4
pkt 3 ustawy o kontroli skarbowej, art. 31 ust. 7 pkt 3 ustawy o Zandarmerii Wojskowej, art. 27 ust.
6 pkt 3 ustawy o ABW oraz AW, art. 17 ust. 5 pkt 3 ustawy o CBA, art. 31 ust. 4 pkt 3 ustawy o
SWW oraz SKW sgq niezgodne z art. 2, art. 47, art. 49 w zwiazku z art. 31 ust. 3 Konstytucji RP
oraz art. 8 Konwencji o ochronie praw czlowieka i podstawowych wolnosci, sporzadzonej w

Rzymie dnia 4 listopada 1950 r. (Dz. U. 2 1993 r. Nr 61, poz. 284)(dalej: ,,Konwencja”).

11
Art. 180 a ust. 1 i art. 180 ¢ Prawa telekomunikacyjnego w zw. z art. 20 ¢ ustawy o Policji, art. 10b
ustawy o Strazy Granicznej, art. 36b ustawy o kontroli skarbowej, art. 30 ustawy o Zandarmerii
Wojskowej, art. 28 ustawy o ABW oraz AW, art. 18 ustawy o CBA, art. 32 ustawy o SKW oraz
SWW, sa niezgodne z art. 2, art. 47, art. 49, art. 51 ust. 2 i ust. 4 w zwiazku z art. 31 ust. 3
Konstytucji RP.
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Do reprezentowania w postgpowaniu przed Trybunatem Konstytucyjnym wnioskodawcy



upowazniajg postow Janusza Krasonia, Ryszarda Kalisza oraz adwokata Jacka Kondrackiego z
ktorych kazdy ma prawo do samodzielnego reprezentowania wnioskodawcoéw wraz z prawem do

udzielania dalszych pelnomocnictw oraz z prawem do modyfikowania tresci wniosku.

Uzasadnienie

Zaskarzona norma, stwarza sytuacje, w ktorej zakres srodkow mozliwych do stosowania w ramach
kontroli operacyjnej pozostaje praktycznie nieograniczony. Nieprecyzyjnie sformutowane zapisy na
temat pozyskiwania danych telekomunikacyjnych daja szerokie ple do naduzy¢ wymierzonych w
chroniong prawnie tajemnic¢ dziennikarska, adwokacka czy radcowska. Z uwagi na otwarty katalog
srodkow techniki operacyjnej, rodzi si¢ watpliwos¢ czy pomimo niewymienienia w zaskarzonych
przepisach szeregu technik operacyjnych takich jak na przyklad nadajnik GPS, czy tzw. kon
trojanski’, ich stosowanie jest jeszcze dozwolone czy tez jest dziataniem contra legem. W ocenie
wnioskodawcow zakwestionowana norma jest niezgodna z zasada przyzwoitej legislacji (art. 2
Konstytucji RP) i prowadzi do nieproporcjonalnego ograniczenia wolnosci stowa, prawa do
prywatno$ci (art. 47 Konstytucji RP), swobody komunikowania si¢ (art. 49 Konstytucji RP),

chronionymi takze na gruncie art. § Konwenc;ji.
1. Kontrola operacyjna — definicja i zakres stosowania

Kontrola operacyjna moze by¢ zarzadzona przy wykonywaniu czynno$ci operacyjno -
rozpoznawczych, podejmowanych przez Policj¢, stuzby specjalne w rozumieniu art. 11 ustawy o
ABW oraz AW’ oraz inne podmioty wykonujace zadania ochrony bezpieczenstwa panstwa
(Zandarmeric Wojskowa, wywiad skarbowy, Straz Graniczng) W celu zapobiegania, wykrycia,
ustalenia sprawcow, a takze uzyskania 1 utrwalenia dowodéw $ciganych z oskarzenia publicznego,
umys$inych przestepstw (lub przestepstw skarbowych). Przestepstwa te zostaly okreslone w

specjalnych katalogach.

1 Jest to okreslenie oprogramowania, ktore podszywajac si¢ pod przydatne lub ciekawe dla uzytkownika aplikacje
dodatkowo implementuje niepozadane, ukryte przed uzytkownikiem funkcje (programy szpiegujace, bomby logiczne,
furtki umozliwiajgce przejecie kontroli nad systemem przez nieuprawnione osoby itp.). Zrodto: wikipedia.

2 Sato: ABW, AW, CBA, SKW oraz SWW.



Warunkiem zarzadzenia kontroli operacyjnej jest wykazanie, ze inne $rodki okazaty si¢
bezskuteczne albo zachodzi wysokie prawdopodobienstwo, ze beda nieskuteczne lub nieprzydatne.
Natomiast wymogiem proceduralnym jej zarzadzenia jest zgoda wilasciwego sadu okregowego
(bedzie to w zalezno$ci od podmiotu wnioskujagcego whasciwy sad okregowy albo wojskowy sad
okregowy) oraz zgoda witasciwego prokuratora (Prokuratora Generalnego, wlasciwego prokuratora
okregowego, wlasciwego wojskowego prokuratora okregowego). Istnieje takze mozliwosé
zarzadzenia kontroli operacyjnej w ,,przypadkach niecierpigcych zwiloki”. Zarzadza ja wtedy
wlasciwy organ (Komendant Giowny Policji, komendant wojewddzki Policji, Szef CBA, Szef
ABW, Szef SKW, Komendant Gtéwny Zandarmerii Wojskowej, komendant oddzialu Zandarmerii
Wojskowej, Komendant Gtowny Strazy Granicznej, komendant oddziatu Strazy Granicznej,
Generalny Inspektor Kontroli Skarbowej) po uzyskaniu pisemnej zgody Prokuratora Generalnego
(ewentualnie witasciwego prokuratora okregowego lub wojskowego prokuratora okregowego),
jezeli mogloby to spowodowac utrate informacji lub zatarcie albo zniszczenie dowodow
przestgpstwa. Wraz z zarzadzeniem kontroli operacyjnej, podmiot zarzadzajacy musi zwrocic sie
jednoczesnie do wlasciwego miejscowo sadu okregowego (wojskowego sadu okrggowego) z
wnioskiem o wydanie postanowienia w tej sprawie. W razie nieudzielenia przez sad zgody w
terminie 5 dni od dnia zarzadzenia kontroli operacyjnej, organ zarzadzajacy wstrzymuje kontrole
operacyjng oraz dokonuje protokolarnego, komisyjnego zniszczenia materiatdw zgromadzonych

podczas jej stosowania.

Zgodnie z art. 19 ust. 7 ustawy o Policji kontrola operacyjna prowadzona jest niejawnie i
moze polega¢ na: 1) kontrolowaniu tresci korespondencji, 2) kontrolowaniu zawartosci przesyltek,
oraz 3) stosowaniu Srodkow technicznych umozliwiajacych uzyskiwanie w sposob niejawny
informacji i dowodow oraz ich utrwalanie, a w szczegolnosci treSci rozmow telefonicznych i
innych informacji przekazywanych za pomoca sieci telekomunikacyjnych. Analogiczne
brzmienie majg przepisy: art. 27 ust. 6 ustawy o ABW oraz AW, art. 18 ust. 5 ustawy o CBA, art.
31 ust. 4 ustawy o SKW oraz SWW.

Natomiast art. 31 ust. 7 ustawy o Zandarmerii wojskowej, art. 36¢ ust. 4 ustawy o kontroli
skarbowej, art. 9e ust. 7 ustawy o Strazy Granicznej dodaja do zakresu informacji gromadzonych

przy uzyciu ,,Srodkéw technicznych” takze obraz.

Wskazane przepisy uprawniaja Policjg¢, stuzby specjalne oraz podmioty wykonujace zadania
ochrony bezpieczenstwa panstwa do okreslonego zachowania (si¢gania po okreslone $rodki) w

ramach stosowania kontroli operacyjnej. W ocenie wnioskodawcow nie budza watpliwosci
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regulacje przewidujace mozliwo$¢ dokonywania w ramach kontroli operacyjnej kontroli tresci
korespondencji oraz zawartosci przesylek, bowiem pkt. 1-2 tych przepisOw wprost wskazuja, jakie
konkretnie czynnosci godzace w okreslone dobra prawne (wolnosci i prawa konstytucyjne) moga

by¢ podejmowane w ramach kontroli operacyjne;.

2. Zaskarzone przepisy a standardy konstytucyjne i konwencyjne

Zdaniem wnioskodawcow kompetencja Policji, stuzb specjalnych oraz innych podmiotéw
wykonujacych zadania ochrony bezpieczenstwa panstwa okreslajgca jakie $rodki moga by¢
stosowane w ramach kontroli operacyjnej, zostala skonstruowana w sposéb niezgodny ze
standardami wypracowanymi na gruncie art. 2, art. 47, art. 49 w zw. z art. 31 ust. 3 Konstytucji RP

oraz art. 8 Konwencji.

W pkt. 3 zaskarzonych przepisoOw ustawodawca postuzyl si¢ bowiem nieostrym pojgciem
., Srodki techniczne umozliwiajgce uzyskiwanie w sposob niejawny informacji i dowodow oraz ich
utrwalanie”. Pojgcie ,, srodki techniczne umozliwiajgce uzyskiwanie w sposob niejawny informacji i
dowodow oraz ich utrwalanie” (inne niz wskazane w pkt. 1 — 2 ww. przepisow) ustawodawca
probowat doprecyzowaé uzywajac okreslenia ,, w szczegolnosci”, wskazujac przyktadowo, ze z cata
pewnoscig wérod informacji moga znajdowac sie ,, tresci rozmow telefonicznych” i ,,obraz”, ale

takze nieokreslone ,, inne informacje przekazywane za pomocq sieci telekomunikacyjnych”. Przyjety

przez ustawodawce sposob zdefiniowania stanowi przvkiad bledu logicznego ignotum per ignotum.

Konstruujac druga czes¢ pkt. 3 zaskarzonych przepiséw ustawodawca zamiast jasno zdefiniowac
., Srodki techniczne umozliwiajgce uzyskiwanie w sposob niejawny informacji i dowodow oraz ich
utrwalanie”, doprowadzit do jeszcze dalej posunigtej nieostro$ci przepisu kompetencyjnego.
Kategoria ta pozostaje zatem otwarta, podobnie jak zakres informacji mogacych by¢ potencjalnie

gromadzonymi w wyniku stosowania kontroli operacyjnej.

W ocenie wnioskodawcow, przyjeta przez ustawodawce technika legislacyjna jest nie do
pogodzenia ze standardami konstytucyjnymi. Whnioskodawcy pragng szczeg6lnie podkreslic, iz

analizowane przepisy dotycza stosowania przez organy panstwowe srodkoéw, ktére gleboko ingeruja

w prawa i wolno$ci obywatelskie, a w szczeg6lnosci w prawo do prywatnosci (art. 47 Konstytucji

RP), ktora wyraza si¢ m.in. w swobodzie komunikowania si¢ (art. 49 Konstytucji RP), czy tez
znajduje swoja proceduralng ochrong w art. 51 Konstytucji RP dotyczacym autonomii
informacyjnej jednostki, w ramach ktorej organom panstwowym zabrania si¢ zbierania informacji

innych niz niezb¢dne w demokratycznym panstwie prawnym.



Poprzez uzycie otwartego katalogu srodkoéw technicznych, czego wyrazem jest postuzenie
si¢ okresleniem ,,w szczeg6lnosci” rodzi¢ si¢ moze trudno$¢ z okre§leniem, jakim jeszcze
wolnosciom procz ww. moze zagraza¢ stosowanie kontroli operacyjnej. W tym zakresie powstac
moze na przyktad watpliwo$¢, czy w ramach kontroli operacyjnej mozliwe jest stosowanie
podstuchu obiektowego, mikrofonow kierunkowych, oprogramowania szpiegowskiego czy tez
nadajnikow GPS®, ktérych uzywanie moze prowadzié takze do naruszenia miru domowego,
chronionego na podstawie art. 50 Konstytucji RP i rozumianego jako zakaz wszelkiego

nieuprawnionego wkraczania i przebywania w cudzym mieszkaniu/siedzibie.

Poprzez oglgedne wskazanie, iz w ramach kontroli operacyjnej mozna w szczegdlnosci
stosowa¢ $rodki techniczne umozliwiajgce uzyskiwanie tresci rozméw telefonicznych, obrazu oraz
niedookreslonych ,,innych informacji przekazywanych za pomoca sieci telekomunikacyjnych”
ustawodawca doprowadzit do sytuacji, w ktorej wkroczenie w ww. wolnos$ci 1 prawa konstytucyjne
nastgpuje na podstawie nieprecyzyjnej podstawy ustawowej. W tej sytuacji funkcjonariusz sam,
autonomicznie podejmuje decyzje o wkroczeniu, bowiem przepis nie wskazuje wyraznie
konkretnych technik dziatania, poza stosowaniem , srodkow technicznych umozliwiajgcych
uzyskiwanie w sposob niejawny informacji i dowodow oraz ich utrwalanie tresci rozmow
telefonicznych, obrazu i innych informacji przekazywanych za pomocq sieci telekomunikacyjnych”.
Jedynym ograniczeniem w tym zakresie, zamiast przepisOw ustawowych, stajg si¢ mozliwosci
finansowe, organizacyjne 1 dostep ww. formacji do najnowoczesniejszych zdobyczy

technologicznych.

2.1. Standardy w zakresie konstruowania przepisow regulujacych ingerencje w prawa i

wolnosci konstytucyjne

Trybunal Konstytucyjny wielokrotnie juz wypowiadal si¢ na temat standardow jakim
powinny odpowiada¢ przepisy regulujace ograniczenia praw 1 wolnosci konstytucyjnych.
Ustawodawca, konstruujgc przepis, ktory ingeruje gieboko w sfere prywatnosci jednostki, musi
uwzgledni¢ nie tylko zasady przyzwoitej legislacji (w tym zasade¢ dookre§lonosci 1 konkretnosci),

ale takze rozwazy¢ proporcjonalnos¢ zastosowanego §rodka. Nie wystarczy, aby stosowane $rodki

sprzyjaly zamierzonym celom, ulatwialy ich osiagniecie albo byly wygodne dla wladzy, ktora ma je

wykorzysta¢ do osiagniecia tych celéw. Minimalnym wymogiem Kkonstytucyjnym jest to, aby

3 Podobne watpliwosci w piSmie do Prezesa Rady Ministrow z dnia 13 pazdziernika 2010 r. w zwiazku z publikacja
“Dziennikarze na celowniku stuzb specjalnych”. Pismo dostgpne jest na stronie:
http://www.hfhrpol.waw.pl/precedens/images/stories/file/pismo_2538 2010 _DP.pdf



przeszty one test ..koniecznos$ci w demokratycznym panstwie prawnym”. Nie wystarczy, zatem

sama celowos$¢, pozytecznos¢, tanio$¢ czy tatwos¢ postugiwania si¢ przez wladze — w odniesieniu
do uzytego srodka, ale o zastosowanie srodkéw niezbgdnych (koniecznych) w tym sensie, ze beda
one chroni¢ okreslone warto$ci w sposéb, badz w stopniu, ktory nie mogtby by¢ osiagnigty przy
zastosowaniu innych $rodkéw, a jednoczesnie winny to by¢ $rodki jak najmniej ucigzliwe dla
podmiotéw, ktorych prawo badz wolno$¢ ulegaja ograniczeniu4. Poza tym z zgodnie z pogladem
pelnego sktadu TK wyrazonym w wyroku z 23 marca 2006 1.5 ,,zwroty niedookreslone mogg by¢
uzywane przez ustawodawce, jezeli ich desygnaty mozna ustali¢, a samo uzycie zwrotu nieostrego
,wymaga istnienia szczegolnych gwarancji proceduralnych, zapewniajgcych przejrzystosé¢ i
ocennos¢ praktyki wypetniania nieostrego zwrotu konkretng trescig przez organ decydujgcy o jego

wypelnieniu”.

Przepis ustawy musi by¢ sformulowany w sposob dostatecznie precyzyjny, bowiem
ustawodawca nie moze poprzez niejasne formutowanie tekstu przepisow pozostawia¢ organom
majacym je stosowa¢ nadmiernej swobody przy ustalaniu w praktyce zakresu podmiotowego i
przedmiotowego ograniczen konstytucyjnych wolnosci i praw jednostki. Dla oceny zgodno$ci
zakwestionowanego przepisu z art. 31 ust 3 1 art. 2 Konstytucji istotne sg trzy zalozenia: ,, Po
pierwsze — kazdy przepis ograniczajgcy konstytucyjne wolnosci i prawa winien by¢ sformutowany w
sposob pozwalajgcy jednoznacznie ustalié, kto i w jakiej sytuacji podlega ograniczeniom. Po drugie
— przepis ten powinien by¢ na tyle precyzyjny, aby zapewniona byla jego jednolita wykiadnia i
stosowanie. Po trzecie — przepis taki winien by¢ ujety tak, aby zakres jego zastosowania obejmowat
tylko te sytuacje, w ktorych dzialajqcy racjonalnie ustawodawca istotnie zamierzal wprowadzic¢

regulacje ograniczajgcq korzystanie z konstytucyjnych wolnosci i praw”e.

Natomiast
., przekroczenie pewnego stopnia niejasnosci przepisow prawnych stanowi¢ moze samoistng

przestanke stwierdzenia ich niezgodnosci z art. 31 ust. 3 zdanie 1 i z art. 2 Konstytucji””.

2.2. Orzecznictwo Europejskiego Trybunalu Praw Czlowieka — standardy na gruncie art. 8

Konwencji

Zaskarzone przepisy dotyczace zakresu srodkoéw technicznych mozliwych do stosowania w
ramach kontroli operacyjnej nalezy przeanalizowac takze pod katem standardow wypracowanych w

orzecznictwie Europejski Trybunal Praw Czlowieka (dalej: ,,ETPCz”) dotyczacym art. 8 Konwencji

4 Por. wyrok z 3 pazdziernika 2000 r., sygn. K 33/99, OTK ZU 2000, Nr 6, poz. 188.
5 Wyrok z 23 marca 2006 r., sygn. K 4/06, OTK ZU nr 3/A/2006, poz. 32.

6 Wyrok z 30 pazdziernika 2001 r. sygn. K 33/00, Z.U. 2001 /7 / 217.

7 Wyrok z 22 maja 2002 r. sygn. K 6/02, Z.U. 2002 / 3A/ 33.



(ochrona korespondencji oraz zycia prywatnego). Kluczowe znaczenie ma tu analiza z punktu
widzenia ograniczen jakie wladze publiczne moga naktada¢ na obywateli na podstawie art. 8 ust. 2
Konwencji, w tym zwlaszcza w celu zwalczania przestgpczos$ci oraz ochrony bezpieczenstwa
panstwowego. Powaga ingerencji dokonywanej przy uzyciu technik operacyjnych w prawo do
prywatno$ci zostata szczegodlnie wyeksponowana w wyroku Associaton for European Integration
and Human Rights i Ekimdzhiev przeciwko Bulgarii®, w ktorym ETPCz stwierdzit naruszenie art. 8
i 13 Konwencji oraz podkreslit, iz §rodki tajnej inwigilacji (ang. secret measures of surveillance)
stosowane przez organy panstwowe stanowi¢ mogg nieuzasadniong w demokratycznym
spoleczenstwie ingerencje w prawo do prywatnosci. W wyroku Klass i Inni przeciwko Niemcom®,
ETPCz ocenil, ze zakres ingerencji, funkcjonujagcych w demokratycznym panstwie shuzb
specjalnych w obywatelskie prawo do prywatnosci, musi by¢ $cisle ograniczony do zapewnienia
bezpieczenstwa panstwa, co oznacza, iz to wlasnie ochrona ww. dobra stanowi zasadniczy
determinant podejmowania dzialan operacyjnych. Dlatego tez niezmiernie wazne jest, aby
jednostkom w ramach systemow prawnych tworzy¢ mechanizm ochrony ich wolnosci i praw,

eliminujacy arbitralno$¢ po stronie wtadz krajowych.

ETPCz dokonuje oceny ingerencji w sfer¢ prywatnosci poprzez ustalenie legalnosci w
sensie formalnym (fakt istnienia przepisow prawnych odpowiedniej rangi), a nastepnie legalnosci
substancjalnej (jako$¢ obowiazujacych przepiséw) eksponujacej przejrzystos¢ i przewidywalnose

przepisow prawnych, w oparciu o ktore dokonano ingerencji.

W wyroku Malone przeciwko Wielkiej Brytanii*® ETPCz podkreslit, iz w kolizji z art. 8
Konwencji pozostaje sytuacja, gdy cz¢s¢ uprawnien stuzb specjalnych ma podstawe w przepisach, a
cze$¢ pozostawiona jest do swobodnego uznania wladzy. Podobnie w wyroku Heglas przeciwko
Czechom, ETPCz uznal, iz instalowanie przez policje¢ urzadzenia podstuchowego na ciele
rozméwcey nie bylo uregulowane przez ustawe, a zatem nie odpowiadata kryteriom ustalonym w
orzecznictwie strasburskim, a stuzby mimo to stosowaly ten $rodek, gdyz takie techniki wynikaty z
praktyki organdéw S$cigania. Taka podstawa stosowania §rodkow tajnej inwigilacji nie moze by¢
zdaniem ETPCz uznana za odpowiednig podstawg prawng okreslajaca z dostateczng precyzja
warunki dopuszczalnos$ci stosowania techniki operacyjnej, jej zakresu, kontroli oraz wykorzystania

informacji zdobytych w ten sposob™’. Z kolei w wyroku Bykov przeciwko Rosji'? ETPCz uznat, iz

8 Wyrok z 28 czerwca 2007 r. w sprawie Associaton for European Integration and Human Rights i Ekimdzhiev
przeciwko Buigarii, skarga nr 62540/00.

9 Wyrok z 6 wrzesénia 1978 r. w sprawie Klass i Inni przeciwko Niemcom, skarga nr 5029/71.

10 Wyrok z 2 sierpnia 1984 r. w sprawie Malone przeciwko Wielkiej Brytanii, skarga nr 8691/79

11 Wyrok z 1 marca 2007 r. w sprawie Heglas przeciwko Czechom, skarga nr 5935/02.

12 Wyrok z 10 marca 2009 r. w sprawie Bykov przeciwko Rosji, skarga nr 4378/02. J. McBride, The case law of the



uzycie przez stuzby urzadzenia nagrywajacego w postaci dyktafonu byto jedynie podobne pod
wzgledem ingerencji do podstuchu lub korespondencji przekazywanej drogg elektroniczng. Z racji
tego, iz obowigzujace prawo przewidywato dokonywanie kontroli za posrednictwem urzadzen
komunikacji elektronicznej, nie za§ urzadzen mechanicznych, doszto do arbitralnego naruszenia art.
8 Konwencji. Podobnie w decyzji Weber i Saravia przeciwko Niemcom™ ETPCz stwierdzil, iz
prawo krajowe musi by¢ sformutowane wystarczajaco jasno, aby da¢ obywatelom odpowiednie
wskazowki co do okolicznosci 1 warunkéw, w ktorych wladze publiczne moga siggnac po te srodki
1 chroni¢ ich przed arbitralng ingerencja. ETPCz nakreslit tez wymogi minimalne, ktore powinny
by¢ ujete w ustawie regulujgcej dziatalnos¢ operacyjna. Sg to: natura przestepstw w ramach ktorych
moga by¢ prowadzone (zasadniczo najci¢zsze), definicja kategorii podmiotdéw, przeciwko ktorym
mozna te $rodki stosowaé, ograniczenie dlugosci stosowania $rodkéw, stworzenie procedury
badania, wykorzystywania i przechowywania, stworzenie §rodkow ostroznos$ci przy przekazywaniu
tych informacji, okolicznosci w jakich zapisy moga lub musza by¢ usuniete lub zniszczone. Wazne
jest takze stworzenie w przepisach prawa zabezpieczen przed przekazywaniem prokuratorowi lub

sadowi materiatow zebranych w sposob fragmentaryczny™.

Legalno$¢ substancjalna byla natomiast oceniana m.in. w orzeczeniu Liberty i Inni
przeciwko Wielkiej Brytanii, w ktorym ETPCz stwierdzit, iz wymog ,,zgodno$ci z prawem” (z
ustawg) ingerencji w prawo do poszanowania zZycia prywatnego i rodzinnego (art. 8 ust. 2 EKPC)
odnosi si¢ takze do jako$ci prawa i oznacza, ze regulacja krajowa powinna respektowaé zasade
rzadow prawa®™. Natomiast w wyroku Kruslin przeciwko Francji, ETPCz wskazal, iz powaga
ingerencji w sfere prywatna z jaka wigza si¢ kontrole rozméw telefonicznych powoduje, iz prawo
na podstawie, ktorego taka ingerencja jest dokonywana musi by¢ szczeg6lnie precyzyjne, a to w
szczegOlnosci z tego powodu, iz wykorzystywana przy tym technologia jest coraz bardziej
zaawansowana. Warto w tym miejscu wskaza¢ jeszcze na wyrok lordachi i Inni przeciwko
Moldawii™®, w ktérym ETPCz dopatrzyt si¢ naruszenia przez wtadze motdawskie art. 8 Konwencji
m.in. poprzez dopuszczenie nazbyt szerokiego zakresu przedmiotowego stosowania kontroli
operacyjnej (niedoskonato$¢ przepisow miata m.in. polega¢ na tym, iz $rodki te mogly byc
wykorzystywane w przypadku postepowan dotyczacych blizej nieokreslonej grupy powaznych
przestepstw ,, very serious and exceptionally serious crimes”, co w opinii skarzacych prowadzito do

tego, iz podstuch mozna bylo stosowa¢ w postepowaniach dotyczacych ponad potowy przestgpstw

European Court of Human Rights, Human rights and criminal procedure, Council of Europe 2009, s. 124-126.

13 Decyzja z 29 czerwca 2006 r. w sprawie Weber i Saravia przeciwko Niemcom, skarga nr 54934/00.

14 Por. wyrok z 18 lutego 2003 r. w sprawie Prado Bugallo przeciwko Hiszpanii, skarga nr 58496/00 .

15 Tak tez w wyrokach Kruslin przeciwko Francji, wyrok z 24 kwietnia 1990 r., Seria A nr 176-A, § 27; Huvig
przeciwko Francji, wyrok z 24 kwietnia 1990, Seria Anr 176-B, § 26; Dumitru Popescu przeciwko Rumunii, wyrok z 26
kwietnia 2007, skarga nr 71525/01, § 61.

16 Wyrok z 10 lutego 2009 r. w sprawie lordachi i Inni przeciwko Motdawii, skarga nr 25198/02.



wymienionych w kodeksie karnym).

Z kolei w wyroku w sprawie Uzun przeciwko Niemcom'’, ETPCz nie dopatrzyt si¢
naruszenia art. 6 1 8§ Konwencji, bowiem przepisy art. 101 ¢ niemieckiego k.p.k. przewidywaly, ze
technike GPS stosuje si¢ ,,w celu wykrycia pobytu sprawcy” (,t0 defect the perpetrator’s
whereabouts”), a jednoczesnie prawo krajowe przewidywato ograniczenie stosowania takich
technik do os6b podejrzewanych o popetnienie najci¢zszych przestepstw. ETPCz wskazat tez, ze
niemieckie prawo zostalo zmodyfikowane w konsekwencji pojawienia si¢ sprawy skarzacego,
poprzez dalsze zwickszenie gwarancji ochrony praw cztowieka, przy czym nawet przed
modyfikacja przepisoOw system prawny przewidywat mechanizm kontroli sagdowej stosowania takiej

techniki operacyjnej jak GPS.

Reasumujac, ETPCz stoi na stanowisku, iz zasada poszanowania praworzadno$ci obliguje
strony Konwencji do ograniczenia dzialan policji tylko do sytuacji dozwolonych i dostatecznie
uzasadnionych przez prawo krajowe’®. Wypemhienie tego obowiazku powinno w szczegdlnosci
polega¢ na tym, iz stosowne przepisy powinny by¢ dostepne dla obywateli, a po wtore przepisy
powinny by¢ jasne w swoim zakresie, tak aby obywatel wiedziat w jakich okoliczno$ci 1 na jakich
warunkach wtadze publiczne sa uprawnione do uciekania si¢ do dziatan tajnych, ingerujacych w ich

zycie prywatne™.

3. Niezgodno$¢ zaskarzonych przepisow z art. 2, art. 47 w zw. z art. 31 ust. 3 Konstytucji RP

oraz art. 8 Konwencji

W ocenie wnioskodawcow zaskarzone przepisy, naruszaja zasady poprawnej legislacji i
pozostajg w sprzecznosci z art. 2, art. 47 w zwigzku z art. 31 ust. 3 Konstytucji RP oraz art. 8
Konwencji. Niejasne jest bowiem na gruncie zaskarzonych przepisow, jakich konkretnie srodkow
mozna uzywac przy prowadzeniu kontroli operacyjnej, a po drugie jakie konkretnie informacije,
Policja, stuzby specjalne oraz inne organy odpowiedzialne za zapewnienie bezpieczenstwa moga

pozyskiwa¢ w ramach prowadzonej kontroli operacyjne;.

Uzycie przez ustawodawcge w przepisie ksztaltujacym upowaznienie do stosowania
okreslonych s$rodkéw w ramach kontroli operacyjnej, ktdra ze swej natury stanowi gleboka

ingerencje w prawa 1 wolnosci konstytucyjne, pojecia nieostrego 1 zdefiniowanego tylko w czesci,

17 Wyrok z 2 wrze$nia 2010 r. w sprawie Uzun przeciwko Niemcom, skarga nr 35623/05.
18 Wyrok z 26 kwietnia 1979 r. w sprawie Sunday Times przeciwko Wielkiej Brytanii, skarga nr 6538/74, § 49.
19 Wyrok z 26 marca 1987 r. w sprawie Laender przeciwko Szwecji, skarga nr 9248/81, § 51.
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stanowi o naruszeniu zasady prawidlowej legislacji, w tym wymogu legalnosci substancjalnej.
Przepisy te nie daja pelnego obrazu czynnosci, ktdre organy panstwowe moga przedsigwzia¢ w
stosunku do obywateli, w ramach kontroli operacyjnej. W szczegdlnosci powstaje watpliwosé, czy
w ramach kontroli operacyjnej moga by¢ obecnie stosowane takie $rodki jak: nadajniki GPS,
mikrofony kierunkowe czy instalowanie oprogramowania szpiegowskiego. Powstaje zatem
sytuacja, gdzie nie wiadomo kto i kiedy, a nawet jakim ograniczeniom moze podlega¢ z uwagi na

zarzadzenie kontroli operacyjne;j.

Whnioskodawcy pragng podkresli¢, iz interpretacja zaskarzonych przepisow jest w tym

zakresie niejednolita. Na pewno zdaniem wnioskodawcow, nie mozna przyjaé, iz konstruujac

zaskarzone przepisy, zamiarem ustawodawcy bylo umozliwienie Policji, stuzbom specjalnym oraz

innym podmiotom wykonujacym zadania ochrony bezpieczehstwa panstwa. siegania po wszelkie

dostepne na danym etapie rozwoju technologicznego $rodki techniczne. Zdaniem wnioskodawcow,

przepis okreslajacy zakres $rodkow, ktore moga by¢ stosowane w ramach kontroli operacyjnej
powinna cechowaé¢ daleko posunigta precyzja. Kazdy z mozliwych do stosowania $rodkow
powinien by¢ wzorem ww. art. 101c ust. 1 niemieckiego k.p.k. okreslony w konkretny 1 niebudzacy
watpliwosci sposob, tak by jednostka wiedziala jakie srodki 1 w jaki sposdb moga by¢ wobec niej
zastosowane, a takze jakie konkretnie informacje na temat jej zycia prywatnego mogg by¢
gromadzone®®. W przeciwnym razie, procz ekstensywnej wykladni przepisow dotyczacych kontroli
operacyjnej moze powsta¢ tez nieuprawnione przekonanie, iz skoro dany §rodek nie zostat wprost
wskazany w przepisie dotyczacym kontroli operacyjnej, to jego stosowanie nie jest obwarowane

, . . . , e e ;. 21
szczegdlnymi wymogami: subsydiarnosci 1 zgody wiasciwego sadu oraz prokuratora“ .

Z racji tego, iz przedmiotem analizy jest przepis kompetencyjny, regulujacy okreslone

uprawnienie — stosowanie kontroli operacyjnej stuzb specjalnych, Policji oraz podmiotéw

20 Problem ten byt szeroko dyskutowany w trakcie seminarium ,,Stosowanie podstuchow i kontroli operacyjnej a
gwarancje praw i wolnosci jednostki — niezbedne zmiany prawne” zorganizowanego przez Helsinska Fundacje Praw
Czlowieka w dniu 16 listopada 2009 r. W czasie przedmiotowego seminarium T. Tomaszewski wskazat, iz nie
unikniemy rozwoju technologicznego, ktory pociagnie za soba konieczno$¢ przyznania kolejnych uprawnien
stuzbom specjalnym. Zaznaczyt przy tym, iz zapisanie wprost mozliwosci wykorzystywania przez stuzby specjalne
nowych zdobyczy techniki umozliwia przynajmniej kontrol¢ nad ich dziatalno$cig w tym zakresie. Konieczne jest
przy tym zapisanie pewnych wymogdéw proporcjonalnosci w postaci zakresu przedmiotowego oraz okoliczno$ci
siegania po te srodki. Opracowanie seminarium jest dostepne pod adresem:
http://www.hfhrpol.waw.pl/precedens/sluzby/opracowanie-seminarium-stosowanie-podsluchow-i-kontroli-
operacyjnej-a-gwarancje-praw-i-wolnosci-jednostki-niezbedne-zmiany-prawne.html.

21 Zdaniem J. Widackiego stuzby pomimo korzystania z materialdw, np. z monitoringu czy z danych operatoréw
telefonii komorkowej pozwalajacych $ledzi¢ ruch obiektu, nieslusznie nie traktujg tego jako inwigilacji
wymagajacej sadowej zgody. S. Walto§ wskazuje z kolei, iz “przepis nieprzypadkowo mowi o koniecznosci
uzyskania sqdowej zgody na "stosowanie srodkow technicznych”. Obejmuje tym samym wszelkie sposoby stosowania
takich Srodkow, nie tylko podstuch telefoniczny”. Por. E. Siedlecka, Cafe nasze zZycie na podglgdzie, Gazeta
Wyborcza z 7 pazdziernika 2010 L. Artykut dostepny jest na stronie:
http://wyborcza.pl/1,75478,8475018,Cale_nasze_zycie_na_podgladzie.html.
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wykonujgcych zadania ochrony bezpieczenstwa panstwa - doprecyzowanie ustawodawstwa w tym
zakresie lezy takze w ich interesie. Wnioskodawca pragnie jedynie zasygnalizowaé, iz w 2009 r.
Ministerstwo Spraw Wewngtrznych i Administracji przygotowalo projekt ustawy o zmianie ustawy
o Policji i niektorych innych ustaw®, zmierzajacy do doprecyzowania zakresu srodkow mozliwych
do stosowania w ramach kontroli operacyjnej 0 , stosowanie srodkéw elektronicznych
umozliwiajgcych niejawne i zdalne uzyskanie dostepu do zapisu na informatycznym nosniku
danych, tresci przekazow nadawanych i odbieranych oraz ich utrwalanie”. Podje¢ta proba zmiany
przepisOw stanowita w ocenie wnioskodawcow wlasnie przejaw watpliwosci co do zakresu
srodkow mozliwych do stosowania w ramach kontroli operacyjnej, bowiem w piémiennictwie23
pojawiaty si¢ juz glosy co do mozliwosci stosowania tych technik operacyjnych na gruncie
aktualnego brzmienia ww. przepisow. Za inny przyktad tychze watpliwosci mozna takze uznaé
zapisanie w art. 14 ust. 6 poselskiego projektu ustawy o czynnosciach operacyjno —
rozpoznawczych“, ze procz stosowania srodkéw wskazanych w pkt 1-3, kontrola operacyjna moze
polega¢ na ,tajnej lustracji pomieszczen i Srodkow transportu”. Dookreslenie przez ustawodawce
zaskarzonego przepisu jest w ocenie wnioskodawcoOw takze konieczne z punktu widzenia
rzetelnos$ci kontroli sagdowej nad wnioskiem o zarzadzanie kontroli operacyjnej, bowiem wskaza¢ w
nim nalezy m.in. ,,dane osoby lub inne dane, pozwalajgce na jednoznaczne okreslenie podmiotu lub
przedmiotu, wobec ktorego stosowana bedzie kontrola operacyjna, ze wskazaniem miejsca lub

sposobu jej stosowania” czy tez ,, cel, czas i rodzaj prowadzonej kontroli operacyjnej .

Z tych tez powodow, w ocenie wnioskodawcow zaskarzone przepisy nalezy uzna¢ za

niezgodne z art. 2, art. 47, art. 49 w zwiazku z art. 31 ust. 3 Konstytucji RP oraz art. § Konwencji.

Zaskarzone normy, naktadaja na operatorow telekomunikacyjnych obowigzek gromadzenia
okreslonych danych telekomunikacyjnych (m.in. numeru telefonu, czasu potaczenia czy stacja
przekaznikowa w zasiggu ktorej znajdowat si¢ wykonujacy i odbierajacy polaczenie, ale takze
danych dotyczacych ruchu w Internecie). Dane te dotycza wszystkich abonentow, bez wzgledu na
to czy dana osoba popetnita jakiekolwiek przestepstwo czy tez zagraza bezpieczenstwu panstwa. Z

drugiej strony, normy te przyznaja Policji, stuzbom specjalnym oraz organom odpowiedzialnym za

22 Projekt dostgpny jest pod adresem:
http://bip.mswia.gov.pl/portal/bip/178/18317/Projekt_Ustawy z_dnia_ 2009 r_o_zmianie_ustawy o_Policji_i_nie
ktorych_innych_ust.html

23 A. Kiedrowicz, Zagadnienie kontroli przekazéw informacji w ramach telefonii internetowej, Prok. i Pr. 10/2008, s.
134.

24 Druk sejmowy nr 353.
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bezpieczenstwo mozliwos¢ bezplatnego pozyskiwania tych danych w zwiagzku z wykonywaniem
zadan ustawowych, w tym wykrywaniem i zapobieganiem wszelkiego rodzaju przestgpczosci.
Pozyskanie tych danych nie podlega jakiejkolwiek zewnetrznej kontroli, pod katem celowosci i
niezb¢dnosci. Pobranie danych moze zosta¢ dokonane na podstawie wniosku upowaznionego
funkcjonariusza jak i za pomoca sieci telekomunikacyjnej. Zaskarzone normy wykazuja takze

deficyt w zakresie regulacji dotyczacych prawidlowosci przechowywania i niszczenia ww. danych.

W ocenie wnioskodawcow, wskazane normy prowadza do nieproporcjonalnego
ograniczenia prawa do prywatnosci (art. 47 Konstytucji RP), swobody komunikowania si¢ (art. 49

Konstytucji RP) oraz autonomii informacyjnej jednostki (art. 51 Konstytucji RP).

1. Zatrzymywanie, przechowywanie i przekazywanie uprawnionym podmiotom danych

telekomunikacyjnych.

Zgodnie z art. 28 ust. 1 ustawy o ABW oraz AW obowiazek uzyskania zgody sadu, o ktorej
mowa W art. 27 ust. 1, nie dotyczy informacji niezbednych do realizacji przez ABW zadan, o
ktérych mowa w art. 5 ust. 1, w postaci danych:
1) o ktorych mowa w art. 180c i 180d ustawy z dnia 16 lipca 2004 r. — Prawo telekomunikacyjne
(Dz. U. Nr 171, poz. 1800, z p6zn. zm.),
2) identyfikujacych podmiot korzystajacy z ushug pocztowych oraz dotyczacych faktu, okolicznosci
swiadczenia ustug pocztowych lub korzystania z tych ustug.
Analogiczne uregulowanie znajduje si¢ w art. 32 ust. 1 ustawy o SKW oraz SWW oraz art. 18 ust. 1

ustawy o CBA.

Te same dane, zgodnie z art. 36b ust. 1 ustawy o kontroli skarbowej, wywiad skarbowy
moze pozyskiwa¢ w celu zapobiegania lub wykrywania przestgpstw skarbowych lub przestepstw, o

ktérych mowa w art. 2 ust. 1 pkt 14b, oraz naruszen krajowych przepisow celnych.

Z kolei zgodnie z art. 20c ust. 1 ustawy o Policji, w celu zapobiegania lub wykrywania
przestepstw Policja moze mie¢ udostgpniane dane, o ktérych mowa w art. 180c i 180d ustawy z
dnia 16 lipca 2004 r. - Prawo telekomunikacyjne (Dz. U. Nr 171, poz. 1800, z pdzn. zm.), zwane
dalej ,,danymi telekomunikacyjnymi”, oraz moze je przetwarza¢. Analogiczne uregulowanie
znajduje si¢ w art. 10b ust. 1 ustawy o Strazy Granicznej, przy czym ustawodawca wprost nie

wskazal, iz Straz Graniczna moze przetwarzac¢ te dane.
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Natomiast art. 30 ust. 1 ustawy o Zandarmerii Wojskowej stanowi, iz w celu zapobiegania
lub wykrywania przestepstw, w tym skarbowych, Zandarmeria Wojskowa, moze mie¢ udostepniane

dane telekomunikacyjne oraz je przetwarzac.

Podmiot wykonujgcy dziatalno$¢ telekomunikacyjng lub operator $wiadczacy ushugi
pocztowe udostepnia ww. dane nieodptatnie, odpowiednio:
1) funkcjonariuszowi wskazanemu w pisemnym wniosku wlasciwego podmiotu lub osoby
upowaznionej przez ten organ;
2) na ustne zadanie funkcjonariusza posiadajgcego pisemne upowaznienie;
3) za posrednictwem sieci telekomunikacyjnej funkcjonariuszowi posiadajagcemu upowaznienie, o

ktorym mowa w pkt 2.

Udostepnianie danych telekomunikacyjnych odbywa si¢ bez udziatu pracownikéw podmiotu
wykonujacego dziatalno$¢ telekomunikacyjng lub przy ich niezbednym wspodtudziale, jezeli
mozliwo$¢ taka przewiduje porozumienie zawarte pomiedzy szefem danej formacji a tym

podmiotem.

Udostepnienie danych telekomunikacyjnych moze nastapi¢ za posrednictwem sieci
telekomunikacyjnej, jezeli sie¢ ta zapewnia:
1) mozliwo$¢ ustalenia funkcjonariusza ABW uzyskujacego dane, ich rodzaju oraz czasu, w ktorym
zostaly uzyskane;
2) zabezpieczenie techniczne 1 organizacyjne uniemozliwiajgce osobie nieuprawnionej dostep do
tych danych.
W przypadku ustawy o Policji, Strazy Granicznej, Zandarmerii Wojskowej, o CBA, o SKW oraz
SWW  zastrzezono, iz pozyskanie danych z uzyciem sieci telekomunikacyjnej musi by¢

uwarunkowane specyfika lub zakresem wykonywanych zadan albo prowadzonych czynnosci.

Zgodnie z art. 180a ust. 1 Prawa telekomunikacyjnego, z zastrzezeniem art. 180c ust. 2 pkt 2,
operator publicznej sieci telekomunikacyjnej oraz dostawca publicznie dostepnych ustug
telekomunikacyjnych sg obowigzani na wlasny koszt:

1) zatrzymywaé i przechowywaé¢ dane, o ktorych mowa w art. 180c, generowane w sieci
telekomunikacyjnej lub przez nich przetwarzane, na terytorium Rzeczypospolitej Polskiej, przez
okres 24 miesigcy, liczac od dnia potgczenia lub nieudanej proby potaczenia, a z dniem uplywu
tego okresu dane te niszczy¢, z wyjatkiem tych, ktore zostaly zabezpieczone, zgodnie z przepisami

odrebnymi;
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2) udostepnia¢ dane, o ktorych mowa w pkt 1, uprawnionym podmiotom, a takze sadowi i
prokuratorowi, na zasadach i w trybie okreslonym w przepisach odrgbnych;

3) chroni¢ dane, o ktorych mowa w pkt 1, przed przypadkowym lub bezprawnym zniszczeniem,
utratag lub zmiang, nieuprawnionym lub bezprawnym przechowywaniem, przetwarzaniem,

dostepem lub ujawnieniem, zgodnie z przepisami art. 159-175 i art. 180e.

Zgodnie z art. 180c ust. 1 obowigzkiem, o ktorym mowa w art. 180a ust. 1, objgte sg dane
niezbe¢dne do:
1) ustalenia zakonczenia sieci, telekomunikacyjnego wurzadzenia koncowego, uzytkownika
koncowego:
a) inicjujacego polaczenie,
b) do ktérego kierowane jest potaczenie;
2) okreslenia:
a) daty i godziny potaczenia oraz czasu jego trwania,
b) rodzaju polaczenia,

¢) lokalizacji telekomunikacyjnego urzadzenia koncowego.

Dane niezbedne, o ktorych mowi art. 180c ust. 1 Prawa telekomunikacyjnego zostaly
doprecyzowane przepisami rozporzadzenia z Ministra Infrastruktury z 28 grudnia 2009 r. w sprawie
szczegdtowego wykazu danych oraz rodzajow operatorow publicznej sieci telekomunikacyjnej lub
dostawcow publicznie dostgpnych ustug telekomunikacyjnych obowigzanych do ich zatrzymywania

i przechowywania®, wydanego na podstawie art. 180c ust. 2 Prawa telekomunikacyjnego.

W rozporzadzeniu dane te zostaty podzielone na podkategorie (§ 3 - 7):

a) niezbedne do ustalenia w stacjonarnej publicznej sieci telekomunikacyjnej (tu m.in. imig¢ i
nazwisko abonenta telefonu stacjonarnego i jego adres),

b) niezbedne do ustalenia w ruchomej publicznej sieci telekomunikacyjnej (tu m.in. identyfikator
anteny stacji BTS, wspolrzgdne geograficzne stacji BTS, w obszarze ktérej znajdowalo si¢
telekomunikacyjne urzadzenie koncowe, azymut, wigzke i zasieg roboczy anteny stacji BTS)

c) niezbedne do ustalenia zakonczenia sieci, telekomunikacyjnego urzadzenia koncowego 1
uzytkownika koncowego, do ktorych jest kierowane potaczenie, w przypadku ustug polegajacych
na przekierowaniu lub przetaczaniu potaczenia,

d) niezbedne w przypadku ustugi dostgpu do Internetu, ustugi poczty elektronicznej 1 ushugi

telefonii internetowej (tu m.in. identyfikator uzytkownika, adres IP)

25 Dz. U.z 2009 r. Nr 226, poz. 1828.
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e) niezbedne W przypadku ustugi poczty elektronicznej i ustugi telefonii internetowej (tu m.in. imi¢
1 nazwisko albo nazwa oraz adres zarejestrowanego uzytkownika kofcowego ustugi poczty
elektronicznej lub ustugi telefonii internetowej, do ktorego jest kierowane potaczenie, oraz

identyfikator tego uzytkownika).

Zgodnie natomiast z art. 180g wust. 1 Prawa telekomunikacyjnego przedsi¢biorca
telekomunikacyjny, w terminie do dnia 31 stycznia, sktada Prezesowi UKE, za rok poprzedni
informacje o:

1) facznej liczbie przypadkow, w ktorych uprawnionym podmiotom, sgdowi i prokuratorowi byty
udostepnione dane, o ktérych mowa w art. 180c ust. 1;

2) czasie, jaki uptynat migdzy datg zatrzymania danych a datg zlozenia przez podmioty, o ktorych
mowa w pkt 1, wniosku lub ustnego zadania o ich udostepnienie;

3) tacznej liczbie przypadkow, w ktorych wniosek lub ustne zadanie, o ktorym mowa w pkt 2, nie
mogt by¢ zrealizowany.

Informacije te Prezes UKE przekazuje z kolei Komisji Europejskiej®.

2. Niekonstytucyjnos¢ art. 180 a ust. 1 i art. 180 ¢ Prawa telekomunikacyjnego w zw. z art. 20
¢ ustawy o Policji, art. 10b ustawy o Strazy Granicznej, art. 36b ustawy o kontroli skarbowej,
art. 30 ustawy o Zandarmerii Wojskowej, art. 28 ustawy o ABW oraz AW, art. 18 ustawy o
CBA, art. 32 ustawy o SKW oraz SWW

W ocenie wnioskodawcow, zaskarzone przepisy sa niezgodne z art. 47, art. 49, art. 51 w

zwigzku z art. 31 ust. 3 Konstytucji RP.

Mechanizm upowazniajacy Policje, stluzby specjalne oraz inne podmioty wykonujace
zadania ochrony bezpieczenstwa panstwa do pozyskiwania danych telekomunikacyjnych
wymienionych w art. 180 ¢ Prawa telekomunikacyjnego (doprecyzowanych w ww. rozporzadzeniu)
oraz danych identyfikujacych podmiot korzystajacy z ustug pocztowych oraz dotyczacych faktu,
okolicznosci $§wiadczenia ustug pocztowych lub korzystania z tych ustug, zostat skonstruowany

przez ustawodawce w sposob nieprawidlowy. Dostep 1 korzystanie z zatrzymanych danych

26 W swietle informacji przytoczonych przez sekretarza Kolegium do Spraw Stuzb Specjalnych przy Radzie Ministrow
w trakcie debaty w dniu 2 grudnia 2010 r. u Rzecznika Praw Obywatelskich wynika, ze wszystkie stuzby specjalne
wystepuja do operatorow o udostgpnienie ok. 60-70 tys. billingéw rocznie. W 2009 r. najczgsciej wystgpowata o nie
Agencja Bezpieczenstwa Wewngtrznego (50 tys. razy), rzadziej za§ Centralne Biuro Antykorupcyjne i Stuzba
Kontrwywiadu Wojskowego (po ok. 7 tys. razy). PAP: Debata w biurze Rzecznika o stosowaniu technik
operacyjnych, depesza z 2 grudnia 2010 r.
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telekomunikacyjnych przez organy panstwowe zalicza si¢ do $rodkow inwigilacji27. Zatem, jest
rzecza oczywista, ze przepisy prawne dotyczace inwigilacji w oparciu o retencj¢ danych musza
przej$¢ test proporcjonalnosci w celu sprawdzenia, czy S$rodek ten jest konieczny w

demokratycznym spoteczenstwie.

Na prawidtowo skonstruowany mechanizm pozyskiwania danych telekomunikacyjnych w

panstwie demokratycznym powinny si¢ sktada¢?®:

1) przepisy okreS$lajace zakres dziatania, zadania i kompetencje w S$cistym tego stowa
znaczeniu do podejmowania przez funkcjonariuszy poszczegélnych formacji dziatan wobec

jednostek w zakresie ich wolnos$ci i prywatno$ci (gwarancje kompetencyjne),

2) system gwarancji proceduralnych i instytucjonalnych innych niz gwarancje wynikajace z

regulacji zakresu zadan i kompetenc;ji.

Gwarancje kompetencyjne polegaja w zalozeniu na precyzyjnym zwigzaniu wiladzy
publicznej adekwatnym oraz jasnym okresleniem norm legitymizujacych podjecie konkretnych
zachowan przez funkcjonariuszy. Gwarancje proceduralne i instytucjonalne dotycza natomiast
nadzoru (zewngtrznego) nad poszczegdlnymi formacjami, oraz uprawnien 1 procedur
umozliwiajacych jednostce dotknigtej ich dziataniem obrone jej sfery prywatnej, a takze

zewnetrznym wobec nich organom — orientacje niezbedng do realizacji nadzoru (kontroli).

By mechanizm dajacy mozliwos¢ wkroczenia w prawa 1 wolnosci jednostki mogl by¢
okreslony jako pozostajacy w zgodzie ze standardami konstytucyjnymi, musi by¢ komplementarny
co do swych sktadnikéw. Oznacza to, ze jesli braki wykazuje regulacja kompetencji (za szeroka,
luzna, niejasna, nieprecyzyjna), wowczas precyzja i sprawne ujecie gwarancji proceduralnych i
instytucjonalnych moze powodowaé, ze kontrolowana regulacja pomyslnie przejdzie przez test
konstytucyjnosci. I odwrotnie: im precyzyjniejsze i jasne operowanie normami kompetencyjnymi,
tym wigksze szanse na pomys$lny test konstytucyjnos$ci ustawy, nawet przy innych usterkach

regulacji gwarancji proceduralnych i instytucjonalnych?®.

Zdaniem wnioskodawcoéw, na gruncie zaskarzonych przepisow, ustawodawca tworzac

27 A. Taracha, Czynnosci operacyjno-rozpoznawcze. Aspekty kryminalistyczne i prawnodowodowe, Lublin 2006, s. 75
in.

28 Zdanie odrebne prof. E. Letowskiej do wyroku TK z 23 czerwea 2009 r., sygn. K 54/07.

29 Zdanie odrgbne prof. E. Letowskiej do wyroku TK z 23 czerwea 2009 r., sygn. K 54/07.
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system retencji danych wadliwie skonstruowat:

1) obowigzek operatorow telekomunikacyjnych zatrzymywania i przechowywania danych

telekomunikacyjnych;

2) kompetencj¢ do pozyskiwania ww. danych przez stuzby specjalne, Policje, Straz Graniczna,

wywiad skarbowy oraz Zandarmerie Wojskowa;

3) regulacje gwarancyjne w zakresie kontroli wewnetrznej i zewnetrznej.

2.1. Obowiazek zatrzymywania i przechowywania danych telekomunikacyjnych

Art. 180a Prawa telekomunikacyjnego jest wynikiem implementacji do krajowego porzadku
prawnego dyrektywy 2006/24/WE Parlamentu Europejskiego i Rady z dnia 15 marca 2006 r. w
sprawie zatrzymywania generowanych lub przetwarzanych danych w zwiazku ze $§wiadczeniem
ogolnie dostepnych ustug tacznosci elektronicznej lub udostepnianiem publicznych sieci tacznosci
oraz zmieniajacej dyrektywe 2002/58/WE (Dz. Urz. UE L 105 z 13.04.2006, s. 54)(dalej:
»Dyrektywa retencyjna”). Przepis ten nakazuje operatorom zachowywac i przetrzymywaé dane
telekomunikacyjne, udostepnia¢ je w trybie wskazanym w przepisach, a takze chroni¢ te dane.
Ustawodawca natozyl maksymalny, przewidziany przez dyrektywe, 24-miesigczny okres
zatrzymywania 1 przechowywania danych. Co wigcej, w art. 180a ust. 1 pkt 1 Prawa
telekomunikacyjnego ustawodawca zakazuje niszczenia ww. danych nawet po uptywie 24 miesigcy
- liczac od dnia polaczenia lub nieudanej proby potaczenia - w sytuacji, gdy dane zostaty
zabezpieczone zgodnie z przepisami odrgbnymi. Okres maksymalny przechowywania danych
zabezpieczonych na podstawie odrgbnych przepiséw nie zostal w Prawie Telekomunikacyjnym jak

1 w odrgbnych przepisach okreslony. Zapis ten jest zatem sprzeczny z art. 6 Dyrektywy retencyjne;j.

Art. 180c Prawa telekomunikacyjnego dookresla natomiast jakie dane podlegaja retencji.
Zakres zatrzymywania danych w Polsce jest zgodny z przewidzianym w art. 5 Dyrektywy
retencyjnej 1 obejmuje wszystkie wymienione w tym artykule rodzaje danych. Rozporzadzenie
Ministra Infrastruktury z dnia 28 grudnia 2009 r. w § 3 —4 1§ 6 - 7, okresla szczegotowo kategorie

danych, jakie nalezy zatrzymywac.

Prawo telekomunikacyjne naktada obowigzek zatrzymania i przechowywania ww. danych

przez operatorow jako forme¢ realizacji zadan na rzecz obronnosci i bezpieczenstwa panstwowego.
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Jest to obowigzek, ktory powstaje przy praktycznie kazdym uzyciu telefonu stacjonarnego lub
komodrkowego, faksu, e-maila, telefonii internetowej (dotyczy wszystkich zrealizowanych i
nieudanych prob potaczen) i nie jest konieczne wykazywanie zwigzku zatrzymania danych z
dochodzeniem, wykrywaniem czy tez $ciganiem ,,powaznego przestepstwa’. Retencja danych ma

zatem charakter powszechny i w przypadku danych zabezpieczonych nieograniczony czasowo.

2.2. Kompetencja stuzb specjalnych, Policji, Strazy Granicznej, wywiadu skarbowego oraz

Zandarmerii Wojskowej do pozyskiwania danych telekomunikacyjnych

W art. 1 Dyrektywy retencyjnej stanowi, iz jej celem ,,jest zbliZzenie przepisow panstw
czlonkowskich w  zakresie obowigzkow dostawcow ogolnie dostgpnych ustug Igcznosci
elektronicznej lub publicznych sieci {gcznosci w zakresie zatrzymywania pewnych danych przez nie
generowanych lub przetwarzanych, aby zapewni¢ dostepnos¢ przedmiotowych danych do celu
dochodzenia, wykrywania i Scigania powaznych przestepstw, okreslonych w ustawodawstwie

)

kazdego panstwa cztonkowskiego.’

Tymczasem w zaskarzonych przepisach, ustawodawca wskazal, iz pozyskanie danych
telekomunikacyjnych nie wymaga zgody sadu okrggowego 1 zgody wlasciwego prokuratora, jesli sa
one.

o niezbe¢dne do realizacji ustawowych zadan (w przypadku ABW, SKW, CBA),

o pozyskane w celu zapobiegania lub $cigania przestepstw/przestepstw skarbowych (Policja,
Straz Graniczna, Zandarmeria Wojskowa, kontrola skarbowa),

o niezbg¢dne do ustalania naruszen krajowych przepisoOw celnych (kontrola skarbowa).

Zatem warunkiem sine qua non pozyskania tych danych jest wykazanie, iz spetniona zostata jedna
z powyzszych przestanek. Ustawodawca nie ograniczyl zatem pozyskania danych do dochodzenia,
wykrywania 1 $cigania powaznych przestgpstw. Wyszedl tym samym poza zakres celow

okreslonych w Dyrektywie retencyjne;j.

Ustawodawca pomingt przy tym zupetnie okoliczno$¢, iz przepisy okreslajace zadania
nalozone na stuzby specjalne i podmioty wykonujace zadania ochrony bezpieczenstwa panstwa
nacechowane sg nieostro$cia, wynikajaca z naduzywania okreslen niezdefiniowanych w przepisach
obowigzujgcego prawa, a w szczegdlnosci klauzul generalnych (np. bezpieczenstwo panstwa), czy
tez zwrotow otwartych (,,w szczegolnosci”). Dla przykladu do zadan ustawowych stuzb

specjalnych, Policji i podmiotow wykonujacych zadania bezpieczenstwa panstwa nalezy m.in.:
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- , yozpoznawanie, zapobieganie i zwalczanie zagrozen godzgcych w bezpieczenstwo wewnetrzne

panstwa oraz jego porzgdek konstytucyjny, a w szczegolnosci w suwerennos¢ i miedzynarodowq

pozycje, niepodleglosc i nienaruszalnos¢ jego terytorium, a takze obronnosc¢ panstwa” - art. 5 ust.

1 pkt 1 ustawy o ABW oraz AW;

- ,,fozpoznawanie, zapobieganie i wykrywanie przestepstw: a) szpiegostwa, terroryzmu, naruszenia
tajemnicy panstwowej i innych przestepstw godzgcych w bezpieczenstwo panstwa, b) godzgcych w
podstawy ekonomiczne panstwa, ¢) korupcji oséb petnigcych funkcje publiczne, o ktérych mowa w
art. 1 i 2 ustawy z dnia 21 sierpnia 1997 r. o ograniczeniu prowadzenia dziatalnosci gospodarczej
przez osoby petnigce funkcje publiczne (Dz. U. z 2006 r. Nr 216, poz. 1584, z 2008 r. Nr 223, poz.
1458 oraz z 2009 r. Nr 178, poz. 1375), jesli moze to godzi¢ w bezpieczenstwo panstwa (...)”" - art. 5
ust. 1 pkt 2 ustawy o ABW oraz AW,

-, ujawnianie i przeciwdziatanie przypadkom nieprzestrzegania przepisow ustawy z dnia 21
sierpnia 1997 r. o ograniczeniu prowadzenia dzialalnosci gospodarczej przez osoby petnigce

funkcje publiczne” - art. 2 ust. 1 pkt 2 ustawy o CBA.

W tej sytuacji kompetencja do pozyskania danych telekomunikacyjnych zostata okreslona w
luzny sposob, co powoduje, iz w efekcie, nawet arbitralna decyzja funkcjonariusza o podjeciu
dzialania (w tym przypadku pozyskania danych) zawsze bedzie mogta by¢ uznana za mieszczaca
si¢ w ,,zakresie realizacji zadan”, a co wigcej decyzja ta pozostaje poza nadzorem zewngtrznym.
Ustawodawca doprowadzil tu wigc do autonomii operacyjnej funkcjonariuszy (ABW, CBA,
wywiadu skarbowego, SKW). Ogledne powotanie si¢ na realizacj¢ zadan, legitymizuje dziatania
operacyjne nawet w obliczu wysoce abstrakcyjnych zagrozen, ktérych realne wystgpienie jest
znikome (szczegdlnie, gdy podstawg wystagpienia z wnioskiem jest zapobiezenie przestepstwu).
Przeciez to funkcjonariusz dokonuje decyzji co do podjecia dziatan, a taka decyzja nie podlega

niczyjej weryfikacji, takze ex post.

Natomiast w przypadku Policji, Strazy Granicznej, wywiadu skarbowego oraz Zandarmerii
Wojskowej jedynym wymogiem pozyskania danych telekomunikacyjny okreslonych w art. 180 c
Prawa telekomunikacyjnego jest wykazanie do$¢ luznego zwigzku pozyskania danych z
zapobieganiem lub $ciganiem przestepstw/przestepstw skarbowych. Co wiecej wywiad skarbowy
moze takze pozyskiwaé¢ ww. dane w zwigzku z zapobieganiem 1 wykrywaniem naruszen krajowych

przepisow celnych oraz $ciganie naruszen krajowych lub wspolnotowych przepisow celnych przez
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wykonywanie nadzoru transgranicznego osob, miejsc, srodkow transportu i towaréw oraz dostawy
kontrolowanej, w rozumieniu Konwencji sporzadzonej na podstawie artykutu K.3 Traktatu o Unii
Europejskiej w sprawie wzajemnej pomocy i wspolpracy miedzy administracjami celnymi,
sporzadzonej w Brukseli dnia 18 grudnia 1997 r. (Dz. U. z 2008 r. Nr 6, poz. 31). Ustawodawca nie
widzial tu koniecznos$ci ograniczenia pozyskiwania danych dla zapobiegania przestepstw
najci¢zszych. Nie dostrzegt rowniez problemu tzw. czyndw przepotowionych — sytuacji, gdy o
zaistnieniu przestgpstwa decyduje spetnienie okreslonego kryterium ,.iloSciowego” (np. wartosé

skradzionego lub zniszczonego mienia).

2.3. Deficyt regulacji gwarancyjnych w zakresie kontroli wewnetrznej i zewnetrznej

Zaskarzone przepisy, w ocenie wnioskodawcow budza wuzasadnione watpliwosci
konstytucyjne takze w sferze gwarancji proceduralnych i instytucjonalnych dotyczacych ochrony
przed arbitralno$cig decyzji organdow panstwowych w zakresie pozyskiwania danych. Regulacje te,
przede wszystkim nie uwzgledniaja koniecznos$ci zapewnienia jakichkolwiek (czy to wewnetrznych
czy zewnetrznych) form nadzoru nad dzialalno$cig poszczegoélnych formacji, nie tworza tez
uprawnien i procedur umozliwiajacych jednostce dotknigtej ich dziataniem obrong jej prywatnosci,
a takze zewngtrznym wobec nich organom — orientacj¢ niezbedng do realizacji nadzoru (kontroli).
Zdaniem wnioskodawcow, w zaskarzonych przepisach ustawodawca dopuscit si¢ w tym zakresie

pomini¢cia legislacyjnego.

1) nadzor wewnetrzny

W zakresie procedur wewnetrznych dotyczacych pozyskiwania i przechowywania, jedynie

ustawy o Policji (art. 20 ¢ ust. 7), Zandarmerii Wojskowej (art. 30 ust. 7) oraz Strazy Granicznej

(art. 10b ust. 6) przewiduja, iz uzyskane materialy, ktére nie zawieraja informacji majacych

znaczenia dla postepowania karnego., podlegaja niezwlocznemu komisyjnemu i1 protokolarnemu

zniszczeniu. Zatem tylko na gruncie tych ustaw istnieje obowigzek dokonywania weryfikacji
przydatnosci pozyskanych informacji, ktorego realizacja jest wewnetrzng sprawg funkcjonariuszy
Policji, Zandarmerii Wojskowej oraz Strazy Granicznej. Zaskarzone przepisy nie przewiduja
natomiast zadnej zewngtrznej kontroli nad prawidtowoscig procesu niszczenia tychze danych,

nawet dokonywanej w sposob wyrywkowy.

2) nadzor zewnetrzny
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Jedynie w art. 36b ust. 4-5 ustawy o kontroli skarbowej ustawodawca wprowadzit namiastke
zewnetrznej kontroli nad prawidlowos$cia pozyskiwania ww. danych. Przepisy te wskazuja, iz
informacj¢ o wystgpieniu z wnioskiem o udostepnienie danych przekazuje si¢ niezwlocznie
ministrowi wlasciwemu do spraw finanséw publicznych. Minister wlasciwy do spraw finansow
publicznych w kazdej chwili moze zazada¢ od Generalnego Inspektora Kontroli Skarbowej
informacji o przyczynach uzasadniajacych wystapienie z wnioskiem, a takze o sposobie
wykorzystania danych uzyskanych od podmiotu prowadzacego dziatalno$¢ telekomunikacyjng lub
operatora $wiadczacego ustugi pocztowe. Ponadto minister wilasciwy do spraw finansow
publicznych nakazuje niezwltoczne, komisyjne i protokolarne zniszczenie danych uzyskanych od
podmiotu prowadzacego dziatalno$¢ telekomunikacyjng lub operatora $wiadczacego ustugi
pocztowe, w przypadku gdy uzna wystgpienie z wnioskiem, za nieuzasadnione. Pozostate
zaskarzone regulacje nie przewiduja jakichkolwiek form zewngtrznego nadzoru nad

prawidtowoscig pozyskiwania danych telekomunikacyjnych.

Natomiast na gruncie przepisow ustawy o CBA, o ABW oraz AW, o SKW oraz SWW
ustawodawca, zupelnie pominat kwesti¢ procedur kontrolnych o charakterze wewnetrznym jak i
zewngetrznym, nad prawidtowos$cig pozyskiwania, przetwarzania jak i niszczenia ww. danych. Nie
ma w tych przepisach, w szczegolnosci wskazan co do okresu przechowywania ww. danych,
kwestii niwelacji skutkow ,.ekscesu” przy pozyskiwaniu danych, czy tez samego wskazania o
koniecznos$ci usuwania danych niemajacych znaczenia dla realizacji ustawowych zadan. Nie ma
takze we wskazanych przepisach pozytywnego obowiazku poinformowania jednostki o pobraniu
danych telekomunikacyjnych ja dotyczacych. W tej sytuacji, zdaniem wnioskodawcow, zaskarzone
przepisy w petlni sankcjonujg mozliwos¢ zbierania danych ze wzgledu na potencjalng przydatnos¢,

co stoi w sprzecznosci ze standardami konstytucyjnymi.

Brak regulacji w zakresie nadzoru (wewnegtrznego i zewngtrznego) nad gromadzeniem,
przechowywaniem 1 niszczeniem danych, nalezy rozpatrywa¢ w kategoriach tzw. pominigcia
legislacyjnego. Z pominigciem legislacyjnym mamy do czynienia wtedy, gdy ustawodawca
zaniecha uregulowania w ustawie pewnych kwestii, a ktdre nalezy nast¢pnie wypeli¢ w drodze
wykladni®®. Kontrola konstytucyjnosci w przypadku pominiecia legislacyjnego dotyczy
obowigzujgcego aktu normatywnego z punktu widzenia tego, czy w jego przepisach nie brakuje

unormowan, bez ktérych moze on budzi¢ watpliwosci natury konstytucyjne;.

Pominigcie legislacyjne na gruncie zaskarzonych przepisoOw stwarza niebezpieczenstwo

30 Wyrok TK z dnia 8 wrzesénia 2005 r., sygn. P 17/04, Z.U. 2005 / 8A / 90.
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pozyskiwania przez organy panstwa wskazanych danych ,,na wypadek”, czyli ze wzgledu na
potencjalng przydatno$¢. Na gruncie zaskarzonych przepisOw pozyskanie danych odbywa si¢
poprzez powotanie si¢ na konieczno$¢ realizacji ustawowych zadan, przy czym czynno$é
funkcjonariusza w tym zakresie nie podlega jakiejkolwiek zewngtrznej kontroli. Jednoczes$nie
jednostka moze nigdy nie posig§¢ informacji na temat pozyskiwania jej danych

telekomunikacyjnych przez organy panstwowe.

2.4. Niezgodnos$¢ zaskarzonych regulacji z art. 47, art. 49, art. 51 ust. 2 i ust. 4, art. 31 ust. 3
Konstytucji RP

Retencja danych regulowana na gruncie zaskarzonych przepisow, jako obowigzek
operatorOw spelniany na rzecz obronno$ci panstwa, sprowadzajacy si¢ do zatrzymywania,
przechowywania, ochrony i przekazywania uprawnionym organom ww. danych
telekomunikacyjnych, godzi w nieproporcjonalny sposéb w prawo do prywatnosci, swobode
komunikowania si¢ oraz autonomi¢ informacyjng. W ocenie wnioskodawcéw, na gruncie
zaskarzonych przepisow w sposob niekonstytucyjny okreslono zaréwno obowigzek operatorow
zatrzymania i przechowywania danych telekomunikacyjnych, jak i mechanizm upowazniajacy

organy panstwowe do ich pozyskiwania.

Retencja danych telekomunikacyjnych narusza prawo do prywatnosci, gwarantowane w art.
47 Konstytucji i doprecyzowane takze w art. 49 Konstytucji RP (swoboda komunikowania sig¢).
Ogranicza ona swobod¢ zawierania 1 podtrzymywania znajomos$ci 1 daje organom panstwowym
mozliwo$¢ poznania takze zainteresowan jednostki oraz sposobu spedzania czasu wolnego. Na
podstawie tych informacji, organy panstwowe wiedza, gdzie, kiedy 1 z kim jednostka probowala
nawigza¢ kontakt. W pewnym sensie mozna powiedzie¢, ze wzmozonemu zainteresowaniu
poddawana jest takze swoboda poruszania siq31 i przebywania w okreslonych miejscach — bowiem

dane te pozwalajg ustali¢ potozenie geograficzne jednostek oraz ,,$§lady” w internecie.

Z kolei jesli idzie o stosunek retencji danych i konieczno$ci ochrony autonomii
informacyjnej, to nalezy wskazac, iz zgodnie z art. 51 ust. 2 Konstytucji wladze publiczne nie moga
pozyskiwa¢, gromadzi¢ 1 udostgpnia¢ innych informacji o obywatelach niz niezbedne w
demokratycznym panstwie prawnym. Przepis ten dotyczy kazdego rodzaju informacji. Za

informacj¢ niezbedng uznaje si¢ taka wiedze bez ktorej posiadania organy wiladzy publicznej nie

31 8 pazdziernika 2009 roku rumunski Sad Konstytucyjny wydal wyrok nr 1258, w ktérym wskazal, iz przepisy
rumunskiej ustawy dotyczacej retencji danych, naruszaty prawo do swobodnego poruszania sig.
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beda zdolne do podjecia dziatan w ramach przyznanych im kompetencjisz. Zatem ,,niezbednos¢”
zaklada subsydiarny charakter dziatania majacego na celu pozyskanie informacji. Granice
pozyskiwania danych stanowig z jednej strony — ich szczegdtowos¢, z drugiej zakres pozyskiwania
(potrzeby je uzasadniajace np. tworzenie wysoce wyspecjalizowanych baz danych, gromadzenie na
wypadek). Warto jedynie wspomnie¢, iz na gruncie art. 51 Konstytucji RP istnieje domniemanie
naruszenia autonomii informacyjnej, przedmiotem dowodu jest tylko to, czy pozyskiwanie
informacji bylo konieczne, czy tylko ,,wygodne” lub ,uzyteczne” dla wiadzy. To po stronie
organdw publicznych lezy wykazanie, ze ztamanie autonomii informacyjnej bylo konieczne
(niezbedne) w demokratycznym panstwie prawnymgs. Na gruncie przepiséw retencyjnych,
obowigzek gromadzenia danych telekomunikacyjnych powstaje z samego faktu skorzystania z
okreslonych narzedzi komunikacyjnych, bez zwigzku ze zwalczaniem najci¢zszych przestepstw. W
tej sytuacji, gromadzenie i dostep do ww. danych telekomunikacyjnych nie moze by¢ uznane za

gromadzenie danych ,,niezbednych w demokratycznym panstwie prawnym”.

Jak juz wyzej wskazano pozyskanie tych danych odbywa si¢ poprzez przekazanie:

1) funkcjonariuszowi wskazanemu w pisemnym wniosku wlasciwego podmiotu lub osoby
upowaznionej przez ten organ;

2) na ustne zadanie funkcjonariusza posiadajacego pisemne upowaznienie;

3) za posrednictwem sieci telekomunikacyjnej funkcjonariuszowi posiadajagcemu upowaznienie, o
ktorym mowa w pkt 2%,

Zatem moze si¢ ono odbywa¢ bez udziatu operatora telekomunikacyjnego. Z wyjatkiem ustawy o
kontroli skarbowej, zaden zewnetrzny podmiot spoza struktury danej formacji nie nadzoruje
prawidlowo$ci pobierania ww. danych. Ustawodawca zrezygnowat zatem ze standardu kontroli

sprawowanej przez organ zewngtrzny.

Whnioskodawcy pragng przy tej okazji wskazac, iz blankietowa retencja danych zostala
zakwestionowana juz przez niemiecki Federalny Sad Konstytucyjny oraz rumunski Trybunat

Konstytucyjny.

W wyroku z 8 pazdziernika 2009 r.* rumunski Sad Konstytucyjny uznal, ze brak precyzji
przepisow prawnych (tzw. ustawa nr 298/2008) okreslajacych zakres danych niezbgdnych do

32 B. Banaszak, Komentarz do art. 51, Konstytucja Rzeczypospolitej Polskiej. Komentarz, Warszawa 2009, s. 262.

33 Wyrok TK z 20 listopada 2002 r., sygn. K 41/02, Z.U. 2002 / 6A/ 83.

34 W s$wietle informacji przedstawionych przez sekretarza Kolegium ds. Stuzb Specjalnych przy Radzie Ministrow, w
CBA kart¢ indywidualizujaca, uprawniajaca do pozyskania danych poprzez sie¢ telekomunikacyjng posiada 41
0s0b.

35 Wyrok z 8 pazdziernika 2009 r. nr 1258, dostepny na stronie: http://www.legi-internet.ro/english/jurisprudenta-it-
romania/decizii-it/romanian-constitutional-court-decision-regarding-data-retention.htmi
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okreslenia 0sob fizycznych i prawnych, otwiera mozliwos¢ naduzy¢ w sferze przechwytywania
danych przez dostawcow ustug elektronicznych. Sad Konstytucyjny podkreslil, Ze ograniczenie
prawa do zycia prywatnego i tajemnicy korespondencji i wolno$ci stowa, musi by¢ dokonywane w
sposoOb przejrzysty, przewidywalny i1 jednoznaczny oraz tak, aby unikng¢ mozliwosci dowolnosci 1
naduzy¢ ze strony witadz. Trybunat powolujac si¢ na orzecznictwo ETPCZ*® przypomniat, ze
panstwa, ktore przyjely zobowigzania w celu zapewnienia praw gwarantowanych przez Konwencje

muszg stosowac konkretne i efektywne gwarancje ochrony praw, nie za$ teoretyczne i iluzoryczne.

Sad Konstytucyjny zwrécit takze uwage, 1z retencji podlegaja nie tylko dane autora
polaczenia, ale takze dane adresata. Adresat zostaje bez wlasnej woli, narazony na naruszenie jego
prywatnosci jedynie na podstawie zachowania innej osoby, na ktére nie ma on wptywu, a czgsto jest
to zachowanie wynikajace ze zlej woli. Zatem przepisy dotyczace retencji danych, powinny takze
skutecznie chroni¢ w okreslonych sytuacjach przed ekscesem, polegajacym na przypadkowym,
okazyjnym zbieraniu danych na temat jednostek niezwigzanych z zasadniczym powodem

pozyskania danych.

Co wazne, Sad Konstytucyjny zaakcentowal, iz ograniczenia prawa do prywatnosci sa
wyjatkiem i muszg by¢ bardzo precyzyjnie okreslone. Tworzenie pozytywnego obowigzku, ktéry
przewiduje ciagle ograniczenia prawa do prywatnosci i tajemnicy korespondencji narusza istote

wolnos$ci 1 praw przez usunigcie zabezpieczen w odniesieniu do wykonania tych wolnosci i praw.

Z punktu widzenia oceny proporcjonalnosci, Sad Konstytucyjny nie kwestionowat celu, dla
ktorego ustawodawca postanowil przyja¢ przepisy implementujace dyrektywe 2006/24/WE,
uznajac, ze istnieje pilna potrzeba zapewnienia odpowiednich i skutecznych narzedzi prawnych (ze
wzgledu na ciggly rozwdj istniejacych srodkow tacznosci), tak, by zwalczac 1 kontrolowac zjawisko
przestepczosci. Jednak skonstatowal, ze prawa jednostek nie moga by¢ sprowadzane ad absurdum,
a ograniczenie wykonywania niektérych praw osobistych w celu ochrony interesu publicznego,
zwlaszcza za$§ zwigzanego z bezpieczenstwem narodowym, porzadkiem publicznym lub
zwalczaniem przestepczosci, wymaga zachowania rownowagi. Sad Konstytucyjny przywotat
wyrok w sprawie Klass i inni przeciwko Niemcom, w ktorym ETPCz uznal, Zze przyjmowanie
srodkéw nadzoru bez stosownych zabezpieczen praw jednostek moze doprowadzi¢ do ,,zniszczenia

demokracji w jej obronie”.

36 Wyrok z 12 lipca 2001 r. w sprawie Ksigze Hans-Adam 1l of Liechtenstein przeciwko Niemcom, skarga nr 42527/98.
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Niemiecki Federalny Sad Konstytucyjny w wyroku z 2 marca 2010 r.3" dokonat natomiast
poglebionej analizy przepisow §§ 113a und 113b prawa telekomunikacyjnego
(Telekommunikationsgesetzes) w brzmieniu, ktore tym przepisom nadata ustawa o retencji danych
telekomunikacyjnych, wdrazajaca przepisy Dyrektywy 2006/24/WE, z punktu widzenia wymogu

proporcjonalnosci.

Federalny Sad Konstytucyjny zwrdcit uwage, iz wzgledy proporcjonalnosci wymagaja od
ustawodawcy tworzenia precyzyjnych przepiséw, w zakresie ograniczen czasowych, ochrony
danych przed nadmiernym korzystaniem z nich oraz kontroli nad ich pozyskiwaniem. Zdaniem
Federalnego Sadu Konstytucyjnego wykorzystanie tych danych powinno by¢ ograniczone tylko do
przypadkéw konkretnych podejrzen dotyczacych powaznych przestepstw, co do ktorych
ustawodawca przewidzial mozliwos¢ pozyskiwania danych telekomunikacyjnych. Ustawodawca
ma zatem obowigzek stworzenia zamknigtego katalogu najciezszych przestepstw, wyznaczajacego

zakres przedmiotowy retencji danych.

Federalny Sad Konstytucyjny zauwazyt tez, iz zakazane jest wykorzystanie danych
dotyczacych komunikowania si¢ z osobg wykonujacg zawod zwigzany z obowigzkiem zachowania
tajemnicy (prawnik, lekarz, dziennikarz). Natomiast w zakresie transparentnosci si¢gania przez
organy panstwowe po dane telekomunikacyjne konieczne jest wprowadzenie kontroli sadowej oraz
obowigzku poinformowania o pozyskaniu danych, przy czym wyjatki od tej zasady (m.in. w

przypadku stuzb wywiadowczych) powinny podlega¢ kontroli sadowe;.
Test proporcjonalnosci zaskarzonych regulacji

W ocenie wnioskodawcow zaskarzone regulacje nie zdaja testu proporcjonalnosci
ograniczenia praw i wolnosci konstytucyjnych z uwagi na interes publiczny. W wyroku z dnia 12
grudnia 2005 r., (sygn. K 32/04), Trybunat Konstytucyjny orzekl, ze w celu ustalenia
proporcjonalnosci srodkow nadzoru policyjnego nalezy zbada¢, czy takie srodki:

a) s3 w stanie doprowadzi¢ do zamierzonych przez nie skutkow,
b) sa niezbedne dla ochrony interesu publicznego, z ktorym sa powigzane,

¢) czy ich efekty pozostajg w proporcji do cigzaro6w naktadanych przez nie na obywatelass.

Ad. a) wymog celowosci

37 Wyrok FSK z 2 marca 2010 r., 1 BvR 256/08, 1 BvR 263/08, 1 BVR 586/08, relacja w wersji anglojezycznej
dostepna jest na stronie: http://www.bundesverfassungsgericht.de/pressemitteilungen/bvg10-011en.html.
38 Wyrok z 12 grudnia 2005 r., sygn. K 32/04, Z.U. 2005/ 11A/ 132.
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Celem dyrektywy, bylo zapewnienie dostgpu do danych telekomunikacyjnych dla celow
dochodzenia, wykrywania i §cigania powaznych przestepstw. Potencjalna uzyteczno$¢ danych o
ruchu 1 lokalizacji jest trudna do podwazenia. W $rodkach masowego przekazu lub przy okazji
debat pojawiajg si¢ informacje na temat pozytecznos$ci retencji danych. Na przyktad w uzasadnieniu
do projektu ustawy o zmianie ustawy Prawo telekomunikacyjne wskazano, iz ,,w latach 2000-2005
dane o ruchu uzyskane przez prokuratorow od operatorow telekomunikacyjnych mialy zasadnicze
znaczenie dla skutecznego sScigania przestepcow w 402 powaznych sprawach o przest@pstwo”gg.

Natomiast nie oznacza to, ze skuteczne dzialanie organéw $cigania nie mozliwe jest bez korzystania

z tego instrumentu prawnego.

Nalezy pamigtac, iz jest to instrument bardzo restrykcyjny, jes$li idzie o ochrong¢ praw
jednostki - dla Policji, stuzb specjalnych oraz innych podmiotoéw wykonujacych zadania ochrony
bezpieczenstwa panstwa narzgdzie wygodne, stanowigce kopalni¢ wiedzy na temat obywateli,
szczegolnie jesli zwazy¢, iz obowigzek przechowywania tych danych wynosi 24 miesiace, o ile nie
zostaly one zabezpieczone we wilasciwej procedurze (art. 180a ust. 1 pkt 3 Prawa
telekomunikacyjnego). Jednakze sama latwos$¢ i tanio$¢* pozyskania tych danych nie moze

usprawiedliwia¢ utrzymywania w aktualnym ksztalcie zaskarzonych przepisow.
Ad. b) wymag niezbednosci

W dyskusjach nad niezbednoscia istnienia obowigzku retencji danych przywoluje sie
argument, iz alternatywne ,,niezwloczne zabezpieczenie danych”, wskazane w art. 16 Konwencji o
cyberprzestepczosei®®  zawiera o wiele silniejsze gwarancje ochronne praw  jednostki.
Zabezpieczenie danych przede wszystkim nie wymaga od operatorow gromadzenia danych ,,na
przysztos$¢”, ani nie pozwala na zabezpieczenia wszystkich danych ~w systemie operatora.
Zabezpieczeniu podlegaja jedynie te, ktore dotycza konkretnego $ledztwa — wiaza si¢ z konkretnym

podejrzeniem przestepstwad?.

39 Projekt ustawy o zmianie ustawy — Prawo telekomunikacyjne,
http://www.pis2.home.pl/dokumenty.php?s=rzad&iddoc=49&st=1

40 Nalezy w tym miejscu wspomnie¢, iz w postanowieniu z 25 marca 2010 r. Sad Najwyzszy (sygn. I KZP 37/09)
wskazal, iz ,, przepis art. 180a ust. 1 pkt 2 ustawy z dnia 16 lipca 2004 r. Prawo telekomunikacyjne (Dz. U. Z 2004 r.,
nr 171, poz. 1800 ze zmianami) naktada na operatorow publicznej sieci telekomunikacyjnej oraz dostawcow ogolnie
dostepnych ustug telekomunikacyjnych obowiqzek udostepniania, to jest wyszukiwania, tworzenia stosownych
zestawien i przesylania za pomocq sieci telekomunikacyjnej uprawnionym podmiotom, w tym sqdowi i
prokuratorowi danych, o ktorych mowa w art. 180c ust. 1 ustawy. Tak rozumiane koszty udostgpniania tych danych
obcigzajq operatora lub dostawce i nie mogq wchodzi¢ w skiad kosztow sqdowych, a zatem nie stanowiq wydatkow,
o ktorych mowa w art. 618 k.p.k.”

41 Konwencja Rady Europy o cyberprzestepczosci, otwarta do podpisu 23 listopada 2001 r. w Budapeszcie.

42 Konwencja o cyberprzestgpczosci (ETS nr 185), Raport Wyjasniajacy, s. 152 i n.
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Przeprowadzone w innych krajach badania pokazuja, ze oparcie organéw $cigania tylko na
zabezpieczeniu danych nie powoduje uszczerbku dla potrzeb organdéw Scigania odnosnie do
zadanych danych o ruchu. Jak wynika z ustalen dokonanych na podstawie dwoch niemieckich
analiz, wskaznik wnioskéw o udostepnienie danych zatatwionych odmownie (tj. odsetek spraw
karnych, w ktorych niemieckie organa $cigania zazadaly danych o ruchu, ale dane te zostaty juz
wczesniej usunigte przez operatorow telekomunikacyjnych), byt bardzo niski w ramach systemu

>3 W $wietle ujawnianych wynikow badan nad zwalczaniem

tzw. ,,szybkiego zamrozenia
przestepczosci mozna zaryzykowac twierdzenie, ze retencja danych nie jest niezbedna dla

skutecznego §cigania przestepczosci.

Ad. ¢) wymog proporcjonalnosci

Zaskarzone przepisy wprowadzaja nieproporcjonalne ograniczenie praw 1 wolnosci

konstytucyjnych, a w szczegolnosci art. 47, art. 49 oraz art. 51 ust. 2 i ust. 4 Konstytucji RP.

Przede wszystkim, zdaniem wnioskodawcow wskazaé nalezy, iz natozenie na operatorow
obowigzku zatrzymywania i przechowywania danych telekomunikacyjnych stanowi zaprzeczenie
negatywnemu obowigzkowi panstwa do powstrzymywania si¢ od zbierania informacji na temat
obywateli. Jest to co prawda obowigzek natozony na operatoréw telekomunikacyjnych, jednakze ci
dane te udostepniajg wlasciwym organom panstwowym na podstawie stosownego upowaznienia
lub poprzez wykorzystanie sieci telekomunikacyjnej. Jest to gromadzenie danych na przysztose,
ograniczone czasowo (do 24 miesiecy od daty polaczenia) ale tylko wtedy, gdy dane nie zostaty
zabezpieczone. Na gruncie zaskarzonych przepisow, wyjatek w postaci wkroczenia w prawa i
wolnosci konstytucyjne polegajacego na zgromadzeniu danych, prowadzi do podwazenia zasady

nieingerowania organdw panstwowych w prywatnos¢ jednostki.

Zdaniem wnioskodawcow, takze kompetencja polegajaca na upowaznieniu ww. formacji do
pozyskania danych skonstruowana zostala w sposob zbyt ekstensywny, a przez to niezgodny z
Konstytucja. Celem pozyskania danych telekomunikacyjnych funkcjonariusz musi wykaza¢ jedynie
dos¢ luzny zwigzek pozyskania z realizacja zadan ustawowych, §ciganiem i zapobieganiem

przestepczos¢ albo wykrywaniem naruszen krajowych przepisow celnych. Przy czym ustawodawca

43 Badanie przeprowadzone przez Instytut Maxa Plancka na probie 467 spraw karnych z lat 2003 - 2004 (zgtoszono w
nich 1257 zadan dotyczacych danych o ruchu), wskazuje, ze wskaznik zadan danych zatatwionych odmownie,
wynosit okoto 4%. Z kolei analiza Bundeskriminalamt (Federalne Biuro Sledcze) pokazata, ze w 2005 r. w
Niemczech bylo 381 spraw tj. 0,001% (na 6,4 mln sprawy prowadzone w ciagu roku), w ktorych zadano od
operatorow danych juz niedostgpnych.
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niejednokrotnie zadania ustawowe sformulowal w sposdb malo precyzyjny. Ustawodawca nie
przewidziat takze kontroli nad prawidtowoscia pozyskiwania ww. danych z punktu widzenia
przydatnosci tych informacji. Dlatego tez pozyskanie danych odbywa si¢ na podstawie arbitralnej

decyzji funkcjonariusza.

Wreszcie, sama czynno$¢ pozyskania danych telekomunikacyjnych nie jest poddawana na
gruncie zaskarzonych przepisow kontroli ze strony organdow wewnetrznych (pewne szczatkowe
regulacje zawieraja w tym zakresie ustawy o Policji, Strazy Granicznej oraz Zandarmerii
Wojskowej) i zewnetrznych (z wyjatkiem ministra do spraw finansow w przypadku kontroli
skarbowej). W przypadku zaskarzonych przepiséw ustawy o ABW oraz AW, ustawy o CBA oraz
ustawy o SKW oraz SWW nie ma nawet przepisow dotyczacych konieczno$ci niszczenia

materialow nie majacych znaczenia dla realizacji ustawowych zadan.

Ustawodawca nie nalozyt takze na Policjg, stuzby specjalne oraz podmioty wykonujace
zadania ochrony bezpieczenstwa panstwa obowiazkéw, ktore dawalyby jednostce dotknigtej
pozyskaniem ww. danych, uprawnien i procedur umozliwiajacych obrong jej prywatnosci.

Nie ma w szczego6lnos$ci na gruncie zaskarzonych przepisow obowiagzku:

uzyskania zgody sadu na pozyskanie ww. danych, nawet zgody o charakterze nastepczym,

— poinformowania jednostki o pozyskaniu ww. danych dotyczacych jej osoby, nawet po
zakonczeniu postgpowania,

— niszczenia danych nie majacych znaczenia dla potrzeb dochodzenia, wykrywania i Scigania
najcigzszych przestepstw (np. danych wrazliwych),

— powstrzymywania si¢ od pozyskiwania danych, ktére nie moga by¢ wykorzystane dla
potrzeb dochodzenia, wykrywania 1 $cigania najci¢zszych przestgpstw (informacji
chronionych na postawie tajemnicy lekarskiej, obronczej, dziennikarskiej itp).

W szczegolnosci ten ostatni obowigzek powinien podlega¢ wzmozonej ochronie w panstwie
demokratycznym, ktorego fundamentami jest zasada prawa do obrony we wszystkich stadiach
postgpowania karnego (art. 42 ust. 2 Konstytucji RP) oraz wolno$¢ stlowa i rozpowszechniania

informacji (art. 54 ust. 1 Konstytucji RP)*.

Powyzsze uwagi czesciowo koresponduja ze stanowiskiem Prokuratora Generalnego z dnia
8 listopada 2010 r. w ktérym wskazat on, iz ,,uzyskiwanie tzw. bilingow dziennikarzy i danych
identyfikujgcych stacje BTS w dzialalnosci operacyjnej odpowiednich podmiotow informacje te

trzeba obecnie uznac¢ za rodzaj kontroli operacyjnej, cho¢ stosowne przepisy nie traktujq ich

44 Por. tez J. Kondracki, K. Stgpinski, Billingi dziennikarzy tylko za zgoda sadu, http://www.rp.pl/artykul/551208.html.
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wyraznie w ten sposob. Pomimo, Ze czynnosci takie wkraczajg w sfere wolnosci i praw
obywatelskich, regulujgce je ustawy o Policji, ABW i innych organach stosujgcych kontrole
operacyjng wylgczajqg potrzebe uzyskania zgody sqdu na pozyskanie tych danych. Nowe
rozwigzania prawne zostaly wprowadzone niedawno ustawq z dnia 24 kwietnia 2009 r. o zmianie
ustawy Prawo telekomunikacyjne oraz niektorych ustaw (Dz. U. z 2009 r. Nr 85 poz. 716).
Prokurator Generalny uwaza za niezbedne wprowadzenie kontroli sqdowej (nastepczej) nad tymi

, . . 45
czynnosciami’™".

Jak wskazal Trybunal Konstytucyjny w wyroku z 5 grudnia 2005 r., sygn. K 32/04 w
ramach standardow demokratycznego panstwa prawa dopuszczalne jest nawet glgbokie wkroczenie
w sfer¢ prywatnosci, o ile wkroczenie to opatrzone =zostanie nalezytymi gwarancjami
proceduralnymi i w efekcie nie doprowadzi do naruszenia godno$ci osoby poddanej kontroli. Na

gruncie zaskarzonych przepisow takiej, wtasciwej proporcji ustawodawca nie zachowal.

W ocenie wnioskodawcow, na gruncie zaskarzonych przepisow ustawodawca doprowadzit
do zbyt ekstensywnego okreslenia kompetencji Policji, stuzb specjalnych oraz pozostatych organow
odpowiedzialnych za zapewnienie bezpieczenstwa do zbierania ww. danych. Regulacja ta jest zbyt
szeroka juz w zakresie samego okreslenia obowigzku operatorow telekomunikacyjnych. W aspekcie
za$ pozyskiwania tych danych przez organy panstwowe jest ona zbyt luzna na gruncie
materialnoprawnym, gdyz pozyskanie tych danych uzalezniono wlasciwie od werbalnego
powotania si¢ na wykonywanie ustawowych zadan (sformutowanych czg¢sto w sposob nicostry46)
lub zwalczanie przestgpczosci. Natomiast luznej kompetencji materialnoprawnej, nie towarzyszy

system gwarancji proceduralnych, bowiem ustawodawca problem ten w ogole pominat.

Warto przy tej okazji jedynie powtdrzy¢ za ETPCz, iz zakres ingerencji funkcjonujacych w
demokratycznym panstwie stuzb specjalnych w prawo do prywatnosci przystugujace obywatelom
musi by¢ $cisle ograniczony do zapewnienia bezpieczenstwa panstwad/. Co interpretowac nalezy,
jako konieczno$¢ $cistego wykazania zasadnos$ci uzycia okreslonego $rodka z uwagi na konkretne,
a nie potencjalne niebezpieczenstwo. Nie zachowanie proporcjonalno$ci wyznaczajacej miare
zakresu i procedury ingerencji, powoduje, iz wkroczenie organdow panstwowych moze
prowadzi¢ do przekreslenia istoty praw 1 wolnosci konstytucyjnych, w tym przypadku prawa do

prywatnosci, swobode komunikowania si¢ i autonomi¢ informacyjng.

45 Stanowisko jest dostgpne pod adresem: http://www.pg.gov.pl/index.php?0,0,221.

46 Dobrym przykladem tych watpliwosci jest postanowienie sygnalizacyjne TK z 15 listopada 2010 r., sygn. S 4/10,
ZU 2010/8A/88, dotyczace okreslenia zadan ABW.

47 Wyrok z 6 wrzes$nia 1978 r. w sprawie Klass i inni przeciwko Niemcom, skarga 5029/71.
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Z tych tez powodow, zdaniem wnioskodawcow zaskarzone przepisy uzna¢ nalezy za

niezgodne z art. 47, art. 49, art. 51 ust. 2 i ust. 4 w zwigzku z art. 31 ust. 3 Konstytucji RP.

W zwigzku z koniecznos$cig stwierdzenia niekonstytucyjnosci, wnioskodawcy stoja na
stanowisku, iz najlepszym rozwigzaniem w przypadku stwierdzenia niezgodnosci z Konstytucja RP
przedmiotowych przepisow bytoby odroczenie o 12 miesiecy wejscia w zycie wyroku. Odroczenie
pozwolitoby na dokonanie stosowanych zmian w przepisach ww. ustaw. Zdaniem wnioskodawcow

termin 12 miesigczny jest wystarczajacy, aby dokona¢ odpowiednich zmian.
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