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w odpowiedzi na pismo z dnia 19 wrzesnia 2014 r. (data wptywu do Biura Generalnego Inspektora
Ochrony Danych Osobowych 24 wrzesnia 2014 r.) o sygnaturze: DSR-11-0210-2-2-EK/14,
dotyczace Projektu ustawy o zmianie ustawy o $wiadczeniach rodzinnych oraz niektérych
innych ustaw z dnia 16 wrzesnia 2014 r., zwanego dalej ,,projektem ustawy”, Generalny Inspektor
Ochrony Danych Osobowych z ubolewaniem zwraca uwag¢ projektodawcy, ze projekt ten,
zawierajacy jakze istotne rozwigzana z punktu widzenia przepisow o ochronie danych osobowych,
nie byl konsultowany w toku opracowywania projektu zatozen projektu ustawy. Projektodawca
powinien juz na poczatku prac legislacyjnych przekaza¢ tego typu projekty do opinii Generalnemu
Inspektorowi. Moga one rodzi¢ daleko idgce skutki z punktu widzenia ochrony danych osobowych,
a w szczegdlnosci danych wrazliwych, ktérych przetwarzanie wymaga szczegdlnych srodkow
ochrony. Organ ds. ochrony danych osobowych — z punktu widzenia przepiséw ustawy z dnia 29
sierpnia 1997 r. o ochronie danych osobowych (t.j. Dz. U. z 2014 r. poz. 1182, zwana dalej ustawg

o ochronie danych osobowych) — zglasza nast¢pujace uwagi.

Przede wszystkim nalezy zwrdci¢ uwagg na propozycje stworzenia nowej formy podpisu
elektronicznego (art. 1 pkt 1 lit. a oraz art. 6. pkt 3 lit. b projektu), co budzi istotne watpliwosci
Generalnego Inspektora. Projektodawca nie uzasadnil, nawet nie wspomnial o tej kwestii w
dokumentach dolgczonych do projektu. Nie wskazano podstaw do tworzenia takiej formy w

sytuacji, gdy dostgpne sa bezpieczny podpis elektroniczny wery%a%gm Oﬁf]g(%%—&&&%l‘lcg()
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kwalifikowanego certyfikatu oraz podpis potwierdzony profilem ePUAP. Projektodawca powinien
odpowiedzie¢ na pytanie, czy rzeczywiscie istnieje potrzeba tworzenia tej dodatkowej formy
sktadania wnioskow, obok form elektronicznych oraz najczgscie] obecnie stosowanej formy
papierowe;.

Mozliwo$¢ podpisywania wnioskow i zatgeznikéw przekazywanych $rodkami komunikacji

clektronicznej za pomoca podpisu elektronicznego, ktéry nie jest bezpiecznym podpisem

elektronicznym, nie daje gwarancji integralnoSci przeslanego wniosku oraz jego

autentycznosci. W zastosowanej metodzie podpisu, jako dane, ktore majg stuzy¢ zapewnieniu

autentycznosci wniosku i dotgczonych do niego zalacznikdw, uzyto danych wnioskodawcy, ktore
oprocz jego samego moze znaé szereg innych oséb, w tym osoby uprawnione do dostgpu do
interfejsu zamieszczonego na portalu informacyjno-ustugowym dostgpnym na stronie Biuletynu
Informacji Publicznej urzedu obstugujacego ministra wlasciwego do spraw rodziny, o ktoérym
mowa w projektowanym art. 23 ust 3b ustawy z dnia 28 listopada 2003 r. o $wiadczeniach
rodzinnych (Dz. U. z 2013 r. poz. 1456, z p6ézn. zm., dalej zwana ustawa o $wiadczeniach
rodzinnych).

Brak gwarancji integralnosci wniosku oraz dolaczonych do niego zalacznikéw dla w/w
metody podpisu wynika z faktu, ze podpis ten nie umozliwia wykrycia zmiany tresci podpisanego
wniosku oraz dotaczonych do niego zalgcznikéw zaréwno w czasie ich transmisji jak i podczas '
przechowywania u odbiorcy. Brak gwarancji autentyczno$ci wynika z faktu, ze dane uzyte do
zlozenia podpisu mogg by¢ znane nie tylko osobie skiadajacej wniosek. |

Zgodnie z art. 3 pkt 2 ustawy z dnia 18 wrzesnia 2001 r. o podpisie elektronicznym (t. j. Dz.

U. 2013 r. poz. 262, dalej zwana ustawg o podpisie elektronicznym), jedynie bezpieczny podpis

clektroniczny jest przywigzany wylacznie do osoby skladajace) podpis oraz jest-powigzany z
danymi, do ktérych zostal dotgczony w taki sposéb, ze jakakolwiek pézniejsza zmiana tych danych
jest rozpoznawalna.

W zwigzku z powyzszym, w przypadku gdy dopuszcza si¢ ryzyko zaistnienia braku
integralnosci i autentycznosci danych przy zaproponowanej metodzie podpisu, nalezy wykresli¢ z
dodawanego do ustawy o $wiadczeniach rodzinnych art. 23 ust. 3a pkt 3 (art. 1 pkt 1 projektu) oraz
do ustawy z dnia 7 wrze$nia 2007 r. o pomocy osobom uprawnionym do alimentéw (Dz. U. z 2012
r. poz. 1228, z po6zn. zm., zwana dalej ustawg o pomocy osobom uprawnionym do alimentéw) w
art. 15 lit. b pkt 3 (art. 6 pkt 3 projektu), opisu podpisu elektronicznego fragment o tresci
.gwarantujacym autentyczno$¢ wniosku i zatgcznikéw do wniosku okreslonych w ust. 47, gdyz

wskazany tam podpis gwarancji takich nie daje.



Jezeli natomiast nie dopuszcza sie opisanego wyzej ryzyka, nalezy zrezygnowac z opisane;j

wyzej metody podpisu elektronicznego, ktory nie jest bezpiecznym podpisem elektronicznym.

Podsumowujgc, projektodawca nie wskazat szczegélowo sposobu, w jaki ma dochodzi¢ do
zagwarantowania autentycznosci wniosku 1 zalgcznikébw do wniosku, ani Zadnej innej
funkcjonalnosci nowej formy podpisu elektronicznego.

Generalny Inspektor poddaje w watpliwo$¢ potrzebe przetwarzania danych osoby
skladajgcej wniosek takich jak: imi¢ i nazwisko, numer PESEL, data urodzenia. Jezeli
wystarczajacym do weryfikacji byloby przetwarzanie daty urodzenia oraz imienia i nazwiska, 1o za
zbedne nalezy uznaé przetwarzanie numeru PESEL. Jest to zgodne z zasada adekwatnosci
wyrazong w art. 26 ust. 1 pkt 3 ustawy o ochronie danych osobowych. Zgodnie z nig
administratorzy danych maja obowiazek przetwarzaé¢ dane adekwatne w stosunku do celow, w
jakich sg przetwarzane.

Generalny Inspektor stoi na stanowisku, iz udogodnienia oparte na identyfikacji oséb w
systemach e-government, zarowno w odniesieniu do urzednikoéw, jaki i innych osob, nic mogg
nastgpowac kosztem naruszenia konstytucyjnie chronionych praw i wolnosci. Zastosowanie numeru
PESEL moze naruszy¢ prywatnos¢ danych osobowych obywatela poprzez mozliwos¢ powigzania z
innymi rejestrami oraz z uwagi na semantyczno$¢ cech tego identyfikatora (zawiera on date
urodzenia 1 ple¢ osoby). Wlasciwym wydaje si¢ poszukiwanie innych efektywnych rozwigzan w
tym zakresie — np. wykorzystywanie w tym celu innego rodzaju numeru pozwalajgcego na
uwierzytelnienie waznosci certyfikatu 1 tozsamosci osoby podpisujgcej sie podpisem
elektronicznym. Przykladem takiego rozwigzania jest projekt rozporzadzenia Rady Ministrow
zmieniajgcego rozporzadzenie w sprawie okreslenia warunkow technicznych i organizacyjnych dla
kwalifikowanych podmiotéw $wiadezacych ustugi certyfikacyjne, polityk certyfikacji dla
kwalifikowanych certyfikatow wydawanych przez te podmioty oraz warunkéw technicznych dla
bezpiecznych urzgdzen stuzacych do sktadania i weryfikacji podpisu elektronicznego'. W ostatnim
czasie (czerwiec 2014 r.) Generalny Inspektor, opiniujgc przekazane mu przez Ministerstwo
Gospodarki projekty rozporzadzen wykonawczych do ustawy z dnia 18 wrzesnia 2001 r. o podpisic
elektronicznym, w tym takze w/w projekt rozporzgdzenia Rady Ministréw, odnotowal z satysfakcjg
niektére z proponowanych w tym projekcie rozwiazan. Rozszerzono bowiem liste uzywanych
obecnie identyfikatorow (NIP lub PESEL) o dodatkowe identyfikatory takie jak numer dowodu
tozsamoscl 1 numer paszportu, co powinno skutkowaé tym, ze nie bedzie obowigzku podawania

przez subskrybenta nr PESEL w celu uzyskania certyfikatu kwalifikowanego. Jak wynika z

UPatrz: http://legislacja.rcl.gov.pl/lista/3/projekt/222204




informacji publikowanych na stronach Rzadowego Centrum Legislacji prace nad przedmiotowym

rozporzadzeniem sg w toku.

7. proponowanego nowego brzmienia art. 23 ust. 4 ustawy o $wiadczeniach rodzinnych oraz
art. 15 ust. 4 ustawy o pomocy osobom uprawnionym do alimentéw (art. 1 p. 1 lit. b oraz art. 6 p. 3
lit. ¢ projektu) w sposob jasny nie wynika, kogo majg dotyczy¢ informacje dotgczane do wnioskow
o udzielenie pomocy. W takiej sytuacji moze doj$¢ do nieporozumien na temat zakresu danych
osobowych, ktore maja by¢ przetwarzane. Czy ma to dotyczy¢ — zgodnie z obecnym brzmieniem
art. 23 ust. 4 pkt 1 ustawy o $wiadczeniach rodzinnych oraz art. 15 ust. 3 pkt 1 ustawy o pomocy
osobom uprawnionym do alimentéw — kazdego czlonka rodziny, czy katalog ten ma zostaé
ograniczony. Kwestia ta powinna zosta¢ doprecyzowana.

W art. 1 pkt 1 lit. g oraz art. 3 pkt 2 lit. b projektu ustawy pozostawiono nieaktualne
odniesienie do adresu publikacyjnego ustawy o ochronie danych osobowych. W art. 5 pkt 5
projektu mowa jest o ustawie o ochronie danych osobowych, jednakze bez zadnego odniesienia do
jej adresu publikacyjnego. Prawidlowym adresem publikacyjnych jest: t. j. Dz. U. z 2014 r., poz.
1182.

Jednoczesnie Generalny Inspektor przypomina, iz ustawa o ochronie danych
osobowych jako akt ogélny ma zastosowanie, niezaleznie od odeslan znajdujacych si¢ w
omawianych przepisach ustaw. Takie odestania nie okreslaja takze w sposob wystarczajacy zasad
przetwarzania danych przez ministra oraz upowaznione podmioty. To w tych przepisach
szezegolnych powinny by¢ okreSlone wyczerpujaco zasady przetwarzania danych przez
administratora oraz podmioty, ktéorym udost¢pniane s3 dane, w szczegoélnosci tryb
pozyskiwania, udostepniania i przechowywania danych. Ogdlne odestanie do przepisow w/w
ustawy moze rodzi¢ watpliwosci co do zasad przetwarzania danych majgcych zastosowanie.
Przypomnie¢ nalezy, iz wsrod przestanek przetwarzania danych okreslonych w ustawie wskazano
m.in. zgode osoby, ktorej dane dotycza czy tez umowg cywilnoprawna, ktorej strong jest podmiot
danych. Czy zamystem projektodawcy jest oparcie przetwarzania na takich podstawach, ktore moga
zosta¢ decyzjg podmiotu danych zablokowane.

W art. 1 pkt 1 lit. g oraz art. 6 pkt 3 lit. i zaproponowano, aby minister wlasciwy ds. rodziny
mogl przetwarza¢ dane w celu monitorowania realizacji ustaw. Przede wszystkim projektodawca
powinien ponownie rozwazy¢, czy takie przetwarzanie danych jest rzeczywiscie niezbgdne.
Projektodawca powinien takze zweryfikowaé, czy upowaznienie dla ministra nie jest zbyt szerokie.
Zdaniem Generalnego Inspektora zaproponowane ogolne okreslenie celu przetwarzania jest

niewlasciwe. Projektodawca powinien rozwazy¢ mozliwie precyzyjne okreslenie celow, dla ktorych



bedg przetwarzane dane osobowe. Bedzie to zgodne z zasada celowosci ujgta w art. 26 ust. 1 pkt 3
ustawy o ochronie danych osobowych. Zgodnie z tym postanowieniem dane osobowe powinny by¢
zbierane dla oznaczonych, zgodnych z prawem celéw i niepoddawane dalszemu przetwarzaniu
niezgodnemu z tymi celami. Pozwoliloby to takze wyjasnié, na czym dokladnie ma polegac
monitorowanie  realizacji ustawy 1 c¢zy w istotnie niezbedne jest przetwarzanie

zindywidualizowanych danych przez ministra.

OKkresy retencji danych, o ktérych mowa w art. 1 pkt 1 lit. h, art. 5 pkt 6 oraz w art. 6. pkt
2 lit. j projektu ustawy nie zostaly w zaden sposob uzasadnione. Generalny Inspektor poddaje w
watpliwo$¢ koniecznosé przechowywania takich informacji przez okres 10 lat od dnia zaprzestania
udzielania §wiadczen oraz 1 roku w przypadku, gdy swiadczenie nie zostalo przyznane oraz 10 lat
od momentu ich udostepnienia uprawnionym organom. W ocenie organu ds. ochrony danych
osobowych jest to sprzeczne z podstawowg zasadg ograniczenia czasowego przetwarzania danych,
wyrazong w art. 26 ust. 1 pkt 4 ustawy o ochronie danych osobowych. Zgodnie z brzmieniem tego
przepisu, dane osobowe w postaci umozliwiajacej identyfikacje oséb powinny by¢ przechowywance
nie dhuzej, niz jest to niezbe¢dne do osiggnigcia celu przetwarzania. Nie jest jasnym, jakim celom
miatoby stuzyé przechowywanie danych przez okres 10 lat po zaprzestaniu udzielania $wiadczen
oraz 1 roku w przypadku, gdy $wiadczenie nie zostalo przyznane oraz 10 lat od momentu ich

udostgpnienia uprawnionym organom.

Watpliwos§¢ budzi dodawany w art. 1 pkt 2 projektu ustawy art. 23b ust. 1 do ustawy

o $wiadczeniach rodzinnych zobowigzujacy do ,samodzielnego wuzyskania od organow

podatkowych, organéw emerytalno-rentowych oraz z rejestrow publicznych, w drodze wymiany

informacii w_postaci_elektronicznej lub w drodze pisemnej (...) informacji i zaswiadczen

wymienionych w dodanym do w/w ustawy art. 23b ust. 1 pkt 1-5. Wprowadzony przepis moze sta¢
si¢ podstawg zadania wtasciwych, uprawnionych organéw prowadzacych postgpowania w sprawic
$wiadczen rodzinnych oraz marszatka wojewodztwa do udostepnienia jego pracownikom
bezposredniego wgladu w dane przetwarzane w rejestrach publicznych, co moze spowodowac
naruszenie ochrony danych, poprzez umozliwienie nieuprawnionego wgladu w dane, tj. wgladu w
dane osob, ktdre nie zwracaly sie do w/w organdéw o $swiadczenia rodzinne i wobec ktorych nic
toczy si¢ zadne postgpowanie w tych organach. Projektodawca powinien takze zweryfikowa¢, czy
nie bedzie to oznaczalo koniecznodci zmiany przepiséw dotyczacych organdéw podatkowych,
emerytalno-rentowych oraz prowadzacych rejestry publiczne w zakresie katalogu podmiotow,

ktérym moga one udostepnia¢ dane.



Watpliwosci moze takze budzié pojecie wymiany informacji, ktéore moga byé zar6wno
pozyskiwane jak 1 udostgpniane w precyzyjnie okreslonych 1 niezbgdnych sytuacjach.
Projektodawca powinien zweryfikowaé, czy istnieja cele i niezbednos¢ dla uzasadnienia tak
szerokiego zakresu udost¢pniania danych, zwlaszcza danych wrazliwych, ktérych przetwarzanie
jest regulowane w art. 27 ustawy o ochronie danych osobowych. Nalezy przypomnieé, iz ustawa z
dnia 17 lutego 2005 r. o informatyzacji dziatalnosci podmiotow realizujgcych zadania publiczne (t.j.
Dz. U. z 2013 r. poz. 235, z p6ézn. zm.) przewiduje tryb wnioskowy w dostepie do danych
zgromadzonych w rejestrze publicznym, w zakresie niezbednym do realizacji zadan jednostki,
ktérej dane sg udostgpniane. Jest to szczegélnie istotne w obliczu przetwarzania danych wrazliwych
zwigzanych m.in. z pomoca rodzinie i osobom niepelnosprawnym. Takze ewentualne dalsze
wykorzystanie danych z rejestrow publicznych w innym celu niz realizacja zadan publicznych musi
by¢ zgodne z zasadami ujetymi w ustawie z dnia 6 wrzesnia 2001 r. o dostepie do informacji
publicznej (t.j. Dz. U. z 2014 r. poz. 782). Podstawowa zasada wyplywajaca z w/w aktéw prawnych

jest zakaz wykorzystania informacji dla innych celéw, niz ustalone we wlasciwych przepisach.

Wprowadzone w wymienionych w art. 2 pkt 2 oraz w art. 3 pkt 1 projektu przepisach
mozliwosei ,wymiany danych” drogg elektroniczng nie okreslajg warunkow i zabezpieczen, jakie
powinny by¢ zastosowane zar6wno po stronie podmiotu pobierajacego dane, jak i po stronie
podmiotu udostepniajacego dane, aby dane oséb przetwarzane w rejestrach, z ktérych majg byé

udostepniane, nie zostaly udost¢pnione uprawnionym podmiotom bez zaistnienia_przyczyn

uprawniajacych do ich pozyskania, np. aby nie bylo mozliwe pobranie informacji o

uprawnieniach do kierowania pojazdami odnoszacych si¢ do oséb, wobec ktorych nie toczy sie
postepowanie alimentacyjne.

W w/w przepisach nadaje si¢ okreslonym podmiotom prawo pozyskiwania droga
elektroniczna danych przetwarzanych w rejestrach prowadzonych przez inne podmioty, nie
wprowadzajac jednoczesnie warunkéw, jakie powinny by¢ spelnione, aby nie dochodzilo do
nicuprawnionego wykorzystania pozyskiwanych danych. W szczegdlnosci w w/w przepisach nie
ma odniesienia do rozporzadzenia Rady Ministrow z dnia 27 wrzes$nia 2005 r. w sprawie sposobu,
zakresu i trybu udostepniania danych zgromadzonych w rejestrze publicznym (Dz. U. z 2005 r. Nr
205, poz. 1692, zwane dalej rozporzadzeniem w sprawie sposobu, zakresu i trybu udostgpniania
danych zgromadzonych w rejestrze publicznym). Koniecznym jest takze dodanie obostrzenia, iz
takie udostepnienie moze mie¢ miejsce w zakresie niezb¢dnym dla potrzeb prowadzonego

postgpowania. Brak jest rowniez warunkow, jakie powinny by¢ spelnione przez podmioty



uprawnione do pozyskiwania danych w zakresie ich zabezpieczenia przed bezprawnym
pozyskaniem.

W art. 3 pkt 1 projektu zaproponowano takze korzystanie przez zespoly ds. orzekania o
niepetnosprawnosci z danych o kwalifikacjach i umiejetnosciach zawodowych oraz do§wiadczeniu
zawodowym, a takze o posiadaniu statusu bezrobotnego i pobieraniu $wiadczen z tym zwigzanych,
ktore pozostaja w dyspozycji Zakladu Ubezpieczen Spolecznych oraz publicznych stuzb
zatrudnienia. Generalny Inspektor wnosi o rozpatrzenie, czy dane takie sa w istocie niezb¢dne do
przeprowadzenia postgpowania majacego na celu potwierdzenie stanu zdrowia osoby wnioskujgce]
o ustalenie niepelnosprawnosci albo o ustalenie stopnia niepelnosprawnosci. Dopuszczenie
przetwarzania takich danych wydaje si¢ sprzeczne z zasadg adekwatnosci danych, o ktérej mowa
powyzej. Czlonkowie w/w zespoldw nie potrzebuja takich kategorii danych do stwierdzenia stanu
zdrowia wnioskujgcego w zakresie jego niepelnosprawnosci. W obliczu propozycji przetwarzania
takich danych w Elektronicznym Krajowym Systemie Monitoringu Orzekania o
Niepelnosprawnosci (proponowany art. 6d ust. 4 pkt la ustawy z dnia 27 sierpnia 1997 r. o
rehabilitacji zawodowej i spolecznej oraz zatrudnianiu oséb niepetnosprawnych, Dz. U. z 2011 r.
Nr 127, poz. 721, z pdzn. zm.) mozliwym begdzie takze pozyskiwanie tych danych przez podmioty
wymienione w projektowanym art. 6d ust. 4a w/w ustawy — organy samorzadu terytorialnego oraz
jednostki organizacyjne pomocy spolecznej. Rozwigzanie takie w zakresie przetwarzania danych
dotyczacych sfery zawodowej wnioskodawcoéw wydaje si¢ bezzasadne.

W zakresie propozycji uje¢tej w art. 3 pkt 3 projektu Generalny Inspektor przyjmuje, iz
sprawozdania rzeczowo-finansowe nie bgda obejmowac danych osobowych. Jezeli jest inaczej,

konieczne jest szczegolowe wyjasnienie tej kwestii.

W art. 5 pkt 1-4 zobowigzano organy samorzadu lokalnego oraz wojewode do tworzenia
oraz przekazywania sprawozdan wylgcznie w formie elektronicznej. Generalny Inspektor
przyjmuje, iz nie bedg one obejmowaé danych osobowych. Jezeli jest inaczej, konieczne jest
szczegotowe wyjasnienie tej kwestii.

W art. 5 pkt 6 zaproponowano, by rejestr centralny zawieral zanonimizowane informacje
zwigzane z przyznawaniem i realizowaniem $wiadczen pomocy spotecznej (projektowany art. 23a
ust. 1 ustawy z dnia 12 marca 2004 r. o pomocy spotecznej, Dz. U. z 2013 r. poz. 182, z pozn. zm.,
zwana dalej ustawg o pomocy spolecznej). Jednoczesnie kolejny projektowany przepis (art. 23a ust.
2 w/w ustawy) okresla katalog danych, ktére majg by¢ przetwarzane w rejestrze centralnym. Takie
dwukierunkowe podejscie wydaje si¢ nie do pogodzenia i rodzi wewngtrzng niespojnos¢ w

projekcie. Generalny Inspektor sugeruje projektodawcy doprecyzowanie omawianego przepisu.



Katalog danych, ktére majg by¢ przetwarzane w rejestrze powinien by¢ maksymalnie ograniczony i
zawiera¢ jedynie dane niezbedne w zwiazku z przyznawaniem pomocy spotecznej. Takze zasady
dostepu do danych powinny by¢ wyraznie okreslone, tak by nie dochodzito do nieprawidlowosci.

Uwagi poczynione powyzej w zakresie propozycji z art. 2 pkt 2 i art. 3 pkt 1 projektu maja
zastosowanie do art. 5 pkt 6, ktéry odnosi si¢ do prawa dostepu do informacji, o ktérych mowa w
dodawanym art. 23a ust. 2 ustawy o pomocy spotecznej. W art. 23a ust. 3 tej ustawy wprowadza sie
prawo dostepu do danych, o ktérych mowa w art. 23a ust. 2 w/w ustawy w celu weryfikacji danych
dotyczacych osob ubiegajacych si¢ o sSwiadczenia, os6b Kkorzystajgcych ze $wiadczen oraz
czltonkdw ich rodzin dla:

1) osrodkow pomocy spolecznej, powiatowych centréw pomocy rodzinie oraz wojewoddow,

2) organow wilasciwych, o ktérych mowa w art. 3 pkt 11 ustawy o $wiadczeniach
rodzinnych,

3) organow wlasciwych dluznika, o ktéorych mowa w art. 9 ustawy o pomocy osobom
uprawnionym do alimentow, nie informujac jednoczesnie o sposobie, w jaki informacje
te moga by¢ pozyskane.

W szczegdlnosci koniecznym wydaje si¢ odpowiedzenie na pytanie, czy prawo dostgpu do
informacji moze by¢ utozsamiane z prawem dost¢pu do tych informacji poprzez uzyskanie
odpowiedniego dostgpu do systemu informatycznego, w ktérym sg one przetwarzane, czy tez
prawem do ich uzyskiwania w trybie wnioskowym, o ktérym mowa w § 2 ust 1 rozporzagdzenia w
sprawie sposobu, zakresu i trybu udostgpniania danych zgromadzonych w rejestrze publicznym, o
ktérym mowa wyzej.

W zakresie propozycji ujetej w art. 5 pkt 8 lit. b Generalny Inspektor poddaje pod rozwage
projektodawey mozliwo$é uzupelnienia postanowienia z ust. 5g poprzez wprowadzenie pouczenia o
mozliwosci uzyskiwania dostepu i poprawiania blgdnych danych osobowych przez osoby ujete w
kwestionariuszu. Takze w ustgpie Sh proponuje si¢ doprecyzowanie, iz wywiad nie moze by¢
zmieniony w zakresie danych pozyskanych od osoby w trakcie przeprowadzonego wywiadu, chyba
ze sg one nieprawidlowe. Stanowiloby to realizacj¢ praw kontrolnych osoby, ktérej dane dotycza

uregulowanych w art. 32 ustawy o ochronie danych osobowych.

W obliczu mozliwo$ci pozyskiwania danych z wlasciwych rejestréw i baz projektodawca
powinien rozwazy¢, czy niezbednym bedzie wymaganie przedstawienia zaswiadczen przez
wnioskujgcych o udzielenie $wiadczen. Czy nie bedzie wystarczajacym przedstawianie o§wiadczen
przez wnioskodawcow, ktore jak zaklada projektodaweca, mogg w sposéb latwy zostaé

zweryfikowane przez organ podejmujacy rozstrzygniecie.



Podsumowujac, Generalny Inspektor zwraca uwage, iz projekt ustawy w obecnym

brzmieniu doprowadzi do stworzenia, poza rejestrem centralnym, regionalnych zbioréw danych o
duzej wrazliwo$ci. Niezbednym bedzie wlasciwe ich zabezpieczenie oraz przestrzeganie przez
administratoréw szeregu obowigzkéw wynikajacych z przepiséw ustawy o ochronie danych
osobowych, ale przede wszystkim przepiséw prawnych istotnych dla ich funkcjonowania.

Z uwagi na zlozono$¢ przedstawionych propozycji Generalny Inspektor zastrzega sobie

mozliwos¢ skladania dalszych uwag.
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