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UWAGI FUNDACJI PANOPTYKON1 DO KIERUNKÓW DZIAŁAŃ STRATEGICZNYCH MINISTRA 

CYFRYZACJI W OBSZARZE INFORMATYZACJI USŁUG PUBLICZNYCH2 

 

Fundacja Panoptykon na wstępie pragnie wyrazić poparcie dla opracowania i poddania 

konsultacjom tak ważnego z punktu widzenia obywateli zakresu działań Minister Cyfryzacji. 

Pragniemy zwrócić uwagę na dwa elementy, które wymagają naszym zdaniem podkreślenia 

w planowanych kierunkach działań strategicznych. 

 

1. Ochrona danych osobowych 

Informatyzacja usług publicznych stawia wyzwania w zakresie ochrony danych osobowych 

użytkowników tych usług, które powinny zostać uwzględnione w przygotowywanych 

kierunkach działań strategicznych. Chociażby w ramach planowanego „Zintegrowania i rozwoju 

rejestrów państwowych” należy szczególnie zadbać o skonstruowanie systemu zgodnie 

z przepisami ustawy o ochronie danych osobowych. 

Zwracamy także uwagę na zbliżającą się zmianę regulacji dotyczącej ochrony danych osobowych 

– od 2018 r. obowiązywać ma tzw. ogólne rozporządzenie o ochronie danych osobowych. 

Planowana inwentaryzacja i monitorowanie systemów e-administracji to doskonała okazja do 

weryfikacji zgodności zasad i praktyki funkcjonowania poszczególnych systemów e-

administracji z nowymi przepisami. Oszczędzi to czas i środki, jak również umożliwi lepsze 

przygotowanie polskich systemów e-administracji na wejście w życie przepisów 

rozporządzenia. 

Zwracamy także uwagę na kontekst ochrony danych osobowych w planowanym tworzeniu 

jednego portalu informacji i usług administracji rządowej, „bramy do usług” oraz zmian 

w funkcjonowaniu Biuletynu Informacji Publicznej. Naszym zdaniem warto przy tej okazji 

zwrócić uwagę na potrzebę ochrony prywatności ich użytkowników – zweryfikować, jakie 

informacje o ich aktywności na stronie internetowej są niezbędne dla jej administratora 

i ograniczyć tylko do nich zakres zbieranych. Jak wynika z badań Fundacji Panoptykon nie ma 

obecnie w tym zakresie jednolitej praktyki, a wiele stron administracji rządowej przekazuje 

podmiotom komercyjnym informacje o użytkownikach swoich stron3. 

2. Edukacja cyfrowa 

Zgadzamy się z oceną Ministerstwa, które dostrzega, że korzystanie z dobrodziejstw cyfryzacji 

wymaga stałego podnoszenia kompetencji cyfrowych. W tym kontekście zwracamy uwagę, że 

konieczne są także działania edukacyjne państwa w zakresie tzw. kompetencji miękkich 
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(umiejętności), wśród których należy wymienić umiejętność odpowiedzialnego korzystania 

z zasobów sieci Internet. Pragniemy podkreślić konieczność zadbania o to, by pomimo 

planowanych zmian w zakresie Programu Operacyjnego Polska Cyfrowa, część środków 

przeznaczana była na nabywanie tzw. kompetencji miękkich.  


